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MyQ Print Server 10.2

MyQ is a universal printing solution that provides a wide variety of services related to
printing, copying, and scanning. All functions are integrated into a single unified
system, which results in an easy and intuitive employment, with minimal
requirements for installation and system administration.

The main areas of application of the MyQ solution are monitoring, reporting and
administration of printing devices; print, copy, and scan management, extended
access to printing services via the MyQ X Mobile Client application and the MyQ Web
Interface, and simplified operation of printing devices via MyQ Embedded terminals.

Here you can find all the information needed to install, configure, upgrade, and
uninstall the MyQ print management system, how to set up the system through the
MyQ Web Administrator Interface, activate licenses, and set print ports.
Furthermore, you can learn how to maintain the MyQ system, acquire its statistical
data, and monitor the print environment.

All changes compared to the previous version are listed in the release notes,
available online and in PDF.

13


https://myq-online-help.atlassian.net/wiki/spaces/PS/pages/1262813908
https://myq-online-help.atlassian.net/wiki/spaces/PS/pages/1263141192/10.2%2BRC%2BGuides%2Bin%2BPDF

What's New in 10.2

1 What's Newin 10.2

Here's an overview of some of the new features included in and planned for MyQ

10.2.

1.1.1 Automatic Printer
Provisioning and Driver
Installation with our
Desktop Client

Combine MyQ X 10.2 and MyQ Desktop
Client and discover your new printing
superpowers.

Desktop Client 10.2 can automatically
install printers on your users'
computers. Each user will have access
to the intended printers, and those
printers only.

As an administrator, you can prepare
print drivers across your organization,
capture the drivers including their
printing defaults, and attach these
driver configurations to all or selected
MyQ queues.

The days of configuring your print
environment one computer at a time are
well and truly over.

1.1.3 Entra ID (fFormerly
known as Azure AD)
Enhancements

If you haven’t been keeping up to date

with the latest news from Microsoft, you

might not know that Azure AD has a

new name. But that's far from all we're
changing in MyQ X 10.2.

Along with a name-change, we're
bringing you:

 Support for multiple tenants

1.1.2 Configuration Profiles
For Desktop Client

MyQ X has never tried to be a one-size-
fits-all solution, we believe in giving you
the tools you need to create the ideal
print environment.

With MyQ 10.2 and MyQ Desktop Client
(MDC) 10.2, you can create multiple
configuration profiles for different
networks and subnets, allowing for
more Flexibility in MDC deployments.

You can use different MDC settings for
each department in your organization,
public devices, and Bring-Your-Own-
Device users, giving you, and your users,
all the flexibility you need.

In addition, when using Client Spooling,
your print options, policy, and
watermark settings are maintained.

1.1.4 Your Time is Precious -
Don’t Waste any at the
Printer

Long gone are the days of typing an e-
mail address for scan delivery on a
barely functional printer touchscreen,
and with MyQ X 10.2 we've taken the
streamlining a step further.

Easy Actions now let you print from or
scan to your storages in a few clicks.
Simply click Connect in your Web



 Improvements for sync from Entra
ID Connect environments

 Transformation with regular
expressions

« And a whole lot more!

We've also made connecting to
OneDrive for Business and SharePoint
Online simpler than ever, with the
option to connect all your Entra ID users
to their storage automatically.

1.1.5 Stay Secure with
Temporary Pins

System security is more important than
ever for organizations dealing with
sensitive and confidential
information, and printing is often the
stage in a workflow where it becomes
compromised.

We've brought in new measures for
keeping PINs safe. Simply select the
users or user groups whose PINs should
have limited validity, and new ones will
be automatically issued on a regular
basis.

In addition, a new set of security rules
will ensure those PINs aren’t easy to
guess, with combinations like 1234 or
1111 never being allowed.

1.1.7 Expand the Simplicity of
MyQ to your Embedded
Terminals

Having a streamlined printing and
scanning workflow is vital to keep your
organization running smoothly, but it
only works if it works everywhere.

For this reason, MyQ 10.2 will include
improvements for embedded terminal
devices.

What's New in 10.2

Interface, enter your password, and
you're set for good.

Even if you aren’t connected online, an
automatic email sent after users
perform an undeliverable scan will allow
them to connect in moments or simply
pick up the scanned documents from
their inbox.

1.1.6 New Look for MyQ
Emails

It's no great secret that getting
members of your organization excited
to read automatically generated emails
can be a challenge.

That's why we've created new HTML
email templates, allowing you to utilize
bold text and links to keep your users
engaged and informed.

Personalize all the emails your users
receive from MyQ to stay in-line with
your company messaging and ensure all
the necessary information for your
office is conveyed.

1.1.8 User Synchronization
from your Google
Workspace

Ensuring every user in your

organization is correctly included and

synchronized in your printing system can
be a daunting task.

In MyQ 10.2 we've added a new way to
achieve this using LDAP to sync with
your Google Workspace.
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What's New in 10.2

A new Ul keeps everything looking This means you can keep all your users
modern, and easy to understand, organized, with up-to-date
Favorite actions ensure no time is information, and minimal effort.

wasted on simple tasks, and improved
address books mean everything goes
exactly where it's supposed to.

@ Many of these improvements are already implemented and ready to use, with
more on the way soon. For full details, check out our Release Notes.
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Basic Information

2 Basic Information

Here you can find all the information needed to install, configure, upgrade, and
uninstall the MyQ® print management system. It describes how to set up the system
through the MyQ web administrator interface, activate licenses, and set a print port.
Furthermore, it shows how to maintain the MyQ® system, acquire its statistical data,
and monitor the print environment.

MyQ is a universal printing solution that provides a wide variety of services related to
printing, copying, and scanning. All functions are integrated into a single unified
system, which results in easy and intuitive employment with minimal requirements
for installation and system administration.

The main areas of application of the MyQ solution are monitoring, reporting and
administration of printing devices - print, copy, and scan management- extended to
printing services via the MyQ X Mobile Client application, and the MyQ web interface
and simplified operation of printing devices via MyQ Embedded terminals.

2.1 MyQ Architecture

2.1.1 MyQ Servers and applications

MyQ is a distributed system made of servers and client applications. The image below
depicts a high level overview of all the components and main communication
channels. Each component usually runs on its own computer be it a server, a PC, a
mobile phone, or a printer.
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The Central Server is responsible for the Site Servers configuration, reporting, and
licensing. Site Servers still need additional individual configuration.

A Site Server is responsible for print job spooling, scan delivering, user interaction
with printers, printer monitoring, and much more.

MyQ Desktop Client is an additional application running on users' PCs. It offers user
authentication and identification, project and cost-center selection, local printer
monitoring (mostly USB), client spooling and many other features.

The OCR Server is used for Optical Character Recognition in scan jobs. An OCR
server uses a lot of resources, so it usually runs on its own machine.
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The MyQ X Mobile Client is used for native printing on iOS, macOS, and Android
devices.

The Mobile Print Agent gives users access to printers via AirPrint (for iOS), and
Mopria Print Service (for Android smart phones or tablets). It usually runs on its own
machine with access to a Wi-Fi network where mobile devices can discover it.

2.1.2 Print Server from the OS process perspective

In the image below, you can see what OS processes are running on a Print Server, and
what the main communication channels are.

Package API } J
MyQ API : @ APL @
MyQ Ul
Y ] HTTP Router HTTP Server Terminal Packages
’A'A MVPO?
) \X\W
php-cgi.exe
e
P/(%ﬁ)

Job Processor ’—\
LPR é:(i;
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~
@ OEM
Proprietary
APl

PM Server

AP (thriff)

PHP e
latform
AP | services JQT

&3

Database Server

Data Folder

« Databases

- Jobs

* Logs

The heart of the system is the Print Server. It's based on the WSF Platform - MyQ's
platform for network services development. MyQ specific logic is implemented as
Platform services, which are packaged in plugin*.dll files. These plugins are written
in C++ and a few of them also in C#. WSF Platform also supports services
implemented in PHP. PHP doesn't support DLLs, so the platform services
implemented in PHP are invoked via a set of php.exe workers.

The Print Server also manages a set of Job Processor workers which are used for
job parsing. The Job Processor is running as a process and not as a part of the Print
Server, to avoid its failure in case of the Job Processor’s failure.
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As a network server, Print Server Service is responsible for receiving print jobs via
LPR, IPP, and other protocols. It also handles Messages, which is our push-notification
engine. Messages are used to notify clients about events in the system.

Apache is an HTTP server for our Web Ul and MyQ REST API. Both applications are
implemented in PHP. Apache is maintaining a set of php-cgi.exe workers to handle
execution.

HTTP Router is our reverse proxy through which all incoming HTTP based traffic
flows. Its main functionality is TLS termination.

Terminal Packages implement the embedded terminal for a specific vendor. They
expose their own API used by the printers.

PM Server is a component created by Kyocera. It provides API to configure Kyocera
devices and to install the embedded terminal application. PM Server uses the Thrift
technology to implement its API. MyQ is also providing part of its API via Thrift, so
the PM Server can access it.

Many of the components use the Database Server to store data. Furthermore, many
of the components including Firebird, store their data in the MyQ Data Folder which
is located by default in C:\ProgramData\MyQ. In production, this folder is typically
located on a network drive.

Executable names

Friendly name Executable name Alternative names
HTTP Router traefik.exe Traefik

HTTP Server httpd.exe Apache

Database Server firebird.exe Firebird

Print Server myq.exe

Kyocera Provider knum.server.exe PM Server
*Terminals MyQ*Terminal.exe Terminal Package
Job Processor MyQJobProcessor.exe

*used for vendor name

2.2 Network Communication Architecture

The image below depicts an overview of the components and main network
communication channels.
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MyQ --> License server: An external connection to the MyQ license server is
required for license activation. (Old license model license.myq.cz, new license model
license2.myq.cz).

The connection is protected via 443 TCP. If a connection to the license server is not
possible, there is also the possibility of offline activation.

MyQ <--> Active Directory: User synchronization (LDAP/ Open LDAP) takes place via
port 389 or 636 by default.

MyQ --> Email Server: Scans/emails are first transmitted from the MFP to MyQ
server. This server acts as a relay for emails and forwards the emails to the stored
customer email server. The required ports are individual, depending on the
corresponding settings of the customer email server.

MyQ --> MyQ Web UI: HTTP protocol for accessing the MyQ web interface as well as
communication with embedded terminals and job roaming between MyQ servers.:
https//:serverhostname:8090

If needed, the unsecure connection can be enabled in MyQ Easy Config, using port
8080.

MyQ --> Print job Release: The output of the print jobs from MyQ server to the MFP
is done via RAW 9100 by default (can be changed if required to LPR, IPP, IPPS, MPP,
MPPS).

The device status of the printing systems, as well as toner and ink levels, are read out
via SNMP UDP 161. (SNMP protocol can be changed if required SNMP v1, SNMP v2,
SNMP v3).
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MyQ <-- Scanning via MFP: All scans (email/folder) are done via port 25 by default,
FTP port 21 if required.

MyQ <-- BYOD & MyQ Mobile App: For working with smartphones/tablets, both
AirPrint/Mopria and MyQ Mobile App, port 8632 and 8090 are required.

MyQ <-- User Clients: Printing to a MyQ queue is done via a print object configured
for this purpose. By default, printing to the MyQ server is done via LPR port 515.
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3 System Requirements

4\ The operating system and any other software require their own additional system
resources. The system requirements described below are only for the MyQ solution.

3.1 MyQ Print Server - Standalone mode

3.1.1 MyQ Print Server Hardware requirements up to 600

devices
1-10 11-100 101-300 301-600
devices devices devices devices
Physical 3 4 6 8
Core*
RAM 6GB 8GB 12GB 14GB
Storage 30GB 33GB-350GB 380GB-1TB 1,4TB-2TB
space

*|t is recommended to use +1 physical core if Credit/Quota is used.
(calculated with AMD Ryzen Threadripper 1920X 3,5GHz)

Valid For a typical use case:

* Print job spooling via Windows spooler or directly to MyQ print queue
* Integrated Firebird database - installed automatically
 Activated Job Parser
« Activated Job Archiving
« High number of Office documents printed via email/web/mobile
» Use of MyQ Desktop Client (MDC) or
> Use of MyQ Smart Job Manager (SJM)
> Use of MyQ Smart Print Services (SPS)
¢ Watermarks used in queues
» Heavy usage of MyQ API
» 170 users per device (up to 100 000 users total)
* Heavy printing
* 30% active user sessions at once
» Embedded terminal installed on all devices

3.1.2 Recommendations

« Install Windows updates outside of working hours.
« Always monitor the server performance during peak usage hours and adjust
the settings accordingly.
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« Changing the power plan of Windows Server in Control Panel - Hardware -
Power Options from Balanced (the default setting) to High performance is
recommended to utilize the maximum performance. This may help speed up
database operations.

3.2 MyQ Print Server - Site mode (Central Server & Site

Servers architecture)

3.2.1 Site servers Hardware requirements up to 30 000 devices

1-10 11-100 101-300 301-600 601 -30000
devices devices devices devices devices
Physical 5 6 8 10 10
Core
RAM 6GB 8GB 12GB 14GB 14GB
Minimum 1x Central 1x Central 1x Central 1x Central 1x Central
number of server server server server server
servers 1x Site 1x Site 1x Site 1x Site More Site
server server server server servers
with max
600
devices
each
Storage 30GB 33GB - 380GB - 1,4T-2TB 2TB per
space 350GB 1TB 600
devices

(calculated with AMD Ryzen Threadripper 1920X 3,5GHz)

For the MyQ Central Server Hardware specification, check the MyQ Central Server
guide.

Valid For a typical use case:

* Print job spooling via Windows spooler or directly to MyQ print queue
* Integrated Firebird database - installed automatically
 Activated Job Parser
« Activated Credit Accounting
 Activated Quota
* Activated Job Archiving
« High number of Office documents printed via email/web/mobile
» Use of MyQ Desktop Client (MDC) or
> Use of MyQ Smart Job Manager (SJM)
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> Use of MyQ Smart Print Services (SPS)
¢ Watermarks used in queues
» Heavy usage of MyQ API
e 170 users per device (up to 100 000 users total)
* Heavy printing
* 30% active user sessions at once
» Embedded terminal installed on all devices
« User synchronization from Central Server
 Data replication to Central Server

3.2.2 Recommendations

« Install Windows updates outside of working hours.

« Always monitor the server performance during peak usage hours and adjust
the settings accordingly.

« Changing the power plan of Windows Server in Control Panel — Hardware -
Power Options from Balanced (the default setting) to High performance is
recommended to utilize the maximum performance. This may help speed up
database operations.

B Itispossible to install MyQ Central Server and MyQ Site Server on one
Server, but it is recommended only for small installations (small Site Server).
In this case, the HW requirements for both MyQ Central and MyQ Site Server
need to be taken into account.

3.2.3 Storage
The MyQ Print Server installation files are approximately 700MB.

The annual printing volume for 1 printer is approximately 10,000 jobs; it is possible to
multiply this value for the particular number of printers.

MyQ data folder (jobs, main database, and log database increasing):
10k jobs 100k jobs 1M jobs

35GB 300GB 3,5TB

Counted for jobs with 2,9MB size.
By default, jobs are deleted every 7 days.

The Job archiving feature needs additional free space in data storage due to used
configuration.

A dedicated disk for MyQ Data storage (jobs, main database and log database) is
recommended.
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During upgrades of the MyQ Print Server system, the actual size of the MyQ
installation on the server (including MyQ database) may temporarily grow up to four
times.

The size of the MyQ database depends on the size and complexity of your printing
environment (number of users, printing devices, sent jobs etc.).

3.2.4 Storage performance

« minimum 100 IOPS required.

« RAID data storage supported.

 for systems with a large number of direct queues, it is strongly recommended
using SSD.

3.2.5 MyQ Desktop Client

If there are 100 - 1000 or more client computers using MyQ Desktop Client (MDC) (or
MyQ Smart Job Manager (SJM) and/or MyQ Smart Print Services (SPS)), the MyQ
Print Server requires 2+ physical cores just for the MyQ Desktop Client

operations. The recommended configuration may vary according to the system load.

3.2.6 Recommended no. of users and groups

Users: up to 100,000 (30,000 - 60,000 per one synchronizing line). Depends on the
length and number of fields for synchronization.

Groups: up to 40,000/10 tree levels (group in group in group). Each user can be in up
to 50 groups.

3.2.7 Operating System

Windows Server 2016/2019/2022, with all the latest updates; only 64bit OS
supported.

Windows 8.1/10/11**, with all the latest updates; only 64bit OS supported. Be aware
of the connection limit of up to 20 clients (Windows EULA).

**For the trouble-free running of the machine, it is strongly recommended to use
a Windows Server OS.

3.3 Additional software required

* Microsoft .NET Core 6.0
» Microsoft .NET Framework (4.7.2 Full Version or higher)
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@ Microsoft .NET Core 6.0 is installed automatically at the beginning of the MyQ
installation. If installation fails, the installer can not proceed, and the installation is
terminated. In such case, .NET Core 6.0 hs to be installed prior to MyQ installation
manually.

Microsoft .NET Framework is not automatically installed and needs to be installed
prior to running MyQ installation.

Windows Server 2022 Core

If the Easy Config does not launch, it may be necessary to install Server Core App
Compatibility Feature on Demand in Windows Server. It can be installed from
PowerShell as a Windows Update using this command:

Add-WindowsCapability -Online -Name ServerCore.AppCompatibility~~~~0.0.1.0

Restart the server after installation is finished.

3.3.1 Web browser

Microsoft Edge 91 or higher (Recommended)

Google Chrome 91 or higher

Mozilla Firefox 91 or higher

Apple Safari 15 or higher

« Opera 82 or higher

Internet Explorer and MS Edge Legacy are no longer supported

WebSocket notifications only work with valid certificates in some browsers.
Some MyQ features may have limited functionality without them, and it's
recommended to have them valid and installed on all client devices.

3.3.2 Security

DigiCert Global Root CA certificate (required for Installation Key license activation)
- https://www.digicert.com/kb/digicert-root-certificates.htm#roots.

It should be included by default in the latest updated Windows versions.
Supported Public Key Infrastructure for asymmetric cryptography.

4 Limitations:
* To make sure that the MyQ system runs smoothly, you need to set an
exception for MyQ in your antivirus setup.
« MyQ should not be installed on a Domain Controller.
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3.4 MyQ installation in Private Cloud

MyQ can also be installed in Private Cloud. For requirements and further details, see
Installation in Private Cloud.

3.5 Installed parts and possible conflicts

The installation File contains, besides the MyQ system itself, installations of a Firebird
database server, an Apache web server, PHP runtime, and PM server. With the Scan
Management function activated, the MyQ system uses its own SMTP server.

If there are other systems that run on the same server and use databases, web
interfaces, PHP, or email servers, there is a risk of system conflicts. These conflicts
can cause malfunctions on one or more of the systems. Therefore, we recommend
you install MyQ on a server with a clean OS installation.

MyQ fully supports installation on virtual servers.

3.6 Main Communication Ports

If you need to adjust your firewall, it is recommended to allow MyQ processes in the
firewall and not particular ports. If you allow particular ports, MyQ may stop working
if:

1. you change port settings in MyQ, or
2. you upgrade to a newer version and the port specification has changed.

Terminal packages may use additional ports. Check the particular terminal package
specification for details.

Make sure to create an exception that allows ICMP Echo Requests/Replies (Ping)
through your Windows Firewall, as MyQ uses it by default to check the printers’
status.

3.6.1 Incoming Ports

The server is listening on the following ports (does not include private ports):

Prztl:oc Port Configurable Description
TCP 21 Yes (WebUl)  FTP protocol for receiving scans. The server runs

only in passive mode and each data connection
runs over a dynamic port in the 49152 - 65535
range.


https://myq-online-help.atlassian.net/wiki/pages/createpage.action?fromPageId=1262584573&linkCreation=true&spaceKey=PS&title=%2810.2+RC%29+Installation+in+Private+Cloud

Protoc
ol

TCP

TCP

TCP

TCP

TCP

TCP

TCP

UDP

UDP

TCP

Port

25

587

515

910

863

863

809

111
12

111
08

808

Configurable

Yes (WebUI)

Yes (WebUlI)

Yes (WebUlI)

Yes (WebUlI)

Yes (WebUlI)

Yes (WebUI)

Yes (Easy
Config)

No

No

Yes (Easy
Config)

System Requirements

Description

SMTP protocol for Scan Management function,
receiving email notifications from printers, and
for receiving emails with jobs.

SMTPS protocol. Used in the same scenarios as
SMTP.

LPR protocol for print job transmission to the
MyQ server.

RAW protocol for print job transmission to the
MyQ server.

IPPS protocol for print job transmission to the
MyQ server.

AirPrint/MOPRIA protocol for print job
transmission to the MyQ server.

HTTP protocol for accessing MyQ web interface,
communication with Embedded terminals and job
roaming among MyQ servers.

Communication with MyQ Desktop Client (MDC) -
former MyQ Smart Job Manager (SJM) and MyQ
Smart Print Services (SPS). The answer is returned
on a dynamic portin the 49152 - 65535 range.

Communication with old terminals (7.6 and older).

Upgrade only.

Obsolete HTTP protocol for accessing MyQ web
interface, communication with Embedded
terminals and job roaming among MyQ servers.

Can be removed in Easy Config and only 8090 can
be used.

29



PM Server:

Protoc Port

ol

TCP 631

TCP 717

TCP 909
0,

909
y

TCP 909
2

TCP 909
3

TCP 909
4

TCP 909
5

TCP 909
7

TCP 909
8

TCP 909
9

TCP 910

Configurabl
e

No
No

No

No

Yes (WebUlI)

No

Yes (WebUlI)

Yes (WebUlI)

Yes (WebUI)

Yes (WebUlI)

No

3.6.2 Outgoing Ports

The server is connecting to the following ports (does not include localhost
connections):

System Requirements

Description

Port for Mobile print via IPP.
Port For Mobile print via IPPS.

Necessary for remote setup of Kyocera
embedded terminals.

Felica reader

Authentication / Authorization.

Driver access, mobile access.

Spooler service.

Log information event.

Job status event.

Thrift access.

User session service.
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Protoco
l

TCP

TCP

TCP

TCP

TCP

UDP

Port

443

515

631

910

100

40

111
08

System Requirements

Description

* IPPS protocol for print job transmission from MyQ to
printing devices.

* License activation server. The MyQ license server address
is license2.myq.cz.
The old MyQ license server address is license.myq.cz.

* Other enabled services from Settings — External Systems
(Microsoft Universal Print, One Drive, ...)

LPR protocol for print job transmission from MyQ to printing
devices.

IPP protocol for print job transmission from MyQ to printing
devices.

Raw protocol for print job transmission from MyQ to printing
devices.

MPP/MPPS protocol for print job transmission from MyQ to
printing devices.

Communication with old terminals (7.6 and older).

You can also setup additional services that require further configuration and their
port will often differ:

Protoco
l

TCP

TCP

TCP

TCP

Port

Cust
om

Cust
om

Cust
om

Cust
om

Default Description

110 Connection to email server via POP3 protocol for
receiving jobs via email.

143/993 Connection to email server via IMAP/IMAPS
protocol for receiving jobs via email.

25/465/58 Connection to SMTP server for sending outgoing
7 emails from MyQ.

389/636/1 Connection to Authentication server(s) (LDAP,
812 Radius, ...) for user authentication/synchronization.
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Protoco

L Port Default Description
TCP Cust 8093 Connection to MyQ Central Server.
om
UDP Cust 161 SNMP protocol for communication with printing
om devices. Answer from printer is returned on a
dynamic port.
TCP Cust - Connection to External credit account.

om
MyQ can connect to dynamic ports in the following contexts:

Protoc

ol Port Description

UDP Dynami  Communication with MDC (Former SJM and SPS). The port
C range is 49152 - 65535.

3.6.3 Embedded Packages Ports

Kyocera

IFSSLis on, it's  Events are notified internally to the embedded application. No

used For the network communication is used.

following

events:

MyQ Server e HTTP or HTTPS: 8090 (default) - it depends on the

configuration in MyQ Easy Config.

» SMTP: 25 (default) - it depends on the port configured in
MyQ, Settings, Network, SMTP. Used for Panel Scan to
email)

(Protocol: Port
- Description)
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Package

(Protocol: Port
- Description)

Printer

(Protocol: Port
- Description)

System Requirements

HTTP: (IN) 8081 to 8089 (default) - It depends on the port
selected during the installation of the package on the server.
This is used only in localhost.

TCP: (OUT) 11108 - TCP link to device. Send request to Printers.

Kyocera 8.0+

Arandom TCP port is opened on each package service start/
restart, to be used for receiving scans over FTP. The package
then tries to configure the Windows firewall to open the port
for outside connections.

TCP: (IN/JOUT) 11108 - TCP link to device. Usage: Receive
requests from Package.

TCP: (IN) 10040 - Usage: Use printer as a proxy for TCP
communication.

UDP: (IN) 11108 in - UDP Link to device. Multipurpose. It
dispatches all the received UDP packages. Usage: Receive
requests to get local jobs.

UDP: (OUT) 11108 - Send broadcast to printers. GetJobs (Local
Spooling)

TCP: (IN/OUT_ 10030 - TCP link to device. Usage: Receive
requests or responses from other devices.

TCP: (IN) 10010 - Usage: Receive raw data of print jobs for local
direct print job.

TCP: (IN) 10011 - Usage: Receive raw data of print jobs for local
hold job.

TCP: (IN) 10013 - Usage: Receive raw data of print jobs for local
delegate job.

TCP: (IN) 10020 - Usage: Receive raw data of print jobs for local
LPR jobs.

TCP: (IN) 10012 - Usage: Receive raw data of print jobs for local
pull print jobs (Pull Print).

Note: Other ports used by the printer (common for all printers.
Eg. 9100 for raw printing, etc.).

HP
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If SSL is on, it's
used for the
Following
events:

MyQ Server

(Protocol: Port
- Description)

Package

(Protocol: Port
- Description)

Printer

(Protocol: Port
- Description)

If SSL is on, it's
used for the
Following
events:

MyQ Server

(Protocol: Port
- Description)

Package

(Protocol: Port
- Description)

Printer

(Protocol: Port
- Description)

System Requirements

All types of events go through SSL

e HTTP or HTTPS: 8090 (default) - it depends on the
configuration in MyQ Easy Config.

* SMTP: 25 (default) - it depends on the port configured in
MyQ, Settings, Network, SMTP. Used for Panel Scan to
email)

HTTP: (IN) 8081 to 8089 (default) - It depends on the port
selected during the installation of the package on the server.
This is used only in localhost.

(OUT) 57627 - non SSL
(OUT) 7627 - SSL

Toshiba

All types of events go through SSL

e HTTP or HTTPS: 8090 (default) - it depends on the
configuration in MyQ Easy Config.

« SMTP: 25 (default) - it depends on the port configured in
MyQ, Settings, Network, SMTP. Used for Panel Scan to
email)

HTTP: (IN) 8081 to 8089 (default) - It depends on the port
selected during the installation of the package on the server.
This is used only in localhost.

(OUT) 49629, 50083 - non SSL
(OUT) 49630, 50083 - SSL

Xerox
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If SSL is on, it's
used for the
Following
events:

MyQ Server

(Protocol: Port
- Description)

Package

(Protocol: Port
- Description)

Printer

(Protocol: Port
- Description)

If SSL is on, it's
used for the
Following
events:

MyQ Server

(Protocol: Port
- Description)

Package

(Protocol: Port
- Description)

System Requirements

Always SSL

e HTTP or HTTPS: 8090 (default) - it depends on the
configuration in MyQ Easy Config.

* SMTP: 25 (default) - it depends on the port configured in
MyQ, Settings, Network, SMTP. Used for Panel Scan to
email)

HTTP: (IN) 8081 to 8089 (default) - It depends on the port
selected during the installation of the package on the server.
This is used only in localhost.

HTTP: (OUT) 80 - Used to access to Xerox EIP

SNMP: (OUT) 161 - Used to set up the configuration of the
printer.

Canon

Events are notified internally to the embedded application. No
network communication is used.

e HTTP or HTTPS: 8090 (default) - it depends on the
configuration in MyQ Easy Config.

« SMTP: 25 (default) - it depends on the port configured in
MyQ, Settings, Network, SMTP. Used for Panel Scan to
email)

HTTP: (IN) 8081 to 8089 (default) - It depends on the port
selected during the installation of the package on the server.
This is used only in localhost.

TCP: (OUT) 11108 - TCP link to device. Send request to Printers.
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Printer TCP: 11108 - TCP link to device. Usage: Receive requests from

(Protocol: Port Package.

- Description) TCP: 10040 - Usage: Use printer as a proxy for TCP
communication.

Note: Other ports used by the printer (common for all printers.
Eg 9100 for raw printing, etc.).

Ricoh

IFSSLis on,it's  Events are notified internally to the embedded application. No
used for the network communication is used.

Following

events:
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Printer

(Protocol: Port
- Description)

If SSL is on, it's
used for the
Following
events:

MyQ Server

(Protocol: Port
- Description)

System Requirements

TCP: 49109 - sends live application logs from the device.

TCP: 11108 - TCP link to device. Usage: Receive requests from
Package.

TCP: 10040 - Usage: Use printer as a proxy for TCP
communication.

UDP: 11108 in - UDP Link to device. Multipurpose. It dispatches
all the received UDP packages. Usage: Receive requests to get
local jobs.

UDP: 11108 out - Send broadcast to printers. GetJobs (Local
Spooling)

TCP: 10030 - TCP link to device. Usage: Receive requests or
responses from other devices.

TCP: 10010 - Usage: Receive raw data of print jobs for local
direct print job.

TCP: 10011 - Usage: Receive raw data of print jobs for local
hold job.

TCP: 10013 - Usage: Receive raw data of print jobs for local
delegate job.

TCP: 10020 - Usage: Receive raw data of print jobs for local LPR
jobs.

TCP: 10012 - Usage: Receive raw data of print jobs for local pull
print jobs (Pull Print).

Note: Other ports used by the printer (common for all printers.
Eg 9100 for raw printing, etc.).

Sharp

All types of events go through SSL.

e HTTP or HTTPS: 8090 (default) - it depends on the
configuration in MyQ Easy Config.

e SMTP: 25 (default) - it depends on the port configured in
MyQ, Settings, Network, SMTP. Used for Panel Scan to
email)
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Package

(Protocol: Port
- Description)

Printer

(Protocol: Port
- Description)

If SSL is on, it's
used for the
Following
events:

MyQ Server

(Protocol: Port
- Description)

Package

(Protocol: Port
- Description)

Printer

(Protocol: Port
- Description)

System Requirements

HTTP: (IN) 8081 to 8089 (default) - It depends on the port
selected during the installation of the package on the server.
This is used only in localhost.

Any port from the <0-65535> range.
Default:

« (OUT) 10080 - non SSL
« (OUT) 10443 - SSL

Epson

All types of events go through SSL.

e HTTP or HTTPS: 8090 (default) - it depends on the
configuration in MyQ Easy Config.

* SMTP: 25 (default) - it depends on the port configured in
MyQ, Settings, Network, SMTP. Used for Panel Scan to
email)

HTTP: (IN) 8081 to 8089 (default) - It depends on the port
selected during the installation of the package on the server.
This is used only in localhost.

« (OUT) 80 - non SSL
« (OUT) 443 -SSL

@ Some of the above mentioned ports can be changed in case of conflicts with other

applications.

4 Conflicts of the communication ports with other software will be revealed by the
Windows socket error 10048 error message.
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3.7 Windows Server Performance Monitor

You can use Windows Server Performance Monitor to gather system performance
information that can help MyQ Support to troubleshoot MyQ server performance

issues.

The following procedures describe how to configure Performance Monitor to log
processor, disk, and memory performance information, respectively.

Enabling performance counters For processor, disk, and memory objects:

« Connect to the MyQ server, using an account with administrator rights.
« On the Windows taskbar, select Start > Run.

 In the Run dialog box, type perfmon , and then click OK.
* In Performance Monitor:

o

o

In the panel on the left, expand Data Collector Sets.

Right-click User Defined, and then select New > Data Collector Set in the
contextual menu.

In the first Create new Data Collector Set wizard dialog box:

* In the Name box, type MyQPerformanceSet .

= Select Create manually (Advanced).
= Click Next.
In the second Create new Data Collector Set wizard dialog box:
= Select Create data logs.
= Select the Performance counter checkbox.
= Click Next.
In the third Create new Data Collector Set wizard dialog box:
= Click Add.
= In the dialog box that appears, in the Available counters list,
successively select the following performance counters, clicking Add for
each of them:
* Memory
* PhysicalDisk
* Processor
= Click OK.
= Click Finish.
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Available counters Added counters

Select counters from computer:

Counter Parent Inst... Computer
| <Local computer = v| Browse. .. Memory N
Physical Metwork Interface Card Activity vooA = - -
PhysicalDisk v PhysicalDisk -
Power Meter v = - _Total
PowerShell Workflow v Processor -~
Print Queue v * - _Total
Process v
Processor v
Processor Infermaticn hall

Instances of selected object:

<Al instances =
0

1
2
3

| ~ | Search

Remave <<

[ show description OK Cancel

When you are ready to start gathering performance information, in the main panel on
the right, right-click MyQPerformanceSet, and then select Start in the contextual
menu.

When you are ready to stop gathering performance information, in the main panel on
the right, right-click MyQPerformanceSet, and then select Stop in the contextual
menu.
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(%) File Action View Window Help

e 2R EG= HE PR

@‘l Performance
v | @ Menitoring Tools
BB Performance Monitor
v | Data Collector Sets
w 3_3, User Defined
& MyQPerformanceSet
¥ Server Manager Performance Menitor
& System
1 Event Trace Sessions
:i. Startup Event Trace Sessions
v [ Reports
ﬁ User Defined
ﬁ System

Mame

[| DataCollectord1

To review the logged performance information, in Windows Explorer, locate and
double-click the .blg file indicated in the Output column in Performance Monitor.

The Performance Monitor opens showing the collected data. Send the .blg File to

MyQ Support.
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4 Installation

This chapter shows you how to install the MyQ print management system.

B Before you start the installation, make sure your system is up to date and
meets the requirements as described in System Requirements.

—

. Download the latest available version of MyQ from the MyQ Community portal.

. Run the executable file. The Select Setup Language dialog box appears.

. Select your language and click OK. The Select Destination Location dialog box
appears.

4. Select the folder where you wish to install MyQ. The default path is:

C:\Program Files\MyQ\.

. Click Install. MyQ is installed on the server.

. Click Finish. Depending on the OS settings on the server, you might be asked
to restart the computer. If you are asked to restart the computer, you need to
do soin order to finish the installation. After the restart, the MyQ Easy Config
application opens and the MyQ database is upgraded. If not, you can run the
MyQ Easy Config application directly by keeping the Finish installation in MyQ
Easy Config option selected.

w N

o N

4.1 Installation in Private Cloud

As an alternative to using on-premises servers, the MyQ Server can be installed and
run on an Azure Virtual Machine, with a VPN tunnel connecting the physical network
and Azure's virtual network.

Environment Requirements:

e The minimum recommended virtual machine is B4ms, with a dedicated (non

system disk) standard HDD.
> The recommended CPU, RAM and HDD resources are the same as a standard
installation and can be found in system requirements.

* VPN tunnel (100mbps line is recommended) connecting the physical network
and Azure's virtual network where the MyQ Server is installed.

» Outgoing communication on ports used by MyQ must be allowed on Azure's
Network security group. See main communication ports For a full list.

» The geolocation of the cloud server should be as physically close as possible.

» The Ping answer from printers to the cloud server should be within 750 ms
(max 1 second, can be adjusted in config.ini)

@ For more information about Azure - Extend an on-premises network using VPN, see:
https://docs.microsoft.com/en-us/azure/architecture/reference-architectures/
hybrid-networking/vpn#architecture

Once you set up the Azure virtual environment, follow the Installation instructions to
install MyQ.

About MyQ in Private Cloud
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Customers using Microsoft 365 as a private cloud hosting their internal systems can
add MyQ to the list of IT services they no longer need to have installed on an on-
premises server.

Part of the leased private cloud space can be dedicated
to MyQ server(s), and MyQ running in Azure can make use of Azure Active
Directories.

The single sign-on feature already used by users to access applications in the
Microsoft cloud can also cover cloud printing with MyQ, without the need to use a
VPN connection.

o )
. )
\ - W
HIGH SECURITY \ HIGH ACCESSIBILITY,
\ AVAILABILITY AND

\ / SCALABILITY
| /
" '_______-"'“-\ lI
© L ) -
EASY DISASTER s v
RECOVERY ) - NO NEED OF
- Combined cloud T VPN FOR USERS
/ benefits of MyQ & AN
Microsoft Azure "
-
© )
NO NEED OF SHARED RESOURCES:
ON-PREMISE myQ &« B2l " ECO-FRIENDLY &
MAINTENANCE e t a COST-EFFECTIVE

MS Universal Print is also fully integrated in MyQ, offering mobility, quick printer
discovery, and no need for a VPN connection.

What is more, MyQ's Universal Print connector can work with older devices, so
there’s no need to invest in upgrading your fleet with more recent models which
would natively support Universal Print.
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No VPN required
IPP Protocol VPN

EE— —
0265/Azure AD User Universal Print My Server

B8 Microsoft Azure

B A VPN tunnel connecting the physical network and Azure's virtual network is
also required when using Microsoft Universal Print. Thanks to this VPN
tunnel, there is no need for a VPN connection from the client’s side to the
MyQ Server.
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5 MyQ Easy Config

The MyQ Easy Config application is the basic environment for the setup of essential
parts of the MyQ server, such as the MyQ database.

It automatically opens if you keep the Finish installation in MyQ® Easy Config
option selected during the installation of the server. Otherwise, you can find it on the
Apps screen in Windows 8.1+, Windows Server 2016 and newer. After you open the
application, you see its menu on the left side. From this menu, you can access the
following settings:

« On the Home tab, you can quickly change the default passwords for the Server
and Database Administrator accounts and generate data for support. You can
also be redirected to the MyQ Web Administrator Interface to finish the server
setup.

« Onthe Services tab, you can view and control MyQ services.

» On the Settings tab, you can modify the Windows Services, Server
administrator, and Database Administrator accounts, change file paths of the
MyQ system data and jobs files, change the port configuration of the MyQ
server, and clean up your Cache and Temp folders.

« On the Security tab, you can enable/disable unsecure communication, and
manage the MyQ DB, the Log Database, and print jobs encryption.

« On the Database tab, you can view information about the Main and Log
Databases, as well as backup, and restore your database.

« Onthe Log tab, you can view all the operations executed by the MyQ system.

« On the About tab, you can view information regarding the current version of
MyQ.

« In addition, you can select the MyQ Easy Config display language from the
drop-down list.

If there are no issues, the “/t looks good here!” message is displayed on the Home tab.

Once you open the MyQ Easy Config application on the Home tab for the first time,
you will be prompted to create passwords for the Server Administrator Account and
Database Administrator. These accounts will be important for server management
and database security.

Server Administrator Account

This is the *admin account used for the initial MyQ configuration. Once you create a

password for this account, you can continue to the MyQ Web Interface, use *admin

to log in as the administrator and start the configuration. It is generally
recommended to disable this account once you have created dedicated administrator
accounts, you can do so on the Security tab.

Database Administrator Account

This is the SYSDBA account used for accessing the Firebird database. It is
recommended to create a strong and secure password for this account.
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MyQ Print Server Easy Config - O x

Home Home mvo

Services
~ Database Administrator Password

% Settings
Change the default password

Security
Password:

Database | l

Confirm password:
Log | ]

About Save

English

v MyQ Web Administrator

To setup the server go to the MyQ Web Administrator and legin as *admin.
MyQ Web Administrator

~ Data for Support

Day: 3/6/2024 @3
Time: | 1120 AM@E - | 1220 pM@ﬂ

B Afteryou change the Server Administrator Account and Database
Administrator passwords for the first time, its initial setup section
disappears from the Home tab. These passwords can be later changed from
the Security tab.

Additional options are available on the Home tab to access the MyQ Web
Administrator interface and generate Data for Support.

On the Services tab you can stop, start, and restart the services of the MyQ server.
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MyQ Print Server Easy Config - 3dx

(@) Home Services mvo
E§Z Services
ﬁ Settings

@ Security HTTP Router RUNNING

(@) Start Al (D) Stop Al ) Restart Al

@ Database

E Log

@ About Database Server RUNNING

HTTP Server RUNNING
B5 | English
Print Server RUNNING

PM Server RUNNING

5.3 Settings

5.3.1 Windows Services Account

MyQ Windows Services run, by default, under the Local System account, meaning the
account that was used during the installation.

@ ® 6 06 0

Settings
“ Windows Services Account

Log on services as:
® Local System account

(0 Custom account

Save

This can be changed in the Settings tab, in the Windows Services Account section:

« Under Log on services as, select Custom account.

» Click on Browse, select the user account to be used for Windows services and
click OK. The selected user account should have "Local administrator" rights or
be a member of the Local Administrators Group. It should also already have
rights to "Log on as service".

« Type the account's password and then confirm it in the next field.

* Click Save. MyQ Services are automatically stopped and restarted.

» To change back to the default account, select Local System account, and click
Save. MyQ Services are automatically stopped and restarted.
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5.3.2 Web Server Ports

On the Settings tab, under Web Server, you can change the port for the connection
to the MyQ Web server:

« Port: communication port for the MyQ HTTP server; the default value is 8090.

Web Server

Port;
(8030

Save

5.3.3 Data and Jobs Folders

On the Settings tab, you can see the folder locations of MyQ database and MyQ print
jobs.

Data Folder . 14.29%

Path: C:\ProgramData\MyQ\
Size: 28.75 MB

Free space: 102.85 GB

Total space: 120 GB

Files count: 48

Change Location

Jobs Folder . 14.29%
Path: C:\ProgramData\MyQ\Jobs\
Size: 0B

Free space: 102.85 GB
Total space: 120 GB
Files count: 0

Change Location

The default folders are:
C:\ProgramData\MyQ\ for the database, and C:\ProgramData\MyQ\Jobs for the print
jobs.

Under normal circumstances, there is no need to change these locations. In case you
have to do it, for example when there is not enough space on the system disk, follow
the instructions below:

1. Onthe Settings tab, in the respective section, click Change Location. The
Change folder location dialog box appears.

2. Inthe dialog box, under New folder, enter the path to the new folder or click
the browser icon and find the folder location.

3. Under Change Operation, select the required method of existing data
relocation, and then click Change location. Keep in mind that the server needs
to be stopped during the change. The folder is moved to the new location.
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& Ifyourelocate your Data and Jobs folder to a network drive, be aware that Apache
or Firebird service cannot access network drives created by the Administrator or
other users. The network drive needs to be created by the "nt authority\system"
user. You can do this using this guide: https://stackoverflow.com/questions/182750/
map-a-network-drive-to-be-used-by-a-service/4763324#4763324 or it should work
when you mount the drive on Windows startup.

5.3.4 Server Maintenance

In the Server Maintenance section of the Settings tab, you can clean up your Cache
and Temp folders. This might be necessary in cases where problems with the
temporary files affect the MyQ system.

To delete the two folders, click Start Cleanup.

v Server Maintenance

Start Cleanup

Cache and Temp folders will be deleted.

5.4 Security

5.4.1 Changing passwords on the Security tab

— MyQ Print Server Easy Config - 0Ox
(@) Home Security mvo
@ Services
»  Server Administrator Account

% Settings

Enable *admi t:
@ o nable *admin accoun (

Use for initial setup and assigning rights to individual users, then disable (recommended). Once disabled, the password is removed and it

is not possible to log in.

@ Database

Password:

Er Log | l

@ About Confirm password:

B9 English

~ Database Administrator Password

Password:

| J
Confirm password:

As soon as you replace the default password, the section disappears from the Home
tab and the password can no longer be changed there.

Server Administrator Account
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This is the *admin account used for the initial MyQ configuration. Once you create a

password for this account, you can continue to the MyQ Web Interface, use *admin

to log in as the administrator and start the configuration. It is generally
recommended to disable this account once you have created dedicated administrator
accounts, you can do so on the Security tab.

Database Administrator Account

This is the SYSDBA account used for accessing the Firebird database. It is
recommended to create a strong and secure password for this account.

@ The MyQ database access user name is SYSDBA and its default password is
masterkey.

5.4.2 Unlocking the MyQ Administrator account

After 5 consecutive failed login attempts to the MyQ administrator account, the
account is locked.

The admin can see a warning that the *admin account is locked, and unlock it, in the
Server Administrator Account section on the Security tab. Once they click Unlock,
the account is unlocked.

5.4.3 Data Encryption

In the Data Encryption section, for better security, you can encrypt the main
database, the log database, and print jobs using a certificate. MyQ does not provide
these certificates. You should install and use your own. The certificate used for the
encryption needs to have the “Encrypting File System” Enhanced Key Usage (EKU)
and it must be located in one of the following computer certificate stores:

* Personal

Trusted Publishers

Third-Party Root Certification Authorities
e Other people

Once installed, it will be visible in the Certificate drop-down.
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MyQ Print Server Easy Config =) X
Home Security mvo
Services
v Web Server
Settings
Allow unsecure communication: | Save

Security

Enable only in case of communication problems.

Database

Log v Data Encryption

About

Certificate: | = Sava
English

MyQ Main Database Encrypt

MyQ Log Database Encrypt

Print Jobs Encrypt

Scan Jobs Encrypted

~  Advanced

Unlock Job Scri ptlng(

Enable modification of Scripting (PHF} in the queue's Job processing settings in the Web Interface.
After you configure your scripts for advanced job processing, disable this option again to prevent
unwanted changes and improve security.

Click Encrypt next to MyQ Main Database, MyQ Log Database, or Print jobs. Scan
Jobs are encrypted by default.

During the encryption, other services will not be available. A busy indicator will let
you follow the encryption/decryption process:

After the encryption, the Encrypt button will change to Decrypt so you can reverse
the action.

5.4.4 Web Server

~  Web Server

Allow unsecure communication: Save

This affects the Embedded Terminals. The Web Interface and other client communication are always secure. Enable only in case of
communication problems.

In the Web Server section, you should enable Allow unsecure communication only
in case of communication problems.
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5.4.5 Unlocking PHP Scripting

~  Advanced

Unlock PHP Scripting:

Enable modification of Scripting (PHP) in the queue’s Job processing and MyQ Desktop Client's settings in the Web Interface. When you
are not actively configuring your scripts for advanced job processing, keep this option disabled to improve security and prevent
unwanted changes.

In the Advanced section you can enable or disable the modification of PHP job
scripting in the Web Interface, by default this option is disabled.

5.5 Database

On the Database tab, you can check the main and log database's status, perform
backup and recovery, and import settings from a different MyQ installation. You can
also see information about the current version of the database, available updates,
and also a warning if there is a need for an upgrade.

MyQ Print Server Easy Config - O x
(@ Home Database mvo
@ Services
~ Main Database oK
3¢ settings
Database version: 102.23
@ Security
E Database Data folder backup path: C\ProgramData\MyQ\Backup
Back
B tog
@ About Restore all settings and data.

Bl English

Erase all data and import settings from a backup.
Use when deploying many similar servers.

Restore Settings...

> Log Database oK

5.5.1 Backing up MyQ data
To back up your MyQ data:

1. Open the Database tab.

2. In the Main Database section, click Backup.

3. Provide and confirm a password to protect the backup. If skipped, the backup
will be created unprotected.

4. A new backup Ffile is created, called database_*.zip. The file contains the MyQ
database and additional files with data used by the MyQ system, such as
reports, certificates, or the config.inifile.
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B Printjobs (by default in C:\ProgramData\MyQ\Jobs) are not part of the

5.5.

backup, due to their size.

If required (especially favorite jobs could be required by users after restoring
MyQ on the new server), they must be copied and backed up manually or
using 3rd-party software.

2 Restoring MyQ Data

If you had manually backed up print jobs, then when restoring a backup, it is
necessary to first copy the print jobs to the Jobs folder and then restore the
MyQ backup using MyQ Easy Config.

To restore your MyQ data:

1.
2.

Open the Database tab.

In the Main Database section, click Full Restore.... Select the database _*.zip

file and click Open. If the backup is password protected, you will be prompted

to provide the password. The database is restored and, if needed, upgraded as
well.

Q@

Open

T | [ « ProgramData » MyQ » Backup » v C,-| | Search Backup

Organize - Mew folder == - |j (@

. Favorites MName Date modified Type : l
)

B Desktop 1) database_2022-09-19_00-52-04 Compressed (zipp...
4 Downloads 1) database_2022-09-26_01-50-25 Compressed (zipp... ke
= Recent places 1) database_2022-09-26_02-07-11 Compressed (zipp...
1M This PC
?j MNetwork

< m >

File name: | database_2022-03-26_02-07-11 v| |zp Fie ¢ 2ip) v]

| Open | | Cancel |
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Restore Data

Done W

5.5.3 Importing settings from another MyQ installation

This feature simplifies large-scale deployments as it allows using one MyQ
installation as a “template” to set up more installations without the need to manually
configure most of the settings.

Creating a database template basics

» Use groups for any assignation such as Rights, Policies, etc. User and Printer
groups are kept in contrast with specific users or printers.
 Create a standard backup (Database — Backup) in the source installation.

What the import does

During the import, the database is restored in the normal way, but the following data
are changed:

 deleted users (groups are kept),
 deleted printers (groups are kept),
 deleted accounting data,

 deleted jobs,

 deleted payments, credit events,

» deleted vouchers and voucher batches,
 deleted quota boosts and quota periods,
 deleted reports execution history,
 deleted audit log records,

» deleted sites,

* new installation UUID,

« updated hostname,

« updated server name (if Site),

« non archived price lists get new UUIDs,
* licenses are removed.

4\ |fassignments to specific users or printers exist in the backup that is being restored,
the database is restored fully, and cleanup of unnecessary data will not begin. In
such cases, examine the logs and modify assignments in the source installation
before creating a new backup.

Limitations
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« Terminal packages need to be reinstalled after the settings import. This
process is not automated.

To import settings from a different MyQ installation:

1. Open the Database tab.

2. In the Main Database section, click Restore Settings.... Select your
“template” backup database _*.zip file and click Open. If the backup is
password protected, there is a prompt to provide the password. The database
is restored and, if needed, upgraded as well.

The Log tab of Easy Config allows you to view all operations being executed by the
MyQ system. These can be filtered by Field, Date, Type, and Subsystem.

MyQ Print Server Easy Config I
Log myoQ
Services Filters < | Date and time Subsystem Context Text File Line

3/6/2024 12:27:23 PM Direct Print Checking new direct print jobs \PrintServerPlugir 111

Settings Auto-refresh:
y PM ect Print

direct print jobs \PrintServerPlugi

Security Al Fields:
Database ‘ ‘
From:
" \PrintServerPlugi
\PrintServerPlugi
Tor rint S
About e
Eﬂ rint jobs

direct print jobs

English

direct print jobs
t print jobs

rint jobs

rint jobs

Subsystem:
Ocu

[ Cluster

[ Direct Print

[] EasyConfig

[] Email Pump

] Ftp Server

[ General

[ General (Plugin}
[ 18P Server

[ Job Archiving

L] Job Hot Folder
[ Jeb Processor

[ Job Releaser

[ Job Roaming

[ Kyocera Provider
[ LPR Server

[ MpC

[] Messaging Braker
[ Ms Universal Print
[ Network Monitor
[[] OCR watchdog
[ Piatform

L] Plug-in

[] Preview Generator
[ Printer Activator
71 Printer Fuents

Apply

rint jobs

direct print jobs

Direct Print w direct print iobs \PrintServerPluai
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6 MyQ Web Interface

This topic describes the MyQ Web Interface where you manage most of MyQ
functions. It shows you how to access the web interface and the two menus where
you can access all settings and functions on the web interface: the Main menu, and
the Settings menu. Furthermore, it describes the web interface's Home dashboard
and shows you how to perform the initial MyQ setup. The last two sections introduce
two MyQ logs: the MyQ Log and the MyQ Audit Log.

6.1 Accessing the MyQ Web Interface

To access the MyQ Web Interface, you need to open it in your web browser and log in
as an administrator:

There are three ways to open the MyQ Web Interface:

1. Open your web browser, and then enter the web address in the form:
https://*MyQserver*:8090, where MyQserver represents the IP address or the
host name of your MyQ server and 8090 is the default port for access to the
server.

2. Logon to the interface from the MyQ Easy Config Home tab, by clicking on the
MyQ Web Administrator link in the MyQ Web Administrator section.

3. Open the MyQ Web Administrator application. You can find this application on
the Apps screen in Windows 8.1+, Windows Server 2016 and newer.

My Easy Config

MyQ Terminal Manager

MyQ Web Administrator

6.2 Logging in as an administrator

Enter the Server administrator name (*admin) and the password that you have set in
the MyQ Easy Config application, and then click Log In. If you have not changed the
default password yet (not recommended), enter the default one: 7234.

In the drop-down at the top of the login window, you can select your preferred
language.
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myo

Language:

English {United States) W

Lost PIN -+ 0 Theme ~

Synchronize with the operating system

Blue
Dark
High Contrast

Before logging in, you can click Theme to choose the theme for the interface. The
options are: Synchronize with the operating system, Blue, Red (default), Dark, High
Contrast.

Click Lost PIN and you are taken to a window where you can either enter your email
in order to receive a PIN reset code or if you already have the code, you can type it
and reset your PIN.
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myo

Lost PIN

| have no PIN reset code — enter your email and the code
will be sent to you.

Email

2
=1

| have the PIN reset code

Code

login = @) Theme ~

6.3 Main menu and Settings menu

There are two menus where you can access all the features and settings of the MyQ
server: the Main (MyQ) Menu and the Settings menu.

In this guide, all the tabs accessed from the Main menu, except for the Home screen
and Settings menu, are called main tabs as opposed to settings tabs that are
accessed from the Settings menu.

Main Menu

To open the Main menu, click the MyQ logo at the upper-left corner of the screen.
From there, you can access the Home dashboard, the Settings menu, and a number
of tabs where you can manage and use MyQ functions.
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= myo @ Home

=)

R EZXBE G 0&mWdd wF

@

Printers
Queues

Event History

Users
Jobs
Quota Boosts

Projects
Reports

Voucher Batches
Payments

Settings

Log

Audit Log

System Health Check

Help

Administrator () Log out

MyQ

10.1

To open the Settings menu, click Settings on the Main menu.

MyQ Web Interface

The tabs that are accessed from the Settings menu serve for the global setup of the

MyQ server.

6.4 Home Dashboard

On the Home dashboard, you can perform the initial MyQ setup. After the setup, you
can use the dashboard to directly access MyQ key features, display statistics, and
generate support data.
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= myQ (R) Home

Quick Setup Guide

>

-

License
Enter license

Administrator email

MyQ sends important system notifications to this email.

Enter the administrator's emai

Outgoing SMTP Server
Configure the outgoing SMTP server

Printers
Discover printers | Add printers manually

Users - DONE
Users: 1

Add users manually | Import users

Total Pages (last 30 days)

1

MyQ Web Interface

%9

&
&

) Generate Support Data... ‘) Refresh 59 Tools~ ) Theme~ [ Logout

System Status

Pages printed today:
Pages copied today:
Pages scanned today:
Uptime:

Users:

Printers:

Recent wamings:

Recent errors:

Environmental Impact

Trees:
Coz:

Energy:

License

Version:

Status:

coococoooo o
R R R T e )
<

[ Frinis ] Copies [__] Scans

&

f ® m

=}

®@ B @O

=}

$ o
& okg
& okwh

10.1
A No license

Manage license

The dashboard is Fully adjustable; it consists of multiple building blocks (widgets)
that can be added and removed from the screen. You can use the blocks to customize
both the layout and functionality of the dashboard.

By default, there are seven widgets on the dashboard: Quick Setup Guide, System
Status, Total Pages (last 30 days), Environmental Impact, Updates, License, and
Printers with Issue. Apart from these, you can also add the following widgets:

* Quick Links: From the Quick Links widget, you can directly access the most
important tabs of the MyQ Web Interface: Jobs, Printers, Users, Reports,

Settings, and Log.

* Top Active: Printers: Shows the most active printing devices.
» Top Active: Groups: Shows the most active printing groups.
» Top Active: Users: Shows the most active users.

The Quick Setup Guide walks you through the initial MyQ setup.

In System Status, you can see the following system status information:
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Name

Pages printed
today

Pages copied
today

Pages scanned
today

Uptime

Users

Printers

Recent warnings

Recent errors

MyQ Web Interface

Description

Number of printed pages over the last 24 hours. Cached
every 60 seconds.

Number of copied pages over the last 24 hours. Cached
every 60 seconds.

Number of scanned pages over the last 24 hours. Cached
every 60 seconds.

MyQ system uptime, in hours.

Number of active users. Clicking opens the Users page
overview.

Number of printers where the status is not: Local,
replicated or deleted. Cached every 15 seconds. Clicking
opens the Printers page.

Number of warning log messages over the last 24 hours.
Cached every 30 seconds.

Number of error and critical log messages over the last 24
hours. Cached every 30 seconds.

In the Total Pages (last 30 days) widget, you can see a graph of the prints, copies,
and scans in the last 30 days.

The Environmental Impact widget shows your environmental impact in Trees, CO5,

and Energy.

1 tree = 8333 pages/ 1 page = 12.7g of CO, / 1 page = 48Wh of energy / 1 recycled page

= 32Wh of energy

The Updates widget shows available updates for the MyQ installation and its
components (terminal packages). To get the updates status, a valid license needs to
be added to MyQ. Once a license is added, the MyQ administrator (or a user with the
Manage settings rights) may see the following:

e LATEST - the currently installed version is the latest one

- there is a newer version in this branch
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° e.g. MyQ 10.1 patch 1 will show that MyQ 70.7 patch 2 is available

° e.g. 10.2 BETAwill show that 70.2 BETA 2is available

> e.g. Terminal 8.2 patch 23 will show the latest patch released for that 8.2
Terminal

. - this version is not being updated anymore, an upgrade path is
recommended

> Shown currently only for Server components - Print and Central Server, not

Terminal Packages.

In the event that a license has been installed, the update information may not be
immediately downloaded and displayed in the widget. If there is no information
about updates, the "Check now" button is displayed in the widget. The administrator
can manually initiate the retrieval of update information using this button.

The "Check now" button is only displayed if a license is installed. Without a license,
the widget displays the message "Insert a license to get Update status".

If the server is offline or there are any errors, a warning is displayed on the widget.

Updates

Serverr  10.2 DEV

Updates Insert a license to get Update status

The License widget shows license information and can redirect you to the License
settings tab.

License

Printers with Issue shows unreachable active printers and active printers with
unresolved alerts. You can also see these issues in the Issues column, in the Printers
overview (MyQ, Printers).

Printers with Issue

©

All printers look good

Adding new widgets and moving widgets on the dashboard
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To add a new widget:

1.

Click Tools at the top-right corner of the dashboard, and then click Add
Widget. The Add Widget pop-up window appears.

— o
f— myQ (A) Home & @
& Generate Support Data... 2 Refresh 53 Toolsv @ Theme v [ Log out
® Add widget...
Quick Setup Guide System Status
Default layout
- License Panes nrinted todav: =]

In the pop-up, select the widget, and then click OK. The new widget is
displayed on the board.
Add Widget X

Widget: License
Environmental Impact
® Quick Links
Printers with Issue
System Status
Top Active: Groups
Top Active: Printers
Top Active: Users
Total Pages (last 30 days)

Quick Setup Guide

To move widgets, drag and drop them on the board.

To delete widgets, click on the three dots at the top-right corner of the widget, and
click Remove.

Select Default layout in the Tools menu, to restore the dashboard to its default
layout.

Changing the theme

To change the MyQ Web Ul theme, click on Theme at the top-right corner of the
dashboard. The available options are:

Synchronize with the operating system
Blue

Red (default)

Dark

High Contrast
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= qu @ Home Q‘Ve @

& Generate Support Data... [ Refresh €53 Tools~ @) Theme~ [ Log out

Synchronize with the operating system

Quick Setup Guide System Status
Blue
5 Lcense rogesprnees osoy: (I
Enter license
Pages copied today: [B Dark
S Administrator email Pages scanned today: &= High Contrast

MyQ sends important system notifications to this email.

6.4.1 Quick Setup Guide

In the Quick Setup Guide widget, you can set the basic and most important features
of the MyQ system:

License
Adding and activating licenses

Click Enter License. The License settings tab opens. You are asked to enter the
following information about your installation:

~ Information About Installation
To get MyQ SMART license for free register at MyQ Community portal
Company: *
Person: =*
Address: *
Country: * [empty] w
Email: =

Phone:

nstallation Key: =

Then, Enter the installation key in the field and activate your licenses.

You can also register in the MyQ Community portal and request a free MyQ SMART
license.
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Administrator email
#¢ General

Administrator email: *

MyQ sends important system notifications to this emai
Time zone: * | prague (UTC+02:00 DST) he
All MyQ services must be restarted if the system time zone has changed
Default language: * | English (United Kingdom) ~

is used 1) when user has no language set 2) for naming built-in users, groups, queues
fi i

Additional languages: v
Currency:

MNumber of digits after the decimal point: | 2

Column delimiter in CSV: * | - v

By clicking Enter the administrator's email, you open the General settings tab,
where you can set the administrator email. Important system messages (disk space
checker warnings, license expiration etc.) are automatically sent to this email.

Outgoing SMTP server

By clicking Configure the outgoing SMTP server, you open the Network settings
tab, where you can set the outgoing SMTP server.

Printers
Adding printers:

By clicking Discover Printers, you open the Printer Discovery settings tab,
where you can discover and add printing devices.

By clicking Add printers manually, you open the Printers main tab, where you
can manually add printing devices.

Activating added printers:

Click Activate to activate all the added printing devices.

Users

By clicking Add users manually, you open the Users main tab, where you can
manually add users.

By clicking Import users, you open the Users synchronization settings tab,
where you can import users from the MyQ Central server, from LDAP servers,
or from a CSV file.
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6.4.2 Generate Support Data

In case you encounter a problem that requires help from the MyQ support team, you
may be asked to provide more information about your MyQ system configuration,
licenses, printer devices, terminals, etc. In such case, you need to generate a
MyQhelpdesk.zip file, which contains multiple files with all the necessary information,
and send it to the MyQ support team.

The .zip file includes the Logs folder which contains:

1.
2.

6.

MyQ log as XLSX
MyQ-helpdesk.xml - XML file with all the necessary information about the MyQ
configuration

3. myq.exe dump files
4,
5. Logs with Windows events. Currently, there are two logs - one for the

Logs, PM Server directories from MyQ's data folder.

Application channel and one for the System channel. The included events are of
Critical, Error, and Warning severity.
Config.ini, traefic.custom.rules.yaml

The MyQ log file corresponds to the MyQ log that can be displayed on the MyQ Web
Interface or in the MyQ Easy Config application, but they differ from each other.

To generate the MyQ-helpdesk.zip File:

1.

2.

Click Generate Support Data on the bar at the top-right of the Home
dashboard. The Generate Support Data dialog box appears.

In the dialog box, specify the Date range of the MyQ events to include in the
MyQ-helpdesk file, and then click Export. The file is generated and saved to
your Downloads folder.

Generate Support Data

Date: * |From: 4/12/2024, 12:00:00 AM
Until: 4/12/2024, 11:39:59 PM

From: 04/12/2024 & | | 12:00:00 AM

Until: v | 0471272024 B | 11:59:50 PM

" 0K Cancel
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6.5 MyQ Log

In the MyQ server log, you can find information about all parts of the MyQ server: the
MyQ server, MyQ Web Ul, etc. Log messages are sorted into these types Critical,
Error, Warning, Info, Notice, Debug, Trace and you can select the types that you want
to be displayed.

You can also set the log to display only messages informing about specific MyQ
subsystems, such as the Web Ul, remote printer setup, user sessions on MyQ
terminals, and also about a specific context, for example, direct printing or a specific
printing device.

The log is updated in real time, but you can pause it by clicking Watch live, and
filtering to show messages from a specific time period, such as yesterday, this week,
last week, last X hours, last X weeks, etc.

— (2}
= myo &F Log: All Records & ﬂ O]
Leg Z actions ~ Q. All Records - Q search %= D wetchLive # Open & Show From Here &3 Tools v ‘3
Q errors 05/14/2024 11:12:34 AM Debug  Direct Print Checking new direct print jobs
Q Errors and Wamings 05/14/2024 11:12:33 AM  Trace Platform 127.0.0.1:52980 & Event raised | name=tasks.queueEmpty.platforn
v My Searches 05/14/2024 11:12:31 AM Debug  Direct Print Checking new direct print jobs
Q) Admin Search 05/14/2024 11:12:31 AM  Trace Platform 127.0.0.1:52979 & Event raised | name=tasks.queueEmpty.platforn
) Maintenance 05/14/2024 11:12:29 AM  Trace Platform 127.0.0.1:52818 & Event raised | name=tasks.queueEmpty.platforn
05/14/2024 11: Trace Platform 127.0.0.1:52977 & our | PhpDaemon:zrecycle | Oms
05/14/2024 11: Trace Platform 127.0.0.1:52977 IN | PhpDaemon:recycle
05/14/2024 11: Debug  WebUl “admin Terminal nodes cache updated
05/14/2024 11: Debug  Direct Print Checking new direct print jobs

05/14/2024 11: Debug  Direct Print Checking new direct print jobs

05/14/2024 11: Debug  Direct Print Checking new di

t print jobs

05/14/2024 11;

19 AM Debug  Direct Print Checking new direct print jobs

05/14/2024 11:12:17 AM  Trace General 4 OUT | CoreServices_CoreServiceSendMailzsend:

05/14/2024 11:12:17 AM  Trace General IM | CoreServices_CoreServicesendMail:sendu

Count: Countit ¢ Page: 1 = Items per page:| 100

6.5.1 Opening the MyQ Log

On the MyQ Web User Interface, go to MyQ, Log, or on the Home dashboard, click
Log on the Quick links widget.

6.5.2 Pausing/Refreshing the log

To pause or resume the real time run of the log, click Watch live on the bar at the
top of the Log tab. To refresh the log to the current moment, click Refresh on the
same bar.

6.5.3 Filtering the log: selecting time period, types of
information, subsystem or context

You can filter the log on the panel:
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« After you pause the log, you can select the period in the Date combo box.

» The types can be selected and deselected on the panel at the right side of the
Log tab.

* In the Subsystem combo box, you can select/type one or more subsystems to
be displayed in the log.

* In the Context text box, you can type the context you want to view.
After the filters are set, click Search to submit them.

6.5.4 My Searches

You can use My Searches to save filters and common searches for future use. Saved
searches can be shared and organized into folders. It is also possible to share an
entire folder of saved searches. To create a saved search:

1. Click Add your First search or use the context menu and select Add search (if
saved searches have already been created.

~ My Searches ses

(®) Add your first search..
2. Enter a name for your search and edit the search Filters as required, particular
filcers can be turned on or off using the + icon.
Q. Admin Search ~

Full-text search: Date: Type: Subsystem: Context:

\, : \, o Er=y
Time ~ | Type Subsystem Context A | Te

v Date

0 Debug  Direct Print Checking new direct print jobs » Elsnemr
05, Debug  Direct Print Checking new
- ' n Angn v Subsystem
05, Debu Direct Print Checking new direct print jobs
v Type
05/13/2024 2:2 PM  Debug  Direct Print Checking new direct print jobs

Once a search has been created the following options are available using the context
menu next to the search name:
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w My Searches

Q Admin Search 05/13/2024 2:32:12 PM

il
Edit Filter

1

#
Rename

0
2 Edit

Set as Default Search

A

—

=Y

Edit Filter: displays the Ffilter editor for the search.

Rename: allows the user to rename the search.

 Edit: opens advanced properties in the right panel including sharing options.
Set as Default Search: sets the search as the default one.

Delete: deletes the search.

6.5.5 Exporting the log/Generating support data

Click Tools on the bar at the top of the Log tab, and then select one of the following
export options:

 Save as Excel — export the log as an Excel file.

« Save as CSV — export the log as a CSV file.

» Generate Support Data — generates a .zip file with multiple files for MyQ
support.

- .
£ Tools v 7 Refresh |Search

ol Save as Excel
Save as C5V
L]
5@‘ Generate Support Data...
u Remove highlighting b,

6.5.6 Highlighting log messages

You can highlight particular log messages. To do so, select the message that you
want to highlight and then press the SHIFT + SPACE keyboard shortcut.
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Time v | Type Subsystem Context A | Text

09/13/2022 4:41:14 AM  Debug  Direct Print Checking new direct print jobs
09/13/2022 4:41:08 AM  Debug  Direct Print Checking new direct print jobs
09/13/2022 4:41:05 AM  Debug  Direct Print Checking new direct print jobs
09/13/2022 4:41:02 AM  Debug  Direct Print Checking new direct print jobs
09/13/2022 4:40:59 AM  Debug  Direct Print Checking new direct print jobs

To remove all highlights, click Tools on the bar at the top of the Log tab, and then
click Remove highlighting.

6.6 MyQ Audit Log

In the MyQ Audit Log, you can view all changes to MyQ settings, along with
information about who made the changes, the time when they were made, and which
subsystem of MyQ was affected by them.

— o
= myQ (o) Home | BF Audit Log & @
' Audit Log
Date: / Open | B3 Toolsv L Refresh Search  Q
v
Time ~ | Type | Description Context User
User:
v Today
Type: 09/13/2022 4:32:1.. & Settings were changed. 8 Administrator - *admin
All v 09/13/20221:353.. & Settings were changed. 8 system - “system
p 09/13/2022 1:35:3... & Group All users was edited. 2 system » “system
- :
09/13/2022 1:35:3... f User User not authenticated by MyQ w... A System = *system

6.6.1 Opening the MyQ Audit Log
On the MyQ Web User Interface, click MyQ, and then click Audit Log.

6.6.2 Filtering the Audit Log: selecting time period, user and
type of event

The displayed data can be filtered by a time period, the user who made the changes
and the type of the event.

To display additional information about a particular change, double-click the change.
A panel with the detailed information opens on the right side of the Audit Log tab.

6.6.3 Exporting the Audit Log

You can export the Audit Log by clicking Tools and then Export on the main ribbon.
The log is instantly generated and downloaded.

You can also click Schedule Export to have the log regularly exported. The
schedule’s properties panel opens to the right, where you can set its parameters.
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General Filters and parameters  Rights

Enabled: * o

Mame: * |Audit Log Export

Description:

~ Schedule

Repetition: * | Weekly

Day:* || Monday
Tuesday
Wednesday
Thursday
Friday
Saturday
Sunday

Hours of run: * | 5:00

hhzmm, ki, kanm, hh am, hh pm
For multiple values, separate with a comma or semicolon

> Motification
* Report

~ Save Cancel

Fields marked by * are mandatory.

MyQ Web Interface
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7 MyQ System Settings

This topic discusses basic system settings of the MyQ system. The settings are
located in separate tabs, accessed from the Settings menu:

* In the General settings tab, you can set the administrator email, change
regional settings, and other general settings.

* In the Personalization settings tab, you can add custom help links and custom
logos to be used in various parts of the MyQ system.

* In the Network settings tab, you can modify network settings such as
certificates, server ports, etc.

* In the Authentication servers settings tab, you can add LDAP and Radius
servers for user authentication.

* In the Task scheduler settings tab, you can add new task schedules, change
their settings and run scheduled tasks.

* Inthe Log & Audit settings tab, you can set the Log notifier feature, which
enables sending notifications about selected log events to the administrator
and/or any number of MyQ users.

* In the System management settings tab, you can change settings of the MyQ
history, set the maximum size of files that can be uploaded on the MyQ Web
Interface, delete data from the MyQ database, and also reset MyQ components
to apply settings previously made on other tabs.

7.1 Server Type Settings

In the Server Type settings tab, the MyQ administrator can set the type of server to
use:

= myo (@) Home | [ settings: Server Type

3¢ Settings [E Server Type

(& Server Type

B License

Server Type: * Standalone server
General
& @ Site server
@ Personalization i i
~ Connection settings
@) Task Scheduler
Site name: *

o Network
CJ ’ Central Server address: *
S Connections

Enable secure connection: v

& Authentication Servers

f snmp

Part:* | 8093

Password for communication: *

= Printers & Terminals
2 Configuration Profiles ~ Licenses
@, Printer Discavery Embedded terminals: * |0

E® Terminal Actions
= Embedded Lite terminals: * |0

% Events

%
&, Event Actions Cancel
o Fields marked by * are mandatory

A Users
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- Standalone server - this is enabled by default. It corresponds to the MyQ Print

server.
« Site server - this option can only be used within a MyQ Central server
installation.
> Site name - add a name for your site server.

> Central Server address - add the Central server’s host name or IP address.
> Enable secure connection - enabled by default. The connection between

the Central server and the Site servers is secure.

> Port - 8093 by default.

> Password For communication - password used for the communication
between the MyQ Central server and Site servers.

> Embedded terminals - add the number of embedded terminal licenses to

be used on this Site server (distributed by the Central server).
> Embedded Lite terminals - add the number of embedded lite terminal

licenses to be used on this Site server (distributed by the Central server).

In older versions, in the Server type settings tab, it was possible to switch between
the Standalone server, a Site server, or a Central server. This is no longer available, as

the MyQ Print server and MyQ Central server are different products and use
separate installers. If you have such a setup and plan to upgrade to MyQ Central
server 8.2+, be advised that the upgrade will not be successful. It is required to
upgrade your system to version 8.1, download the latest MyQ Central server
installer, and migrate your setup (described in detail in MyQ Central Server).

7.2 General Settings

In the General settings tab. you can set the administrator email, time zone, default

and additional languages, currency, and the column delimiter in CSV Files.

= mVQ @ Home 2 Settings: General

3¢ Settings 3¢ General

Q Server Type
B License

2 General
@ Personalization
() Task scheduler

oo Netwark
&5 Connections

& Authentication Servers

2 snme

= Printers & Terminals
I8 Configuration Profiles
lii Printer Discovery
& Terminal Actions
Events

13
£, Event Actions

Administrator email: *

AyQ sends important system notifications to this ema

Time zone: * | Los Angeles (UTC-07:00 DST) A

yQ services must be restarted if the system time zone has changed

Default language: * | English (United Kingdom) v

Additional languages: v
Currency:
Number of digits after the |2
decimal point:

Column delimiter in CSV: * |: v
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Administrator email: The administrator email receives important system
messages (disk space checker warnings, license expiration, etc.) automatically
sent from MyQ.
« Time zone: For the proper functioning of the MyQ system, make sure that the
time zone set here is the same as the time zone set in the Windows operating
system. After changing the time zone, you will be asked to restart the web
server.
Default Language: The default language setting determines the language (list
of available languages) of all emails that are automatically sent from MyQ and
the language used on all connected terminals and interactive readers.
Additional languages: You can set additional languages that will be used for
custom fields. This way you can enter different names of the fields to be used
in different languages.
 Currency: In the currency setting, you can enter the 3-letter currency code of
the currency that you want to use in your pricelist.

> The Number of digits after the decimal point option can be set from Oto 5

(defaultis 2).

Column delimiter in CSV: The column delimiter in CSV files setting determines
the delimiter in source and destination files used for all the import and export
operations to and from the CSV file format. The default value is based on the
regional settings of your operating system.

7.3 Personalization Settings

On this tab, you can set a custom message to be shown on the Web accounts of MyQ
users, add links to your own custom help, add custom application logos to be used in
MyQ, on MyQ terminals, and in MyQ Desktop Client, and personalize your terminals
with the available themes.

= myQ @ Home @ Settings: Personalization

2% Settings (2 Personalization

B server Type

& License > Custom application logo

% G | > Terminal personalization

eneral

(P Personalization > Dashboard custom message
Task Scheduler

@ > Custom help

Yo Network
e er > Custom link in the MyQ Desktop Client

€5 Connections

2 Authentication Servers Cancel
Fields marked by * are mandatory

2 snmp

7.3.1 Custom application logo

Here you can add your company's logo to be used in the MyQ system. The logo will
appear on the upper-right corner of the MyQ Web Interface, on MyQ credit vouchers,
in MyQ Desktop Client, and on reports.

Supported picture formats are JPG/JPEG/PNG/BMP and the recommended size is
398px x 92px.
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To import the logo, click +Add, Browse for the file and Open it, and then click Save
at the bottom of the tab. A preview of the new logo is displayed on the tab.

7.3.2 Terminal personalization

Here you can add your company's logo to be used on all your MyQ embedded
terminals.

Supported formats are JPG/JPEG/PNG/BMP and the recommended size is 340px x
92px.

To import the custom logo, click +Add, Browse for the file and Open it, and then
click Save at the bottom of the tab. A preview of the new logo is displayed on the
tab.

~ Custom application logo
The logo will be used on the MyQ Web Interface, in reports and in the MyQ Desktop Client.

Custom Logo: 4 images.png (4.13 KB)

Format: JPG/IPEG/PNG/BMP. Recommended size: 398px x 92px

NNV hoce

To change the theme, select one of the available themes, click Activate, and then
click Save.

Blue Ice Cherry Blossom

0 [_%_] 0 %

Print All Easy Scan — Email

Panel Copy D Card Registration Panel Scan

ID Card Registration

75



MyQ System Settings

Purple Peace Spring Touch (Default)

You can also add your own Theme, however the MyQ Theme Editor app is needed for
the creation of such a theme. Click Add, browse for the zip archive generated by MyQ
Theme Editor, and click OK.

7.3.3 Dashboard custom message

Here you can enter a message to be displayed on the MyQ users web accounts. After
you change the message, click Save at the bottom of the Personalization settings
tab.

The %admin% parameter can be used to display the email address of the MyQ
administrator within the message (the Administrator email set on the General
settings tab).

v Dashboard custom message
Message:

Example: If you have any questions, please send an email to %admin%

€ Revert values

7.3.4 Custom help

Here you can add a link to your own web-based help that will be displayed as a
widget on the user's MyQ home page.

To add a custom help link, enter the title and the link of your custom help, and then
click Save at the bottom of the tab.

~ Custom help
The link is displayed on the user's MyQ home page

Title: | Wermnham Hogg Printing Guide

Link: | https://www.wernham-hog.co.uk/printing
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Help

() Wernham Hogg Printing Guide

7.3.5 Custom link in the MyQ Desktop Client

Here you can add a link to your own web-based help (weblink, network path or local
path) that will be displayed in the MyQ Desktop Client.

MyQ) Balance

Please login

= CONMECTED

R o

To add the custom help link, enter the title and the link of your custom help, and then
click Save at the bottom of the tab.
~ Custom link in the MyQ Desktop Client
The link is displayed in the MyQ Desktop Client. It can be a weblink, a netwark path or a local path.
Title: | wernham Hogg

Link: | https://www.wernham-hog.co.uk

7.4 Task Scheduler Settings

The Task Scheduler settings tab serves as an interface for planning regular tasks in
MyQ®. There are seven predefined tasks:

Database and settings backup, Log backup, System Health Check, History
deletion, Printer Discovery, System maintenance, and User Synchronization.

Apart from these, you can import projects from CSV files, add scheduled reports, and
execute external commands.
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= myQ (@) Home () Settings: Task Scheduler

3¢ Settings (@) Task Scheduler
{5 server Type Status| Action Name Period Last run Next run
B License X .
Database and settings backup 09/13/2022 3:11:11 AM 09/14/2022 3:00:00 AM
3% General ®  History deletion Histary deletion Daily 09/13/2022 3:11:11 AM 09/14/2022 3:00:00 AM
@ Personalization O Backup Log backup Daily MNewver
() Task Scheduler O Printer Discovery Printer Discovery Daily Never
B ®  System Health Check System Health Check Minute 09,/13/2022 5:45:02 AM 09/13/2022 5:46:00 AM
oo Network
®  System maintenance System maintenance Daily 09,/13/2022 3:11:13 AM 09/14/2022 3:00:00 AM
& Connections o o
User Synchronization User Synchronization Daily Newver

}_ Authentication Servers

7.4.1 Running and setting task schedules
To manually run a task schedule:

 Select the task schedule that you want to run.
* Click Run on the Task Scheduler toolbar.

Or

Right-click the task schedule.
» Click Run on the shortcut menu.

To set a task schedule:

Double-click the task schedule that you want to set (or right-click it, and then click
Edit in the actions shortcut menu). The respective task schedule properties panel
opens on the right side of the screen. The task schedule properties panel is divided
into four sections:
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History deletion

General
Enabled:
Mame:
Description:
~ Schedule
Repetition: *

Every M-th day: *

Hours of run: *

~ Notification

Send a nofification after

performing the task: _

MyQ System Settings

*
Histary deletion
Daily w
1
3
S *admin v

Only in case of an error |+

OrF Warning:

 In the uppermost section, you can enable or disable the schedule, enter its
Name, and write its Description.

 In the Schedule section, you must set a period of Repetition for the task run
and change the exact time of the task run start.

 In the Notification section, you can opt to enable email notifications. You must
also choose if you want to send the notification every time or just in case of an

error.

* The bottom section, if present, is particular to the type of task.

After you set the schedule, click Save.

7.4.2 Providing rights for task schedules

You can provide users with rights to change some task schedules settings

themselves.

To provide users with rights to change settings of a task schedule:
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. Double-click the schedule that you want to set. The respective schedule

properties panel opens on the right side of the screen.
On the bar on the upper-left corner of the panel, click Rights. The Rights tab
opens.

. Click +Add user. The Select user or group dialog box appears.

Select the user or the group of users that you want to provide with the rights,
and then click OK.

7.4.3 Automatic database and log backup

There are two automatic backup tasks on the Task Scheduler tab. The database and
settings backup and the log backup. The backup process is automatic. The files are
compressed and saved to the Backup folder.

Backup settings

Destination Folder: The folder that stores the backup data.

Backup Password: Password-protect the backup. If this field is left empty, the
created backup is unprotected.

Confirm Password: Confirm the above password.

Delete backup after ___ days: The days after which the data are deleted from
MyQ.

~ Backup

Destination folder: * | %app%\Backup

e MyQ data folder

Backup password:

Confirm password:

Delete backup after:* |7 days

7.5 Network Settings

On the Network settings tab, you can manage the network communication between
the MyQ server and other parts of the MyQ solution. It is divided into the following
sections: General, Communication Security, Outgoing SMTP Server, MyQ SMTP
Server, FTP Server, MyQ X Mobile Client, HTTP Proxy Server, Firewall, and PM
Server.
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=mMyoQ

3¢ Settings

B

Q Server Type
B License

3¢ General
@ Personalization

(® Task Scheduler

o= Network
€5 Connections

2 snme

& Authentication Servers

(= Printers & Terminals
11 Configuration Profiles
@ Printer Discovery
B Terminal Actions
% Events

%, Event Actions
& myQ Desktop Client

R Users

© Policies

#%  User Synchronization

7.5.1 General

oo Settings: Network

oo Network

>

>

General

Certificates

> Outgoing SMTP server

e

~

w

v

~

MyQ SMTP Server

MyQ FTP Server

MyQ X Mobile Client

HTTP Proxy Server

Firewall Management

PM Server

MyQ System Settings

In this section, you can view the current Minimum TLS version (1.2) that affects MyQ
communications (HTTP proxy, SMTP, IPPS, LPR). See how you can modify the security

settings in the config.ini file if you want to change this setting.

In the This server hostname field, you should enter the hostname of the MyQ Print
server. This hostname is used by external components of the MyQ system, such as
embedded terminals or MyQ Desktop Client, for communication with the MyQ

server.

v General

Minimum TLS version: 1.2

This server hostname: *

@ During remote setup, the server hostname should be a valid hostname or IP address.
A licenses update might change the hostname to myq.local. Then the remote setup
will fail and result in an error message.
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7.5.2 Certificates

In this section, you can choose how your security certificates are managed.
MyQ offers three different certificate management modes:

1. Built-in Certificate Authority - This is the default mode for new installations.
MyQ creates a self-signed CA certificate and uses it to sign server and client
certificates. The public key of the CA certificate can be exported (click the
Export CA certificate button) to install it to clients, so they trust MyQ server.
It is possible to specify the Subject Alternative Name (SAN), which is set as a
comma separated list of domain names and/or IP addresses. In case the
certificate is compromised, click the Generate new CA certificate button, to
generate a new one.

2. Company Certificate Authority - Your company CA generates an intermediate
CA certificate which MyQ uses to sign certificates for the server and clients. To
generate an intermediate CA certificate click Create CSR to create a
Certificate Signing Request (CSR), sign it by your CA and click Finish CSR to
finish CSR by importing signed certificate. If the intermediate CA certificate
does not contain a CA root certificate in its chain, the administrator is
prompted to upload the public key of the CA root certificate as well (the
Import CA root certificate button appears).

3. Manual Certificate Management - Provide a certificate for the MyQ Server.
MyQ creates no certificates; all certificates are managed by you. Click Import
Server certificate to upload it. The certificate can be uploaded in PEM (public
+ private key separately) or in PFX format. The PFX format may be password
encrypted. This mode is recommended only for expert users.

~ Certificates

MyQ secures communication with certificates which is an industry standard. Choose how certificates are managed

Certificate authority mode: * ® Built-in Certificate Authority

Generate new CA certificate Export CA certificate

Company Certificate Authority

Manual Certificate Management

Provide a certificate for the MyQ Server. MyQ creates no certificates, all certificates are managed by

Server alternative names:

Comma separated list of DNS names and/or IP addresses. To set new Subject Alternative Mame (SAN) for

MyQ Server generate new Server certificate. Server hostname is included automatically

Generate new Server certificate
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When upgrading an existing MyQ installation, the Certificate Authority mode is
selected according to the existing server certificate:

* if the certificate is not CA, then the mode is set to Manual Certificate
Management.

« if it was generated by MyQ before, then the mode is set to Built-in Certificate
Authority.

* in other cases, the mode is set to Company Certificate Authority.

7.5.3 Outgoing SMTP Server

To send email reports, send error messages to users, send automatically generated
PIN to users, and forward scanned documents, you have to configure the email server
where all emails are forwarded.

To configure the server, do the following:

Select a Type from Classic SMTP Server, Microsoft Exchange Online or Gmail.
For Classic SMTP Server:

1. Enter the server hostname or IP address in the Server text box. If the email
server listens to a port other than the 25 TCP port, change the Port setting to
the correct value.

2. Choose one of the available Security options.

a. Prefer StartTLS - allows even unencrypted communication (default)

b. Implicit TLS - allows only Full encryption

¢. Require StartTLS - allows for the handshake to be unencrypted then
switches to encrypted

Optionally choose to Validate certificate or not.

If credentials are required, enter the User and Password.

5. Enter the address that you want to be displayed as the Sender email for PIN,
alert and report messages.

6. After you enter the data, you can click Test to test the connection to the email
server and click Save to save your changes.

AW

For Microsoft Exchange Online:

1. If you have already set up a Microsoft Exchange Online server in the
Connections settings, the server is available in the Connections field drop-
down. If not, you can click on the Connections field and then click Add new to
add your Microsoft Exchange Online server connection. For more information,
check Microsoft Exchange Online Setup.

~ Qutgoing SMTP Server
Type: Classic SMTP Server

@ Microsoft Exchange Online

Gmail

Connections: * [| v]

User: | () Add new..

Microsoft Excha Onli
encer email

Test
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N

If credentials are required, enter the User.

3. Enter the address that you want to be displayed as the Sender email for PIN,
alert and report messages.

4. After you enter the data, you can click Test to test the connection to the email

server and click Save to save your changes.

For Gmail:

1. If you have already set up a Gmail server in the Connections settings, the
server is available in the Connections field drop-down. If not, you can click on
the Connections field and then click Add new to add your Gmail server
connection. For more information, check Gmail with OAuth2 Setup.

~ Qutgoing SMTP Server
Type: Classic SMTP Server

Microsoft Exchange Online

® Gmail

Connections: * [| v]

User: | () Add new..

sender emai: - |

Test

N

If credentials are required, enter the User.

3. Enter the address that you want to be displayed as the Sender email for PIN,
alert and report messages.

4. After you enter the data, you can click Test to test the connection to the email

server and click Save to save your changes.

7.5.4 MyQ SMTP Server

~ MyQ SMTP Server

SMTP (STARTTLS): * v 25
Enable when using unsecure communication or secure communication over STARTTLS
SMTPS (TLS): *= |+ 587

Enable when using secure communication over TLS protocol

In this section you can view and modify the SMTP server settings.

¢ SMTP (STARTTLS) - Enable when using unsecure communication or secure
communication over STARTTLS. Port 25 by default.

¢ SMTPS(SSL/TLS) - Enable when using secure communication over SSL/TLS.
Port 587 by default.

If scanning to MyQ is enabled, set the port shown here in the device's SMTP settings.
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7.5.5 MyQ FTP Server

v MyQ FTP Server

The FTP server is responsible for receiving incoming scans. If necessary, the password used for secure file transfer can be regenerated. This will initialize
the remote setup on devices that rely on FTP for scanning
FTP: * | 21
Data port range: * | 60000 to: % | 65535
Data port range should be broad enough to cover concurrent FTP connection from all the connected

Generate Mew Password

In this section, you can set the FTP server port that terminals use when sending scan
jobs to MyQ over the FTP protocol. The FTP portis 27 by default, and the range is 0
to 65535. If you click the Generate new password button, there is a confirmation
pop-up informing that if a new password is generated, all the terminals need to be
reconfigured.

7.5.6 MyQ X Mobile Client

In this section, you can set the server hostname or IP address and the communication
port for using the MyQ X Mobile Client application and MyQ Print Agent. They may
differ from the general settings because mobile devices connect via Wi-Fi.

Choose Use the same settings as on the LAN (hostname:port) to use the same
settings as the MyQ server (default) or choose Use custom settings and add the
Server and Secure port (SSL) you want to use.

~ MyQ X Mobile Client

MyQ X Mobile Client and MyQ Print Agent use the following settings to connect to the MyQ server. The address and port may differ from the LAN because
se the WiFIL.
MyQ server address: * Use the same settings as on the LAN (WIN-MP8IO4EBLHI:2090)
® Use custom settings
Set up the routing so that the following address in the WiFi is routed to the MyQ Server A

Server:

Secure port (SSL):

8090
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7.5.7 HTTP Proxy Server
~ HTTP Proxy Server o

Used for communication via HTTP protecel with the Internet. For example, when activating a license.
Server: *
Port: * | 3080
User
Password:

In this section, you can choose whether to enable and set up a MyQ Proxy server
which can be used for activating a license. Mandatory fields are Server (name) and
Port. After changing ports, restart all MyQ services.

7.5.8 Firewall Management

In this section, you can Allow editing firewall rules of the Microsoft Windows
Firewall and you can also Reset Firewall rules.

7.6 Connections Settings

On the Connections settings tab, you can connect MyQ to external cloud services.

— N2
- myo (@) Home & Settings: Connections & 3 O
3¢ Settings Network > &5 Connections ® Addv F Actions
&8 server Type Type Name @ Microsoft Exchange Online
B License M Gmail
A Microsoft Entra ID
General i i i
& ‘ Connect MyQ to clogd services by Mlcrosoft, Go?gle. @ SharePoint Online
@ Personalization Connections enable cloud support in User ’f, 'W:T"wcn zation, Easy Scan, | B Amezonss
eatures.

@ Task Scheduler @& OneDrive Business
& Network ® add v & Microsoft Universal Print

€5 Connections External Storage API [[T37]

{ snmp

Click Add and select one of the following available services:

* Microsoft Exchange Online

» Gmail

* Microsoft Entra ID

« SharePoint Online

* Amazon S3

* OneDrive Business

* Microsoft Universal Print

» External Storage API

» the MyQ and ScannerVision integration (embedded terminals and a MyQ
Ultimate license are required)
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7.6.1 Microsoft Exchange Online Setup

It is necessary to set up Microsoft Exchange Online in Microsoft Azure first, and then
configure it in MyQ.

Microsoft Exchange Online setup in Microsoft Azure

1. Login to the Microsoft Azure portal and go to App registrations.

[ 2 app regl x-

Services Seeall  Marketplace

i App registrations Mo results were found.

2. Create a New registration:
App registrations =

= Mew registration Gﬁ‘ Endpaints /?" Troubleshooting + Download (Preview) 7 Got feedback?
——

3. Create an Azure application:

a. Name - The name for this application (this can be changed later). For
example, MS Exchange Online. It is important to use the same name as the
one used in MyQ under Connections.

b. Supported account types - Who can use this application or access this API?
Select the Accounts in this organizational directory only ({Tenant name} only -
Single tenant) option. Multitenant application can also be used if required,
depending on the target audience of the application (what account will be
used for authorization in MyQ).

c. Redirect URI (optional) - The authentication response is returned to this
URL after successfully authenticating the user. Select the Public client/native
(mobile&desktop) option from the drop-down and fill in https://
login.microsoftonline.com/common/oauth2/nativeclient as the redirect URI.

d. Click Register.
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Register an application

* Name

The user-facing display name for this application (this can be changed laten.

|| MS Exchange Online ~ I

Supported account types

‘Who can use this application or access this API7

O Accounts in this organizational directory only (I cly - Single tenant)
unts in any izational di /(A Azu irectory - Multi
() Accounts in any organizational directory (Any Azure AD directary - Multitenant)

O Accounts in any organizational directory (Any Azure AD directory - Multitenant) and personal Microsoft accounts (e.g. Skype, Xbox)

O Personal Microsoft accounts only

Help me choose...

Redirect URI (optional)

We'll return the authentication response to this URI after successfully authenticating the user. Providing this now is optional and it can be
changed later, but a value is required for most authentication scenarios.

|| Public client/native (mobile ... ][[ https://floginmicrosoftonline.com/commaony/oauth2/nativeclient v I

Register an app you're working on here. Integrate gallery apps and other apps from outside your organization by adding from Enterprise applications.

By proceeding, you agree to the Microsoft Platform Policies o

4. The new app overview page opens. Copy the Application (client) ID and the

Directory (tenant) ID, as they are needed for the connection to MyQ.
i MS Exchange Online =

@

[ overview

- Essentials

& Quickstart I
Display name . ME Exch Copy to clipboard

# Integration assistant

N Application (client) 1D sfbarnd 7o ar | Il
Manage Object ID i Application 10 UR
B eranding | Managed applicationin L. : MS Exchange

D Authentication

[ Delete @& endpoints B Preview features

Multiple organ

5. On the left-hand menu, click Authentication. In Advanced settings, under
Allow public client flows, select Yes next to Enable the following mobile and
desktop flows, and then click Save at the top.
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Advanced settings

Allow public client flows

&2 Owners

&, Roles and administrators IE Discard

6. On the left-hand menu, click API permissions and add the additional
permissions required for the correct functionality:

a. Microsoft Graph: offline_access - Allows the app to see and update the
data you gave it access to, even when you are not currently using the app.
This does not give the app any additional permissions.

b. Microsoft Graph: User.Read - Sign in and read user profile.

¢. Microsoft Graph: IMAP.AccessAsUser.All - Allows the app to read, update,
create and delete email in your mailbox. Does not include permission to
send mail.

d. Microsoft Graph: POP.AccessAsUser.All - Allows the app to read, update,
create and delete email in your mailbox. Does not include permission to
send mail.

e. Microsoft Graph: SMTP.Send - Allows the app to send emails on your behalf
from your mailbox.

- MS Exchange Online | APl permissions = -

AP / Permissions name Type Description Admin consent requ... Status

Microsoft Exchange Online setup in MyQ

1. Login to the MyQ web administrator interface, and go to MyQ, Settings,
Connections.
2. Click +Add and select Microsoft Exchange Online from the list.
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3. In the pop-up window, fill in the required fields:
Microsoft Exchange Online X

Title: *  Microsoft Exchange Online
Directory (tenant) ID: * | Directory (tenant) ID from MS Azure

Application (client) ID: * | Application (client) ID from MS Azure

a. Title - add the name you chose during App registration in MS Azure; for
example, MS Exchange Online.

b. Directory (tenant) ID - the Directory (tenant) ID you copied during the MS
Azure setup.

c. Application (client) ID - the Application (client) ID you copied during the
MS Azure setup.

4. Click OK.

5. After setting up the external system in MyQ, you are requested to confirm a
code through the Microsoft website (https://microsoft.com/devicelogin). The
code you need to confirm is shown in the pop-up window, just below the link to
the Microsoft website. There is timeout for confirming the code (usually itis 15
minutes).

4 The email functionality will not work until the confirmation is successfully
completed.
This confirmation must be done with the Microsoft account that owns the email
box (email address), which is used to connect to the exchange (Sender email in the
MyQ, Settings, Network tab).
For example, if you use the sender email “print@somedomain.com”, then you need
to authenticate on the Microsoft website as this user during this step.

Microsoft Exchange Online is now connected to MyQ and is ready to be used in the
Network settings tab, as an Outgoing SMTP server, and in the Jobs settings tab, in
Jobs via Email as a POP3 or IMAP server.

Additional Settings
Send scan as the logged-in user

If MyQ is set to send scans as the logged-in user in MyQ, Settings, Scanning & OCR -
Default settings of an email with scan - Sender, the mailbox authenticated in MyQ has
to have a Send As permission for all users.
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Log in to Exchange admin center.

Go to Mailboxes, select all users.

Click on “Mailbox delegation”.

Select the mailbox that has been authenticated in MyQ when the MS Exchange
Online connector was created (you can find it in MyQ, Settings, Connections).
Choose "Send as" permission.

Manage mailbox delegation

Apply these changes to the 6 selected recipients

Add a delegate *
‘o Mail > Name or email ‘

o Mail ‘ Send as ~

[ ] Full access

Send as

[ ] Send on behalf

Click Save.

Your selected mailbox for outgoing emails has now been assigned the rights to send
scanned documents on behalf of the user who scanned them.

If you select to send emails as the default sender, this change is not required.

7.6.2 Gmail with OAuth2 setup
To configure Gmail with OAuth2 in MyQ:

1.

2.
3.

Log in to the MyQ web administrator interface, and go to MyQ, Settings,
Connections.

Click +Add and select Gmail.

In the pop-up window, you are requested to authorize the connection by
clicking Continue with Google.

Gmail X

To set up the connection with Gmail, authorize the account you wish to use.
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4. Sign in with your Gmail account and allow MyQ to have access to your account.

mye

Gmiail is now connected

Code validated, authorized as |@gmail.com.

Close

Gmail is now connected to MyQ and is ready to be used in the Network settings tab
as an Outgoing SMTP server, and in the Jobs settings tab, in Jobs via Email as a POP3
or IMAP server.

B MyQ's use and transfer of information received from Google APIs to any
other app will adhere to Google API Services User Data Policy, including the
Limited Use requirements.

7.6.3 Microsoft Entra ID with Microsoft Graph setup

@ Microsoft has renamed Azure Active Directory (Azure AD) to Microsoft Entra ID for
the following reasons: (1) to communicate the multicloud, multiplatform
functionality of the products, (2) to alleviate confusion with Windows Server Active
Directory, and (3) to unify the Microsoft Entra product family.

New name for Azure Active Directory - Microsoft Entra

Go to MyQ, Settings, Connections to connect MyQ to Microsoft Entra ID.
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Click Add and select Microsoft Entra ID from the list.

Microsoft Entra ID

Mode: '® Create automatically
You have already configured the Azure application. Provide its credentials to connect MyQ Central Server to
this application.
Create user synchronization
Automatically creates the user synchronization source for Entra ID. Adjust the options in User
Synchronization before you start importing users.

Enable Sign in with Microsoft
Users can sign in with their work Microsoft account.

B" continue with Microsoft

Set up manually
You will sign in with an Azure administrator account and give MyQ Central Server consent to register an
application with required permissions to access Microsoft Entra ID

In the pop-up window, add a Title for your connection, and then you can select the
preferred Mode:

« Create automatically: MyQ X will facilitate the Azure application required for
accessing Entra ID user information

« Set up manually: You want to manage all aspects of the application, and thus
create it manually in your Azure tenant.

Create Automatically

This mode allows the administrator to have MyQ create the Enterprise Application
(Service Principal) on their tenant and grant this application permissions to access
Entra ID users.

a

Considerations

If you are hesitant to grant even temporary administrative access for the creation of
a client secret, the automatic connection procedure to ODB will not be available for
use. In such cases, it's advisable to manually create an application within your
organization's Azure environment and configure the connection to MyQ X by
yourself (mode Set up manually). This approach ensures that you maintain full
control over the application's permissions and the security aspects of the
connection, aligning with your organization's specific security policies and
compliance requirements.
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Prerequisites

 For creating the service principal on the customer’s tenant, Application
Administrator or Cloud Application Administrator roles are required.

« For granting admin consent to the service principal, the Global Administrator
role is required.

 To finish all steps in the automatic setup, the Global Administrator role is
required.

Steps to automatically set up the Microsoft Entra ID application

1. The administrator signs in with their Azure Administrator account. MyQ X
Entra ID Connector service principal is created on the tenant.

2. The administrator grants the delegated permission to manage Azure
applications.
a. Permissions requested in this step:

Application.ReadWrite.All (to retrieve a Security key)

Directory.Read.All (toread the default domain name in the connected
tenant so that it can be displayed in MyQ).

B Microsoft

Permissions requested

MyQ X Entra ID Connector
MyQ, spol. s r.o.

O X

This app would like to:

v Read and write applications

s~ View your basic profile

%  Maintain access to data you have given it access to

Consent on behalf of your organization

srmissions means that you allow this app to use
ied in their terms of service and
change these a

microsoft.com. Show

Does this app look suspicious? Report it here

3. The administrator grants the MyQ X Entra ID Connector enterprise
application permissions to read Users and Groups and grants Admin consent.
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° Permissions requested in this step:
Group.Read.All

User.Read.All

myo

A

Connect Service

Grant MyQ Central Server X application
tenant-wide admin consent to access
Microsoft Entra ID. You need a Global

Administrator role to continue.

4. Once the process is completed, the Microsoft Entra ID connector is saved, and
the connection details are securely saved in MyQ.

Re-authorizing the Entra ID Connection

The automatic connection to Entra ID can be changed after it has been created. By
right-clicking on the connection, the Re-authorize option will be available in the

context menu.
B Microsoft Entra ID
Z Edit

Re-authorize

@ Delete... Delete

Application Management

» The validity of the Secret is 2 years. Be sure to rotate the key when its
expiration is due. You can do this with the Re-authorize option in MyQ.
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 Credentials For service principals are not visible in the Azure portal.
They can be managed via PowerShell or Microsoft Graph API.

* In case you need to revoke the app’s access or currently used
Secret, you can simply delete the entire MyQ X Entra ID Connector
enterprise application in Azure and create a new one with the Re-
authorize option in MyQ.

Additional information

* If the automatic setup is completed again, it does not create a new
instance of the application on the tenant, but the current application is
updated (e.g. new secret on the service principal on the tenant
created). If the MyQ X Entra ID Connector application has been
removed from Azure, it is created again.

« Service principal (enterprise application) is created on the tenant after
Step 1 (without necessary permissions which are granted in Step 2).
Step 2 can be finished later (by right-clicking the MyQ X Entra ID
Connector and selecting Re-authorize).

» To better understand what MyQ is doing in this mode, Microsoft
explains this method in their Developer documentation — Understand
user and admin consent from the perspective of the application
developer

Manual Setup

Microsoft Entra ID Application Configuration

1. Login to the Microsoft Azure portal and go to App registrations.

£ App Reg X -

Services seeall  Marketplace

52% App registrations Mo results were found.

2. Click New registration to create a new application or select an existing
application.

3. Ifyou are creating a new application, set the Name and in Supported account
types select Accounts in this organizational directory only ({Tenant name} only -
Single tenant) option if all your users are members of your tenant. Multitenant
application can also be used if required, depending on the target audience of
the application.

4. You can skip the Redirect URI settings for now (described in step 7). Click
Register to create the application.

5. From the application’s Overview screen, go to APl Permissions and select
Microsoft Graph API and the required type of permission (Delegated or
Application) as illustrated below. The required permissions are:
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Microsoft Graph \ Group.Read.All, Microsoft Graph \ User.Read, Microsoft
Graph \ User.Read.All

= Add a permission ~ Grant admin consent for Default Directory
API / Permissions n... Type Description Admin consent req...  Status

~ Microsoft Graph (3)

Group.Read.All Application Read all groups Yes @ Granted for Default Directory
User.Read Delegated  Sign in and read user profile No @ Granted for Default Directory
User.Read All Application Read all users' full profiles Yes & Granted for Default Directory

6. The status "Granted for Default Directory" needs to be set on all permissions

that require them. All needed permissions can be added and configured with
the buttons at the top of the list of permissions.

Add a permission ~ Grant admin consent for Default Directory

Use "Add a permission" to add new permission.

Use "Grant admin consent For Default Directory" to set the status of the
permission as "Granted for Default Directory".

. Go to the Authentication settings, and under Platform configurations, click
Add a platform. Then select Web, and list all redirect URLs for your MS Entra
ID application. For the actual URLs, use the hostname (and port) of your server

in the following format: https://{hostname:port}/auth and click Configure.

¢ egistrations > Entra ID Configure Web
3 Entra ID | Authentication =

&7 Got feedback?

Platform configurations

e platform or device this application is targeting, additional configuration may be required st
cific authentication settings, or fields specific to the platform.

Supported account types

n use this application or access this API?

Advanced settings

Allow public client flows ©

Enable the following mobile and desktop flows: . o |

« App collects plaintext password (Resource Ow
Support + Troubleshooting

In the application’s overview page, save the Application (client) ID and the
Directory (tenant) ID, as they are needed for the MyQ configuration.

. Click Add a certificate or secret next to Client credentials and complete the
following steps:
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Add a client secret X
Description | Enter a description for this client secret |
Expires | Custom ~ |
Recommended: 180 days (6 months)
Start
90 days (3 months)
End
365 days (12 months)
545 days (18 months)
730 days (24 months)
Custom
a. Click New client secret.
b. Add a Description.
c. Set the expiration for the key.
d. Click Add.
e. Save the client secret key Value, because you need it for the configuration

in MyQ and you cannot retrieve it later.

Configuration in MyQ

Go to MyQ, Settings, Connections to connect MyQ to Microsoft Entra ID. Click Add
and select Microsoft Entra ID from the list. In the pop-up window, fill in the required

information:

Microsoft Entra ID

Title:
Directory (tenant) ID:
Application (client) ID:

Security key:

* |Microsoft Entra ID

* | Directory (tenant) ID you saved from MS Entra

* | Application (client) ID you saved from MS Entra

Title: Add a title for the connection.
Tenant ID: Add the Directory (tenant) ID you saved from Microsoft Entra.
Client ID: Add the Application (client) ID you saved from Microsoft Entra.

 Security key: Add the (secret) Value you saved from Microsoft Entra.

Click Save and your Microsoft Entra ID connection is now complete.

Microsoft single sign-on

To use Microsoft single sign-on:
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1. Enable "Use as an authentication server" in Microsoft Entra ID
synchronization source - Users tab prior to synchronizing users or enable
Microsoft Entra ID as an authentication server manually for selected users in
their details on the Users main page.

In the Microsoft Entra ID authentication server settings, enable displaying the
'Sign in with Microsoft' login method.

B When Microsoft single sign-on is enabled, the Sign in with Microsoft button
is always displayed on the MyQ Web Ul login page, but only users who use
Microsoft Entra ID as their authentication server can use it to log in. Any
attempt to use Microsoft single sign-on by a user who does not use the
Microsoft Entra ID authentication system will end with an error.

What happens when a user tries to sign in with Microsoft in the MyQ Web Ul:

» The user clicks the single sign-on button.

° |f the user is not signed in to Microsoft in the browser, they are forwarded

to the Microsoft login page to sign in, and then logged into MyQ with the
provided account.

° |f the user is signed into two Microsoft accounts, they are forwarded to the

Microsoft login page and are given a choice to select the account to
continue with.

» Logout in MyQ Web Ul signs out the user only locally, not from Microsoft.
* In cases where multiple Entra ID authentication servers are configured, the
login page will display multiple "Continue with Microsoft" buttons.

myo

Language:

English (United Kingdom) ~

LSE‘I' name

Password / PIN

B Continue with Microsoft (Contoso.com)

B Continue with Microsoft (Example University)
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4 Limitations
 Users using Microsoft Entra ID authentication server cannot sign in on
the MyQ Web User Interface with a PIN. However, they can use their
PIN on the MyQ Embedded terminals and MyQ Desktop Client up to
version 10.0.

Synchronization and authentication through Microsoft Entra ID with Microsoft Graph
can now be used via the following steps:

1. Adding a Microsoft Entra ID authentication server in MyQ, Settings,
Authentication Servers.

2. Adding a Microsoft Entra ID synchronization source in MyQ, Settings, User
Synchronization.

®

Entra ID (Azure) Multi-Tenant Synchronization and Authentication

You can now use multiple Entra ID tenants in MyQ environments to synchronize and
authenticate users. This is particularly useful in shared print infrastructure settings,
such as those found in the public sector, where multiple organizations manage
printers from a single location, while each uses its own Entra ID.

Follow one of the processes as described above but repeat it to set up multiple
instances. Ensure that clear and unique naming is given to each tenant, which will
allow users to identify which is relevant for their use.

7.6.4 OneDrive for Business Setup

The connection between MyQ X and OneDrive for Business is configured in MyQ,
Settings, Connections.

Click Add and select OneDrive for Business.

In the pop-up window, add a Title for your connection, and then you can select the
preferred Mode:

 Create automatically. MyQ X will facilitate the Azure application required for
accessing OneDrive for Business content.

 Set up manually: You want to manage all aspects of the application, and thus
create it manually in your Azure tenant.

Create Automatically

This mode allows the administrator to have MyQ create the Enterprise Application

(Service Principal) on their tenant and grant this application permissions to access
OneDrive documents.
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OneDrive Business X

Title: * OneDrive Business

Mode: ® Create automatically
You will sign in with an Azure administrator account and give MyQ consent to register an

required permissions to access OneD

application with

details.

rive storage of your users. See the documentation for

1. Sign in with your Azure administrator account with a role to manage applications and
copy the authorization code returned.

2. Provide the authorization code into the field below

Code: *

3. Grant MyQ X for OneDrive Business application tenant-wide admin consent to read
OneDrive. You need a Global Administrator role to continue.

4. Click OK to connect MyQ. MyQ users synchronized from Azure AD will automatically have
access to their OneDrive from MyQ.

Set up manually
You have already configured the Azure application. Provide its credentials to connect MyQ to this application.

See the documentation for details.

Considerations

If you are hesitant to grant even temporary administrative access for the creation of
a client secret, the automatic connection procedure to ODB will not be available for
use. In such cases, it's advisable to manually create an application within your
organization's Azure environment and configure the connection to MyQ X by
yourself (mode Set up manually). This approach ensures that you maintain full
control over the application's permissions and the security aspects of the
connection, aligning with your organization's specific security policies and
compliance requirements.

Prerequisites

 Users synchronized from Entra ID

 For creating the service principal on the customer’s tenant, Application
Administrator or Cloud Application Administrator roles are required.

« For granting admin consent to the service principal, the Global Administrator
role is required.

 To finish all steps in the automatic setup, the Global Administrator role is
required.
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Steps to automatically set up the OneDrive for Business application

1. The administrator signs in with their Azure Administrator account. MyQ X for
OneDrive for Business service principal is created on the tenant.

2. The administrator grants the delegated permission to manage Azure
applications.
a. Permissions requested in this step:

Application.ReadWrite.All (to create a Security key)

Directory.Read.All (toread the default domain name in the connected
tenant so that it can be displayed in MyQ).

BY Microsoft

ceo@amediabusiness888.onmicrosoft.com

Permissions requested

MyQ X for OneDrive Business
MyQ, spol. s r.o. ¥
This app would like to:
v/  Maintain access to data you have given it access to
v Read and write applications
s~ View your basic profile

Allows the app to see your basic profile (e.g. name, picture,
user name, email address)

This is a permission requested to access your data in Amedia
business.

D Consent on behalf of your organization

Accepting these permissions means that you allow this app to use
your data as specified in their terms of service and privacy
statement. You can change these permissions at
https://myapps.microsoft.com. Show details

Does this app look suspicious? Report it here

3. The administrator grants the MyQ X for OneDrive for Business enterprise
application permissions to read/write to OneDrive and grants admin
consent (individual users do not have to consent subsequently)

° Permissions requested in this step:

Files.ReadWrite.All .
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mye

8

Connect OneDrive Business

Grant MyQ X application tenant-wide
admin consent to access OneDrive
Business. You need a Global Administrator
role to continue.

4. Once the process is completed, the OneDrive for Business connector is saved,
and the connection details are securely saved in MyQ.

Re-authorizing the OneDrive Business connection

The automatic connection to OneDrive Business can be changed after it has been
created. By right-clicking on the connection, the Re-authorize option will be
available in the context menu.

& OneDrive Business 1

Re-authorize

'@ Delete... Delete

The user will be shown the same dialogue as when the connection was created. The
user can repeat all the steps to create a new secret for the existing OneDrive
Business connection. Or they can perform step 3 - Administrator’s consent, if it was
not completed when the connection was created for any reason, for example, due to
insufficient rights of the Azure administrator.

Also, the Re-authorize option allows you to change the type of connection created
from automatic to manual, and vice versa.
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Application management

» The validity of the Secret is 2 years. Be sure to rotate the key when its
expiration is due. You can do this with the Re-authorize option in MyQ.

» Credentials for service principals are not visible in the Azure portal.
They can be managed via PowerShell or Microsoft Graph API.

* In case you need to revoke the app’s access or currently used
Secret, you can simply delete the entire MyQ X for OneDrive Business
enterprise application in Azure, and create a new one with the Re-
authorize option in MyQ.

®

Additional information

* If the automatic setup is completed again, it does not create a new
instance of the application on the tenant, but the current application is
updated (e.g. new secret on the service principal on the tenant
created). If the MyQ X for OneDrive Business application has been
removed from Azure, it is created again.

« Service principal (enterprise application) is created on the tenant after
Step 1 (without necessary permissions which are granted in Step 3). If
the authorization code is provided in Step 2, the connector can be
saved. Step 3 can be finished later (by right-clicking the OneDrive
Business connector and selecting Re-authorize).

* To better understand what MyQ is doing in this mode, Microsoft
explains this method in their Developer documentation — Understand
user and admin consent from the perspective of the application
developer

Set Up Manually

It is expected that the administrator has configured the Azure application manually.
They can directly provide credentials to their application - Tenant ID (directory ID),
Application ID (client ID), Security key (secret key).

Follow the steps to manually create an Entra ID connection here.
During this process, you will obtain the Tenant ID, Client ID, and Security key of the
application that you will provide to MyQ X in the next steps.

In the pop-up window, fill in the required information:
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OneDrive Business X

Title: * | OneDrive Business

Mode: Create automatically
You will sign in with an Azure administrater account and give MyQ consent to register an application with
required permissions to access OneDrive storage of your users. See the documentation for details.

@ Set up manually
You have already configured the Azure application. Provide its credentials to connect MyQ to this application.

See the documentation for details.
Directory (tenant) 1D: *

Tenant ID (or write commeon for multi-tenant setup
Application (client) I1D: *

Application (client) ID

Security key: *

ITTTITTTTTY

Application has access to OneDrive Business of all users
Check if the application has been configured to have access to OneDrive. MyQ users synchronized from Azure
cess to their ¢ rve

AD will hav v
nnect their storage individually en the MyQ Web User Interface. See the

If uncheck
documentation for details

Title: Add a title for the connection.

Tenant ID: Add the Directory (tenant) ID you saved from Microsoft Entra.
Client ID: Add the Application (client) ID you saved from Microsoft Entra.
 Security key: Add the (secret) Value you saved from Microsoft Entra.

users have to co

Click Save and your OneDrive for Business connection is now complete.

Option “Application has access to OneDrive Business of all users”

The Application has access to OneDrive Business of all users checkbox lets the
administrator set whether the application has already been given access to the
OneDrive storage of users or not.

 If unchecked, it is expected the application has been given only Delegated
permissions, which means each user has to manually log in to the MyQ Web
User Interface and click the “Connect” link to give the application permissions
to access their data.

API / Permissions name Type Description Admin Consent Re...  Status
~ Microsoft Graph (2)

Files.ReadWrite Delegated  Have full access to user files

User.Read Delegated  Sign in and read user profile

« If checked, it is expected the application has been assigned Application
permissions to access OneDrive data and the administrator has granted admin
consent to the application, all manually in Azure Portal. The users do not have
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to manually connect their storage, OneDrive Business storage appears to be
connected in the widget on their MyQ Web User Interface.
Conditions when this option is enabled:

° Manually created Azure application must have Files.ReadWrite.All

permission of the Application type (not Delegated).
> Admin consent granted (“Granted” displayed in the Status column), can be
granted with the “Grant admin consent” option.

+ Add a permission /' Grant admin consent for Amedia business

API / Permissions name Type Description Admin consent requir...  Status
\ Microsoft Graph (2)
Files.ReadWrite All Application  Read and write files in all site collections Yes @ Grantedfor «e+

User.Read Delegated  Sign in and read user profile No @ Grantedfor e+

Pairing users with their OneDrive

When the Automatic mode was used or Application has access to OneDrive
Business of all users was checked in the manual setup, there is no user interaction
needed for the users to use their OneDrive in MyQ. Users are paired with their
OneDrive storage via User’s Active Directory Object ID (UUID). These are
automatically imported only with the Azure AD user’s synchronization into MyQ. The
UUID is synchronized from Central to Sites during user sync when Central users are
synchronized with Azure AD. This process enables users at a Site to be automatically
connected to their storage.

4 Users created manually or synchronized from sources other than Azure AD will not
have access to the OneDrive for Business destination.

@ Learn how to use your OneDrive as a destination for Easy Scans here.

7.6.5 SharePoint Online Setup

The connection between MyQ X and SharePoint Online is configured in MyQ,
Settings, Connections.

Click Add and select SharePoint Online.
In the pop-up window, add a Title for your connection, and then you can either select:

» Create automatically.
» Set up manually.

Create Automatically

This mode allows the administrator to have MyQ create the Enterprise Application
(Service Principal) on their tenant and grant this application permissions to access
SharePoint Online folders and files.
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SharePoint Online X

Title: *  SharePoint Online

Mode: @ Create automatically
You will sign in with an Azure administrator account and give MyQ consent to register an application with
required permissions to access SharePoint Online.

B Continue with Microsoft

Set up manually
You have already configured the Azure application. Provide its credentials to connect MyQ to this
application.

Considerations

If you are hesitant to grant even temporary administrative access for the creation of
a client secret, the automatic connection procedure to SharePoint Online will not be
available for use. In such cases, it's advisable to manually create an application within
your organization's Azure environment and configure the connection to MyQ X by
yourself (mode Set up manually). This approach ensures that you maintain full
control over the application's permissions and the security aspects of the
connection, aligning with your organization's specific security policies and
compliance requirements.

Prerequisites

 For creating the service principal on the customer’s tenant, Application
Administrator or Cloud Application Administrator roles are required.

« For granting admin consent to the service principal, the Global Administrator
role is required.

 To finish all steps in the automatic setup, the Global Administrator role is
required.

Steps to automatically set up the SharePoint Online Application

1. The administrator signs in with their Azure Administrator account. MyQ X
SharePoint Online Connector service principal is created on the tenant.

2. The administrator grants the delegated permission to manage Azure
applications.
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a. Permissions requested in this step: Application.ReadWrite.All (to create

client secret) Directory.Read.All (to read default domain name in
connected tenant)

BT Microsoft

Permissions requested

MyQ X SharePoint Online Connector
MyQ, spol. s r.o. &

wWo x

This app would like to:
. Read and write applications
Read items in all site collections

View your basic profile

< € X

Maintain access to data you have given it access to

| | Consent on behalf of your organization

Accepting these permissions means that you allow this app to use
your data as specified in their terms of service and privacy
statement. You can change these permissions at
https://myapps.microsoft.com. Show details

Does this app look suspicious? Report it here

3. The administrator grants the application permissions to read and write Files
and grants admin consent (individual users do not have to consent
subsequently)

° Permissions requested in this step: Sites.ReadWrite.All
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myo

sg

Connect SharePoint Online Manual

Grant MyQ X application tenant-wide
admin consent to access SharePoint Online.
You need a Global Administrator role to
continue

4. Once the process is completed, the SharePoint Online connector is saved, and
the connection details are securely saved in MyQ.
Re-authorizing the SharePoint Online Connection

The automatic connection to SharePoint Online can be changed after it has been
created. The Re-authorize option will be available in the context menu by right-
clicking on the connection.
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= myQ @ Home <:) Settings: Connections

2 Settings Network > &5 Connections
Server Type Type Name
License .
A Microsoft Entra ID Microsoft Entra ID
& General @ OneDrive for Business OneDrive for Business
@ Personalization
@ OneDrive for Business OneDrive for Business Manual
@ Task Scheduler
P SharePoint Online / Edit

oo Network

(:) Connections

2 snwp Delete...  Delete

&_ Authentication Servers

[%] Printers & Terminals
@ Configuration Profiles

ffa Printer Discovery

[ B S T S
The user will be shown the same dialogue as when the connection was created. The
user can repeat all the steps to create a new secret for the existing SharePoint Online
connection. Or they can perform step 3 - Administrator’s consent, if it was not
completed when the connection was created for any reason, for example, due to
insufficient rights of the Azure administrator.

Also, the Re-authorize option allows you to change the type of connection created
from automatic to manual, and vice versa.

Application management

» The validity of the Secret is 2 years. Be sure to rotate the key when its
expiration is due. You can do this with the Re-authorize option in MyQ.

» Credentials for service principals are not visible in the Azure portal.
They can be managed via PowerShell or Microsoft Graph API.

* In case you need to revoke the app's access or currently used
Secret, you can simply delete the entire MyQ X SharePoint Online
Connector enterprise application in Azure, and create a new one with
the Re-authorize option in MyQ.
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Additional information

* If the automatic setup is completed again, it does not create a new
instance of the application on the tenant, but the current application is
updated (e.g. new secret on the service principal on the tenant
created). If the MyQ X SharePoint Online Connector application has
been removed from Azure, it is created again.

« Service principal (enterprise application) is created on the tenant after
Step 1 (without necessary permissions which are granted in Step 2).
Step 2 can be finished later (by right-clicking the MyQ X SharePoint
Online Connector and selecting Re-authorize).

* To better understand what MyQ is doing in this mode, Microsoft
explains this method in their Developer documentation — Understand
user and admin consent from the perspective of the application
developer

@ MyQ X users can interact with SharePoint Online files without having individual
Microsoft accounts or being synchronized with users from Microsoft Azure AD. The
application acts on behalf of the users, based on the permissions assigned to it by
the organization's administrator in Azure.

All MyQ X users gain uniform Full rights to access Files on the SharePoint Online
site, regardless of whether they have a Microsoft account within the
organization or any individual permissions.

Set Up Manually

It is expected that the administrator has configured the Azure application manually.
They can directly provide credentials to their application - Application ID (client ID),
Security key (secret key) and Site URL.

In most cases, it's enough to leave a prefilled Directory (tenant) ID as common . It

should contain a specific tenant ID in case of using the 'Application has access to
SharePoint Online storage of all sites' option.
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SharePoint Online

Title: *  SharePoint Online

Mode: Create automatically
You will sign in with an Azure administrator account and give MyQ consent to register an application with
required permissions to access SharePoint Online.

@ Set up manually
You have already configured the Azure application. Provide its credentials to connect MyQ to this

application.

Directory (tenant) ID: *
common
Application (client) ID: *

Security key: *

Site URL: *

Application has access to SharePoint Online storage of all sites
Check if the application has been configured to have access to SharePoint Online storage. MyQ users will
have access to all SharePoint Online files for selected Site.
If unchecked, users have to connect individually on the MyQ Web User Interface.

v 0K Cancel

Enabling Application-Wide Access

This feature is designed to simplify access to SharePoint Online files, enabling MyQ X
users to read and write files hosted on a selected SharePoint Online site without the
need for individual Microsoft account logins.

When the option "Application has access to SharePoint Online storage of all sites" is
enabled in the connection settings, it grants MyQ X users application-wide access to
read and write files on any selected SharePoint Online site. This is achieved by
configuring the application in Azure to have the necessary permissions to access
SharePoint Online storage across all sites.

To implement this functionality, the application must be registered in Azure Entra ID
with the appropriate permissions to access SharePoint Online. The required

permission is Sites.ReadWrite.All , which allows the application to read and write

files in all site collections without requiring individual user logins. This permission is
granted via consent from an administrator in the Azure portal.

Configuration Steps

1. Register MyQ X as an application in Microsoft Entra ID (Azure).
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Assign the Sites.ReadWrite.All permission to the application in Azure AD.

Admin consent is required to enable these permissions for the application.
In MyQ X connection settings, specify the SharePoint Online site by its URL.
Enable the "Application has access to SharePoint Online storage of all sites"
option.

vkhwnN

@ With this option enabled, MyQ X users can interact with SharePoint Online files
without having individual Microsoft accounts or being synchronized with users from
Microsoft Azure AD. The application acts on behalf of the users, based on the
permissions assigned to it by the organization's administrator in Azure.

All MyQ X users gain uniform Full rights to access Files on the SharePoint Online
site, regardless of whether they have a Microsoft account within the
organization or any individual permissions.

Disabling Application-Wide Access

If the option is disabled, users must individually connect to the SharePoint Online
storage through the MyQ X Web Ul. They are required to login using a connect link,

which necessitates having a Microsoft account within their organization. Upon
connecting, an access token for SharePoint Online is stored in MyQ X.

User Token Authentication

When application-wide access is disabled, any action performed on files within the
SharePoint Online site is executed under the individual user's account. The user's
access token is unique and subject to the specific permissions of that user's Microsoft
account. This ensures that file interactions are securely managed and adhere to the
organization's access control policies.

Security Considerations

» When enabling application-wide access, it is crucial to understand the security
implications of granting the application extensive permissions to SharePoint
Online. Administrators should carefully consider the necessity of these
permissions relative to their organizational security policies.

« Individual user token authentication offers a more granular level of access
control, applying the specific permissions of each user's Microsoft account to
their interactions with SharePoint Online files.

@ Learn how to use your SharePoint Online as a destination for Easy Scans here.

7.6.6 MyQ Smart Workflows

In order to create a MyQ Smart Workflow you need to install and configure the
ScannerVision server to work with the MyQ server.
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ScannerVision is a solution to automate document workflows, by capturing,
processing, and storing scanned documents. This may include bar code reading,
recognizing texts with the help of Optical Character Recognition (OCR), or converting
documents to another format. Storage possibilities include a network folder, a
database, cloud storage or storing as an e-mail attachment.

ScannerVision extends the features of MyQ by allowing the user to perform a
customized and personalized scan workflow, and can utilize the user’s credentials to
access the storage where the scanned document will be placed, making not only
secure printing possible, but also secure scanning.

Requirements
Minimum requirements prior to the installation:

* MyQ Ultimate license (license for the MyQ server + license for ScannerVision)
» Two servers setup (one for the MyQ server, one for the ScannerVision server).
In case of a MyQ Central Server setup, one server can be used.
* ScannerVision server 9.1+
° EMB Kyocera 7.5.9
° EMB Kyocera 8.1.1+
> EMB HP Enterprise 8.1.1+ (supported in exploded mode as well)

Additional Information
Additional information about MyQ products can be found in the MyQ Docs portal:

* MyQ Embedded Terminal Manuals for branded embedded terminals information
» ScannerVision User Manual for advanced ScannerVision user information

ScannerVision Server Installation

.NET Framework 4.8 has to be installed on the server before installing ScannerVision.
If it is not installed, open Server Manager and install it.

To install the ScannerVision server:

1. Run the ScannerVision installer.
2. Follow the installation wizard's instructions and install the server.
3. Activate the product.

License check

Once the ScannerVision server is installed and activated, verify the license
information:

» Open the ScannerVision Processing Engine user interface application.
» On the top menu, click Help, License.
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Clients Users View | Help

ﬂ Help Topics =

Cw BT

Start server  Resume server  Pause server License e object

Professional Services

Vertical Market Resources

About

 ScannerVision License Manager opens. Click Detailed License Information.
agnner‘u’ision License Manager - ¥9.0.0.9% — >

Online Activation @ Offiine Activation

Serial number Voucher Mumber (s)

‘* Activate/Topup ‘ | Upload Billng Information ‘ |G{- Proxy Settings ‘

Customer information
Mame:
Company:
Email address: info@scannervision.com
Telephone number: 123456

Server license information
Serial number: -
Description: Scan For You Office NFR
Expiry date: 13 November 2020
License type: Unlimited

Maintenance information

Expiry Date: 13 November 2020
Maximum Licensed Version: Any, currently supported, released version
Status: Valid

E Detailed License Information

» Check if the number corresponds to the MyQ device licenses number.

MyQ KDSJLCZLEWSNRXSE 2 13 November 2020
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Configuration

Once the ScannerVision server is installed, there are configuration steps to be done,
both in MyQ and in ScannerVision:

+ Configuring ScannerVision
o Templates
> Clients
° Users
» Adding ScannerVision as a terminal action in MyQ

Configuring ScannerVision

In order to set ScannerVision properly, you need to configure Network settings,
Templates, Clients and Users.

Network Settings

1. Open ScannerVision. Settings is shown by default.
2. Click Network Server Settings in the Module View.

Server Tempilastes Cliends  Urern  View Help
i = - F -
(T @ =3 = — ] 7 i
Pause server  SE0p server Spplyietbegs  Oivcard tettings | Server Seftings.  Help  Professiona
Seraiel
Back = Seftings «» = Wetwork Server Settings .2 =
el Mawigation Tig: Doubde itk Kons with crange Cicles and dfgle Ol D005 wilhoul.
— Wodules View ®
: — - Network Server Settings
Settings £ah =3 TCRAP port 1543
Generald Server Network Server
,:r Settings Sttings Erable eroryption
Connedions =— Fi=
; . Web Server
—
;\ d k S
=
A SMTP Server FTP-ES Senver Address | 1014473
Templates Settings Settings
— = Part &1 Bind to moe-551 post
| F I 1
‘-‘:a'..-" &
e Silpan 443
S Mestage
Customizations .
» STaport  S0U00
oy
Lisers FTP part 2222
i Doats pant fram 65000
Mastes Forms
_ Dats poot i 65535
(=] Timeout 30
Lag
S5L carifizans oo Gype Syitem « Local Machang
SEL certiicate store  Trusted Root Cenification Authovities .
’;\ General =2
", Toom S5L certificate  TMOPRG-TMWVOT Lmyg.ce -
Hedt abmie TMOPRG-TWYWIT 3 myg.ce -

3. Add the IP address or hostname of the ScannerVision Web Server in the
Address field.

4. Change the preset ports if necessary.

5. Enable/disable non SSL.

6. Configure the FTP-ES server settings:
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H

Apply settings

v

Digcard settings

¥ Enable FTP-ES server

.10.1-{4.?3

]
9569

65000

65535

Server Templates Clients Users View Help
it % n i':: Z
] . Edp e
Pause server  Stop server f ok
Back = Settings -> > Network Server Settings -»»
General Mavigation Tip: Double click icons with orange dircles and single dick cons without.
Modules View R
3 _ - FTP-ES Server Settings
Settings &3‘ ﬁ?ﬁ}
7 General Server  Network Server
P Settings Settings FTP Server address
. .’.‘:.
Connections = _T_ _Ji Command port
= F oy P i:
T il PEO 3 3
::_1 R - Data port from
L] SMTP Server FTP-ES Server
Templates Settings Settings Data port to
I rD
Client
S Message
), Customizations
£
c:-‘*t.‘l.ag
Users

7. Save your settings.

Templates

Templates control what actions ScannerVision performs. They determine where
documents come from, what processing is done on them and where they ultimately
end up. Multiple templates can be defined and assigned to users and groups.

To add a new template:

1. Open ScannerVision Processing Engine and click Templates in the Navigation

Pane.

vAWN

select Client Capture.

o

settings are editable.

Click Add WorkFflow in the top menu.
Name the new template and mark it as Enabled.
Click Apply Settings in the top menu.
Once saved, double-click on the new template. In the right tab of the window,

Navigation Tip: Double click icons with orange circles and single dlick cons without.

Modules View

Ueo Eiju =%
RS Output Format  Document Store

Settings Settings

P Moy =l
—Q Q =}
Xml Data Import ~ ABC Settings Document
Annotati...

B 39 i | E4E |

Adding Questions on a Template

In the Client Capture tab, mark the Enabled checkbox. Now the template's

Hot folder settings

[] Enabled

Hot Folder

Share username

Share Passworc

X | Hot Folder ‘ FTP Server] Mail Sewﬂtlient Capture )
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Questions are used to capture necessary document information. To add a new
Question to a template, in the Client Capture tab:

1.
2.
3.

4.
5.

Right click on the Questions area.

Select Add question.

In the new Template Question window, fill in the Question, Tag name, and
Default text fields, and any other of the optional fields.

In Question Type select Typed.

Click Save.

A ScannerVision Processing Engine - Unlicensed Copy =[O =
Server Templates Clients Users View Help
== = = € )
E Ea o8 b= - H @ (] @ “a
e Pause server Stop server forms A f Delete template | Applyseftings Discard seftings | Server Seitings | Help | Professional
e n Services
Back Templates -> > New Template (1} - > Capture Settings -» >
General Navigation Tip: Double click icons with orange circles and single click cons without.
— Modules View % [ Hot Folder | FTP Server | Mail Server | Client Capture
B = ~ ) i
- 7 Client capture settings
Settings @
v Capture Settings
<¢/I/ P g Enabled
Scanning properties
Connections 9 Props
= %S = Type Text | Lock Sides Oneside  * [0 Lock  Scansource |ADF ~ [0 Lock
Ig-:l Qutput Format ol T =] Lock < Ea Lock
v Settings olors | Auto och ize od
-z | Resolution 300 ~ | [ Lock  Scan orientation  Portrait ~ [ Lock
&\V‘l‘/ .
Clients == Pages properties
Documen 1t Store
% Settings - -
| 4 . Min [ Max 0
Usel g
rQ Questions
)
Xml Data Import
P Tagname Y| Question V| Defaultvalue V| Regular expression V| Sample Y
— ScannerVision - Template Question =
&7
1—"
Question | question
ABC Settings
Tagname | QUESTION
= gf Default
‘General —0
Regular expression
‘$§To - Document
Annotati.
Sample
2 = Toolt —
ScannerVision Processin, g Engine P o

Minimum size 0 ——
Maximum size []=

Required

Question type  Typed -

Save Cancel

Adding a PickList to a Question

A PickList can be added to a Question within a template, if the Question Type
selected is Typed. To add a PickList:

ouhkhwn=

Click on the Add PickList button on the right.

Once there, select Static as the PickList Type.

In the Picklist window, enter a Name for the picklist.

Add picklist items by pressing the plus (+) button on the right.

Click Save.

Once saved, select the picklist(s) to be displayed for this question and click
Save.
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A ScannerVision Processing Engine - Unlicensed Copy == =
Serve Help
8 = @ Z
e o4 = - H B @ @
Stop semer | Addforms A Delete template | Apply settings  Discard settings | Server Settings | Help | Professional I
etognition Senices
i Back + Templates ->> New Template (1) > Capture Settings ->>
i General Navigation Tip: icons with d i without.
= Modules View % [ Hot Folder | FTP Server | Mail Server | Client Capture
| & = N i
O Client capture settings
Settings
5 Capture Settings Enabled
774
Scanning properties
nections
»-== B{;‘ = Type | Text * & Lock Sides Oneside 7 [0 Lock Scansource ADF ~ | @ Lock
= owpupomn - -
- & -
Templates Settings Colors | Auto ol Size A4 ad
*?jj Resolution 300 ~ [0 lock  Scan orientation  Portrait ~ | [ Lock
Clients — Pages properties
Documen t Store
) Settings = =
QL Min 0t Max 0 I
users £ o]
rb Questions
e =
= Xml Data Import
;@M P Tagname Y Question Y| Defaultvalue Y| Regular expression | Sample '
ScannerVision - Template Question IZ‘
Question | question1
Tag name | QUESTIONT
Default L
ScannerVision - PickList ]
Regular expression
Name | fistl
Sample
Guid | (68DFO505-7391-4C44-0893-2F80724F21DC)
Tooltip
o Dynamic retrieval
Minimum size 0t
Maximum size 1= Picklist items. Y| =
B
Required
“ 2
Question type  Selected -
Pkt Name ¥ pickiist Type 7| GUID v B
list2 Static {23179266- 6E56-40FD-9663-68847A7CB1C1} =| B
list1 Static {6BDF9505-7391-4C44-9893-2F80724F 210C} 5]
Save Cancel Save Cancel

Clients

The clients you configure here represent the MyQ terminals connected to
ScannerVision. To add a client, go to the ScannerVision Processing Engine and:

Click Client on the Navigation Pane.

Click Add under the Clients view.

Choose MyQ as the Client type.

Optionally add a Client name and Client description.

Add the printing device's IP address (make sure to use the device's IP address

and not the MyQ server one).

Choose an Authentication method from:

a. None- everyone can access the same templates

b. ScannerVision - Used for Single Sign On; Users have customized template
lists.

7. Choose the templates to be accessed by everyone, in case None was the
authentication method of choice.

8. Click Save.

AN =

o
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oy

" " o4 = (o v [ & 3
Paste server  SHop berver SevieSettings | Help fessional

General Navigation Tip: Double chick ions with orange cirches and single dick cons without.

8 s EPeETEB BN

Voho ==
° Save Cance

Configuring Users

Users can be imported from a Windows Server, LDAP, AD or they can be manually
added. For further instructions, please check the ScannerVision User Manual. Users
also need to have templates assigned to them.

Whichever method is chosen, the users in ScannerVision have to match MyQ Users. If
users are imported, their properties such as names and email addresses will match,
however Templates will still need to be assigned to them. To check and make
necessary modifications, go to ScannerVision Processing Engine, click Users on the
Navigation Pane and:

1. Make sure that the User name matches the MyQ user name (if users were
manually added).

2. Make sure that the Email address matches the MyQ user's email address (if

users were manually added).

Select templates for the user from the Available Templates.

4. Click Save.

w
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]
Server  Templstes Clienls  Users View Help
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y _ - r i
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[} Pause server  Stop server t Server Setlings Help Pra
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e
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Tem Uses name | Brian

User descnption
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‘::Ul.-' Browte folder
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Maiter Formg Agtamatic Invoedes
= Car Hire Feturn
Ii'l ! Compese Document
Lag i Epsen « Scan 1o Fax
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i Ore Drive

ﬁ General o Save Cancel

55 Tooks Th « PP »

Adding ScannerVision as a Terminal action in MyQ

After configuring ScannerVision (network settings, templates, clients, users), you
should create a MyQ Smart Workflow in Terminal Actions.

1. Go to MyQ, Settings, Terminal Actions.

2. Right-click on Home screen, select Add action into this Folder, and then click
on External workFlow on the list of actions. The action is added to the list and
the terminal preview. Double-click on it to modify its settings. The node's
properties panel opens on the right side.
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~ (@) Home screen D)
S @ print Al (¥) Add action into this folder >
B My Jobs
) ) panel Copy
= o Easy Scan — Email Print All
= (B easy 5can - Folder
B 1D Card Registration
&9 (@ Panel use
B casy copy
€., ) Panel Scan

v [ () More Actions

28 @ Application List
# B Recharge Credit

Panel Copy
[ |

(i) See the documentation for ¢
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€7 Tools v, Refresh

Application
Application List
Card Dispense
Custom Box
Panel USB
Easy Copy
Easy Fax 8
Easy Print new

Easy Scan

2l mm@EdRB

Edit Account
-older Easy Copy
Fax Box 2
Folder
ID Card Registration

1D card copy

My Jobs

Panel Box

Panel Copy
Panel Fax

Panel Scan
Panel USB

Print All
Recharge Credit
USB Print

USB Scan

BPP@RocdIPF2@oodal B

Unlock Panel

3. Fill out the External workFlow as follows:

& ScannerVision

General
Enabled: o
Title: |en ScannerVision
Printers: * | 5 All printers
Rights: * | g2 All users
Style: * | External workflow
~ Parameters

URL: * | https://10.14.5.125

Type: * | ScannerVision

~ Save

Fields marked by * are mandatory.

Cancel

a. Enter a Title. After saving, this will be shown as the name of the External
workFlow action in the Home screen pane and on the terminal preview.

b. Enter the URL of the ScannerVision server; ScannerVisionServer:port. http or
https depends on the ScannerVision server settings.

The port number is not required if the default settings (80 for non SSL and 443
for SSL) are used on the ScannerVision server. If the port was changed, the port
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number is required.

For example: https.//10.14.5.125 for SSL only with the default port used and
http;//10.14.5.125:81 for non SSL and the port was changed from 80to 87.
c. Change the Printers and/or Rights if you want to create a specific MyQ
Smart Workflow.

d. Click Save.

7.6.7 External Storage API

The External Storage API connection allows the integration of external applications
that act as an API gateway into MyQ, to add support for new cloud or network
storages.

Example usage

1. Athird-party application uses their own storage.

2. An APl gateway is developed and installed on a server.

3. In MyQ, a connector is created and pointed at this application.

4. The API gateway understands and maps API calls from one service (MyQ) to the
other (e.g. remote Ffile storage).

Connection details
To configure an external storage MyQ:

1. Login to the MyQ web administrator interface, and go to MyQ, Settings,
Connections.
2. Click +Add and select External Storage API.
3. Inthe pop-up window, fill in the required information, and click OK:
External Storage API X
Enter the connection details to the API adapter for communication with the remote storage.
Title: *  External Storage API
URL: *
Login: *

Password: *

v 0K Cancel

Title - a title for your external storage.

URL - URL where the application is listening
Login - the username used for authentication
Password - the password used for authentication

&Qn oo

Your newly added external storage can now be used as a destination in the Easy Scan
and Easy Print terminal actions, when setting up these actions you can enable or
disable the option for users to delete files in storage from the terminal.
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7.7 Authentication Servers Settings

If you want to authenticate users against an LDAP server, synchronize users from an
LDAP server, synchronize users from your Microsoft Entra ID and use Microsoft SSO
for the MyQ web Ul or authenticate users against a Radius server, you have to add all
the servers on this tab.

If you want to authenticate users against MyQ (ID cards, PINs, and passwords), or
need to integrate with an external authentication provider, see User Authentication
for details.

4\ Limitations
 Users using an LDAP, Microsoft Entra ID, or Radius authentication
server cannot sign in on the MyQ Web User Interface with a PIN.
However, they can use their PIN on the MyQ Embedded terminals and
MyQ Desktop Client up to version 10.0.

7.7.1 Adding a new LDAP server:

1. Click +Add and select LDAP Server. The new LDAP server properties panel
opens on the right side of the screen.

oo Network

— 2] ,
f— mvo (@ Home = & Settings: Authentication S... i O 3G
3¢ Settings Network » & Authentication Servers ® Add...v
@ Personalization Type i _‘E LDAP Server
@ Task Scheduler _‘f‘_ Microsoft Entra ID Server
£ Radius Server
uue

€5 Connections

@ snmp ® Add v

2 Authentication Servers

N

Enter the LDAP Domain.

3. Select the LDAP Type. You can select from Active Directory, Novell, and
OpenLDAP. (For Active Directory you must select SSL in the Security field and
the Server port must be 636)

4. If you want the communication with the LDAP to be secured, select the
Security protocol that you want to use.

5. Enter the Server IP address or hostname and the communication port. (For
Active Directoryyou can leave the IP address or hostname empty if you do not
know them. The server will then be saved as Auto-discover)

6. If you have more addresses related to one LDAP server, you can add them by
clicking Add.

7. Click Save. The LDAP server now appears on the list of servers.
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2 LDAP Server: LocalAD X

Domain: * | LocalAD

Type: * | Active Directory v

Security: * | TLS v
Server: | agcme.com 636 X
® Add
Leave blank for automatic discovery of the Domain Controller for
the domain
Test
(*) Add Cancel

7.7.2 Adding a new Microsoft Entra ID Server:

1. Click +Add and select Microsoft Entra ID Server. The new Microsoft Entra ID
server properties panel opens on the right side of the screen.

2. If you have already added Microsoft Entra ID in the Connections settings, the
server appears on the list. If not, click Add new and add the Microsoft Entra ID

connection.
A& Microsoft Entra ID Server: Microsoft Entra ID X

Name: = | Microsoft Entra ID

Connection: * | Microsoft Entra ID e

Enable Sign in with
Microsoft: Users can og in on the MyQ Web User Interface via Microsoft single

Test

3. If you want your users to be able to log in on the MyQ Web Ul via Microsoft
single-sign-on, select the Enable Sign in with Microsoft checkbox.
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User name

Log in
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4. Click Save. The Microsoft Entra ID Server now appears on the list of servers.

7.7.3 Adding a new Radius server:

1. Click +Add and select Radius server. The new Radius server properties panel

opens on the right side of the screen.
Enter the Radius server Name.

N

3. Enter the Server IP address or hostname, the communication port and the

Shared secret.

4. If you have more addresses related to one Radius server, you can add them by

clicking Add.

5. Click Save. The Radius server now appears on the list of servers.

2 Radius Test

General

Mame: * | Radius Test

Server: * | Address 1812
(® Add
~ Save Test
Fields marked by * are mandaton

Cancel
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@ When an authentication server is renamed, a server with the old name will still
appear in the Authentication server settings of a user profile, alongside the server
with the new name. The old server is removed after the following user
synchronization propagates changes.

7.8 MyQ Desktop Client Settings

4\ This feature requires MyQ Desktop Client 10.2+. Older versions are configured
during installation or in the application's settings.

Administrators now have the option to save multiple different configurations for
MyQ Desktop Client (MDC) in MyQ, so that they can deploy different configurations
based on locations; for example define different fallback printers in each of their
offices or enable client spooling only for selected workstations.

It is possible to configure profiles prior to deploying MyQ Desktop Client 10.2+.
Once MyQ Desktop Client connects to the server, it starts automatically using
settings from applicable profiles if this feature is enabled.

On the MyQ Desktop Client Settings tab (MyQ, Settings, MyQ Desktop Client), you
can configure the MDC settings and deployment.

You can create multiple configuration profiles, assign them to specific locations, and
select print queues that will be installed on the computer.

Clients that are not matched in any of the profiles will use settings from the Default
profile. In case that the client matches multiple profiles, the highest matched profile
in this list will be used.

Switch Automatic conFiguration on and click Save to use the feature.

3¢ Settings ©Q MyQ Desktop Client

Li;,l Printers & Terminals

bod Configuration Profiles

@1 Printer Discovery

Automatic configuration:

f“f- Terminal Actions
% Events

{7, Event Actions

©Q MyQ Desktop Client Configuration Profiles ® Add... B Actionsv
,9\ Users

© Policies tion: Credentials

T T Secure print job forwarding

#%  User Synchronization Default

N g: Enabled

% User Authentication oring: Enabled

f Rights

@ Settings available in the configuration profiles are similar to the MyQ Desktop Client
10.0 settings, covered in the following manuals: MDC Windows, MDC macOS.
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7.9 Accounting Settings

In the Accounting settings tab, in the General section, the MyQ administrator can
set:

 the Accounting mode MyQ will be using:
> Accounting Group - This is selected by default. In this mode, all quotas are
available and can be spent.
> Cost Center - In this mode, only the selected (cost center) payment account
is spent.

» the Payment account priority, which applies to terminals that don’t support
user selection of payment accounts, and to direct queues without the MyQ
Desktop Client option. The payment account with the highest priority is always
used in such cases:

> Credit
° Quota

Fs Accounting

~ General

Accounting mode: * | Accounting Group v

Accounting Group! ounting group is selected automatically, all quotas are spent

Payment account priarity: * '® Credit

Quota

~ Job price calculation before release

The printer is set up to increase |2 - Europe, USA (default) ~
the page counter value for A3
and Ledger format by: *

Limitations:

» The Cost Center mode does not work on printers without a terminal.

* The Cost Center mode can be used only with embedded terminal versions
8.2 or higher.

 In the Cost Center mode, if a user has more than one account, the job is
paused and the account must be selected via MyQ Desktop Client (v.8.2 or
higher). If there is only one account, the account is assigned automatically.
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4 fyouuse the Cost Center mode on embedded terminals with a version older than
8.2, the terminals activation fails. The following error message can be found in the
log: “Terminal is incompatible [ reason=Terminal version must be at least 8.2 in cost
center mode”.

If you switch to the Cost Center mode on embedded terminals with a version older
than 8.2, the following warning can be found in the log: “This terminal is not
supported in cost center accounting mode. Upgrade terminal at least to version 8.2”.
Switch to the Accounting Group mode or upgrade your embedded terminals to
version 8.2 for the terminals to be successfully activated and work properly. If you
choose to switch, your terminals need to be re-activated. This can be done
automatically by clicking OK in the Apply Settings pop-up, or manually on each
device.

Comparison between Accounting Group and Cost Center

Accounting group

Max 1 accounting group per user

If multiple quotas are assigned to a
user, all of them are spent.

If credit or personal quota is selected,

Cost center

Multiple cost centers can be assigned
to a user

Only one quota is spent. If credit, or a
cost center without quota is selected,
no quota is used.

If credit or personal quota is used, no

the job is still accounted to the cost center is accounted.

accounting group

Ajob is accounted to the cost center
only if selected, or if it is the only
account the user has.

Every job performed by user is
accounted to their Accounting group

In the Job price calculation before release section, the MyQ administrator can
select between 7 - Japan, or 2 - Europe, USA (default) for The printer is set up to
increase the page counter value for A3 and Ledger Format by setting.

7.10 External Reports

By default, the only access to the MyQ Firebird database is via the SYSDBA account.
Since this account has full read/write rights, it is not secure to use it for accessing the
database from 3rd-party software (for example Bl tools for reporting). A read-only
access account is needed to avoid unintentional database corruption.

In the External Reports settings tab, the administrator can enable a database read-
only account to be used with external reports.
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(5 External Reports
Analyze data with external Business Intelligence tools. Help

v Database read-only account

ne Latabase read-only ac

Enabled: ()

Account name: db_datareader
Password: *

Confirm password: *

Activating the Enabled switch automatically creates a read-only access account to
the MyQ Firebird database with the following settings:

« Account name: db_datareader. This is the newly created read-only database
user. The account name cannot be changed.

» Password: password for the db_datareader account, set by the administrator. A
new password must be set every time when switching from the Disabled to
Enabled state.

« Confirm password: confirmation of the above password.

Enabling the database read-only account automatically enables a Windows Firewall
rule to allow incoming connections to the MyQ Firebird database. If disabled, the rule
is deleted.

B Afterrestoring a backup using MyQ Easy config, the Windows Firewall rule
and the db_datareader's account password will be restored if the account
state was Enabled when the backup was created. If the account state was
Disabled, then the existing Windows Firewall rule will be deleted and the
user account will be dropped in the restored Firebird database.

/.11 REST API Apps

In the REST API Apps settings tab you can add applications to MyQ by clicking +Add
and filling in the Title and Scope. The Client ID and Secret fields should be used for
the application’s configuration.
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REST API App

Title: * |

Client ID: = | 3253

Secret:* | 00b3

Scope: |

Cancel

Fields marked by * are mandatory.

7.12 Log Settings

On this tab, you can set the Log NotiFier feature, which enables sending notifications
about selected log events to the administrator and/or any number of MyQ users. The
notifications can be sent via email or they can be sent to Windows Event Viewer.

& Log

~ General

Log debug level messages: v
This will generate more information for troubleshooting purposes only.
Note: Enabling this feature will impact performance.

v History
Delete logs older than: * 7 days
v Log Notifier

Check new records in log every: * | 300 seconds

" Save Cancel
Log Notifier rules @® Additem £ Edit ® Enabled [i] %0 Regular expression test
Enabled | Rule name Type Subsystem Context Text

General - If you select the Log debug level messages option, the system will
generate more information for troubleshooting. The information will be shown in the

MyQ Log.
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However, this feature will impact your system's performance. Therefore, we
recommend you to enable it only in case of a system malfunction or if it is requested
by MyQ support.

History — Here you can set when the logs should be deleted (in days).

Log Notifier - The notifications and their destinations are both specified by log
notifier rules.

Under Log NotiFier, you can set the period after which the log is checked for new
events in the Check new records in log every: ... seconds text box (300 by default).

7.12.1 Management of the Log Notifier Rules

To add a new rule, click +Add item at the upper-left corner of the Log Notifier rules
widget. The properties panel of the new rule opens on the right side of the tab. On
the tab, edit and save the rule.

27 Log Notifier rule X

Enabled: * o

Rule name: * | New Rule

Type: | Info w
Subsystem: |Scheduler o
Regular expression
Context:
Regular expressio
Text:

To open the editing options of a rule, double-click the rule (or right-click the rule, and
then click Edit on the shortcut menu). The following settings can be changed:

« Enabled: activate, deactivate the rule.

* Rule name: name of the rule.

» Type: the available event types are: Info, Warning, Error, Notice, Debug, Critical.

» Subsystem: subsystems of the MyQ application (Terminal, SMTP Server, CLI,
etc.).

» Context: specific part of the subsystem.
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» Text: text of the log event message; you can use Regular expressions to search
for specific patterns.

After you set the rule, click Save. The rule is saved and you can select its destinations.
To add the destination, click +Add item under Destinations.

Destinations Z Edit | T

Destination Destination settings

The list is empty
You can select between two destination options: E-mail and Windows Event Log. If
you select the E-mail destination, you need to add one or more recipients; you can
either select them from the list of MyQ users in the Recipients drop-down or directly
type the addresses there. After you set the destination, click Save.
The new rule is displayed on the tab.

To enable/disable Log Notifier rules:

1. Right-click on the rule.
2. Select Enabled (or Disabled) on the shortcut menu.

Log Notifier rules
Enabled | Ruls nams Type Subsystem Context Text Destination

L Rules Warning Job Hot Folder

. New Rule Info Scheduler S Edit Email

[ Delete.. Delste

7.13 System Management Settings

On the System Management settings tab, you can change the settings of the MyQ
history, reset MyQ components to apply settings previously made on other tabs, and
also delete data from the MyQ database.
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g8 System Management

» Disk space checker

» History

Advanced
8¢ Apply settings v

» Data deletion

7.13.1 Disk space checker

~ Disk space checker

Checks fre he vol where jobs are stored and stops MyQ if the critical level is reached. Sends an email notification to the administrator
en cntical level is reached
Warning level: * | 4096 MB
Critical level: = | 1024 MB

The disk space checker protects the system against failure caused by insufficient disk
space. You can set two levels of alert:

« Warning level: If the disk space reaches this level (4096MB by default), the
administrator gets an email notification.

« Critical level: If the disk space reaches this level (1024MB by default), the
administrator gets an email notification and MyQ services are automatically
stopped to prevent corruption of the MyQ databases.

7.13.2 History

In the History section, you can change the periods after which data stored on the
MyQ server is deleted. You can set time periods for the following data:

* Delete jobs older than: Jobs remain on the MyQ server for the period set
here. Older jobs (except for Favorite jobs) are deleted and cannot be printed.
Favorite jobs stay on the server until they are manually deleted by the user or
by the MyQ administrator. The default is 72 hours.

* Delete Favorite jobs older than: If the checkbox is enabled, jobs marked as
favorite are deleted after the set period of time from when received or
reprinted. The default is 90 days.
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» Delete local scans older than: Local scans (the scans stored on the MyQ
server) remain on the MyQ server for the period set here. Older local scans are
deleted and cannot be downloaded. The default is 24 hours.

* Delete history older than: This setting determines the time period for storing
data of user sessions, alerts on printing devices, the device counter history, and
closed alerts. Older data are deleted from the MyQ database and cannot be
used in MyQ reports. The default is 730 days.

* Delete archived reports older than: Reports are archived for the period set
here. Older reports are deleted. The default is 90 days.

» Delete Audit log older than: The audit log stores information about changes
in MyQ settings for the period (in days) set here. Anything older is deleted. The
default is 180 days.

To change the values, enter new values to the particular text box, and then click
Save.

v History

Delete jobs older than: * | 72 hours

Delete favorite jobs older than: days

Delete local scans older than: * | 24 hours
Delete history older than: * | 730 days
Delete archived reports older than: * | 90 days
Delete Audit log older than: * | 180 days
7.13.3
Advanced

In the Advanced section, you can reset MyQ components to apply settings previously
made on other tabs, delete all users without a session, and permanently remove
inactive users, printers, groups and user data from the MyQ database.

Applying changes

Some changes of the MyQ server require a reset of some of the server's components.
When you save these changes, the system proposes to automatically perform the
reset. If you decide to skip this action, you need to reset the components later.

Via the Apply settings button, you can reset the components at any time. After you
click the button, click a component that you want to reset, and the settings will be
applied without further notice.
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Advanced

B4 Apply settings ~

Restart HTTP Server (Apache)

Reset all terminals
Reconfigure MS Cluster monitoring script

Reconfigure PM Server

Data deletion

The delete/remove buttons perform the following actions. These actions cannot be
undone. It is recommended you backup your data before performing any of them.

» Delete users: Deletes all users without user sessions. Users with sessions will
not be deleted.

* Delete projects: Removes projects that were never used.

» Deleted inactive users and groups: Permanently removes all inactive users
and all groups with no active users from the MyQ database.

* Deleted printers: Removes all printers which are deleted and have never been
activated from the MyQ database.

« User data: User Sessions, Jobs, Groups, Users, Vouchers: Removes all user
related data from the MyQ database.

Advanced
3¢ Apply settings v

~ Data deletion
Users to delete: 0

¥ Delete users without sessions

Users with user sessions will not be deleted.

Projects to delete: 0

¥ Remove projects without sessions

er were used will b
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Deleted inactive users and 0
groups:

¥ Permanently remove deleted users and groups
Deleted inactive users and groups will be permanently remowved. < action cannot be u

Deleted printers: 0

¥ Remove deleted printers

Only the printers that never were active before will be deleted. This action cannot be undone.

User data: User Sessions, Jobs, Groups, Users, Vouchers

¥ Delete user data
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7.14 Security settings in config.ini

The config.ini file can be used for further configuration of the MyQ Print Server. It
contains sections with parameters and values for multiple settings, however it is
highly recommended to always consult with MyQ Support before editing the file.

Config.ini is a text file, located by default in C:\ProgramData\MyQ, and you can edit it
in Notepad or any other text editor.

A MyQ =[O
“ Home Share View 0
(-:I - 1 " | C\ProgramData'MyQ v| O| | Search MyQ P |
‘¢ Favorites MName - Date modified Type Size ~
Bl Desktop . Reports AM  File folder
4 Downloads . Terminals File folder
] Recent places , Themes File folder
4 | cluster Configuration sett... 1KB
/M This PC | config Configuration sett... 1KB
. % | DemoPaymentProvider Configuration sett... 1KB
€ Network || httpd.pid PID File 1KB
' || licenseNotifier.dat DAT File 1KB
|| myq.exe.pid PID File 1KB =
|| myg.fdb FDE File 18,528 KB
2] MyQ-helpdesk AML Document I3KB
|| MYQLOG.FDE FDB File 4,400 KB
|| openssl.cnf CNF File 10KB

3| services Configuration sett... KB

27items 1 itern selected 738 bytes

After you edit and save the file, all services need to be restarted for the changes to
take effect.

7.14.1 Security section

The configuration files traefik.custom.rules.yaml or httpd.conf manage secure
communication with the web server, however there are other components using
secure communication and they have a separate setting in the config.ini file. Those
components are: SMTP, IPP, LPR, Messages (WebSockets), and HTTP Router. The
Traefik configuration is also affected since MyQ Print Server 10.1 RC1.

When a Traefik custom rules file exists in the installation with the TLS version
specified, it takes precedence over the config.ini option. The config.ini settings apply
to other MyQ components, but Traefik TLS is set by the custom rules File.

To specify the minimum security protocol to be used for communication, go to C:
\ProgramData\MyQ and open the config.ini file in a text editor.

Add a section called [Security] and in a new line under that, add the parameter
sslProtocol with the value you want. The possible values are: TLS1.0, TLS1.1, TLS1.2,
and TLS7.3 (since MyQ Print Server 10.1 RC2+, the default value is TLS17.0).

For example, you can add sslProtocol=TLS1.3
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Bl config - Notepad - [o =T

File Edit Format View Help

;Print Server configuration »
;You must restart the service for the changes to take effect

[Security]
ss1Protocol=TL51.3

[General]

Save the file and restart all services for the change to take effect.

7.15 Print Driver Settings

Administrators can utilize the Printer provisioning capabilities of the MyQ Desktop
Client 10.2 for automatic print driver deployment. This simplifies the process of
creating printers on client computers as the Desktop Client can create printers on
behalf of the administrator.

@ Printer provisioning is available only with MyQ 10.2 and MyQ Desktop Client 10.2.

7.15.1 Printer Provisioning in the MyQ Desktop Client

Printer provisioning is a feature of the MyQ Desktop Client 10.2 that allows the
administrator to deploy MyQ queues efficiently. The goal is to make it as automatic
as possible, and with as little manual configuration on each client computer.

« Configure printers on a template computer by installing and configuring print
drivers you want to use in your organization.

* As asigned-in administrator in the MyQ Desktop Client, capture these drivers
on required operating systems, create as many print driver configuration
profiles as you need, and upload them to the MyQ driver store on the Server.

« Enable Printer provisioning on the MyQ Web Interface by selecting the
combination of the print driver configuration profile and queue.

» Desktop Clients connected to MyQ in your organization download its
configuration, including the printers to be installed.

¢ MDC handles the printer deployment, and creates printers predefined by the
administrator, pointing at queues the user has access to in MyQ.

7.15.2 Capture and Upload Print Drivers

Read more about how to capture and upload drivers in the MyQ Desktop Client.

7.15.3 Print Driver Management

In Settings — Print Drivers, you can manage print driver configuration profiles you
captured with the Desktop Client.
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i1 Configuration Profiles  Actions v Refresh
Name ~ | Queues Description

Default B Used: 1x

Default 2sided 2 Used: 1x Duplex print enabled, HP PCL driver

TASKalfa_356¢i 1 Used: 1x KX Driver for Universal Printing

After the first captured print driver is uploaded to the MyQ driver store, a new
configuration profile is created. The profile's name can be adjusted in MDC during
the process of driver capture (by default it is the name of the template printer from
which the driver was captured).

The print driver configuration profile consists of:

* the print driver itself,
« printing defaults such as paper format, color, orientation, etc.,
 capabilities and tray settings, etc.

In the configuration profile detail, you can see:
General tab

« Description: A note for administration purposes (provided when the driver is
captured).

* Print Drivers: A list of print drivers that were captured in this configuration
profile.

Queues tab

* The list of queues with this profile in use.

7.15.4 Print Drivers

In the Print Drivers section of the configuration profile, you will find the list of drivers
in this profile, the operating system the driver was captured on, the version of the
driver, and the date and time of the latest change (when the driver was either
uploaded to the server by MDC or re-captured, and thus updated).
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15t Default 2sided 3
General Queues

Description: | Duplex print enabled, HP PCL driver

Save Cancel

Print Drivers & Actions ~ 7 Refresh

Print driver Operating Systam Version Updated

HP Universal Printing PCL 6 Windows (x64) 61.230.1....  29/01/2024 18:06:20

One print driver configuration profile can contain exactly one print driver for each
supported OS/platform.

This can be achieved by capturing a driver on different operating systems and
specifying a configuration profile name already existing in MyQ. These drivers are
then bundled under this configuration profile and will be deployed on the relevant
platform automatically.

Example: Kyocera driver with stapling enabled for Windows 64bit and macOS
1. On Windows 64bit, the administrator installs a Kyocera driver, enables

stapling in the driver’s printing defaults settings, and assigns this driver to
the printer called Kyocera Stapling Left.

. Using the Desktop Client, the driver is captured and uploaded to the MyQ
driver store; a new configuration profile Kyocera Stapling Left is created.

. Now, on macOS, the administrator also installs the preferred Kyocera driver,
enables stapling in the driver’s settings, and during the driver capture,
provides the same profile name to upload the driver under the same profile
(Kyocera Stapling Left).

4. Administrator goes to the Print Drivers settings in MyQ, and this print driver

configuration profile, select the queue Staple_Left and set that the final
name of the installed printer to “Left Stapling” in MyQ.

. Users running MDC with rights to print to queue Staple_Left will get the
printer “Left Stapling” installed in the background; the correct driver for

each platform will be installed for them.

7.15.5 Queues

Here you can adjust the list of queues using this configuration profile. All these
queues are deployed to your users, and they use the print driver and settings from
this configuration profile.
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131 Default 2sided X

General Queues

@Add... / Edit e Remove

Printer name Queue
Default 2sided Default
HP direct 2sided HP_direct

7.15.6 Queue settings For Printer Provisioning

In Queues — queue’s detail - MyQ Desktop Client, you can specify the print drivers
that should be installed on client computers with this queue as a destination. If you
are deploying one queue multiple times, e.g. with different printing defaults, you will
see all the configuration profiles this queue is deployed with.

I HP direct X

General Job Receiving MyQ Desktop Client Job Processing Printers  Rights

~ Accounting

If accounting interaction is enabled, print jobs sent to this queue are paused and wait for authentication and
user interaction via MyQ Desktop Client.

Ask for payment account (credit, guota, cost center)

> User Interaction
" Save Cancel

Print Drivers (#) add... /F Edit & Remove

Printer name Print driver

HP direct 2sided Default 2sided
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8 Licenses

The new MyQ X licensing model -in use since MyQ Server 8.0 (patch 4)-, introduced
the use of an Installation Key per MyQ setup.

Compared to older editions, MyQ X offers a new price list with updated and new
functionalities, one Installation key containing all the license information instead of
multiple license keys, a Fast and automated license ordering process, and a complete
overview in the MyQ X Partner portal of all the products and their software
assurance.

You can view your current license in the License Settings of you MyQ User Interface,
orin the Licences widget shown on your dashboard. Three types of assurance plan
are available, Standard, Premium, and Premium Plus. More information on assurance
plans is available here.

[ License License 5 License

This topic discusses the following subjects:

* how to add and activate licenses

* how to delete licenses

» how to extend software assurance licenses
» how to migrate old licenses to MyQ X

« VMHA License

4 Theold licensing model (with license keys) is not supported in MyQ Server 10.2+.
Upgrade to the new licensing model with Installation Keys is needed.

8.1 Adding licenses

You can add new licenses either on the Home screen during the initial setup of MyQ,
or anytime on the License settings tab.

After activation, the license is linked with the hardware configuration of the server
where MyQ is installed. If the configuration changes (For example after you reinstall
MyQ on a different server or after you change any of the hardware components of
the server), the license becomes invalid and you have to reactivate it within seven
days.

The total number of devices allowed to be activated at the same time is equal to the
number allowed by your purchased licenses (For example: a license allowing ten
printing devices + a license allowing one printing device + a license allowing five
printing devices = sixteen printing devices allowed to be activated).

Non-MFPs printers are automatically assigned with an Embedded lite license (2x non-
MFPs printers = 0,5 EMB lite + 0,5 EMB lite = 1XEMB license).
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Having licenses for 40 printing devices automatically allows an unlimited number of
printing devices to be activated at the same time on the server. This does not apply
to embedded terminal licenses.

8.1.1 Adding licenses on the Home screen

The first time you set up the MyQ system, you can add new licenses on the Home
screen, in the Enter license section, under the Quick Setup Guide.

8.1.2 Adding licenses on the License settings tab

On the License settings tab, you are asked to enter the following information about
your installation:

E License

Enter information about this installation

Company: * |

Person: *

Address: *
Country: * | [empty] b

Email: *

Phone:

Enter the installation key

Installation key:

~ Save

To get MyQ SMART license for free register at MyQ Community portal

« Company - Your company'’s name

* Person - Your full name (e.g. the MyQ administrator’'s name)
Address - The company'’s address

Country - Select the country from the drop-down

« Email - Your email address

« Phone - Your phone number (optional)
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Then, add your Installation key in the Enter the installation key field and click Save,

and then Activate.

* Ifyou are connected to the internet and you have used an Installation key, your

licenses are now added and activated.

« If you have used license keys, your licenses are added but need to be activated.

Follow the activation steps below.

« If you want to manually activate your licenses, see the steps below.

« If you haven't purchased any license or installation keys yet, you can register in
the MyQ Community portal and request for the free MyQ SMART license.

You can see the newly added licenses on the License settings tab, under License.

If you are using a subscription license, you can see when the subscription is expiring

or when it is going to be automatically prolonged:

= License
":',- Update from License Server | X Remove license

Version: 10.0 Beta? [ENENGES (Subscription)

Status: " The subscription will be automatically prolonged on 25/02/2022.

Embedded 0of 5 0%
terminals:

Features: Virtual machine high availability

nstallation key: | 3

10 days before the expiration, a banner message appears on the interface, reminding

you to prolong your subscription:

"Your subscription is about to expire soon, all services will stop in 10 day(s). Please

prolong your subscription”

If you don’t prolong it on time, your licenses will expire and MyQ will stop working.
The following banner message is displayed: "MyQ is not running: There is an issue with

your license. Check details on the ‘Settings > License’ page."

*  MyQ is not running: There is an issue with your license. Check details on the "Settings > License’ page.

B¢ Settings [ License

= License ’:} Update from License Server | X Remove license
o

= Serveriype Version: 10,0 Beta2 [ETEMTED (Subscription)

General Status: e Your support license expired on 06/01/2022, but you are running a newer server version

o The license has expired on 06/01/2022.

s

@ Personalization
(@) Task Scheduler Embedded 0 of 5 0%

terminals:

_% Netwark Features: Virtual machine high availability

% Authentication servers

nstallation key: K 23

If the MyQ server cannot connect to the License server:

 After the first unsuccessful connection, the MyQ server starts displaying the
alert banner "MyQ server cannot connect to License server, subscription cannot
be prolonged and all services will stop in X days. Check internet connection and try

to connect manually". X = number of days until the expiration + 10.
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« If the MyQ server can't connect to the License server for 10 subsequent days

after the subscription has expired, the MyQ server will stop working and
display the alert banner "Server stopped working, because it cannot reach
License server to update the subscription. Check internet connection and try to
connect manually.”

If you have more than one Embedded licenses and you are using them, for
example, as 3 Embedded lite licenses, the status bar in your Licenses
overview will show that you are using one Embedded license, since the
number is rounded down.

8.2 Activating Licenses

Installation Keys are automatically activated as soon as they are added (if connected
to the Internet).

8.2.1 To manually activate a license:

1.

Go to the MyQ Web Administrator interface, in MyQ, Settings, Licenses. Add
your Installation Key and click Next. Click Activate. The online activation fails
and you get the following message. Click on Manual activation.

Installation Activation x
Connection to the License Server failed. Check the Internet connection.
Try again Manual activation

In the newly opened window, click on Download the activation request File.
Upload the file in the MyQ X Partner portal and download the activation
response file.

Go back to the MyQ Web Administrator interface, upload the activation

response file and click Activate. Your license is now activated.
Installation Activation s

Manual activation

1. Download the activation request file.

2. Activate the installation through the Licensing Portal.
3. Upload the activation response file:
itrator\Desktop\download.zip| Browse...

D Activate Cancel
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8.2.2 Reactivating Licenses in case of Hardware change

When moving a MyQ installation from an old server to a new server, a Support
task needs to be created with the MyQ License department (Support task - Type
license issue) For license installation key reactivation

Steps:

1. Prepare the new server with a clean MyQ installation.
2. Create a backup of MyQ (MyQ Easy Config\Database\Backup) on the old MyQ
server.
a. Printjobs (by default in C:\ProgramData\MyQ\Jobs) are not part of the
backup, because of size.
b. If required (especially favorite jobs could be required by users after restore
MyQ on the new server), they must be copied and backed up manually or by
a 3rd-party software.
¢. When restoring a backup, it is necessary to first copy the print jobs to the
Jobs folder and then restore the MyQ backup using MyQ Easy Config.
3. Restore the backup file from step 2 on the new MyQ server (MyQ Easy
Config\Database\Restore).
4. With the Installation key now in MyQ Web UI\Settings\License on the new MyQ
server, you should request for license installation keys activation in 10 days.
5. Generate the Helpdesk support file from the new MyQ server installation (MyQ
Web Ul\Log\Tools\Generate data for support).
6. Create a Support request (type License issue) for reactivating the installation
key with attached Helpdesk support file on the MyQ Helpdesk partner portal.
7. When reactivation is confirmed in the task, activate the installation key in MyQ
Web UI\Settings\License on the new MyQ server.

Notes:

 Avalid Software Assurance is required for the period when these changes are
made.

* In case of offline activation, provide the Helpdesk support file from the old
MyQ server as well.

» Be sure that you are not using 2 MyQ servers with the same database at the
same time.

* Licenses on the old MyQ server will no longer be activated (there is a 10 days
period from deactivation).

When significant hardware changes are done on the MyQ server and MyQ
installation key required activation in 10 days (MyQ Web UI\Settings\License), a
Support task needs to be created with the License department (Support task -
Type license issue) For license installation key

Steps:
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1. Check MyQ Web UI\Settings\License in case any HW changes are done on MyQ
server.

2. If the installation key in MyQ Web UN\Settings\License requires activation in 10
days or less, continue with the next steps.

3. Generate the Helpdesk support file (MyQ Web Ul\Log\Tools\Generate data for
support).

4. Create a Support request (type License issue) for reactivating the installation
key with the Helpdesk support file attached on the MyQ Helpdesk partner
portal.

5. When reactivation is confirmed in the task, activate the installation key in MyQ
Web UI\Settings\License.

Notes:

 Avalid Software Assurance is required for the period when these changes are
made.

8.3 Deleting licenses

To delete a license:

On the License settings tab, under License, select the license that you want to
delete and click Delete. (Or right-click the license, and then click Delete on the
shortcut menu.)

@ Enter license [> Activate [> Activate manually [) Activate all X Delete

License key Count Status Support

E s 2
o ~ Standard support. The support will expire on
Trial icense /N OK, activate by 03/05/2022 04/02/2022.

Manage suppert

Unlimited
Edition: SMART TIMEES Eypiration date: 04/04/2022

Initial support: 2 months, Standard support

8.4 Extending software assurance licenses

You can extend the software assurance period by assigning a software assurance
license to the particular main license. This can be done at any time, even before your
current assurance period expires. In this case, the service is extended from the last
day of validity of the current software assurance license.

You can order to prolong your software assurance on the MyQ X Partner portal. Once
your order is approved, go to the MyQ Web Administrator interface, in MyQ,
Settings, License and click the Update from License Server button to update your
prolonged Software Assurance license. If the new date is not displayed, refresh the
webpage.
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= License

f,:- Update from License Server | * Remove license

Version: 10.0 Beta2
Status:  « Standard support. The support will expire on 31/03/2022.
Embedded 0of5 0%
terminals:
Features: Virtual machine high availability

nstallation key: |l i

8.4.1 Manual activation

1. Once your additional licenses order is approved, go to the MyQ Web
Administrator interface, in MyQ, Settings, License, and click the Update from
License Server button. Since there is no network, you will be prompted to
Download the activation request file.

2. After you download the file, go to the MyQ X Partner portal, under your
Project, in the Installations tab. Click OFfline activation.

3. Inthe pop-up window, upload the offlineActivation.zip file you downloaded
from the MyQ Web Administrator interface, and click OK. The activation
response file is then automatically downloaded.

4. Go back to the MyQ Web Administrator interface, upload the activation
response file and click Activate. Your additional licenses are added and
activated.

8.5 Migrating old licenses to MyQ X

If you are using older MyQ editions, you must migrate your licenses to MyQ X, as the
old licensing model is not supported in Print Server 10.2+.

Compared to older editions, MyQ X offers a new price list with updated and new
functionalities, one Installation key containing all the license information instead of
multiple license keys, a fast and automated license ordering process, and a complete
overview in the MyQ X Partner portal of all the products and their software
assurance.

Moreover, if you use embedded lite licenses, during the license migration to MyQ X,
their price is halved (two embedded lite = one embedded license). If you have an odd
number of embedded lite licenses, the total is rounded up, and then halved (eleven
lite = twelve lite = six embedded licenses).

The software assurance expiration date is recalculated during the migration:

1. Expiration dates are converted to a real number and the average is computed.
(for example, you have 100 x Embedded (E) and 200 x Embedded Lite (EL) [so 100
X 'expiration date' of (E) + 200/2 x 'expiration date' of (EL)) / count of ((E) + (EL/
2)

2. The computed average is a real number and, converted back to the date format
may produce, for example, 23h:56min - for this reason 1 day is added.
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3. From the average corrected date, only the month + year are used, without day
+ time, and one month is added to the final date.

SA Days till Expiration

(from today. 5.10.2020)

SA Days of all Pes

mbedded 40

04.11.2020

L 00,0
Embedded 10 28072021 29 2 960,0¢
Erribecdded a 19.122021 44 35200
Embedded 1 20.02.2022 3 503,01

TOTAL of Embeddeds 59 818300

Lite 10 04.11.2020 3 300.00

Lite 1 19.122021 44 44

TOTAL of Lites 11 740,00
Round up b4 an ven number of Pes 12 80727
Coversion of Lites to Embeddeds (2-in-1) 6 40364
TOTAL Enterprise & Suppart 55) 14022021 132,10 asas.sa)
FINAL Enterprise & Support [ 01.03.2021 D

The prerequisites for license migration are:

* MyQ Print Server or MyQ Central Server 8.2 or higher installed (valid support
required).

 Valid support required; support date for version 8.2 is 15 January 2021, but it is
recommended having valid support all the time, especially when there are
planned system changes and MyQ Helpdesk would be contacted.

* Access to the MyQ X Partner portal (Partner ID and password. If you do not
have access, contact your Sales representative).

With the above prerequisites fulfilled, you can start the Migration Process.

8.5.1 Migration Process
You can start the license migration process in the MyQ web administrator interface.

Go to MyQ, Settings, License. At the top bar, click Upgrade to installation key.

[ License

IT Upgrade to installation keyl X Remove license g Refresh

/N Your are using deprecated license keys. Consider upgrading to the new installation key. Help

Version: 10.0 | smarT |

HW Code: 3|91 12164]
Export

The Upgrade to installation key wizard starts, guiding you through the upgrade:

1. Ifyou already have an Installation Key, click Yes and continue to step 4. If not,
click No.
Upgrade to installation key x

Do you have the new installation key?

Yes No
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2. The MyQ server will now export the MyQ-licenses.xmlfile. You need this file to
generate the new installation key at the MyQ X Partner Portal. Click Next.
Upgrade to installation key *

MyQ server will export MyQ-licenses.xml file. You will need this file to generate a new installation
key at MyQ Partner Portal.

& Back = Mext

3. The MyQ-licenses.xmlfile has been downloaded. Go to the MyQ X Partner
portal and follow the process to generate a new installation key. Once you
generate it, your old license keys cannot be used again.

Upgrade to installation key x

XML file has been downloaded. Go to the MyQ Partner portal and follow the process to generate
a new installation key.

& Back = Mext

4. Backin the MyQ web administrator interface, insert the installation key in the
field, and click Next.
Upgrade to installation key x

Enter the installation key

& Back = MNext

5. MyQ is contacting the License server to get the license information. In case you
have no internet connection, click Manual activation to manually activate the
license.

6. Check the overview and if everything is correct, click Activate; otherwise, click
Cancel.

Installation Activation *

nstallation: Perpetual tes
Installation key: |

MyQ X Enterprise Edition: 5
@ This installation will be activated and bound to this server.

D Activate Cancel

7. Your license keys were successfully upgraded to an installation key and are
now activated.
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Upgrade to installation key ®
Your license was successfully upgraded

" OK

You can see your new licenses overview in the License settings tab.

4\ |fthe activation fails due to connection issues, or for any other issues with the
migration, contact MyQ Support.

8.6 VMHA License

Normally, the hardware signature of the server hosting MyQ is occasionally verified
to make sure that the license is still installed on the same server and isn't misused. In
certain scenarios, the underlying hardware may change and so a license reset is
required to re-activate the license. If the hardware changes often (which is common
when the server is hosted in a virtual environment), the Virtual Machine High
Availability (VMHA) feature may be required.

@ The VMHA license is included free of charge in MyQ Enterprise and MyQ
Ultimate plans. Discover our licensing options to find out more.

4\ For the VHMA feature to function, a domain environment is mandatory - the server
running MyQ must be a member of a domain. For MyQ installed in an MS Azure
environment, a domain is not required. Changing the domain or migrating to a
completely different server will still require a license reset.

To verify that the VHMA feature is available, go to MyQ, Settings, License.

With old license keys, once the VMHA license is registered and activated, you can
enable the VMHA feature in MyQ, Settings, Network. Once enabled, the license
verification mechanism will no longer check for changes in the hardware when
checking the HW license signature key.

With the new licensing model, with installation keys, VHMA is enabled by default in a
Print Server or Central Server setting. If you are using Site servers, you have to
enable the feature in each Site server.
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This topic discusses one of the key functions of MyQ — setup and management of
printing devices. It covers the following subjects:

Printers and Terminals settings.

Overview, adding, activating and deleting printing devices: Manually adding
printing devices, Discovering printing devices, Activating and deactivating
printing devices, Deleting and undeleting printers.

Individual device settings, creating groups of printing devices and exporting
the list of printing devices: Editing printers, Printer Groups, Exporting printers.
Monitoring of offline and local printing devices: Monitoring network printers in
offline mode, Monitoring local printers.

Sending email notifications of printing device alerts: Printer Events.

Creating and assigning SNMP profiles: SNMP profiles.

On the Printers main tab, you can see printing devices and information about them.
With the All search option selected, you see all printing devices that are currently in
the system. Apart from this option, you can select from the following:

Active - select to display only active printing devices.

User session - select to display only printing devices that are currently in use.
With issue - select to display only printing devices with a reported issue (these
printers are also listed on the Home page).

Re-activation required - select to display the printing devices that must be
activated again.

Local - select to display only locally connected printing devices (USB, LPT).
Unclassified - select to display only printing devices that do not belong to any
group.

Deleted - select to display only deleted printing devices.

= Printers

w () Searches

Q Al
QL Active

() User session
O with issue

(1 Re-activation required

Q Local
1 Unclassified

[ Deleted

£ all printers

152



Printers

9.1 Printers and Terminals settings

On the Printers & Terminals settings tab, you can manage your terminal packages,
and configure multiple settings. The settings are divided in the General, MyQ X
Mobile Client, Device Spooling, Offline Login, and Terminal packages sections.

(=) Printers & Terminals

> General
> MyQ X Mobile Client
> Device Spooling

> Offline Login

Terminal packages (® Add 1T Upgrade Delete.. 2 Refresh

9.1.1 General

In this section, the following settings are available:
~ General

Stop sending jobs after user logout:

Allow a color job on a B&W printer:
Print all jobs after logging in:
Always display job price:

» Stop sending jobs after user logout - if enabled, jobs requested for release
by the user by clicking Print on the Embedded Terminal are stopped when the
user logs out of the device. This effectively means that when a user starts
printing a list of jobs and logs out, some pages/jobs already saved in the
device's memory may be still printed. However, the print should eventually
stop. Not yet released jobs will be returned to Ready status and available to
the user again in My jobs.

4 Kyocera terminal installations create an additional option to Discard pending jobs
on logout which can be enabled in Settings — Configuration profiles — profile detail -
Terminals tab, in the vendor-specific settings section (under the vendor’s name
available only when the terminal is installed on the Server).

 Allow a color job on a B&W printer - if enabled, color jobs can be printed on
B&W printers.

« Print all jobs after logging in - if enabled, a Print all jobs after logging in
checkbox is displayed on the terminal’s Log in screen, and it is selected by
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default. If the user keeps it selected, all their jobs from the Ready tab are
automatically printed as soon as they successfully log in. If the user disables
the option, no jobs are printed automatically upon login.

» Always display job price - if enabled, a job’s price on an Embedded terminal is
displayed even when Credit or Quota are disabled. If disabled, a job's price on
an Embedded terminal is not displayed unless Credit or Quota are enabled.

To enable any of the settings, select the checkbox next to them, and click Save at the
bottom of the tab.

9.1.2 MyQ X Mobile Client

In this section, you have the following options:

« MyQ X Mobile Client
Enable login by QR cade on
terminal login screen:

Set QR code as default login
method:

- Enable login by QR code on terminal login screen - if enabled, a QR code is
displayed on the terminal login screen and can be used to log in (enabled by
default).

» Set QR code as default login method - if enabled, a QR code is displayed on
the terminal login screen and is the default method for logging in.

9.1.3 Device Spooling

In this section, you can enable the Device Spooling feature for your embedded
terminals, and set it up.

~ Device Spooling

Enabled: o

-

Delete ready jobs older than: = 12 hours

Pull Print:

» Enabled - enable/disable the Device Spooling feature (disabled by default).

* Delete ready jobs older than __ hours - period of time after which the device
spooled jobs are deleted. The default is 72 hours, and the allowed range is 7to
72.

* Pull Print - if enabled, you can use Pull-Print printing.
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9.1.4 OfFfline Login

Offline Login allows to use printers with Embedded terminals even if the network
connection to the MyQ server is unavailable. In this section, you have the following
settings:

+ Offline Login

IFF

e e A= e e = e | o P e e e o S e e [T e e e e B
O e Login allows to use d te al eve the network connection to the MyQ server is unavailable.

Enabled: o

Cache user credentials for: * | 72 hours

User Synchronization

» Enabled - enable/disable the OFfline Login feature (disabled by default).

» Cache user credentials for __ hours - the terminal caches user credentials for
the given time, allowing them to log in while offline. The defaultis 72 hours,
and the allowed rangeis 7to 768.

 User Synchronization - if enabled, the users information can be synchronized
to printers without the need for the user to log in to the printer Ffirst.

Offline Login - User Synchronization *

Enabled: o

Update interval: |24 hours

® add A edit W Delete...

Printers sers

Printers wv | Users v

> Enabled - enable/disable offline login user synchronization.
o Update interval - set the interval of user synchronization between 7 and

168 hours.
> Add, edit, delete printers and users - configure the printers and users for
the offline login user synchronization.

9.1.5 Terminal packages

In this section, you can manage your terminal packages.
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* Click +Add to upload a terminal package to the server. In the pop-up window,
browse and open the terminal package, and click OK. You can optionally select
Advanced settings to set a specific Port for the terminal. The terminal
package is uploaded and installed. (Note that the terminal package service will
automatically run under the Local System Windows account. To change it, go to

MyQ Easy Config, in the Settings tab.)

Install terminal package

Terminal package service will automatically run under Local
System Windows account. To change it, please re-configure
the Windows Services Account in MyQ Easy Config
application.

Terminal package: *

Choose File | Mo file chosen

+ || Advanced settings
Port: *

2021

Terminal package will receive requests from the printer on this TCP port

~ QK Cancel

Fields marked by * are mandatory.

° |If you are trying to add a later version of the same terminal package, a pop-
up informs you that you can upgrade your installation. Click Yes to continue.
The terminal package is uploaded and installed, and the device is
automatically reactivated. (MyQ Server 8.2 patch 6 or higher is required)

MyQ

Version 8.1.0.113 of this package is already installed.
Do you want to upgrade?

Yes MNo

 Select an installed terminal package and click Upgrade to upgrade it to the
latest version. In the pop-up window, browse and open the terminal package,
and click OK. You can optionally select Advanced settings to set a specific
Port for the terminal. The terminal package is uploaded and installed, and the

device is automatically reactivated. (MyQ Server 8.2 patch 6 or higher is
required)
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Upgrade terminal package

Terminal package: *

Choose File | No file chosen

|v| Advanced settings

Port: *

8081 [

Terminal package will receive requests from the printer on this TCP port

. vok || Cancel |

Fields marked by * are mandatory.

» Select aninstalled terminal package and click Delete to uninstall it from the
server.

MyQ

@ Do you want to delete the selected items?

I: Yes :I [ No

For specific terminal packages information and limitations, check the embedded
terminal manuals:

* MyQ Canon Embedded

+ MyQ Epson Embedded

+ MyQ HP Embedded

* MyQ Kyocera Embedded

* MyQ Lexmark Embedded

* MyQ Ricoh SmartSDK Embedded
« MyQ Sharp Embedded

* MyQ Toshiba Embedded

* MyQ Xerox Embedded
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9.1.6 Terminal Actions Settings

In the Terminal Actions settings tab on the MyQ Web administrator interface, you
can view and manage embedded terminals features. The features are called actions
and can be accessed from action nodes on the terminal. The action nodes correspond
to buttons on the printing device display.

You can configure the layout of the display screen, as well as the behavior of each
button. This means you are free to choose any combination of available actions and
their positions on the screen. The layout is displayed on a WYSIWYG (what-you-see-is-
what-you-get) terminal preview and can be configured there.

= I'I'IVQ (R Home B settings: Terminal Actions ® 0
¥ settings Printers & Terminals > % Terminal Actions & Tools v Refresh
(5 server Type (@) Home screen
B3 License = @ Print Al
B B My Job é
3 General B @ by Jobs
Panal C
@ Personal lization B 8 parei Copy
@ S— = a Easy Scan - Email Print All Easy Scan — Email Panel USB
ask Scheduler
= B Easy Scan - Folder B . 5 &

o
@ Network B D Card Registration B

& Connections & © Panel USB

& Authentication Servers @ B essy Copy

@ snmp o @ Panel Scan My Jobs Easy Scan — Folder Easy Copy
(& Printers & Terminals ~ [5 @) more Actions 3 s

=)

8 Configuration Profiles B3 @ Applcation List

@, Printer Discovery & B Recharge Credit

T Terminal Actions Panel Copy ID Card Registration Panel Scan

& Events

B, Event Actions

(® see the documentation for compatibility details.

Terminal actions are arranged vertically in blocks of three. A maximum of eighteen
terminal actions per level is allowed. If the number of terminal actions is greater than
nine, the buttons are stretched to show arrows that allow switching between pages.
This, however, depends on the terminal display and smaller screens have a lesser
number of top menu actions per page, as well as either pagination on the left or
dotted pagination at the bottom.

Additional layout options are provided by the possibility to create folders and put
action nodes inside. Folders can be used to group actions of the same type, such as
scanning to different destinations, or to enable users to access a higher number of
actions.

Users and groups can be given rights to different actions. This way, you can configure
individual home screens for each user or group of users.

The terminal action nodes can be managed either under Home screen in the list of
actions or directly on the terminal screen preview.

Adding new terminal action nodes
Adding new action nodes from the list of actions

To add a new terminal action node:
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1. Right-click on Home Screen and select Add action into this folderin the
shortcut menu. Another sub-menu with a list of available action nodes opens to
the right.

2. On the sub-menu, select the new action node. The new action node properties
panel opens on the right side of the screen.

@ Settings: Terminal Actions

% Application
Printers & Terminals > B Terminal Actions 28 Application List
v (3) Home screen B o
2 @pinta | @ Add action into this folder > Custom Box
Easy Copy
B My Jobs _
[[Z Easy Fax
g B) Panel Copy
= Easy F'n'ntm
= e Easy Scan — Email Print All

Easy Scan
= B Easy Scan — Folder

 ID Card Registration

Edit Account

External workflow

&% [0 Panel USB -
dX DOX
9 Fasy Copy Folder

é, g Panel Scan
h E m More Actions
o8 @ Application List

& B Recharge Credit

ID Card Registration
ID card copy

My Jobs

Panel Box

Panel Copy

Panel Copy

Panel Fax
1 |
Panel Scan
(&) See the docur
Panel USB

Print All
Recharge Credit
USB Print

USB Scan

BIPr@cSPPBRDDE =R VE

Unlock Panel

3. Onthe properties panel, you can rename and edit the node. For information
about editing options, see Editing terminal action nodes. Once you save your
changes, the new action node is displayed on the action nodes list and on the
terminal screen preview.

Adding new action nodes from the terminal screen preview

To add a new terminal action node:
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1. Right-click any item in the preview and select Add action behind this action in
the shortcut menu. A sub-menu with a list of available action nodes opens to
the right.

2. On the sub-menu, select the action node. The new action node properties
panel opens on the right side of the screen.

Application
il Actions Application List
Card Dispense
Custom Box
Easy Copy

Easy Fax

Easy Print | NEW
Print All
Easy Scan

Edit Account

External workflow

< Ly
() Add action behind this action

Fax Box

f Edi Folder
My Jobs
Ef Delete... ID Card Registration
. ID card copy
My Jobs
Panel Box
Panel Copy

Panel Copy ID Card Registration
Panel Fax

Panel Scan
@ See the documentation for compatibility details.
Panel USB

Print All
Recharge Credit
USB Print

USB Scan

BIrrRoco@S PR edD @RV W3 ®E 8B

Unlock Panel

3. Onthe properties panel, you can rename and edit the node. For information
about editing options, see Editing terminal action nodes. Once you save your
changes, the new action node is displayed on the action nodes list and on the
terminal screen preview.

Editing terminal action nodes

Each action can be edited from its properties panel. To access the panel, double-click
the terminal action node on the list of nodes or on the terminal screen preview. On
the properties panel, you can see up to three settings tabs (depending on the
particular action): General, Destinations, and Parameters. The Destinations and the
Parameters tabs are mostly used in Easy Scan action nodes and are described there.

General tab
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% Print All .
Enabled: o
Title: | &
Printers: * [ All printers v
Rights: * | g8 All users v

« Enabled - If you disable the node, it is not displayed on the terminal and cannot
be used there.

« Title - Allows you to change the action node's name. If you do not change it,
the default name is used. Depending on the number of additional languages
set on the MyQ Web administrator interface, you can use different names in
different languages (additional languages can be set on the MyQ General
settings tab.)

 Printers - Allows you to select the printers the action node will be available on.
All printers are assigned by default. To add more printers, select them from the
Printers drop-down.

* Rights - Allows you to select the users or the groups of users that will be able
to see and use the action node. According to this setting, the layout and
available features of the embedded terminal can vary depending on user's
rights to particular nodes. By default, the right to see the node is given to all
users. To provide an additional user or a group of users with rights to the
action node, select the user or group from the Rights drop-down.

Changing the terminal action nodes layout

To change the action nodes layout, you can either move the action nodes up and
down the order on the list or drag and drop them directly on the terminal screen
preview.
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Printers & Terminals > ;[?]; Terminal Actions

v (@) Home screen
& O Print Al
B @My Jobs
b= B) Panel Copy
= [ Easy Scan — Email
= B Easy Scan - Folder

(31D Card Registration

I' PP i

= (® Add action behind this action >

/ Edit

4+ Down

@ Delete...

If there are more than ten action nodes defined on the home screen or in any folder,
move the scroll bar at the bottom of the preview screen to view the additional action
nodes.

Deleting terminal action nodes

You can delete terminal action nodes either from the action nodes list or from the
terminal screen preview. Both actions have the same result: when you delete the
node, it is removed from both locations.

Deleting action nodes from the home screen list

On the list of actions on the Terminal Actions settings tab, right-click the action
node that you want to delete, and then click Delete on the shortcut menu. The
action node disappears both from the list, and the terminal screen preview.
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Printers & Terminals > % Terminal Ac

v (@) Home screen

& O Print Al

B My Jobs

% B Panel Copy

= [) Easy Scan - Email
= B Easy Scan — Folder

(3 1D Card Registration

e S |

= (¥ Add action behind this action >

/ Edit

T Up

4 Down

Deleting action nodes from the terminal screen previev\r

On the terminal screen preview, right-click the action node that you want to delete,
and then click Delete on the shortcut menu. The action node disappears both from
the screen preview, and the action nodes list.

(® Add action behind this action >
/# Edit

wy Jobs

Restoring the original layout

On the bar at the top of the Terminal Actions settings tab, click Tools, and then click
Restore defaults. All your layout changes are reverted to the default settings.

Vendor Compatibility Specifics

Terminal actions compatibility may different between brands. Check the respective
MyQ Embedded terminal guides for details:

* MyQ Canon Embedded - Terminal Actions

* MyQ Epson Embedded - Terminal Actions

» MyQ HP Embedded - Terminal Actions

* MyQ Kyocera Embedded - Terminal Actions

* MyQ Kyocera Embedded Lite - Terminal Actions

» MyQ Lexmark Embedded - Terminal Actions

* MyQ Ricoh SmartSDK Embedded - Terminal Actions
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* MyQ Sharp Embedded - Terminal Actions
* MyQ Toshiba Embedded - Terminal Actions
» MyQ Xerox Embedded - Terminal Actions

Easy Scan settings

This section describes the settings needed to enable the Easy Scan action and define
its

destinations and parameters. They can be changed on three tabs on the Easy Scan
properties panel: General, Destinations, and Parameters.

The properties panel is automatically opened after the Easy Scan action node is
created. You can also access it by double-clicking the terminal action node on the list
of nodes or on the terminal screen preview.

* The General tab settings are described in Editing terminal action nodes.
* The Destinations tab settings are described in Easy Scan destinations.
* The Parameters tab settings are described in Easy Scan parameters.

General Limitations

» Not all Easy Scan parameters are supported by all vendors/machines.

* The "Allow custom values", "Allow multiple values" server scan settings are not
supported automatically, they need to be enabled by the server administrator.

» Easy Scan supports only one folder-browsable destination, all the rest of the
connected destinations on the server are supposed to work as they worked

before.

Easy Scan destinations

On the Destinations tab of the Easy Scan action node properties, you can define
where the scanned file is sent.

To add a new destination, click +Add. The Destination panel opens where you can set
the target destination.

Depending on the selected destination type, the panel contains the General,
Parameters and Advanced sections.

Information for end users on completing connections to their personalized Easy Scan
destinations is available here.

General section

» Type - Select the destination type from the drop-down. Available options:
Cloud storage, Custom destination, Email, FTP, Fax Server, Folder, Secured link,
User’s email, User’s storage.

* Filename Template - Here you can create the template of the scanned file
name. The text of the template can be combined with MyQ parameters to
provide additional information about the scanned file. The following
parameters are available: %username%, %fullname%, %timestamp %, %date%,
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%time%, %originalSubject%, %ipaddress%, %scanld%, %usernotes%,
%printerName%, %location%, %serialNumber%, %assetNo%, %printerContact%,

%counter%.

 Title - Add a title for the destination.
» Attach metadata File - If this option is selected, MyQ sends the scanned file
with an XML file attachment, containing the scanned file's metadata.

Parameters section

This section depends on the selected destination type. The available fields differ for
each type. Some types share parameters, and sometimes use unique parameters.
Custom parameters can also be created, in the Parameters tab.

When setting up a cloud storage destination there is an additional option to allow
users to Browse folders. If the type of cloud storage selected is External storage
API, you can also enable or disable the option to Delete files.

Shared Parameters

Parameter

%username%

%fullname%

%timestamp%
%date%
%time%

%originalSubject%

%ipaddress%

Description

The value is taken from the User name field of the user's
properties
panel.

The value is taken from the Full name field of the user's
properties
panel.

Date and time of the scan.
Date of the scan.
Time of the scan.

This value is taken from the subject set on the printing
device.

This value is taken from the IP address/Hostname field
of the
printing device's properties panel.
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Parameter

%scanld%

%usernotes%

%printerName%

%location%

%serialNumber%

%assetNo0%

%printerContact%

Unique Parameters

Parameter

%counter%

%originalBody%

Printers

Description

This value is an unique scan identification number
generated on the
MyQ server.

This value is taken from the Notes field of the user's
properties panel.

This value is taken from the Name field of the printing
device's
properties panel.

This value is taken from the Location field of the
printing device's
properties panel.

This value is taken from the Serial number field of the
printing
device's properties panel.

This value is taken from the Asset number field of the
printing
device's properties panel.

This value is taken from the Contact field of the printing
device's
properties panel.

Description

If the Scan Separation parameter is set to Separate
each page, this

value shows the number of scanned pages. This
parameter can be

used only to create the filename template.

This value is taken from the signature set on the
printing device. It is
used in the User's email destination type only.
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Parameter

%recipient%

%number%

%empty%

Scan to FTP

Printers

Description

The fax recipient. It is used in the Fax Server
destination type only.

Fax number. It is used in the Fax Server destination
type only.

This parameter is used in the Fax Server destination
type only. It ensures

that the subject/message is empty; it is used in very
specific cases.

Scanned documents can be sent to a folder defined on an FTP server.
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< FTP x

~ General

Title: * TP

Attach metadata file: |+

Filename template: '@ Default
*
ausernamed_%scanldds

You can edit the template on the terminal action's General tab

Allow to edit the filename

Users will be able to customize the filename on the termina

Server: * acme.com

Port: * | 21
Use TLS:
User: # | Tim Canterbury
Password: *
Destination folder:
Test

Setting the connection in the Parameters section:

» Server: Enter the IP address or hostname of the FTP server

» Port: Enter the port used for the FTP protocol, the default portis 27

Use SSL: Select if you want to use secure communication

» User: Name of the user with an account on the server

» Password: The user's password

» Destination folder: You can specify the subfolder where the outgoing scan
files will be stored (optional).

You can use the following parameters when defining the destination folder:

» %username%: User name of the user session owner

* %fullname%: Full name of the user session owner

» %date%: Date and time when the scan was taken

» %originalSubject%: The default subject set on the printing device

» %ipaddress%: IP address of the printing device

» %scanld%: Unique scan identification number generated on the MyQ server
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After you fill the required parameters, you can click Test to test the FTP connection.
MyQ tries to upload a dummy file named rightsCheck.dat to the defined destination
folder under the defined user name and password, and informs you about the result.

Scan to a Fax Server

Scanned documents can be sent as emails to a fax server, which processes them and
sends faxes to appropriate Fax numbers.

Fax Server x

~ General

Title: *  |Fax Server

Attach metadata file:

Filename template: * Default
Custom
~ Parameters
Parameters: %assetMNo%, %dateds, %fullnameds, %ip %, %6locationd, %

ntact%, SeprinterMameds, SeserialNu

%6, %timestamp

Fax address
template: *

Address template for sending a fax through a network fax server.
Example: fax3snumberds.érecipientds. %6usernameds@example.com
Sender: |Default sender ~

Subject:

Message:

> Advanced

+ Save Cancel

Fields marked by * are mandatory.
To send the document to a fax server, enter the appropriate email address template
in the Fax address template field. You can use the following parameters:

« %username%: Name of the user session owner

» %recipient%: Fax recipient

s %number%: Fax number

* %empty%: This parameter ensures that the subject/message is empty; it is used
in very specific cases

» %ipaddress%.: |P address of the printing device

%scanld%: Unique scan identification number generated on the MyQ server

In the Sender drop-down, you can select one of the following addresses to be used
as the fax sender:

* Default sender. The email set on the Network settings tab, under Outgoing
SMTP server

s MyQ@MyQ.local The sender is defined as MyQ@MyQ.local

» Logged user. Name of the user session owner
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* Printer contact. The printing device contact email address set on its Web User
Interface

You can also define the email's subject in the Subject text box, and the email's body
in the Message text box.

Scan to User's storage

Outgoing scan files are stored in the folder set in the Folder For storing scanned
documents text box on the user properties panel.

User's storage X

~ General

Title: * | User's storage

Attach metadata file:

Filename template: * Default

Custom

~ Parameters

+ | Browse folders | NEW

Only one destination folder can be browsed on the device at a time
Connect as: * @/ MyQ Print Server service

Make the user doing the scan the owner of the file

User doing the scan

Other user

> Advanced

Fields marked by * are mandatory.
Select the Browse folders option so users can browse one of their cloud destinations
folder on the device.

The Connect as parameter determines in which way the scan will be stored in the
folder:

* If you select the MyQ Print Server service option, the rights for access to the
destination folder have to be provided to the account under which the MyQ
service runs. This account will also be set as the owner of the scanned file.

> |Fyou select the Make the user doing the scan the owner of the Ffile
option, the user doing the scan will be set as the owner of the scanned file.

« If you select the User doing the scan option, MyQ will expect the folder to be
a shared folder on the domain account of the user doing the scan, and will use
the entered password to access this folder. The user doing the scan will also be
set as the owner of the scanned file. Users can then save passwords in the MyQ
Web User Interface used to access secured shared folders they have available,
instead of providing them manually on the Embedded Terminal during each
scan. When no password is saved at the time of scan, the user receives an email
to connect the folder to have the scan delivered.
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* If you select the Other user option, MyQ will expect the folder to be a shared
folder on the domain account of the specified user and will use the entered
username and password to access the folder. The user specified here will also
be set as the owner of the scanned file.

> |f you select the Make the user doing the scan the owner of the Ffile
option, the user doing the scan will be set as the owner of the scanned file.

@ MyQ cannot change the owner of scanned files that are stored under the Users
folder or any of its subfolders. If you want to use the Make the user doing the scan

the owner of the File option, use a different folder than Users (or its subfolders) as
the scan destination.

Scan to User's email

Scans are sent to the user's primary email address set in the Email text box on the
user's properties panel (on the Users main tab of the MyQ Web Interface).
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© User's email b

~ General

Title: *  |User's email

Attach metadata file:
Filename template: (@) Default
i Susername_%scanldds
You can edit the template on the terminal action's General tab,
Allow to edit the filename

Users will be able to customize the filename on the termina

Custom

~ Parameters

Send as plain text:

» Advanced

In the Parameters section, you can define the subject of the emails sent to this
destination in the Subject text box, and the body of these emails in the Message
text box. The subject or body can contain the following parameters: %username%,
%fullname%, %date%, %originalSubject%, %ipaddress%, %usernotes%,
%printerName%, %location%, %serialNumber%, %assetNo%, %printerContact%.

Emails with scans sent from MyQ contain graphics by default, enable the Send as
plain text option to send these emails as plain text, which might be necessary, for
example, if the email will be further processed by an automation service or fax
servers.

Scan to Email

Scans are sent to the email address specified here.
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€ Email ®

~ General

Title: * | Email
Attach metadata file:
Filename template: (@) Default
’ Seusername%e_%scanldde
You can edit the template on the terminal action's General tab.
Allow to edit the filename

Users will be able to customize the filename on the termina

Custom

~ Parameters

Recipient * | saalternateEmailsds

Copy:
Blind copy:

Subject:

Message:

Send as plain text:

» Advanced

@ Add Cancel

In the Parameters section, in the Recipient text box, you need to define the email
recipient (or recipients).

In addition, you can add recipients of a copy in the Copy text box, recipients of a
blind copy in the Blind copy text box, the subject of the email in the Subject text
box, and the body of the email in the Message text box.

Emails with scans sent from MyQ contain graphics by default, enable the Send as
plain text option to send these emails as plain text, which might be necessary, for
example, if the email will be further processed by an automation service or fax
servers.
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B From MyQ server 10.0+ the %empty% parameter can be used in the Subject
and Message text boxes. If used, the subject and/or the body of the email
are left empty.

The text boxes under can contain the following parameters: %alternateEmails%,
%username%, %fullname%, %date%, %originalSubject%, %ipaddress%, %usernotes%,
%printerName%, %location%, %serialNumber%, %assetNo%, %printerContact%,
%empty%.

Scan to Folder

Scans are sent to the folder specified here.

Folder x

~ General

Title:* | Folder

Attach metadata file:

Filename template: * Default

Custom

~ Parameters

Destination folder: *  %app%\Data‘Jobs\5cans

Browse folders [ NEW

Cnly one destination folder can be browsed on the device at a time

Connect as: * (@ MyQ Print Server service

Make the user doing the scan the owner of the file

User doing the scan

Other user

> Advanced

Fields marked by * are mandatory.
In the Destination Folder field, type or browse and select the destination folder.

You can use the following parameters: %username%, %fullname%, %date%,
%originalSubject%, %ipaddress%, %scanld%, %counter%, %usernotes%,
%printerName%, %location%, %serialNumber%, %assetNo%, %printerContact%.

Select the Browse Folders option so users can browse one of their cloud destinations
folder on the device.

The Connect as parameter determines in which way the scan will be stored in the
folder:
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* Ifyou select the MyQ Print Server service option, the rights for access to the
destination folder have to be provided to the account under which the MyQ
service runs. This account will also be set as the owner of the scanned file.

> |F you select the Make the user doing the scan the owner of the Ffile
option, the user doing the scan will be set as the owner of the scanned file.

« Ifyou select the User doing the scan option, MyQ will expect the folder to be
a shared folder on the domain account of the user doing the scan, and will use
the entered password to access this folder. The user doing the scan will also be
set as the owner of the scanned file. Users can then save passwords in the MyQ
Web User Interface used to access secured shared folders they have available,
instead of providing them manually on the Embedded Terminal during each
scan. When no password is saved at the time of scan, the user receives an email
to connect the folder to have the scan delivered.

* If you select the Other user option, MyQ will expect the folder to be a shared
folder on the domain account of the specified user and will use the entered
username and password to access the folder. The user specified here will also
be set as the owner of the scanned file.

> |f you select the Make the user doing the scan the owner of the Ffile
option, the user doing the scan will be set as the owner of the scanned file.

@ MyQ cannot change the owner of scanned files that are stored under the Users
folder or any of its its subfolders. If you want to use the Make the user doing the
scan the owner of the file option, use a different folder than Users (or its
subfolders) as the scan destination.

Scan to Secured link

An email with a link to the scanned file is sent to the user's primary email address set
in the Email text box on the user's properties panel (on the Users main tab of the
MyQ Web Interface). Sending scans to this destination works in a similar way as
sending them to the User's Email destination, with one important exception: instead
of the scanned file, the email contains a secure link to the file, which is stored on the
MyQ server, and can be downloaded via this link.
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Secured link x

~ General

Title:* |Secured link

Attach metadata file:

Filename template: * Default

Custom

~ Parameters

Send email:
> Advanced
Fields marked by * are mandatory.

Scan to OneDrive
To enable scanning to OneDrive:

1. Select the Cloud storage option in the Type drop-down.

2. Select the OneDrive option in the Type drop-down under Parameters. Select
the Browse folders option if you want users to be able to browse one of their
cloud destinations folder on the device.

3. Click Save.

Cloud storage X

~ General

Title: * |Cloud storage

Attach metadata file:

Filename template: * Default

Custom
~ Parameters

Type:™ | OneDrive v

Browse folders

Only one destination folder can be browsed on the device at a time

» Advanced

Fields marked by * are mandatory.

If the following two conditions are met, the cloud storage widget is displayed on the
Home screen of the user logged on the MyQ Web Interface:
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» There is at least one Easy Scan terminal action with this destination.
» The user has rights to see the Easy Scan button or is connected to cloud drive.

Cloud storage

Type Status Action
@ OneDrive Connected Disconnect

To be able to store the outgoing scan file on OneDrive, the user has to be connected.
To connect to OneDrive, the user has to perform the following actions:

1. Login to the MyQ Web User Interface with your user account.

2. On the Cloud storage widget, click Connect. The Cloud storage dialog box
appears.

3. Sign-in to OneDrive and confirm permissions (when asked about the
permissions, click Allow).

4. The OneDrive connection status changes to Connected.

Alternatively:

If an admin has connected OneDrive to Easy Scan, but an individual user has not yet
connected their personal account, they can still use Easy Scan with OneDrive set as
the destination.

An email will be sent to the users email address allowing them to connect to
OneDrive, after which their scanned document/s will be delivered there. This email is
valid For 24 hours after the scan has taken place. This email also contains a secure link
to directly download the scanned document/s.

177



Printers

myo

Scan is waiting for your action

You have a scan waiting to be delivered to Google Drive.

e 3D

Connect your storage to the MyQ X application to finish it.

Connect Google Drive

Once connected, pending scans will be delivered as soon as possible and your
future scans to this storage will be automatically sent there.

If you do not want to pair your cloud storage now, you can download the file(s):

« johndoe_231228-151630-2.pdf

This email is valid for 24 hours. After this period, the pending scan is canceled and cannot be
downloaded or delivered anymore.
Note that to connect your storage or download the scanned documents, you need to have access
to the MyQ environment of your organization from where you are now.
If you want to learn about how MyQ treats your data, check our privacy policy.

Sent from MyQ

In a case where a user attempts to use Easy Scan to send a file to Onedrive, but they
are not connected, and there is no email address associated with that user, the user
will receive an on-screen prompt to connect their cloud storage via the web interface
and try again.

Scan to OneDrive for Business

@ The process to setup a OneDrive for Business connection is described here.

Create and set the OneDrive for Business destination

» Create a new destination (edit or create an Easy Scan terminal action; on its
properties panel, in the Destinations tab, click +Add).
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» On the new destination's properties panel, under General, select the Cloud
Storage option in the Type drop-down.

 In the Parameters section, in the Type drop-down, select OneDrive for Business
or any other Title you defined in the Connections settings in the previous
steps.

« Select the Browse Folders option if you want users to be able to browse one of
their cloud destinations folder on the device.

* Click Save.

Pairing users with their OneDrive

When the Automatic mode was used or “Application has access to OneDrive Business
of all users”was checked in the manual setup, there is no user interaction needed for
the users to use their OneDrive in MyQ. Users are paired with their OneDrive storage
via User’s Active Directory Object ID (UUID). These are automatically imported only
with the Azure AD user’s synchronization into MyQ. The UUID is synchronized from
Central to Sites during user sync when Central users are synchronized with Azure AD.
This process enables users at a Site to be automatically connected to their storage.

4 Users created manually or synchronized from sources other than Azure AD will see
this OneDrive Business as “Connected” on their MyQ Web User Interface, but they
are not paired with any OneDrive account. If they opt to scan to their OneDrive
account, they will receive an email prompting them to connect to their OneDrive
account.

Re-authorizing the OneDrive Business connection

The automatic connection to OneDrive Business can be changed after it has been
created. By right-clicking on the connection, the Re-authorize option will be
available in the context menu.

/@ OneDrive Business 1

Re-authorize

@ Delete... Delete

The user will be shown the same dialogue as when the connection was created. The
user can repeat all the steps to create a new secret for the existing OneDrive
Business connection. Or they can perform step 3 - Administrator’s consent, if it was
not completed when the connection was created for any reason, for example, due to
insufficient rights of the Azure administrator.
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Also, the Re-authorize option allows you to change the type of connection created
from automatic to manual, and vice versa.

Scan to Google Drive

To enable scanning to Google Drive:

1. Select the Cloud Storage option in the Type drop-down.

2. Select the Google Drive option in the Type drop-down in the Parameters
section. Select the Browse Folders option if you want users to be able to
browse one of their cloud destinations folder on the device.

3. Click Save.

Cloud storage X

~ General

Title: * | Cloud storage

Attach metadata file:

Filename template: * Default

Custom

~ Parameters

Type:™ | Google Drive v

Browse folders

Only one destination folder can be browsed on the device at a time

> Advanced

Fields marked by * are mandatory.

If the following two conditions are met, the cloud storage widget is displayed on the
Home screen of the user logged on the MyQ web interface:

1. Thereis at least one Easy Scan terminal action with this destination.
2. The user has rights to see the Easy Scan button or is connected to Google
drive.

Cloud storage

Type Status Action

& Google Drive Connected Disconnect
To be able to store the outgoing scan file on Google Drive, the user has to be
connected.
To connect to Google Drive, the user has to perform the following actions:

1. Login to the MyQ Web user interface with your user account.
2. Onthe Cloud storage widget, click Connect. The Cloud storage dialog box
appears.
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3. Click Continue with Google.

4. Sign-in to Google Drive and confirm permissions. (When asked about the
permissions, click Allow).

5. The Google Drive connection status changes to Connected.

A single Google user account can be connected to only one server at a time. If the
user wants to connect the account to another server, they need to remove MyQ
Printing Solution from the connected applications. This can be done on the Apps
with access to your account tab under My Account/Sign in & security/Apps with
account access/MANAGE APPS.

MyQ Printing Solution REMOVE
MyQ Printing Solution has access to & Google Drive

Authorization date: 26 minutes ago

Alternatively:

If an admin has connected Google Drive to Easy Scan, but an individual user has not
yet connected their personal account, they can still use Easy Scan with Google Drive
set as the destination.

An email will be sent to the users email address allowing them to connect to Google
Drive, after which their scanned document/s will be delivered there. This email is
valid for 24 hours after the scan has taken place. This email also contains a secure link
to directly download the scanned document/s.
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myo

Scan is waiting for your action

You have a scan waiting to be delivered to Google Drive.

e 3D

Connect your storage to the MyQ X application to finish it.

Connect Google Drive

Once connected, pending scans will be delivered as soon as possible and your
future scans to this storage will be automatically sent there.

If you do not want to pair your cloud storage now, you can download the file(s):

« johndoe_231228-151630-2.pdf

This email is valid for 24 hours. After this period, the pending scan is canceled and cannot be
downloaded or delivered anymore.
Note that to connect your storage or download the scanned documents, you need to have access
to the MyQ environment of your organization from where you are now.
If you want to learn about how MyQ treats your data, check our privacy policy.

Sent from MyQ

In a case where a user attempts to use Easy Scan to send a file to Google Drive, but
they are not connected, and there is no email address associated with that user, the
user will receive an on-screen prompt to connect their cloud storage via the web
interface and try again.

Scan to Box.com

To enable scanning to Box.com:

1. Select the Cloud Storage option in the Type drop-down.

2. Select the Box.com option in the Type drop-down in the Parameters section.
Select the Browse Folders option if you want users to be able to browse one of
their cloud destinations folder on the device.

3. Click Save.
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Cloud storage x

~ @eneral

Title: * Cloud storage

Attach metadata file:

Filename template: * Default

Custom

~ Parameters

Type:* | Box.com v
Browse folders

Only one destination folder can be browsed on the device at a time

> Advanced

Fields marked by * are mandatory.
If the following two conditions are met, the cloud storage widget is displayed on the
Home screen of the user logged on the MyQ Web Interface:

1. Thereis at least one Easy Scan terminal action with this destination.
2. The user has rights to see the Easy Scan button or is connected to cloud drive.

Cloud storage

Type Status Action

bex Box.com Connected Disconnect

To be able to store the outgoing scan file on Box.com, the user has to be connected.
To connect to Box.com, the user has to perform the following actions:

1. Login to the MyQ Web user interface with your user account.

2. On the Cloud storage widget, click Connect. The Cloud storage dialog box
appears.

3. Sign-in to Box.com and confirm permissions (when asked about the
permissions, click Allow).

4. The Box.com connection status changes to Connected.

Alternatively:

If an admin has connected Box.com to Easy Scan, but an individual user has not yet
connected their personal account, they can still use Easy Scan with Box.com set as
the destination.
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An email will be sent to the users email address allowing them to connect to
Box.com, after which their scanned document/s will be delivered there. This email is
valid For 24 hours after the scan has taken place. This email also contains a secure link
to directly download the scanned document/s.

myo

Scan is waiting for your action

You have a scan waiting to be delivered to Google Drive.

e 3D

Connect your storage to the MyQ X application to finish it.

Connect Google Drive

Once connected, pending scans will be delivered as soon as possible and your
future scans to this storage will be automatically sent there.

If you do not want to pair your cloud storage now, you can download the file(s):

« johndoe_231228-151630-2.pdf

This email is valid for 24 hours. After this period, the pending scan is canceled and cannot be
downloaded or delivered anymore.
Note that to connect your storage or download the scanned documents, you need to have access
to the MyQ environment of your organization from where you are now.
If you want to learn about how MyQ treats your data, check our privacy policy.

Sent from MyQ

In a case where a user attempts to use Easy Scan to send a file to Box.com, but they
are not connected, and there is no email address associated with that user, the user
will receive an on-screen prompt to connect their cloud storage via the web interface
and try again.

Scan to Dropbox

To enable scanning to Dropbox:

1. Select the Cloud Storage option in the Type drop-down.
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2. Select the Dropbox option in the Type drop-down in the Parameters section.
Select the Browse folders option if you want users to be able to browse one of
their cloud destinations folder on the device.

3. Click Save.

Cloud storage X

~ General

Title: * | Cloud storage

Attach metadata file:

Filename template: * Default

Custom

~ Parameters

Type:* | Dropbox v
Browse folders

Only one destination folder can be browsed on the device at a time

> Advanced

Fields marked by * are mandatory.
If the following two conditions are met, the cloud storage widget is displayed on the
Home screen of the user logged on the MyQ web interface:

1. Thereis at least one Easy Scan terminal action with this destination.
2. The user has rights to see the Easy Scan button or is connected to cloud drive.

Cloud storage

Type Status Action

Q_: Dropbox Connected Disconnect

To be able to store the outgoing scan file on Dropbox, the user has to be connected.
To connect to Dropbox, the user has to perform the following actions:

1. Login to the MyQ Web User Interface with your user account.

2. On the Cloud storage widget, click Connect. The Cloud storage dialog box
appears.

3. Sign-in to Dropbox and confirm permissions (when asked about the
permissions, click Allow).

4. The Dropbox connection status changes to Connected.

Alternatively:

If an admin has connected Dropbox to Easy Scan, but an individual user has not yet
connected their personal account, they can still use Easy Scan with Dropbox set as
the destination.
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An email will be sent to the users email address allowing them to connect to
Dropbox, after which their scanned document/s will be delivered there. This email is
valid For 24 hours after the scan has taken place. This email also contains a secure link
to directly download the scanned document/s.

myo

Scan is waiting for your action

You have a scan waiting to be delivered to Google Drive.

e 3D

Connect your storage to the MyQ X application to finish it.

Connect Google Drive

Once connected, pending scans will be delivered as soon as possible and your
future scans to this storage will be automatically sent there.

If you do not want to pair your cloud storage now, you can download the file(s):

« johndoe_231228-151630-2.pdf

This email is valid for 24 hours. After this period, the pending scan is canceled and cannot be
downloaded or delivered anymore.
Note that to connect your storage or download the scanned documents, you need to have access
to the MyQ environment of your organization from where you are now.
If you want to learn about how MyQ treats your data, check our privacy policy.

Sent from MyQ

In a case where a user attempts to use Easy Scan to send a file to Dropbox, but they
are not connected, and there is no email address associated with that user, the user
will receive an on-screen prompt to connect their cloud storage via the web interface
and try again.

Scan to SharePoint Online

@ The process for creating a connection to SharePoint Online is described here.
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Create and set the SharePoint Online destination

 Create a new destination (edit or create an Easy Scan terminal action; on its
properties panel, in the Destinations tab, click +Add).

» Onthe new destination's properties panel, under General, select the Cloud
Storage option in the Type drop-down.

 In the Parameters section, in the Type drop-down, select SharePoint Online,
and click Save.

Connect a user's MyQ account to SharePoint Online

If the following two conditions are met, the cloud storage widget is displayed on the
Home screen of the user logged on the MyQ Web Interface:

» There is at least one Easy Scan terminal action with this destination.
» The user has rights to see the Easy Scan button or is connected to cloud drive.

Cloud storage

Type Status Action

B SharePoint Online Connected

To be able to store the outgoing scan file on SharePoint Online, the user has to be
connected.

To connect to SharePoint Online, the user has to perform the following actions:

1. Login to the MyQ Web User Interface with your user account.

2. Onthe Cloud storage widget, click Connect. The Cloud storage dialog box
appears.

3. Sign-in to SharePoint Online and confirm permissions (when asked about the
permissions, click Allow).

4. The SharePoint Online connection status changes to Connected.

Alternatively:

If an admin has connected SharePoint Online to Easy Scan, but an individual user has
not yet connected their personal account, they can still use Easy Scan with
SharePoint Online set as the destination.

An email will be sent to the users email address allowing them to connect to
SharePoint Online, after which their scanned document/s will be delivered there. This
email is valid for 24 hours after the scan has taken place. This email also contains a
secure link to directly download the scanned document/s.
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myo

Scan is waiting for your action

You have a scan waiting to be delivered to Google Drive.

e 3D

Connect your storage to the MyQ X application to finish it.

Connect Google Drive

Once connected, pending scans will be delivered as soon as possible and your
future scans to this storage will be automatically sent there.

If you do not want to pair your cloud storage now, you can download the file(s):

« johndoe_231228-151630-2.pdf

This email is valid for 24 hours. After this period, the pending scan is canceled and cannot be
downloaded or delivered anymore.
Note that to connect your storage or download the scanned documents, you need to have access
to the MyQ environment of your organization from where you are now.
If you want to learn about how MyQ treats your data, check our privacy policy.

Sent from MyQ

In a case where a user attempts to use Easy Scan to send a file to SharePoint Online,
but they are not connected, and there is no email address associated with that user,
the user will receive an on-screen prompt to connect their cloud storage via the web
interface and try again.

Scan to Amazon S3
In order to scan to Amazon S3, you need to:

» Set up a bucket on the Amazon console. Your scans will be stored in this
bucket.

 Create a user who will be used in the MyQ Web UlI.

* Give the created user rights to the bucket.

Fillin the Client ID and Security Key in the MyQ web administrator interface.

« Set up an Easy Scan terminal action to scan to Amazon S3.
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Setting up a bucket on the Amazon S3 console

You need an Amazon account to create a bucket to store the scans in. MyQ does not
require any specific settings for scanning to an S3 bucket.

1. Login to https://console.aws.amazon.com/s3 and sign in with your Amazon
account or create a new account. You need a credit card as proof of name. The
credit card will also be used to charge the use of Amazon S3.

2. Use the https://docs.aws.amazon.com/AmazonS3/latest/gsg/s3-gsg.pdf to
guide you through creating a S3 bucket.

Create a user in Amazon S3

You need to create a user to make a connection between Amazon S3 and the MyQ
Web UL.

1. Login to the Amazon console.

2. Click the arrow next to your login name and select My Security Credentials
from the drop-down menu.

3. Click Users in the Identity and Access Management (IAM) panel and click Add

user.
aW§ Services v Resource Groups ~ * Q MyQTest ¥  Global ¥  Support v
Identity and Access Add user RN
Management (IAM) N -

AWS Account i
= Q Find users by username or access key Showing 3

Dashboard User name v = Groups Access key age Password age Last activity MFA

Groups

Jan TestGroup Q Today None None Not enabl
Users
Juan TestGroup @® 7 days 7 days Today Not enabl
Roles
o Test TestGroup @ 7 days 5 days Today Not enabl
Policies

Identity providers
Account settings

Credential report
Encryption keys
Q se

+ AWS Organizations

@ Feedback (@ English (US)

© 2008 - 2019, Amazon Web Services, Inc. or its affiliates. All rights reserved. Privacy Policy Terms of Use

4. Follow the instructions to create the user.

5. Copy and save the Client ID and the Access Key ID of the created user, as you
need them in the Following steps.

Give user access rights to the bucket

To give bucket permission to the user, you can follow the official instructions, or
follow the short procedure below:

1. Click Policies in the Identity and Access Management (IAM) pane. Click
Create a new Policy. The policy settings should be set as in the image below. If
you do not want to provide the user with access to all buckets: deselect Any
and click Add ARN to enter a specific bucket.
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Visual editor | JSON Import managed policy
Expand all | Collapse all
» §3 (32 actions) Clone Remove

» Service S3

» Actions yrite

AbortMultipartUpload PutAnalyticsConfiguration PutMetricsConfiguration
CreateBucket PuiBucketCORS PutObject

CreateJob PutBucketLogging PutObjectLegalHold
DeleteBucket PutBucketNotification PutObjectRetention
DeleteBucket\Website PutBucketObjectLockConfiguration PutReplicationConfiguration
DeleteObject PutBucketRequestPayment ReplicateDelete
DeleteObjectVersion PutBucketVersioning ReplicateObject
GetBucketObjectLockConfiguration PutBucketWebsite RestoreObject
GetObjectLegalHold PutEncryptionConfiguration UpdateJobPriority
GetObjectRetention PutinventoryConfiguration UpdatelobStatus
PutAccelerateConfiguration PutLifecycleConfiguration

v Resources @ Specific

close All resources
bucket Any resource of type = bucket < Any
job Any resource of type = job | Any
object Any resource of type = object ¥ Any

» Request conditions Specify request conditions (optional)

Cancel Review policy

Click Groups in the Identity and Access Management (IAM) pane. Click
Create New Group. Give the group a name and Save it.

Click Add Users to Group and add the created user to the group.

Click the Permissions tab and click Attach Policy. Select the policy you just
created and Save it all. The user now has Write access to the created bucket.

Setup a connection between MyQ and Amazon S3

1.

wnN

Open the Connections settings tab of the MyQ Web Interface (MyQ, Settings,
Connections).

Click +Add and select Amazon S3 from the menu.

Add a Title. This will be used to identify the Cloud Storage Destination.

Add the Access Key ID, the Security key that you previously copied and saved,
the Region, and Bucket and click OK.

Create and set the Amazon S3 destination

Create a new destination (edit or create an Easy Scan terminal action; on its
properties panel, in the Destinations tab, click +Add).
On the new destination's properties panel, under General, select the Cloud
Storage option in the Type drop-down.
In the Parameters section, in the Type drop-down, select Amazon S3 or any
other Title you defined in the Connections settings in the previous steps and
click Save.
Fillin the fields:

> Bucket: the name of the Amazon S3 bucket to store the scans in.

> Region: the region you have set when creating the bucket.

> Folder path: enter the path of a sub folder.
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Scan to contact from Address Book

To enable the Address Book parameter, the administrator has to set it up as a custom
parameter for the Easy Scan action.

€ MyAddressBook X

Title: *  MyAddressBook
Type: * | Address Book v

Allow multiple
values:

Allow custom values:

Required:
v Advanced

Reference:  addressbook

€ Back + Save Cancel

If the Address Book is the only destination for the Easy Scan action, it is
recommended to enable Required. Otherwise, the field would not be marked as
mandatory with * (asterisk) on the Embedded Terminal.

Once done, users can manage their Address Book on the MyQ Web Ul and scans are
sent to the contact from the users Address Book.

Accessing and Using Address Book

1. Login to MyQ.
2. In the main menu, select Address Book.

—MYQ oo

(@ Home
Jobs
(5 Reports
3¢ Settings

QA (3 Log out

MyQ 102 RC 3
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B Address Book is not available to built-in accounts such as *admin.
3. Here, you'll see your contact list with available columns: Full name, Email, and
Fax number.

= mvo @ Home ,9\ Address Book

A Trial license will expire in 16 days

A Address Book Q_ All contacts (® Add contact.. & Actions~ €81 Toolsv o5 Search Q
v [ Searches Full name ~ | Ema: Fax number
Q All contacts EmailPrint emailprint@mygtestiab.local 23456789
Q email contacts UserAl useral@mygtestlab.local 23456722
Q Faxcontacts UseraA3 usera3@mygtestlab.local
() Deleted Userad userad@myaqtestlab.local
UserAs useras@myqtestlab.local 23456789
UserAg userab@myqtestlab.local 23456323
UserA7 2345642
Count: 7 ¢ Ppage: 1 /1 = Items per page: 100

Managing Contacts

1. To add a contact, click on Add contact. A pop-up appears where you can enter
the contact's Full Name, Email, and Fax Number.

2. To edit or remove a contact, locate the contact from the list and choose the
respective option.

3. Forsearches, use the left pane. Options available: All Contacts, Email
Contacts, Fax Contacts, and Deleted.

4. In the Deleted section, you can either Undelete or Permanently Remove a
contact.

A Allemailinputs undergo validation checks to ensure they are of a valid email format.
Fax numbers are saved without validation. Make sure your users understand what
number formats are supported by Fax devices.

Using Address Book in Easy Scan

1. Login to the terminal.

2. Choose Easy Scan.

3. Inthe parameters, select the Address Book option.

4. Browse and select a contact from your list as the destination.
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B Ausercanonly access contacts from their own Address Book. Accessing the
contacts of another user, even by administrators, is prohibited.

Easy Scan Parameters

On the Parameters tab, you can set the scanned file's parameters, such as resolution
and format. You can select from a number of options for each parameter.

There are predefined parameters, but you can also create your own parameters.

4 All parameters are dependent on the particular printing device type. Therefore,
some parameters and/or values might not be available.

= Easy Scan - Email X
General Destinations Parameters

®add | LEdit © 4 (] Delete.

R...| Title Walue Type

é. Resolution Default Code List
ﬁ. Color Default Code List
ﬁ. Format Default Code List
ﬁ. Duplex Default Code List
ﬁ. Continuous scan Disabled Code List
ﬁ. Scan Separation Default Code List
ﬁ. Original Image Default Code List
ﬁ. Original Orientation Default Code List
ﬁ. Density Default Code List
&) size Default Code List
ﬁ. Mixed size Default Code List
ﬁ. Skip blank pages Default Code List

Some parameters (e.g. resolution, color) significantly influence the scanned Ffile's size.
For example, a combination of higher resolution and full color will dramatically

increase the file size.

You can allow users to change their scan settings from the terminal screen.

To do this, you have to modify the settings of the particular parameter on the
Parameters tab on the Easy Scan action node properties panel. Open the parameter
properties panel, uncheck the Read Only option (checked by default) and Save.
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¢ Parameter: Color .
v General
Title: |Color
Type: | Code List
~ Options
Code Book:  Color
Default value: = pefault V

Required: +

Read Only: v
v Advanced

Reference: | scan.color

Predefined Parameters

Each parameter has a Default option. If selected, the actual values are taken from the
default scan settings of the printing device.

» Resolution - The outgoing file's resolution. You can select from the following
options:
> 100 dpi
> 200 dpi
> 300 dpi
> 400 dpi
> 600 dpi
> 1200 dpi
> Default
» Color-The outgoing file's color scale. You can select from the following
options:
> Color
> Grayscale
> B&W (two tones)
> Automatic
> Default
« Format - The outgoing file's Format. You can select from the following options:
> PDF
> JPEG
° TIFF
> XPS
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> HCPDF

> Default
Duplex - Simplex and Duplex scanning options. You can select from the
following:

> Single Sided

> Duplex - binding on top

> Duplex - binding on side
Booklet - binding on left

> Booklet - binding on right

> Default
Continuous scan - With the continuous scan option Enabled, scan jobs are not
sent until Done is tapped. After clicking Scan, the printing device scans another
page.
You can select from the following:

> Disabled

> Enabled

> Default
Scan Separation - If a document with multiple pages is scanned, scanned pages
can be stored either separately (each page in a separate file) or all together in
one file. You can select from the following options:

> All pages together

> Separate each page

> Default
Original Image - Determines the way in which the printing device is going to
process the scanned page. You can select from the following options:

> Text + Photo

> Photo

° Text

> Default
Original Orientation - Determines the scanned page's orientation in the
outgoing file. The paper's position is relative to the person standing at the
printing device. You can select from the following options:

> Top Edge on Top: The page is displayed in a horizontal position (top edge of

the page opposite to the person)
> Top Edge on Left: The page is displayed in a vertical position (top edge of
the page on the left hand side of the person)

> Default
Density - The picture's density in the outgoing file. The higher it is, the darker
the resulting picture is. You can select from the following options:

> Automatic

° Lowest

° Lower

° Low

> Normal

> High

> Higher

> Highest

> Default

[
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 Size - The scanned output's size. This determines the size of the scanning area,
therefore it should correspond to the actual size of the scanned paper. You can
select from the following options:
> Automatic
° A3
° A4
° A5
° A6
° B4
° B5
° B6
> Folio
> Ledger
° Letter
° Legal
> Oficio ll
> Statement
> Default
» Mixed Size - This parameter enables automatic paper size recognition when
different sizes of paper are used during scanning. To be able to use the Mixed
size setting, the A4, A3, Ledger or Letter
option must be selected in the Size setting. You can select from the following
options:
> On: The Size parameter is ignored and the size of each scanned image is
recognized by the printing device.
> Off: The Size parameter is used to decide the size of the scanned image.
> Default
« Skip blank pages - With this parameter, you can select to skip blank pages in
the scanned document. You can select from the following options:
> Default
> Yes
° No

Create custom parameters

You can create new parameters to be used in the scan metadata, or as parts of file
names, addresses, subjects and email bodies, and as paths to folders, passwords to
folders etc.

The following parameter types can be created: Text, Password, Yes/No, MyQ Users,
Code Book, User Properties, Device Properties, Address Book.

To create a custom parameter:

1. On the action node properties panel, go to the Parameters tab.

2. Onthe tab, click +Add. The new Parameter properties panel opens on the right
side of the screen.

3. Set the parameter, and then click Save. The new parameter is now displayed on
the list on the Parameters tab.

Parameter Settings:
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« Title - The parameter's name.
* Type - Select the parameter’s type from the drop-down:

o Text- Text (string) typed by the user on the embedded terminal. You can
use these parameters in a variety of strings in MyQ: names of files,
addresses, subjects or email bodies, paths to folders and many other. In the
Validator field, regular expressions can be used to define or limit the user's
input.

> Yes/No - Boolean parameter with the options: Yes, No. You can use these
parameters in the scan metadata file to provide answers on Yes-No
questions concerning the scan, such as if the scan is private or if it should be
archived.

> MyQ Users - This parameter enables selecting scan recipients from the list of
all MyQ users. The scan is sent to the recipient primary email set in the Email
text box on their properties panel on the Users main tab of the MyQ Web
Interface, or to the folder set in the Folder or email for storing scanned
documents text box in the same location.

> Code Book - The parameter uses a list of values from internal code lists.
Users can select options from lists of values used in metadata and
destinations.

* Internal code list: You can predefine code lists with values and use the
values as options available for users.

= LDAP sourced list: This parameter enables selecting scan recipients
directly from an LDAP server by importing the codes from the server.

= MS Exchange Address Book: You can use this code book to get
personal contacts from an MS Exchange server. The contacts are
retrieved using an account defined by the administrator in the MyQ Web
Ul. This account requires special rights on the MS Exchange server that
allow it to access other users' mailboxes. The user sees the first 50
contacts on the terminal. To look for more contacts they would have to
use the search function.

> User Properties - The parameter can represent MyQ user properties within
the metadata file of the scanned document. You can select one of the
following values to be represented by the parameter:

* User name

= Full name

= Email

= User's storage

= Personal number
* Phone

* Notes

= Accounting Group

> Device Properties - The parameter can represent MyQ printing device's
properties within the metadata file of the scanned document. You can
select one of the following values to be represented by the parameter:

* Name

= Location

= |P address
* Brand
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= Model

= Serial number

= Asset number

* Notes

> Address Book - The parameter enables users to manage scan and fax
recipients seamlessly via their personal address book.

= Allow multiple values

= Allow custom values
Default value - A predefined value/option that will be used if nothing else is
selected.
Required - The parameter value has to be defined. If the parameter does not
have a default value, users are not allowed to print before this value is entered
in the particular text box on the terminal screen.
Read Only - If this option is selected, the parameter cannot be changed by the
users on the terminal screen.
Reference - String that is used as a reference to the parameter. A parameter
with the parameterXreference is referred to as %parameterX% in MyQ. For
example, the reference of the often used user name parameter is username;,
the parameter is referred to as %username%.

Custom parameters examples

These are some examples of using custom parameters.

Providing additional information in a metadata File

In this example, you can see how to use parameters for obtaining additional
information about the scan file or any other data provided by users. The parameter’s
Type can be Text or Yes/No.

As an example, we will create a Yes/No Type parameter, called Should the scan be

archived?.
s
* Should the scan be archived? i
11
1. The Title will be shown on the screen, therefore we name it Should the scan

vkhwn

be archived?.

The Type is Yes/No.

Default value is left unchecked.

Read Only is left unchecked.

We do not have to use the reference, as the parameter is not going to be used
in any string in MyQ. Therefore, we can Save the parameter settings.
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¢ Parameter: Should the scan be archived? x
v General
Title: *  Should the scan be archived?
Type: * | Yes/No v
“ Options
Default value:
Read Only:
~ Advanced
Reference:
Cancel

The following two figures show two possible values of the Should the scan be
archived? parameter. A DMS software can automatically archive the scans with value
17into a predefined folder.

- <field=

<name>Should the scan be archived?</name:
<reference/>
<valug/>
< /field=
- =field>

<name>Should the scan be archived?</name:
<reference/>
<value>1</value>

< [field=

Enabling users to scan to their home Folder protected by password

If you do not want to give to the MyQ server universal access to users' shared folders,
but instead want to provide each user with separate rights to access their shared
folder from MyQ, you can enable the scanning users to enter the password to their
LDAP domain account to access the shared folder there.

‘ Easy Scan — Folder @

>
* Password V4

To be able to access their shared folders, users should have the LDAP domain defined
in MyQ. The information about the domain is taken either from the Authentication
server setting on the user's properties panel in MyQ, or from the user's MyQ user
name (if the name is in the form LDAPusername@domain.local).
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Users can Connect to their folder by entering the password in their MyQ Web
Interface, or by email after completing a scan to this destination. then MyQ takes the
name of the user's domain (either from the Authentication server setting, or from
the back part of the user name) and attempts to log on the user's account on this
domain (either the whole user name, or its front part). If the password is correct,
MyQ saves the scan in the shared folder; otherwise it displays the error message
"Error while delivering a scan X/Y. Unable to write to the folder.".

On the Destinations tab, set the User's storage destination type. In the Parameters
section, select Connect as: MyQ Print Server service option and Make the user
doing the scan the owner of the File.

€ User's storage X

v General

Title: * |User's storage

Attach metadata file:
Filename template: '®/ Default
* usernamed_%scanldde
You can edit the template on the terminal action's General tab
Allow to edit the filename

Users will be able to customize the filename on the termina

Custom

“ Parameters

Browse folders

Connect as: * '® MyQ Print Server service
v Make the user doing the scan the owner of the file

Logged user
Other user

» Advanced

Enabling users to select the output folder from a code book

In this example, you can see how to enable users to select the scan destination folder
from a predefined code book. For this example, we have already created and saved
the Easy Scan action node, and we have created a code book named Folders, which
has names of folders as its values. The next step is to add and set up a new Code
Book type parameter and a new Folder destination type for the Easy Scan action.
The parameter is then used as a part of the path to the folder.
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‘ Output Folder Q

Qutput Folder
G:\Users\Kohei

Qutput Folder
G:\Users\Eliot

Qutput Folder
G:\Users\Jane

+ Enter a search query

On the Parameters tab create a parameter with the following settings: Title: Output
folder, Type: Code Book, Code Book: Folders, Default value (optional), Read Only:
deselect, Reference: folder. If you want to allow users to select multiple recipients,
select Allow multiple values.

If you want to allow users to enter their own value, select Allow custom values. If
you don't want to allow empty values, select the Required option so that users have
to enter its value before sending the file. Optionally, you can select a default value to
define the folder where the output files will be saved, if users don't change it.

€ Parameter: Output Folder X

v General

Title: * Output Folder

Type: ¥  Code Book v
“ Options
Code Book: * | Foplders v
Default value: v

Allow multiple values:
Allow custom values:
Required:

Read Only:
~ Advanced
Reference: folder

@ Add Cancel

On the Destinations tab, create and set up a new destination. For this destination,
you can use the parameter as any part of the destination path set in the Destination
Folder text box. To use the parameter, enter its reference name bounded in
percentage signs as part of the path. In our example, we used a parameter with the
reference name folder as the folder where the files are stored (\Users%folder%).

Destination folder: *  \\Users\2%folderd%

Enabling users to search recipients via LDAP Source code books
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In this example, you see how to enable users to search for recipients on LDAP servers
via LDAP Source code books. LDAP Source code books contain two parameters: Title
and Value. The value of the Title parameter is used as an input for searching in the
LDAP database and the Value parameter defines the value returned by the database.
We use an LDAP Source code book with the cn attribute assigned to the Title
parameter and the mail attribute assigned to the Value parameter. We also create a
new parameter and a new folder destination for the feature. The scanning user types
a string to be used in a search query. MyQ sends the query to the LDAP database to
search for user accounts, whose cn begins with the entered string. The scanning user
can select from the returned accounts. After they select the account, the value of the
mail attribute of the account is used as the scan destination.

‘ All Users Q

+ Enter a search query

On the Parameters tab, create a parameter with the following settings: Title:
Recipients, Type: Code Book, Code Book: Addresses (or the LDAP source code book
that you want to use), Read Only: deselect, Reference: recipients. If you want to
allow users to select multiple recipients, select Allow multiple values. If you want to
allow users to enter their own value, select Allow custom values. If you don't want
to allow empty values, select the Required option so that users have to enter its
value before sending the file.

€ Parameter: Recipients

v General
Title: * Recipients
Type: ¥ | Code Book v
v Options
Code Book: * | Addresses ¥

Allow multiple values:
Allow custom values:
Required:

Read Only:
v Advanced

Reference: | recipients
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On the Destinations tab, create an Email destination type and enter the parameter
in the Recipient text box, enclosed in percent signs (%recipients%).

Email X

~ General

Title: * |Email

Attach metadata file:

Filename template: * Default

Custom

~ Parameters

Parameters: S6assetMo%, %dateds, %6fullnameds, %ipaddressds, %6locationss,

%0 ectd

JeprinterMamess, SesenalNumberds, Sstimeds

%timestamp%, %eusernameds, %susernotesds

Recipient: * | %recipients%

Easy Copy settings

With the Easy Copy feature, users do not have to go to the often complicated and
confusing copy screen of the printing device — they can copy directly from the MyQ
terminal home screen with a single touch. Upon tapping the button, MyQ can simply
proceed copying using the default settings of the printing device, or it can use
different values of the Easy Copy action parameters.

By adding multiple Easy Copy action nodes and giving rights to different users or
groups, you can create a variety of copying options for the selected users and groups.

On the Parameters tab, you can select from a number of options for each parameter.

& All parameters are dependent on the particular printing device type. Therefore,
some parameters and/or values might not be available.

Easy Copy Parameters

» Copies - Predefine the number of copies to be available 7-99.
» Color - Color scale of the outgoing file. You can select from the following
options:
> Color
> Monochrome
> Automatic
> Default
* Duplex-Simplex and Duplex scanning options. You can select from the
following options:
> Single Sided
> Duplex
> 1-sided to 2-sided
> 2-sided to 1-sided
> Default
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 Original Orientation - Determines the page's orientation in the outgoing file.
The paper's position is relative to the person standing at the printing device.
You can select from the following options:
> Top Edge on Top: The page is displayed in a horizontal position (top edge of
the page opposite to the person)
> Top Edge on Left: The page is displayed in a vertical position (top edge of
the page on the left hand side of the person)
> Default
 Density - Density of the picture in the outgoing file. The higher it is, the darker
the resulting picture is. You can select from the following options:
> Automatic
° Lowest
° Lower
° Low
> Normal
> High
> Higher
> Highest
> Default
* Size - Size of the scanned input. It determines the size of the scanning area;
therefore, it should correspond to the actual size of the scanned paper. You
can select from the following options:
> Automatic
° A3
° A4
> A5
° A6
° B4
° B5
° B6
> Folio
> Ledger
° Letter
> Legal
> Statement
> Default
» Magnification - With this parameter, you can determine the size of the copy.
This way, you can make it smaller or larger than the original file. You can select
from the following options:
> Default
> Same as original
° A3
° A4
> A5
° A6
° B4
° B5
° B6
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> Folio

> Ledger

° Letter

> Legal
Statement

[

« Skip blank pages - With this parameter, you can select to skip blank pages in
the copied document. You can select from the following options:
> Default
° Yes
° No
 Mixed size - This parameter enables automatic paper size recognition when
different sizes of paper are used during copying.
> Yes: The output paper size parameter will be ignored and be decided by the
device itself depending on the scanned image size.
> No: The output paper size must be set (everything but Auto) and the image
will be zoomed and scanned to the same size.
> Default

General Limitations

» The exact list of supported parameters for Easy Copy depends on each vendor/
machine.

« Continuous Scan is not supported by all machines even within the same brand.

« Continuous Scan jobs consisting of different formats may account the whole
job as one format or different formats depending on SDK abilities. The final
format (in case of single format accounting) also depends on SDK abilities.

Easy Fax settings

With the Easy Fax feature, users can fax their scanned documents in just two steps;
all they need to do is tap the Easy Fax button on the home screen of the embedded
terminal, and then type the fax number.

By adding multiple Easy Fax action nodes and giving rights to different users or
groups, you can create a variety of faxing options for the selected users and groups

To enable the feature on a printing device, you need to enable the Fax module
option on its properties panel in MyQ, deactivate and reactivate the device. Go to
MyQ, Settings, Configuration Profiles. Select the configuration profile and click
Edit (or double-click, or right-click and Edit). The properties panel opens on the right
side. In the General tab, mark the Fax module checkbox. Click Save.

On the Parameters tab, you can select from a number of options for each parameter.

& All parameters are dependent on the particular printing device type. Therefore,
some parameters and/or values might not be available.

Easy Fax Parameters

» Fax resolution - Resolution of the outgoing fax file. You can select from the
following options:
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Normal
Fine
Super Fine
Ultra Fine
Default

» Duplex - Simplex and Duplex scanning options. You can select from the
following options:

Single Sided

Duplex - binding on top
Duplex - binding on side
Booklet - binding on left
Booklet - binding on right
Default

 Original Image - Determines the way in which the printing device is going to
process the scanned page. You can select from the following options:

o

o

o

o

Text + Photo
Photo

Text

Default

* Size - Size of the scanned input. It determines the size of the scanning area;
therefore, it should correspond to the actual size of the scanned paper. You
can select from the following options:

A3

A4

A5

A6

B4

B5

B6
Folio
Ledger
Letter
Legal
Statement
Oficio Il
Default

 Original Orientation - Determines the page's orientation in the outgoing file.
The paper's position is relative to the person standing at the printing device.
You can select from the following options:
> Top Edge on Top
> Top Edge on Left

o

Default

 Density - Density of the picture in the outgoing file. The higher it is, the darker
the resulting picture is. You can select from the following options:
> Automatic

o

o

o

Lowest
Lower
Low
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> Normal
> High
> Higher
> Highest
Default
« Continuous scan - With the continuous scan option Enabled, scan jobs are not
sent until Done is tapped. After clicking Scan, the printing device scans another
page. You can select from the following:
> Disabled
> Enabled
> Default

[

Fax to a contact from Address Book

To enable the Address Book parameter, the administrator has to set it up as a custom
parameter for the Easy Fax action.

€ MyAddressBook X

Title: *  MyAddressBook
Type: * | Address Book v

Allow multiple
values:

Allow custom values:

Required:
v Advanced

Reference:  addressbook

€ Back v Save Cancel

It is not necessary to enable the Required field, as the Fax destination field is already
mandatory in the Easy Fax's Phone Book where the user will be selecting contacts
from their Address Book.

Once done, users can manage their Address Book on the MyQ Web Ul and faxes are
sent to the contact from the users Address Book.

Accessing and Using Address Book
1. Login to MyQ.
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2. In the main menu, select Address Book.

= myQ @ Home

(@) Home
Jobs

(8 Reports
8 Settings

QA (> Log out

MyQ 102 RC 3

Printers

8 Address Book is not available to built-in accounts such as *admin.

3. Here, you'll see your contact list with available columns: Full name, Email, and

Fax number.

= mVQ @ Home ,9.\ Address Book

£ Trial license will expire in 16 days

2 Address Book Q_All contacts
v [ Searches Full name ~ | Emal
Q_ all contacts EmailPrint emailprint@mygtestiablocal
Q Email contacts Useral useral@mygtestlab.local
Q Fax contacts Usera3 usera3@myatestlab.local
@ Deleted UserAd usera4@myaqtestlab.local
UserA5 usera5@mygtestlab.local
UserAé usera6@myqtestlab.local
UserA7
Count:7 ¢ Page: 1 | /1 = Items per page: 100

Managing Contacts

@® Add contact.. % Actions~ 3 Toolsv ) Sesrch Q
Fax number

23456789

23456722

23456789
23456323

2345642

1. To add a contact, click on Add contact. A pop-up appears where you can enter
the contact's Full Name, Email, and Fax Number.
2. To edit or remove a contact, locate the contact from the list and choose the

respective option.

3. For searches, use the left pane. Options available: All Contacts, Email

Contacts, Fax Contacts, and Deleted.

4. In the Deleted section, you can either Undelete or Permanently Remove a

contact.
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A Allemailinputs undergo validation checks to ensure they are of a valid email format.
Fax numbers are saved without validation. Make sure your users understand what
number formats are supported by Fax devices.

Using Address Book in Easy Fax

1. Login to the terminal.

2. Choose Easy Fax.

3. In the parameters, select the Address Book option.

4. Browse and select a contact from your list as the destination.

A user can only access contacts from their own Address Book. Accessing the
contacts of another user, even by administrators, is prohibited.

Easy Print settings

The Easy Print terminal action allows users to print files without sending them first to
MyQ. These files can be printed from multiple destinations, like several cloud
storages, network drives or local drives, and the user's default storage.

In order to use Easy Print, a new terminal action has to be created in MyQ, Settings,
Terminal Actions.

_@ Settings: Terminal Actions

BB Application

Printers & Terminals > % Terminal £ 58 Application List
-~ "T‘ Card Dispense
W
(® Add action into this folder > Custom Box
- L Easy Copy
= B My Jobs —
ﬁ Easy Fax

it B) Panel Copy

= a Easy Scan — Email

Easy Print m

i

= Easy Scan
= (B Easy Scan - Folder af  Edit Account
B0 Card Registration . External workflow
¢ (@ Panel USB B8 FaxBox
GEasyr Copy [ Folder

% g Panzl Scan

- E m More Actions ID card copy
88 ﬂAppIication List My Jobs

5 g Recharge Credit

ID Card Registration

=
i

[ [T

Panel Box
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1. Right-click on Home Screen, and point to Add action node into this Folder in
the shortcut menu. Another sub-menu with a list of available action nodes
opens to the right.

2. On the sub-menu, select Easy Print. The new action node properties panel
opens on the right side of the screen.

On the properties panel you can configure which destinations should be available for
the user, and the default release options. It is possible to create multiple instances of
the Easy Print action, each one with different settings.

In the General tab, you can configure the Printers and Rights for the Easy Print
terminal action, and define the Default print properties: Color, Duplex, Staple,
Punch, Toner saving, and Copies.

Q Easy Print X

General Storages

Enabled: o

Title: | gp
Printers: * | 3 All printers v
Rights: * 28 All users v
Style: * | Easy Print v

~ Default print properties

Final job settings are a combination of these default print properties, policies set on the Easy

Print queue, user policies, and changes made on the embedded terminal.
Color: * | Color v
Duplex: * | Simplex hd
Staple: * |No .
Punch: * |No v
Toner saving: * | No ~
Copies: * |1
Fields marked by * are mandatory.

In the Storages tab, click Add to add a new storage type. You can select from Cloud
storage, Folder, and User’s storage.

[@ Easy Print X
General Storages

(® Addv / tdit [ Delete..

Folder

User's storage
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The supported formats for Easy Print are: bmp, jfif, jpe, jpeg, jpg, mime, png, tif, tiff,
txt, urf, and pdf.

If Microsoft Office suite or Libre Office are installed on the server, the Microsoft
formats doc, docx, xls, xlsx, ppt, pptx and Libre OFffice formats are also supported.
These are converted into PDF based on the settings in Jobs - General - Office file
formats.

When Easy Print is used on the terminal, the user is presented with a list of possible
destinations associated with this action (this is skipped in case of a single
destination). After the destination is selected, the user can browse it and select files
for printing.

Cloud storage - Onedrive

Cloud storage - Google Drive
Folder

User's storage

After pressing the print button, the files are downloaded from the destination to the
server, processed through the default Easy Print queue, and released immediately to
the printer without any further interaction. It is also possible to cancel the whole
downloading and printing process. In this case, files that have already been
downloaded, but not printed are deleted from the server. Files that have already
been printed remain on the server and it is possible to reprint them.
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MyQ ©)
—o0-
Selected: 2 . -O0— @
< ] ==
/ l ‘ Go one folder up D SubFolder01
. ]
[ suvoldero2 [ supfolderos
Downloading your jobs from Folder...

3Pages-BW.pdf A3Test.pdf

Cancel

9.2 Manually adding printing devices

To manually add a device:

1. On the Printers main tab, click +Add printer. A drop-down box appears.

2. In this drop-down box, click +Add printer. The new printing device properties
panel opens on the right side of the screen.

3. On the panel, enter the device name and IP address, and then click Save.

9.3 Configuration profiles

A configuration profile is used for multiple printers configuration. It is where you can
add an installation package and attach it to printers to equip them with embedded
terminals.

It is recommended to create a configuration profile per printer type if you have
different printer types.

For a quicker setup you can clone your configuration profiles. With minimal editing
you can then create a new profile. Printers will not be cloned to this new
configuration profile. Go to MyQ, Settings, Configuration Profiles, select a
configuration profile and click Clone on the menu bar (or right click and clone).

Configuration profiles are needed for printer discovery.
The following settings can be configured:
General tab
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182 Profile 1 x
General Terminal Printers
Name: * |Profile 1

Price List: v

Fax module:

~ Printer Credentials

Administrator user
name:

Administrator password:
Use device serial

number as
administrator password:

v Network
SNMP profile: | Default hd
MyQ server address: * | Hostname: e

Set up IP filters

« Name - It is mandatory to give the profile a name.

* Price List - Select a price list from the drop-down. For more information on
price lists, see Price Lists.

« Fax module - If selected, all printed faxes are charged on the FAX user account.
It is available only for devices with the FAX option. Select only if the device has
a fax module.

 Printer Credentials - The credentials are used to configure the printer(s)
attached to the profile. You can override the defaults with the Printer
Credentials in the properties of each printer.

* Network - Here you can add an SNMP profile: see SNMP profiles, and in MyQ
server address select if the network should use the IP address or the
Hostname (Hostname is used by default).

Terminal tab
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1 Profile 1 X

General Terminal Printers

Terminal type: * | None -

Install terminal package

» Terminal type - Select a terminal type from the drop-down. If the type you
want is missing, click Install terminal package. Once the package is installed,
select it from the drop-down.

Based on the Terminal type selected, further configuration options will become
available, these may vary based on the type selected.
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91 Default X

General Terminal Printers

Terminal type: * | Embedded h
Install terminal package
Login methods: * (@ Simple
v PIM
| 1D Card

User name and password/PIN

ID Card and PIN
ID Card and password/PIN

Copier operation panel | 90 seconds
idle time: *

Automatic |+
configuration: Automatically configure the

gure the device and install the termina
inng printer actrvation. If unchecked, you must do the step
manually
~ Guest Account
Enabled: ¥
User: w
Guest screen: Topmenu o
Screen to be shown after the guest legs in

Login methods: select the login methods you want to be available on terminals
with this configuration profile selected, the options are PIN, ID Card, and User
name and password/PIN, ID Card can also be combined with PIN or Password
if double-authentication is required.

Copier operation panel idle time: time (in seconds) for idle logout (mandatory
field), the default is 90 seconds.

Automatic configuration: leave this option unchecked if you want to
configure the device manually.

Guest Account: click Enable if you wish to allow guest users to access
terminals with this configuration profile enabled. Additional options allow you
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to select the user guests should be logged in as, and which screen to show
immediately after a guest logs in.

9.3.1 Using Multiple Terminal Packages for the same Vendor

In certain situations, it may be necessary or helpful to utilize multiple terminal
packages from the same vendor, for example when staggering updates to a large
fleet, or because certain devices are not compatible with the latest terminal
packages.

To install multiple terminal packages, use the process described above under
Terminal tab, but note that you may need to enable Advanced settings and specify
a different port from that already used for packages from the same vendor.

Install terminal package

Terminal package service will automatically run under Local
System Windows account. To change it, please re-configure
the Windows Services Account in MyQ Easy Config
application.

Terminal package: *

Choose File | Mo file chosen

+" Advanced setfings
Port: =
3081

Terminal package will receive requests from the printer on this TCP port

+ 0K Cancel

In the main Printers tab, you can then right-click a printer and select Choose
terminal version, select the desired terminal package for this printer from the drop-
down list. If a printer is activated without specifying a terminal version, and more
than one is available, the latest terminal package will be used by default.
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(= Printers C Al
h Q Searches Status lssues
Qal @ Ready
) Active .
{ User session ® Ready Edit
Q With issue Choose terminal version...
® Ready

(. Re-activation required Set configuration profile...

 Local

Activate
) Unclassified .
Activate all
[i] Deleted
Force configuration and re-activate
() All printers Deactivate

4
0
i
>
o
o
O
%

Show event history
Print QR code
Create direct queue...

Log

Remove from group
@ Delete... Delete

£ Undelete

Select All Ctrl+A

Terminal packages

Choose terminal package version for selected printers. For the
changes to take effect, printer re-activation is required.

Kyocera: | 10.2.0.51

Printers tab
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®add A edit O clone [ 27 Refresh 188 Profile 1 x
General Terminzl Printers
[|Se-_?rc5'. ~ ]
® add () Remove
~ 0K Cancel

Name

Click Add to add printers to the configuration profile from your printers list.

Select the added printers and click Remove to remove them from the configuration
profile.

Additional options

The following options become available according to the installed terminal package.
It depends on brand and model if they will function on your printer:

* Login methods

* Guest Account

* Guest screen

 Local administration PIN
 Language selection

« Display numeric keypad
« ID Card reader type

9.4 Discovering printing devices

On the Printer Discovery settings tab, you can create and run print discoveries to
search for all network printing devices within a defined IP range of your company's
network. You can create multiple discoveries for different subnets.

9.4.1 Automated printer discovery

It is possible to add an Action to your printer discovery. In that way you can add a
Configuration profile to your printer discovery, or select to activate the discovered
printers when you Run the printer discovery.

To add a print discovery, do the following:

1. Onthe Home tab, click Discover printers in the Quick Setup Guide section (or
go to MyQ, Settings, Printer Discovery).
2. On this tab, click Add Discovery. The new printer discovery properties panel

opens.

=m - (- I
= VQ (@) Home | @, Settings: Printer Discovery @ O
2% Settings Printers & Terminals > & Printer Discovery (® Add Discovery [ Run /7 Edit Enabled (] |Search Q

(=) Printers & Terminals B
Enabled IP range Actions Click Add discovery to add a new printer
3 Configuration Profiles discovery definition

@, Printer Discovery
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3. Onthe panel, you can change the General discovery configuration (described
below).

. . %
1. Speafy network address space to scan for @ Printer Discovery
printers.

2. Optionally, in the Actions tab define actions General Actions
to be performed when a printer is added to

My Enabled: * o
IP range

Actions

Description:

IP range: '® Manual

10.0.2.0 10.0.2.255

® add

CsV file

Exclude: (®) Add

Save the printer | IP address v
address as:*

> Printers name template

> Advanced

' Save Cancel
4. You can also set special Actions to be performed during the discovery; see
Printer discovery actions.

5. Click Save. The new printer discovery appears on the list on the Printer
Discovery settings tab.

9.4.2 To run a discovery and add printing devices:

On the Printer Discovery settings tab, select the printer discovery that you want to
use, and then click Run.
= myo (2) Home | (@ Settings: Printer Discovery ‘Q?o @

3¢ Settings
[=) Printers & Terminals

Printers & Terminals > @& Printer Discovery (®) Add Discovery  [> Run # Edit @ Enabled (i |Search Q

Enabled IP range

1. Select a printer discovery definition in the
grid
2. Click Run to start the discovery now

181 Configuration Profiles

@, Printer Discovery 10.0.2.0 - 10.0.2.255

& Terminal Actions

The Discovering tab with a list of discovered printing devices opens. You can choose
to add either all of the discovered devices or just a selection of them:

* If you want to add all discovered devices, click +Add to MyQ, and then click
+Add all in the drop-down. You can see the added printing devices on the
Printers main tab.

* If you want to add selected devices, select the devices that you want to add,

click +Add to MyQ, and then click +Add selected. You can see the added
printing devices on the Printers main tab.
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9.4.3 Printer discovery general configuration

The configuration options mentioned below are basic and commonly used options of
printer discovery. Options that are not mentioned here are connected with advanced
MyQ features. You can find information about those options in the MyQ Embedded

terminal manuals.

@&, New Printer Discovery x

General Actions

Enabled: * ()

Description:

IP range:

Exclude:

Save the printer
address as: #

~ Printer name

Set printer name by:

*

Name template: *

~ Advanced

SNMP profile:

SNMP timeout:

Initiated by terminal:

Printer Discovery 1

® Manual

10.14.9.0

@ Add

CSV file

® add

10,149,255

IP address

® | Name template
CsV file

Yemodels_%id%

s, Tesne, %id%, %hostname’s

Parameters: %m
FsnmpHostname?

Default  ~

300 ms

When an embedded terminal con
printer with the same IP address
Discovery w

b

ose IP address range matches the IP address of the

terminal

Cancel

« Enabled: If you enable the discovery, it is included in the scheduled run of print

discoveries.

» Description: Here you can add your own description of the discovery.

* IP range:

> MyQ automatically detects the IP range from the IP address of the server.
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If you want to use a different IP range, you can either manually change it or
import it from a CSV file. Create a CSV file with a valid path of IP addresses,
listed in one column in ascending order.

You can add additional IP ranges by clicking +Add under IP range.

You can delete IP ranges by clicking the delete button.

You can exclude particular IP addresses by clicking +Add next to Exclude.

 Save the printer address as: Here you can select if you want to save the
printing device address as an IP address a Hostname or a FQDN.

 Printer name: You can create a name template for each of the discovered
printing devices; multiple parameters can be used to compose the name of the
new device:

o

o

o

o

o

%model%: Model of the printing device.

%ipByte4%: The last byte of the device's IP address.

%sn%: Serial number of the printing device.

%id%: ID of the printing device in the MyQ database. If the printer name
template contains the %id% parameter and you run discovery and add the
same printer again, the name will not be updated.

%hostname%: This parameter corresponds to the hostname resolved by
DNS server.

%snmpHostname%: This parameter corresponds to the hostname of the
printing device set in the MIB table. The value of this parameter is obtained
via SNMP protocol within the discovery of each printing device.
%FQDN%: Fully Qualified Domain Name of the printer

If you select the CSV file option, you must enter the name of the CSV file as IP
address/Hostname or serial number;printer name.

* SNMP: Here you can select the SNMP profile and set the SNMP timeout
period in milliseconds. This setting determines how long the MyQ system waits
for a response from a printing device.

« Initiated by terminal: Check this box when you have Java based terminals that
need to be setup. Java based terminals can be installed and configured on the
printer manually without a need to create a printer in MyQ and execute
Remote Setup. When an embedded terminal connects to MyQ and there is no
printer with the same IP address, MyQ will execute a Printer Discovery whose
IP address range matches the IP address of the terminal.

9.4.4 Printer discovery actions

The actions mentioned below are basic actions that are commonly performed during
printer discoveries.

Go to the Actions tab and click +Add action. The Actions properties panel opens.
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% Actions X

~ Filter

Model:

Use a comma to separate multiple models

Color: | [Does not matter] ~

Copier: | [Does not matter] v

~ Ewery run actions

Add to queue: w
Set configuration profile: | Mo terminal hd
Add printer to group: o

Remowve current groups:

Location:

Parameters: Blocation®%

~ First run actions

Activate:

Create direct queue:

Copy settings from the v
queue:
Print test page:

Print as: w

» Windows printer

+ Sawve Cancel

Fields marked by * are mandatory.

Filter
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Here you can specify the printing device models or the types of devices on which this
action is performed during the discovery.

 Enter the model on which you want to perform the action. If you want to add

more models, you have to separate them by commas (,).
You can also select types of devices: color or B&W devices, and distinguish
between copiers.

Every run actions

Add to queue: Here you can select one or more queues where the device will
be automatically added to.
Set configuration profile: Here you can select a configuration profile from the
dropdown or create a new one by selecting +Add new. It gives you the option
to install a terminal package and set the login method for the printers in the
discovery.
Add printer to group: Here you can select a group where the device will be
automatically added.
Remove current groups: If you select this option, the device is removed from
all of its current groups.
Location: Here you can set the location of the printing device. There are three
options:
> You can manually define the location by entering any text. Each printing
device discovered or updated within this printer discovery will contain this
location.
> You can automatically obtain the location via SNMP protocol by entering the
%location% parameter. In such cases, the location is taken from the
location parameter defined on the Web User Interface of each particular
device discovered or updated within this printer discovery.
> You can leave this setting empty. In this case, the location of the printing
device is not set/updated
during the discovery. Updated printers maintain their current location and
new printing devices have the location parameter undefined.

The location of a printing device is displayed and can be changed on its properties
panel.

You can add multiple filters for performing discovery actions: every filter specifies
the type of printers the actions will be performed on and which actions will be
included.

First run actions

Activate: Automatically activates the device if the current license allows it.
Create direct queue: If you select this option, MyQ will automatically create a
direct queue for the device. The name of the queue is the same as the system
name of the device. For more information about print queues, see Queues.
Copy settings from the queue: Here you can enter or select a direct queue
from which the settings of the newly created queue are copied.

Print test page: The MyQ server will automatically send a test page to the
newly created direct queue.
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 Print as: If you select the Print test page option, you have to select a user
account under which the test page will be printed.

« Windows printer: In this section you can automatically install a print port and
printer driver on the MyQ server.

9.5 Activating and deactivating printing devices

Unless it was automatically activated during printer discovery, a newly added device
is not active in MyQ and some of its data is not displayed (its serial number, type,
counters, etc.). The next step is to activate the device. Although there is no limit to
the number of printing devices you can add to the MyQ system, you cannot activate
more printing devices than your license allows.

To activate selected printers:

1. After selecting the printers, right-click and click Set configuration profile. A
pop-up window with the same name opens.
Set configuration profile *

Assign a configuration profile for the selected printers. You selected 1
printer(s).

Configuration Profile: v

~" 0K Cancel

2. Select a profile from the drop-down and click OK.
3. With your selection still intact, right-click once more and select Activate.

To activate all printers:

1. Onthe bar at the top of the Printers main tab, click Actions. The Actions drop-
down appears.
2. Click Activate all.

To deactivate printing devices

1. Onthe list of printers on the Printers main tab, select the devices that you
want to deactivate, and then click Actions. The Actions drop-down appears.
2. Inthe drop-down, click Deactivate.

9.6 Deleting and undeleting printers

If you delete a printing device, you will not be able to use it, but its data will be
permanently stored in the MyQ database.

It is not possible to add the same device twice as its MAC address is unique and there
cannot be two devices with an identical MAC address in the system. If you want to
use the deleted device again, you have to undelete and reactivate it.

9.6.1 Deleting printers

To delete selected printing devices:
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1. Select the printing devices you want to delete from the list on the Printers

main tab.

Click Actions. The Actions drop-down appears.

3. Click Delete. You can find the deleted printing devices under the Deleted
search option.

N

@ Add printer » "?z Actions » | £ Tools » EEZ All columns »

Serial number C f Properties Color
553 Set configuration profile

[::) Activate
DJ Activate all

r:; Force configuration and re-activate

D Deactivate

"?/ Show event history

Print QR code
Create direct queue

Log

Remove from group

*  Delete Delete
Undelete
Select all Ctrl+A

9.6.2 Undeleting printers
To undelete selected printing devices:

1. On the group tab on the left side of the Printers main tab, under Searches,
select the Deleted search option. The list of deleted printing devices appears.

2. Onthe list, select the printing devices that you want to undelete, and then click
Actions. The Actions drop-down appears.

3. Inthe drop-down, click Undelete. The undeleted printing devices are not
active; you have to activate them again.

225



Printers

@ Add printer v ¥ Actions v | | T Tools @ All columns »

erial number ¢ / Properties Color

Set configuration profile

Activate
Activate all
Force configuration and re-activate

Deactivate

~A

Show event history
Print QR code
Create direct queue

Log

Remove fram group
Delete Delete

€ Undelete

Select all Ctrl+A

9.7 Editing printers

Each individual printing device has its own properties panel. To open the panel,
double-click the printing device on the list of printing devices on the Printers main
tab. The properties panel opens on the right side of screen. There you can
Deactivate it or perform some specific Actions on this printer.

The panel is divided into four tabs: General, Groups, Queues and Rights. On the
General tab, you can change the printing device settings, on the Groups tab, you can
add the device to groups, on the Queues tab, you can add the printing device to
queues and on the Rights tab you can give user rights to the device.
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(=) Office Printer

General Groups Queues Rights

~ @eneral

MName: *

Location:

IP address/Hostname: *
Scanner IP address:
Fiery IP address:

Use driver of model:

~ Configuration

Configuration Profile: *

Administrator user
name:

Administrator password:

* Information

» Page Counters

Office Printer

+ Save Cancel

9.7.1 Printer information and settings

Actions

Printers

The settings mentioned below are basic printer settings displayed on each printer’s

properties panel.

General section

* Name* - Name of the printing device, any string can be used.
» Location - If it is required, you can specify the location of the printing device

here.

 IP address/Hostname* - The IP address or hostname of the printing device.

227



Printers

Scanner IP address - The IP address of the scanner (if the device scanner has a
different IP than the printing device).

Fiery IP address - The IP address of the Fiery module (if the device is equipped
with it).

Use driver of model - Alternative model name. If your printing device is not
listed in the current database of supported models, you can enter the type of
supported printing device which stands close to your model. For more
information, please contact support@myg-solution.com.

Configuration section

Configuration Profile - Select a profile from the drop-down or create a new
one to embed the printer by clicking +Add new. Then add a Name, install the
terminal package, set the Login methods and the Printer credentials, as
applicable to the printer.

Administrator user name - Enter the admin user name. If you embed the
printer separately this user name should match the one in the configuration
profile.

Administrator password - Enter the admin password. If you embed the printer
separately this password should match the one in the configuration profile.

For Xerox devices, the administrator user name and password are a
mandatory requirement for the device's remote setup and activation (both
for devices with embedded terminals and without).

Information section

Brand - Information about the printing device manufacturer. It is automatically
detected from the device.

Model - Information about the printing device model name. It is automatically
detected from the device.

Serial number - The printing device serial number. It is automatically detected
from the device.

MAC address - The printing device MAC address. It is automatically detected
from the device and it is used as a unique identification of the device in the
MyQ® system. Therefore, only one device with a particular MAC address can be
activated.

Asset number - Additional option for identification of the printing device.
Contact - Contact info of the person responsible for the printing device
maintenance.

Purchase date - Purchase date of the printing device.

Notes - Additional information about the printing device.

Page Counters section

Black & White Print - Total amount of B&W pages printed on the device.
Color Print - Total amount of color pages printed on the device.

Black & White Copy - Total amount of B&W pages copied on the device.
Color Copy - Total amount of color pages copied on the device.

Single color copy - Total amount of single color pages copied on the device.
Scanner - Total amount of pages scanned on the device.
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» Fax - Total amount of incoming faxes printed on the device

 Print total counter adjust For load balancing - The entered value is added to
the printed pages counter to evenly spread print load between devices in
tandem queues.

9.7.2 Adding/removing printers to groups
To add a printer to a group:

1. On the bar at the top of the Groups tab, click +Add. The Select group dialog
box appears.

=) Office Printer B Actions~ X

General Groups Queuss Rights
(®) Add (5) Remove Default

Mame Default

2. In the Select group dialog box, select the groups, and then click OK.
Select group X

Search ]

Count: 1 & Ppage: |1 /1 = ltems per page: 100

+ DK Cancel
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Printers can also be added to a group on the Printers main tab using drag and drop.
Drag the printer and drop it on the group icon on the groups tab on the left side of
the screen.

To remove a printer from a group:

On the bar at the top of the Groups tab, click -Remove. The group disappears from
the Groups tab.

To remove selected printing devices from a group on the Printers main tab, select
the group there, select the printing devices that you want to remove, click Actions,
and then click Remove From group in the Actions drop-down (or right-click the
printer and click Remove from group).

9.7.3 Adding/removing printers to queues
To add a printer to a queue:

1. On the bar at the top of the Queues tab, click +Add. A search box appears to

the left.
2. Inthe search box, find the queue where you want to add the device to, and
then click OK.
olsv 2% Allcolumns~ 73 |Search  Q (= Office Printer & Actions v X
ctive configuration profile | IP address Serial N General Groups Queues Rights
lotr _ A% Inherited from a group
[|5€-_1fcr': v]
() add (O Remove /2 Edit
v 0K Cancel
MName Type
2% Default Pull Print
&% Job roaming Pull Print
&% Email Pull Print
&% Job roaming delegated Delegated printing
5% Web Pull Print
&% Easy Print Pull Print

To remove a printer from a queue:

On the bar at the top of the Queues tab, click -Remove. The queue disappears from
the Queues tab.

9.8 Printer groups

All printing devices in MyQ can be divided into groups based on their location, model,
vendor, category, etc.
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On the Printers main tab, you can create new groups of printing devices. There are a
number of MyQ functions where groups are used, for example, they can be assigned
to particular print queues (see Queues), users can be given rights and restrictions
concerning particular groups (see Rights) and reports can be set about particular
groups only (see Reports).

9.8.1 Creating printer groups

1. Onthe left side of the Printers main tab, right-click All printers, and then click
+Add group on the shortcut menu. The new group properties panel opens on
the right side of the screen.

— myo (2) Home (=) Printers

= Printers 3 All printers
v (O Searches Status

Q Al O Inactive

Q) Active

() User session
(1 With issue

() Re-activation required

2 Local
(21 Unclassified

(1] Deleted

» B all printers

(*® Add group...

Z  Edit

2. On the panel, enter a name of the new group, give rights to users or groups of
users, and then click Save.
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= HQ X
General
Mame: * HGQ
~ Rights
View printers: w
View in reports: w

Printer group rights:

» View printers: The right to see and manage printers from this group on the
web user interface.
» View in reports: The right to see this group of printers in reports.

@ If you want the new group to be placed under an already existing group, select the
parent group, and then click +Add Group (or right-click the parent group, and then
click +Add Group on the shortcut menu).

9.8.2 Deleting printer groups

To delete a group of printing devices:
On the group tab on the left side of the Printers main tab, right-click the group you
want to delete, and then click Delete on the shortcut menu.

9.9 Exporting and importing printers

On the Printers main tab, you can export the list of printing devices with all the
information that are displayed on the current view to a CSV file.

To export the list of printing devices:

1. Onthe toolbar at the top of the Printers main tab, click Tools; the tools drop-
down box appears.
2. On the drop-down box, click Export.

The supported columns in the export are:
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printer, location, IPAddress, scannerlP, terminallD, slaveTerminallD, enforcedModel,
assetNumber, contact, purchaseDate, Model, Serial number, MAC, B&W print, Color
print, B&W copies, Color copies, Scans, Fax

C, M, Y, K, Ad paper, A3 paper, A5 paper, B4 paper, B5 paper, Other paper, Folio
paper, Ledger paper, Legal paper, Letter paper, Statement paper, Rest of paper, Print
color pages (L1), Print color pages (L2), Print color pages (L3), Copy color pages (L1),
Copy color pages (L2), Copy color pages (L3), Printer admin, Printer admin password.

@ The printer admin password column is always empty. You cannot Export plain text
passwords due to security reasons. However, you can Import passwords in plain text
in the same column.

You can also import a list of printers from a CSV Ffile containing at least the printer’s
name and IP address.

The supported columns for the import are:

printer, location, IPAddress, scannerlP, terminallD, enforcedModel, assetNumber,
contact, Serial number, MAC, printerAdmin, printerAdminPassword.

The CSV's header should be printer;IPAddress, as seen in the below example:

A B C D E F G
1 |printer location IPAddress scannerlP terminallD assetNumber contact
2 |Test 1.1.1.1

3
To import the list of printing devices:

1. Onthe toolbar at the top of the Printers main tab, click Tools; the tools drop-
down box appears.

2. On the drop-down box, click Import.

3. Browse for your CSV file and click OK.

Your printers are now imported and visible in the Printers tab.

9.10 Monitoring network printers in offline mode

The usual way of communication between the MyQ system and a printing device is
via SNMP protocol. In case this method cannot be used, for example if the printing
device does not support the SNMP protocol, you can use the MyQ parser to monitor
the number of pages and other basic properties of jobs sent to be printed on a
printing device. This accounting method is referred to as Offline accounting.

A disadvantage of the offline accounting feature is its inaccuracy. Due to the fact
that the communication of MyQ and the printing device is one-sided and restricted to
sending print data to the device, it is not possible to check if the data is actually
printed. Therefore, MyQ charges the print job based on the information from the job
parser received after the job is sent to the printing device. Even if the print job is
canceled halfway through the print, it is charged as a whole.
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To enable the offline accounting mode of a printing device:

1. On the Printers main tab, double-click the printing device to open its
properties panel.

2. Onthe panel, in the Use driver of model: text box, enter the value offline, and
then click Save.

Fiery IP address:
Use dnver of model: | offline

Before enabling the offline accounting mode, deactivate the printing device. The Use
driver of model: setting cannot be changed on activated printing devices. Once you
enable the offline accounting mode, reactivate the printing device. See Activating
and deactivating printing devices For more information.

9.11 Monitoring local printers

Besides monitoring network printers, MyQ is able to monitor the number of printed
pages on devices connected locally, via a parallel port or a USB port. In such cases,
the number of printed pages is extracted from the print spooler as it is being
processed by the print driver.

To extract the data provided by the spooler, you need to install the MyQ Desktop
Client application to all the computers that you print from to MyQ, and set up Local
Print Monitoring there. All jobs sent to selected types of ports will be detected from
the print spooler.

Local Print Monitoring is available in MyQ Desktop Client for Windows 8.2+
and MyQ Desktop Client for macOS 10.0+.

A disadvantage of the local print monitoring feature is its inaccuracy. As the
communication of MyQ and the local printing device is one-sided and restricted to
sending print data to the device, it is not possible to check if the data is actually
printed. Therefore, MyQ charges the number of pages extracted from the spooler
when they are sent to the printing device. Even if the print job is canceled halfway
through the print, it is charged as a whole.

9.11.1 Accounting on local printers

After a print job is sent to one of the local printing devices, the number of pages and
other information about the print job are saved to the MyQ Desktop Client folder of
the particular registry file. Once the connection with the MyQ server is established,
all the information is automatically transferred to the MyQ server and deleted from
the registry. Therefore, it is not necessary to be permanently connected to the MyQ
Server online.

Once the serveris connected and data is sent to the server, information about the
job appearin an Info entry in the MyQ log. Each entry contains information about the
user who printed, the printing device that the user printed on and the number of

234


https://myq-online-help.atlassian.net/wiki/spaces/DC/pages/1270906904
https://myq-online-help.atlassian.net/wiki/spaces/MDCM/pages/1088880655

Printers

printed pages. The MyQ server automatically creates a new local type printing device.
Its name has the following form: printer@computer.

An appropriate price list can be set for local printing devices. Therefore, they can be
included in the monetary reports. If the user that prints on the local printing device
already exists, their prints are simply assigned to them. Otherwise, the job is
accounted to the *unauthenticated user.

9.12 Printer Events

Printer Events are customizable actions initiated by specific events, which are based
on printing devices alerts. The alerts are set up by first defining the events, and then
selecting and setting the actions triggered by these events. The actions are of two
kinds: as a response to an event on a printing device, MyQ can send an email
notification to one or more persons, or it can terminate the user session on the
embedded terminal of the device.

= myQ @ Home @ Settings: Events

3¢ Settings Printers & Terminals > % Events
=) Printers & Terminals o
Active | Name ~ | Type ~
I Configuration Profiles
SNMP Alert

i@, Printer Discovery

. : . Call service SNMP Alert
B Terminal Actions

° .
A Check supplies SMIMP Alert
B, Event Actions . Cover open or Paper Jam SMMP Alert

®  (Qutof paper SNIMP Alert

o

g ®  Toner almost empty SMMP Alert
@ Policies ®  Toner empty SNIMP Alert

222 User Synchronization

%« User Authentication Toner Status Monitor

. [
t‘f Rights Toner below 20%_C Toner status Mo...
L] Toner below 20%_K Toner Status Mao...
Accountin
Bo g L Toner below 20%_M Toner Status Mao...
Credit
= L Toner below 20%_Y Toner Status Mao...
Quota

The events can be set on the Printer Events settings tab and the event actions on the
Event Actions settings tab.

A report with the Event History type can be created, which informs about all events
on selected printers or groups of printers during a certain period of time.
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9.12.1 Events

There are ten predefined alerts on the Events settings tab. These correspond to
common situations, such as empty toner or a printer out of paper, or to states of
printing devices that require particular actions, such as technical support or supply
check. They are triggered by the following states of a printing device:

« Call service — The printing device requires authorized technical service.

» Check supplies — Consumables of the printing device need to be checked.

« Cover open or Paper jam — Either a device cover is open or a paper is jammed.
» Out of paper — The printing device is out of paper.

* Toner almost empty — One or more toners on the device are almost empty.

* Toner empty — One or more toners on the device are empty.

* Toner below 20%_C — The Cyan toner on the device is below 20%.

* Toner below 20%_K — The Black toner on the device is below 20%.

* Toner below 20%_M — The Magenta toner on the device is below 20%.

e Toner below 20%_Y — The Yellow toner on the device is below 20%.

Changing the toner level to be monitored

The toner level to be monitored is set to 20% by default but can be easily changed
following the instructions below:

1. On the alerts list on the Events tab, double-click the alert. The properties panel
opens on the right side of the screen.

2. Change the value in the Level below field (in %).

3. Change the name of the alert according to the new monitored level.

Creating new events
To create a new event, click +Add and a select the type of event to be created.
Available event types:

* SNMP alert - The SNMP alert event occurs when at least one of the predefined
filcer passes. If the event has no filters defined, it's never open. You can define
the following filters: Code from, Code to, Severity, Training, Group, Group Index,
Brand, Model.

* Toner Status Monitor - The event occurs when the toner level decreases
below a predefined threshold. When the toner level rises again to or above the
threshold, the event is closed. The monitored toner (Black toner, Color toner,
Any toner) can be configured.

* Total Counter Increase - The event monitors when the print and copy
counters on a device repeatedly reach a certain value. For each such event, two
values need to be specified:

> which type of counters should be monitored by this event; possible values
are Print & Copy total, Print & Copy mono, Print & Copy color.

> which repeatedly reached values should be monitored - this means that a
value X needs to be specified and whenever the counters on a device reach
a value that is evenly divisible by X, the actions are triggered
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« Toner Replacement - The event is used to predict toner depletion. For each
such event, two values need to be specified:
> Monitored toner (Cyan toner, Magenta toner, Yellow toner, Black toner)
> Replacement in days: number of days that serve as threshold for triggering
actions - this means that user specifies value X and whenever the predicted
number of days left is less than or equal to this value, the associated actions
get triggered

A properties panel opens to the right side of the screen. Fill in the mandatory
information and click Save.

% Replace Toner X

Enabled: o

Type: |Toner Replacement

Mame:* |Replace Toner

Monitored toner: * | Black toner w

Replacement in
days: ™

1!
(=]
2t
=
1!
(=1
a1
!
£
(=]
x1]

9.12.2 Event Actions

The two available actions are sending an email and logging the user out of an
embedded terminal. Each action can be either applied to all printers, or it can be
restricted to specific groups of printers.

There are four predefined event actions: Toner below 20%_C, Toner below 20%_M,
Toner below 20%_Y, Toner below 20%_K. These actions apply to all printers and
respond to the Toner below 20%_C, Toner below 20%_M, Toner below 20%_Y,
Toner below 20%_K events.
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— X 2]
— myo @ Home %, Settings: Event Actions & @
24 Settings Printers & Terminals > 4 Event Actions (® Add action~ Edit ® Enabled (i Delete.. 7 Refresh
[z Printers & Terminals
Active | Name ~ | Type Event ~ | Printer group Delay~

Eg( Configuration Profiles

Q Printer Discovery Toner below 20%_C

© Terminal Actions O Toner below 20% C Send email Toner below 20%_C 3 Al printers 0 min

% Event

v Events Toner below 20%_M

, Event Actions Toner below 20%_M Send email Toner below 20% M B39 Al printers 0 min
o

Users

- Toner below 20%_Y

9 Polici . A

clicies Toner below 20%_Y Send email Toner below 20%_Y 3 all printers 0 min

%2 User synchronization

2, User Authentication Toner below 20% K

d‘ Rights Toner below 20%_K Send email Toner below 20%_K B3 all printers 0 min

To create a new event action:

1. Go to MyQ, Settings, Event Actions and click on +Add action. Select the type
of action from the drop-down: +Send email or Log out user.
2. On the panel, set all the options of the action and click Save.

Setting event actions

The parameters described below belong to the Send email and Log out user event

actions.

» Enabled - Enable or disable the event action.

* Name - Add a name for the action

* Event - Select the event that will initiate this action.

* Printer Group - Select the printer group(s) that the action applies to from the
list.

» Delay - Set a time period after which the email is sent (in minutes).

* Recipient - Enter the email recipient(s). You can use the %$PRN.CONTACT%
parameter to send the email to the device's contacts.

» Subject + Message - Enter the email’s subject and message. You can use the
following parameters

%PRN.NAME% — name of the printer

%PRN.IP_ADDRESS% — IP address of the printer
%PRN.SERIAL_NUMBER% — serial number of the printer
%PRN.MODEL% — model name of the printer

%PRN.PRINTER_MONO% — counter of B&W pages printed on the device
%PRN.PRINTER_COLOR% — counter of color pages printed on the device
%PRN.COPIER_MONO% — counter of B&W pages copied on the device
%PRN.COPIER_ COLOR% — counter of color pages copied on the device
%PRN.SCANNER% — counter of scanned pages sent to email or folder
%SUPPLY.INFO% — all of the toner supply identifiers separated by
semicolon

%TONER_C.LEVEL% — C toner level in percentage

%TONER_M.LEVEL% — M toner level in percentage

%TONER_Y.LEVEL% — Y toner level in percentage

%TONER_K.LEVEL% — K toner level in percentage

%PRN.ASSET_NO% - the asset number of the printer
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° %EVENT.TONER.LEVEL% - toner level information
° %EVENT.TONER.INFO% - toner information

Event History

The MyQ administrator can view the Event History on the MyQ Web Administrator
interface, in MyQ, Event History.

The MyQ administrator can view the Event History on the MyQ Web Administrator
interface, in MyQ, Event History.

= myQ (n) Home fy? Event History

% Event History 59 Tools v 7 Refresh
Event: Printe Event ype Cr elect A

Edit columns

Created: _ . .
he list is empty Default layout
- Double header height
Resolved:
= Save as CSV

Not resolved

Printer:

On the left side, there are the Event, Created, Resolved, and Printer search parameters
that can be set to view specific events.

In Tools - Save as CSV, the Event History can be exported.

9.13 SNMP profiles

By default, the SNMP v1 protocol is used for communication with printing devices in
the MyQ system. Instead of it, you can use the more recent SNMP v2c protocol or the
SNMP v3 protocol, which significantly increases the communication security with a
printing device.

Multiple SNMP profiles can be created in MyQ, and each printing device can be
assigned one of the profiles. This way, you can have one profile for all printing
devices with a particular SNMP configuration.

The default SNMP profile can be changed. To make any SNMP profile the default one,
select it on the SNMP settings tab, and then click Default on the bar at the top of
the tab (or right-click the profile, and then click Default on the shortcut menu).
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— X2 ]
= myo @ Home ﬁ Settings: SNMP @ @
3¢ Settings Network > € SNMP ® addv P Edit + Default | T | ) Refresh
(=) server Type Default Name SNMP version | Parameters
& License SNMP read community: **=*=***

v SNMP v1 vl SNMP write community: *****=*
2 General SNMP port: 161
@ Parsonalization SNIMP read [cmmmi?.': s

SNMP vZ2c v2c SNMP write community: *****==*

@ Task Scheduler SNMP port: 161

Security name: MyQ
o Network Authentication protocal: MDS
Authentication password: ===
SNMP v3 v3 SNMP port: 161
R Authentication Servers Privacy protocol: DES
Privacy password: ********
E SNMP Context

&5 Connections

9.13.1 Adding and editing SNMP v1 and v2c profiles

With the SNMP v1 and v2c protocols, a single string called "SNMP Community string"
is used to allow access to the device. Only two parameters need to be set in MyQ: the
SNMP read community parameter and the SNMP write community parameter.
Their values have to match the values of their counterparts on the printer's Web User
Interface (Read Community, Write Community).

To add a new SNMP v1 or v2c profile:

1. On the MyQ Web Admin Interface, open the SNMP settings tab (MyQ,
Settings, SNMP).

2. On the bar at the top of the SNMP tab, click +Add SNMP profile, and then click
+SNMP v1 or +SNMP v2c on the shortcut menu. The new SNMP profile
properties panel opens on the right side of the screen.

Network > @ SNMP @ Add~ . Edit ~ Default T 2 Refresh
Default Mame SNMP version Parameters @ SNMP v1
: ® SsNMPvac
SNMP read community: ======*=
~ SNMP v1 vi SNMP write community: === @ SNMP v3

SNMP port: 161

3. On the panel, enter the name of the profile, set the parameters, and then click
Save. The new profile is displayed on the list on the SNMP settings tab.

To open and edit a SNMP v1 or v2c profile

1. To open the SNMP profile properties panel, select the profile on the SNMP
settings tab, and then click Edit (or right-click the profile, and then click Edit on
the shortcut menu, or double-click on the profile). The profile's properties
panel opens on the right side of the screen.

2. On the SNMP profile properties panel, you can change the profile's name and
enter the values of the SNMP read community parameter and the SNMP
write community parameter, according to the values that are set on the
printer's Web User Interface.

3. Click Save to submit and store the changes.
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F New SNMP v2c X

General

Mame: * | New SNMP v2c

SHNMP version: |v2c

SMNMP read community: * | seseess

SNMP write community: * | sesss

SNMP port: * | 181

9.13.2 Adding and editing SNMP v3 profiles

The SNMP v3 protocol contains additional elements of security, such as
authentication and encryption. Each of these elements is set on the printing device
and needs to be accordingly set in MyQ.

To add a new SNMP v3 profile:

1.

2.

On the MyQ Web Interface, open the SNMP settings tab. (MyQ, Settings,
SNMP).

On the bar at the top of the SNMP tab, click +Add SNMP profile, and then click
+SNMP v3 on the shortcut menu. The new SNMP profile's properties panel
opens on the right side of screen.

On the panel, enter the name of the profile, set the parameters, and then click
Save. The new profile is displayed on the list on the SNMP tab.

To open and edit a SNMP v3 profile:

1.

3.

To open the SNMP profile properties panel, select the profile on the SNMP
settings tab, and then click Edit (or right-click on the profile, and then click Edit
on the shortcut menu). The properties panel opens on the right side of the
screen.

On the SNMP profile properties panel, you can change the profile's name, set
its authentication parameters, its privacy parameters and eventually enter a
context name. The values of all of the parameters have to match the values
that are set on the printer's Web User Interface.

Click Save to submit and store the changes.
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2 New SNMPv3 X

Name: *  New SNMPv3

SNMP version:  v3

~ Authentication

Protocol: * @ MD5 v
Security name: | MyQ

Password:  eesees

~ Privacy
SNMP port: * | 161

Protocol: * | AES128 v

Password:  ssesss

Context:

Test

9.13.3 Attaching SNMP profiles to printers

1. On the MyQ Web Administrator Interface, open the Printers main tab (MyQ,
Printers).

2. On the tab, select the printing device, click Actions, and then click Properties.
The printing device's properties panel opens on the right side of the screen.

3. On the panel, go to the ConFiguration section.

4. Select a Configuration Profile that has the SNMP profile attached to it. In case
of doubt, go to MyQ, Settings, Configuration Profiles and check the profiles.

Printers & Terminals > 3 Configuration Profiles
Name Printers Configuration Profile

Price List: -
Terminal type: None

Profile 1 (=) Printers: 1 Automatic configuration: Yes
SNMP profile: SNMP v3
MyQ server address: Hostname
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This topic discusses one of the key MyQ functions: setting and management of users
(user accounts). It covers the following subjects:

« Overview, registration, adding, importing, synchronizing and deleting users:
List of users, Automatic user registration, Adding and deleting users manually.

* PIN generation: Generating PIN.

« Individual user settings: Editing user accounts, Enable user profile editing, User
Groups, Exporting users.

 Job policies concerning users and printers: Policies and Effective Policies for
specific users.

« Special administrative rights: Rights.

 Securing the personal data of MyQ users, anonymization: Securing MyQ users
personal data.

 User synchronization from LDAP, CSV files, or Microsoft Entra ID, together with
manual and scheduled runs of synchronizations: User import and
synchronization.

« User authentication using an LDAP or Radius server: Using External
Authentication Servers.

« Identifying the owner of a sent job: Detecting job owners.

10.1 List of users

On the Users main tab, you can see users and information about them. With the All
users search option selected, you see a list of all the users that are currently in the
system. System users are are hidden from the list of users in the MyQ web Ul.

Apart from this search option, you can also choose from:

» Unclassified - select to display only the users that do not belong to any group
« Managers - select to display only group managers

* Locked - select to display users whose accounts have been locked

* Deleted - select to display only deleted users

Default system users

The database of every installation of MyQ contains five default system users. These
users are used for administration of the MyQ system and cannot be deleted.

1. *admin - This is the MyQ administrator account. It is used for administration of
the MyQ system on the Web Administrator User Interface.

2. *api- MyQ uses this account to connect to external applications.

3. *fax - All printed faxes are charged to this account.

4. *unauthenticated - If there are any printed, copied or scanned pages that for
some reason cannot be assigned to concrete users, they are charged to this
account. This can happen, for example, if the print server is not available and
users print in an emergency, offline mode on a printing device. It can also
happen if someone prints directly on a printing device, bypassing the MyQ
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system. In such
cases, you might need to check the printing device security settings.

5. *system - All the actions performed by the MyQ system are charged to the
*system user.

10.2 Automatic user registration

Usually, only registered users can access the MyQ system and use the services there.

However, in some exceptional cases, it might be useful to enable automatic
registration and thus provide all users with access to MyQ. Users can be
automatically registered to the MyQ system in two ways:

« either they can register themselves on the MyQ Web User Interface or on an
embedded terminal,

 or they can be automatically registered after sending a job to MyQ from their
computer or via email as an attachment.

On the Users settings tab, under New user registration, you can enable and disable
these options, and for each option, you can select one or more groups where the
registered users will be added to.

~ MNew user registration

Register in the Web user interface: Add to group:

Register by receiving a job via

Add to group:
LPR/IPPS/RAW protocols:

Register by receiving a job via email: Add to group:

Register by receiving local job meta data

Add to group:
(LPM):

> Email for new registered users
Register by swiping an unknown ID card

With this option selected, users can register themselves at a printing device with an
embedded terminal by swiping an unknown ID card at the card reader.

After they swipe the card, a new account called anonymX (anonym1, anonym2, etc.)
is created and they are automatically logged in to the terminal. There, they can edit
the account using the Edit Account embedded action. If the Enable user profile
editing option is enabled on the Users settings tab, under general, they can change
their full name, email and language; otherwise they can only change the language.

Register on the MyQ Web User Interface
With this option selected, users can create accounts on the MyQ Web User Interface.

1. Click New Account at the bottom-left corner of the MyQ login window. The
New Account registration widget opens.

2. Enter a name and email address.

3. Click Register. The newly created account is given the same name as the email
address entered.
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New Account

Tim Canterbury

tim.canterbury@wernham-hogg.co.uk

After creating the account, the New account created message box appears. After
clicking Show PIN there, the user can see their username and password.

The user receives an email with information about the new account. The default
message contains their user name and PIN. You can change the message in the Email
For new registered users section.

Register by receiving a job via LPR/IPPS/RAW protocol

With this option selected, users can register themselves by sending a print job from
their computer via the LPR, IPPS or RAW protocol.

After a user sends the job, MyQ detects their name according to the currently set
method of user detection, checks whether the user is already registered, and in case
of an unknown sender user name, it creates a new account. The newly created
account is given the same name as the job sender name detected this

way.

The user receives an email with information about the new account. The default
message contains the user name and PIN. You can change the message in the Email
For new registered users section.

Register by receiving a job via email

With this option selected, users can register themselves by sending an email with an
attached printable document. For more information about sending print jobs via
email, see Printing from email and from the MyQ Web UI.

The name of the newly created account is the email address that the email was sent
from.

The user receives an email reply with information about the new account. The default
message contains the user name and PIN. You can change the message in the Email
For new registered users section.

Email for new registered users
Here you can change the email body that informs the new users about their account.

The values of the %pin%, %username% and the %realname% parameters are the
user’s PIN, user name and real name.
By clicking Revert values, you can reset the email body to the default.
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10.2.1 Register by swiping an unknown ID card

It is possible to register a new user when an unknown ID card is swiped. In Settings >
Users > User Authentication > Cards you can find the settings for Unknown ID card
behaviour.

~ Unknown ID card behavior

When an unknown ID card is swiped: * Authentication fails
Allow the existing user to register the card | NEW
Users can assign the ID card to their account. Supported on Embedded Terminals version 10.2 and

higher. If used on terminals where it is not supported, authentication fails

®  Register a new user

Add to group:

Selecting Allow the existing user to register the card will mean that after an
unknown card is swiped, a user will be offered the option to register this card to their
account. The user logs in with their account credentials and the card is registered to
their account on the server.

Selecting Register a new user will automatically create a new user that is registered
to that card. You can pre-select a group to add the user to, or leave this field blank
and the new user will not be registered to any group.

10.3 Adding and Deleting users Manually

10.3.1 Adding Users

To manually add a new user, follow these steps:

1. Onthe Users main tab, click +Add User. The properties panel of the new user
opens on the right side of the screen.

2. On the panel, enter the username and full name of the user, and eventually set
other data of the user account (see User information and settings), and then
click Save.

= myQ @ Home | 8 Users @ @

2 Users search @ Q All users % Actions~ | €3 Toolsv T |search Q

v Q Searches User name Full name ~ | Email Personal number

10.3.2 Deleting Users

When you delete a user, they are removed from all groups (including All users) and
are marked Deleted. They are not completely removed from the MyQ database and
can be undeleted.

Deleting users
To delete a user:

1. Onthe Users main tab, select the users that you want to delete, and then click
Actions. The Actions drop-down box appears.
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2. In the Actions drop-down box, click Delete. You can find the deleted users
under the Deleted search option.

Undeleting users
To undelete a user:

1. On the Users main tab, under searches, select the Deleted search option. The
list of deleted users appears.

2. Onthe list, select the users that you want to undelete, and then click Actions.
The Actions drop-down box appears.

3. Click Undelete.

10.4 Editing user accounts

Each individual user has their own properties panel. To open the panel, double-click
the user on the list on the Users main tab (or right-click the user, and then click Edit).
The properties panel opens on the right side of the screen. The panel is divided into
four tabs: General, Groups, Queues, and Delegates. If Credit accounting is enabled
for the user, the Credit tab is also available.
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S Tim.Canterbury

General Groups

User name: *
Full name: =
Aliazes:
Cards:

PIN:

Email:

Alternate email:
Phane:

Personal number:
Default language:

User's storage:

Use authentication
Server:

Authentication
SEMVEr

Motes:

Synchronization
source:

Queues

Users

1;7 Actions v X

Delegates

Tim.Canterbury

Tim Canterbury

® add
® aAdd

@ Add @ Generate PIN

(® add

[empty] v

Folder for storing user's documents

10.4.1 User Information and Settings

» User name - Here you can enter or change the user name. This entry is
mandatory. It is unique and is used to identify the user. It is compared to the
parameter obtained from the User detection method. For more information,

see User detection methods.

« Alias - In addition to their user name, each user can have a number of aliases.
MyQ treats the aliases as alternative user names.

» Card - Here you can set the number of the user’s identification card. If the
Enable deleting all ID cards option is enabled in MyQ, Settings, Users, the
Delete all ID cards button is available here.

Cards: | 1234 Persistent ~
4321 Perzistent ~
(® Add | X Delete all ID cards

x

X
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* PIN - Here you can manually create or automatically generate new PIN codes
for the user and remove existing ones. An unlimited number of PINs can be
added. The PINs can be either Persistent or Temporary. For security reasons we
recommend automatically generating PINs.

PIN: | 1234

® add

Temporary

 Full name - Here you can enter or change the user's full name. This entry is
mandatory.

» Email - Here you can enter or change the user's email.

 Alternate email - Here you can add alternate email addresses for the user to
be used as a scan destination.

* Phone - Here you can set the user's phone number

* Personal number - The personal number can be used as the user ID in MyQ.
The primary ID is the user name property.

» Default language - Here you can select the language of the user's sessions on
MyQ embedded terminals.

» User's storage - Here you can set the folder, where scanned documents are
saved. For more information, see Scan to Me.

» Use authentication server - If you select this option, an LDAP server is used
for the user authentication. The user uses their LDAP credentials to
authenticate to MyQ instead of having a password set in MyQ. Select the
domain for the authentication on the setting below.

» Authentication server - Here you can select the server for user authentication.

10.4.2 Adding Users to and Deleting Users from Groups
To add a user to a group on the user properties panel, in the Groups tab:

1. On the bar at the top of the Groups tab, click +Add. The Select group dialog
box appears.

2 Tim.Canterbury Z actions~ X
General Groups Queues Delegates

® add Remove Accounting Group Manager

Mame Accounting Gro... | Manager

2. In the Select group dialog box, select the groups where you want to add the
user to.
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Select group X

Search ]

Count: 1 ¢ Ppage: |1 /1 - Items per page: 100

3. Click OK.

A user can also be added to a group on the Users main tab using drag and drop. Drag
the user and drop it on the group icon on the groups tab on the left side of the
screen.

Default group and Group manager options

On the bar at the top of the Groups tab, you can see two options: Accounting and
Manager.

The Accounting group is the group where the user is counted in reports (see
Reports) and it is set to every user by default.

If you make a user the Manager of a certain group, the user can see jobs and reports
of all the users from the group. If this group contains subgroups, the user inherits the
Manager role also for all these subgroups. To make the user a manager of a group,
select the group and click Manager.

To remove a user from a group:

On the bar at the top of the Groups tab, click -Remove. The group disappears from
the Groups tab.

To remove selected users from a group on the Users main tab, select the group
there, select the users that you want to remove, click Actions, and then click Remove
from group in the Actions drop-down box.

10.4.3 Queues Tab Overview

On the Queues tab, you can add Personal queues for a specific user, and see all the
queues that the user can send jobs to.
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2 Tim.Canterbury & pctionsv X
General Groups Queues Delegates

Personal () Add
gueues: _

e queue at the top of the list has the highest

priority

) Accessible Queues

MName Type

Default Pull Print
Easy Print Pull Print
Email Pull Print
Web Pull Print

10.4.4 Selecting User Delegates

On the Delegates tab, you can select delegates (users or groups) who are able to
print all of the delegating user jobs sent to a Delegate printing type of queue. The
delegate will see the jobs on the embedded terminal. The print jobs are displayed in
the form: (Sending user**Name of the print job). For more information about the
delegate printing feature, see Delegated printing.

Users need to have rights to a delegate printing type queue to be able to select
delegates.

To select delegates:

On the bar at the top of the Delegates tab, in the Delegates combo box, enter the
user (or the group of users), and then click Save. This way, you can add multiple users
(or groups of users).
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2 Tim.Canterbury Z pctions~ X

General Groups Queues Delegates

Delegates can print user's jobs sent to the delegated printing gueus
Delegates: e
" Save ance
Tools

f81 show resulting delegates
To deselect delegates:

On the bar at the top of the Delegates tab, in the Delegates combo box, point to
the user (or group of users) that you want to deselect, and then click the remove
button (X) on the right side of the user (or group of users).

Show resulting delegates

You can use the Show resulting delegates tool to show you each delegate for a
specified user. This is helpful if you have added one or more user groups as delegates

for a user, and will show each user who is now a delegate as a result of adding their
user group.

Tools

f81 show resulting delegates

2 Pam Beesley » Pam Beasley

2 Tim Canterbury « Tim Canterbury

10.5 Enable user profile editing

By default, all users can change their default language on their MyQ Web accounts
and on some embedded terminals, while the rest of their properties can be changed
only by the administrator. On the Users settings tab, you can provide users with
additional editing options: change their full name and email.
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To enable users to change their full name and email, select the Enable user profile
editing option.

S users

v General

Enable user profile editing: v

Properties which can be changed a

Show more info about user
prafile: w dget "User profile’ will contain more information

Enable personal queues settings:

Enable delegate changes:

Enable deleting all ID cards:

Once user profile editing is enabled, users can open their profile management
options by clicking Edit at the bottom-left corner of the User profile widget on their
MyQ Web accounts.

User Profile

User name:  Tim.Canterbury
Full name:  Tim Canterbury
Email:

Default language:

/ Edit o Set Password... Generate PIN...

10.6 User groups

On the Users main tab, you can create new user groups. In MyQ, different groups of
users can be given different access rights to print queues (see Queues), print
functions, such as color printing or scanning (see Policies), and reports (see Reports).

Creating user groups
To create a group, do the following:

1. On the group tab on the left side of the Users main tab, point on the group
under which you want to create the new group. A drop-down box appears to
the right.

2. On the drop-down box, click +Add Group. The new group properties panel
opens on the right side of the screen.
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E myQ @ Home ,9{ sers

S Users Search @ Q. All users
v (O Searches User name
Q1 All users

1 Unclassified
(1 Managers
) Locked

[i] Deleted

| » %8 Groups |

(# add group...

¥ Delete all groups...

3. Enter a name for the new group.
4. Click Save.

To select delegates for the group:

1. Open the group properties panel by double-clicking on the group.

2. Onthe bar at the top of the Delegates tab of the group properties panel, in
the Delegates combo box, enter or select the user (or the user group).

3. Click Save. This way you can add multiple users (or the user group).

To deselect delegates for the group:

On the bar at the top of the Delegates tab, in the Delegates combo box, point to
the user (or user group) that you want to deselect, and then click the remove button
(X) on the right side of the user (or user group).

Deleting user groups

1. Onthe group tab on the left side of the Users main tab, right-click the group
that you want to delete.
2. Click Delete.

10.7 Exporting users

In case you need to export the list of MyQ users to a CSV file — for example if you
want to use the CSV file for user synchronization — you can do so on the Users main
tab of the MyQ Web Interface.

To export the list of users:

1. Click Tools on the toolbar at the top of the Users main tab.
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2. Click Export in the Tools drop-down. The Users Export dialog box appears.
3. Inthe dialog box, select the group you want to export and click OK. The file is
downloaded to your default Downloads folder.

B9 Jools~ 7, |search Q@

Bulk credit recharge...

Export...
select all Ctrl+a4

Edit columns
Default layout

Double header height
Save as C5V

You can also export all the users by selecting Save as CSV in Tools.

10.8 Security and Anonymization

Except for the data shown in MyQ reports, everything stored in MyQ is necessary for
the functioning of the system. The data can be accessed only by people with
administrator rights in MyQ and are not processed by the system or disclosed to third
parties. As to the information shown in MyQ reports, it is fully under the control of
the MyQ administrator, who can provide certain users with rights to view information
related to other users or groups.

MyQ users can access their personal data within the MyQ system and upon their
request, the MyQ administrator can erase the data by anonymizing the user. The
following sections show how the users can access the data and how to anonymize the
users.

These options are closely related to the General Data Protection Regulation (GDPR),
which aims to protect the personal data of EU citizens. For more information about
how the GDPR is implemented in MyQ, contact MyQ Support.

10.8.1 Providing users with their personal data

On their MyQ Web accounts, MyQ users can see the User profile widget with the
personal information stored in MyQ.

On their Web account, MyQ users can generate reports related to their activity within
MyQ, such as printing, copying and scanning to see what information is available in
these reports (see Reports).
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Users may also contact the MyQ administrator with a request to provide them with
the data.

The MyQ administrator can create a custom dashboard message informing all users
about the data protection options and include the admin email contact via the
%admin% parameter (see Personalization).

MyQ is GDPR compliant. In order to exercise your rights for data protection please send an email to admin@mycompany.com

10.8.2 Anonymizing users

After the anonymization, the user is completely removed from the system and
replaced by a randomly generated name in all of the relevant MyQ reports.

After a user is anonymized, all of their personal data (including username and email)
are permanently erased from the system and cannot be retrieved.

To anonymize a user:

On the Users main tab of the MyQ Web Interface, select the users that you want to
anonymize, then click Actions (or select the users, and then right-click any of them),
and finally click Anonymize.

User name Full name ~ | Email Personal number

Carol Kai Carol Kai

2 Edit

f set password..
Generate PIN...

Show effective policies

_ Unlock
[ Delete... Delete

—

Anonymize

10.9 User import and synchronization

User synchronization is a method of synchronizing user related data in the MyQ
database with data in external sources, such as LDAP servers or CSV files. Importing
new users is an optional part of the synchronization process. Within the
synchronization setup, you can activate or deactivate the new users import; if you
deactivate it, MyQ only updates accounts of users that already are in its database.
You can read more about how user synchronization works here.
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This topic provides detailed information about the synchronization. It fully describes
the methods of import and synchronization available in MyQ and presents two
options of running the synchronizations:

User synchronization from LDAP servers

User synchronization from Microsoft Entra ID with Microsoft Graph
User synchronization from CSV Files

User synchronization from Azure AD with SLDAP

User synchronization from Google Workspace

Using external authentication servers

Manual and scheduled synchronization run

User passwords are not synchronized/stored in the MyQ Database in case of
LDAP/MS Entra ID synchronizations.

10.9.1 User Properties in MyQ

User name: Name of the user account in MyQ. In Active directory and Open
LDAP, this property corresponds to the samaccountname user attribute on the
LDAP server.

Full name: This is the fFull name of the user. In Active directory and Open LDAP,
this property corresponds to the cn user attribute on the LDAP server. Usually,
it is the given name and the surname of the user.

Alias: In addition to their user name, each user can have a number of aliases.
MyQ treats aliases as alternative user names. You can use aliases, for example,
if you need to enable one user to send jobs to MyQ from different OS accounts.
Card: The number of the user’s identification card. It can be either imported
from LDAP or added to MyQ on the user’s properties panel. Also, it can be
registered by an administrator on a card reader connected to a USB slot or
registered by the user on an embedded terminal.

PIN: The MyQ personal identification number is used for access to MyQ Web
Interface and MyQ terminals.

Personal number: The personal number can be used as the user ID in MyQ. The
primary ID is the user name property. If you select the Pair by the personal
number property during the user synchronization, the personal number is used
instead.

Email: The user's primary email address.

Notes: You can use this text box to enter additional notes concerning the user.
Language: The language used on the user's MyQ Web Interface and their home
screen on the embedded terminal.

User's storage: You can select a folder or one or more email addresses where
MyQ sends the user's scans. Depending on the scanning setup, scans can be
sent here, to the user primary email set in the Email property text box, or to
other sources defined in MyQ or entered by the scanning users.
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10.9.2 User synchronization from LDAP servers

An LDAP server contains a database that stores all user accounts, passwords and
other user related data of an organization. On the LDAP Synchronization settings
tab on the MyQ Web Interface, you can synchronize users directly from the server
database.

MyQ can communicate with as much as five LDAP servers at the same time. It
supports Active Directory, OpenLDAP, and Novell. To synchronize the users, you
need to add the synchronization source first, and then setup the synchronization.
After the synchronization is set up, you can either run it manually on the User
Synchronization settings tab or set it as a regular task on the Task Scheduler
settings tab.

The settings described here apply only to Active Directory, although the settings for
OpenLDAP and Novell are similar.

4\ OpenLDAP, with its default settings, limits the number of returned entries and the
maximum total time for a query. The default size limit is 500 entries and the default
time limit is one hour. In case of a larger customer installation with OpenLDAP, you
must adjust these limits appropriately in the OpenLDAP settings, otherwise the user
sync will give incomplete results.

For more details see: https://www.openldap.org/doc/admin24/limits.html

Creating an LDAP synchronization

Before creating the synchronization, you have to add the LDAP server to MyQ. You
do this on the Authentication Servers settings tab. Set Security to SSL and the server
port to 636.

To create a new LDAP synchronization:

1. Add the new synchronization:
On the User Synchronization settings tab, click +Add. A drop-down box
appears.
= mVQ (2) Home %% Settings: User Synchroniz. . ® O

34 Settings Users > #% User Synchronization @ Add~ | [ synchronize now Actions

N PHINLET piscovery
Enabled | Type Description Add LDAP source

Terminal Actions
Add Azure AD source |NEW

Event:
ﬂ}' vents Add CSV source

%, Event Actions Automatically synchronize MyQ users with various amectoryservices;esv-mes-and other sources.

2 Users @Addv
@ Policies

2% User Synchronization

,‘20,, User Authentication

In the drop-down, click Add LDAP source. The LDAP synchronization

properties panel opens. On the panel, you can set up the synchronization.
2. Set up the synchronization on the LDAP synchronization properties panel:

Set up the synchronization on all three tabs on the LDAP synchronization
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properties panel. On each of the tabs, click Save after changing the settings.
For more information, see Setting up the LDAP synchronization.

3. Return to the User Synchronization settings tab: The new LDAP
synchronization is displayed on the list of synchronizations on the User
Synchronization settings tab.

Setting up an LDAP synchronization

The setup consists of three parts: creating the synchronization on the General tab,
setting import of users on the Users tab and setting import of groups on the Groups
tab. You can swap between these tabs on the bar at the upper-left corner of the
LDAP synchronization properties panel.

General Tab

On the General tab, set the general properties of the synchronization: enable or
disable the synchronization, select the LDAP server domain, enter user name and
password for access to the server, eventually select to export the imported users to a
CSV file. See the list below for a description of individual settings.

= myo (@) Home %% Settings: User Synchroniz %2 LDAP synchronization

Settings » Users » User Synchronization > 3% LDAP synchronization

General Users Groups

Enabled: o

~ Connection parameters

LDAP Server:* | mygtestlab.local e
User: | Administrator

Password: | sessees

~ Export to CSV after successful import

Enabled:
File: | %app%\Data\Export\Users_LDAP_Sadatetimead.cav

Enabled: Here you can enable or disable the synchronization.

LDAP Server: Here you can select the domain that you want to synchronize
from.

» User: Enter the username for access to the LDAP domain server.

» Password: Enter the password for access to the LDAP domain server.
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« Enabled: If you enable the Export to CSV after successful import option,
MyQ creates a CSV file with the imported users after the synchronization.
« File: Select the folder where you want to save the created file.

After you correctly set the connection parameters (LDAP server, user and password)
and save the settings, the LDAP browser opens on the right side of the screen.

B 'nthe User setting, a sub-domain user account with enough rights can also
be used for authentication, but the sub-domain has to be specified in the
username.

For example, the user Administrator connects to the testAD.local LDAP
server, but their account is in the cz.testAD.local sub-domain. For successful
authentication, the filled in username should be:
Administrator@cz.testAD.local

Users Tab

On the Users tab, pick one or more base DNs (distinguished names) from which you

import the users. In addition, you can assign user attributes from the LDAP server to

user properties in MyQ and select additional options concerning the synchronization.
Settings » Users > User Synchronization »

#% LDAP synchronization

General Users Groups

You can drag and drop tree items and attrnibutes on fields

Base DM;

() add

» Properties
» Options

* Filter

» Base DN: Here you can pick the base domain or domains from which you
import users. Click +Add to add a text box for the new base DN, and then drag
a group from the database browser and drop it in the text box. You can add
multiple domains this way.
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CM=Infrastructure
CMN=LostAndFound
OU=mMY¥Q_IMPORT_TEST

Base DM
o [MPF

QU =Painters, OU=famous g
F /\ g

— Ol 1= R
|CL| =Writers', OlU=famous_people. OU=MYZ_IM 3| \" Ol=famous_people

] ] =

[

* | OU=Painters

F
* | OU=Scientists
== Add | - L) OU=Writers\,
" Properties Expand -t OU=MyQ

* | OU=other

» Properties: These are the properties of every individual user. MyQ will

automatically find and assign the user's SAM account name to user name, cn
to Full name and mail to Email (this applies to Active directory and OpenLDAP
only). The user name property is the only one that cannot be changed. To
assign an attribute to a property, write the name of the attribute in the
property text box or drag it from the attributes of any individual user and drop
it in the text box. The following properties support adding multiple values to
them, separated by a semicolon (;):

> Alias

° PIN

> Card

For example, in the Alias property, you could add alias1;alias2;alias3.

The AD attribute name should not contain the semicolon (;) character. If a semicolon
is part of the attribute's name, that attribute will not be synchronized in MyQ.

For the Card and PIN properties, the administrator can choose one of the following
options:

1.
2.

3.

Do not synchronize: This option will skip the synchronization of these values.
Full synchronization: This option will replace the existing values with the new
values from LDAP, irrespective of whether the new value is empty or not.
Synchronize if not empty: This option will replace the existing values only if
the new values from LDAP are not empty. It won't remove the existing values if
the corresponding value in LDAP is empty.

Add new: This option will update the existing values by adding new values
from LDAP, without replacing the existing ones.

For assigning default languages to users, you have to use an attribute from the LDAP
server that has the language abbreviations as its values. For example, you can create
and use an attribute called lang with the values en for English, hrfor Croatian, etc.
The list of the abbreviations used in MyQ can be found here.

« Options: For a description of the common synchronization options, see User

information and settings. The basic options that are common for both the
synchronization from LDAP servers and for synchronization from CSV files are:
> Deactivate missing users: If you select this option, MyQ deletes users that
are imported from the current synchronization source and that are not in
the source anymore. To delete users that were added from different
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sources, select the Ignore synchronization source option together with
this option.

> Add new users: If you select this option, MyQ adds new users from the
current synchronization source. If you do not select it, MyQ updates the user
accounts of the users who are already in MyQ, but does not add any new
users.

> Convert user name to lowercase: Unlike some other systems that do not
differ between two words with the same letters but different cases (such as
"Pear”, "pear"), MyQ is case sensitive. You can use the Convert user name
to lowercase option to prevent creating multiple accounts for one user.

> Use authentication server: If you select this option and a user logs in by
entering their username and password, the credentials are not
authenticated against the MyQ database, but instead against an LDAP or
Radius server. If you synchronize users via LDAP, the source LDAP server is
automatically assigned as
the authentication server. If you synchronize users via CSV, you can select
the authentication server from the list of predefined authentication servers.

> Pair by the personal number: If you select this option, MyQ identifies users
by their personal number instead of their user names. This way you can keep
track of a single user with different names in different sources or a user
whose name has changed for some reason. For example, if this option is
activated and a username in LDAP changes from cat.stevens to yusuf.islam,
MyQ does not create a new user account, but recognizes the old user by
their personal number.

> Ignore synchronization source: If this option is not selected, MyQ
recognizes two users from different synchronization sources as two
different entities. This can cause conflicts during synchronizations from
multiple sources. If it is selected, MyQ ignores the synchronization sources
and treats all users the same, regardless of their synchronization source. For
example, if you run a synchronization and MyQ would import/update a user
that has been already added from a different synchronization source, it
does not update the user. Instead, it shows the message The name/alias "X"
is already used by the user "X"among the synchronization results. After you
select the Ignore synchronization source option, the user is updated by
the latest synchronization.
If you select this option together with the Deactivate missing users option,
all users that were added from different sources and are not in the current
synchronization source are deleted during the synchronization.

> Append the domain name to the username (username@domain.local): With
this option selected, the name of the domain can be retrieved from the MyQ
username. The information about the domain may be needed for example,
when scanning to users' home folders is used on an embedded terminal.

« Filter: You can filter the users import by specifying the values of attributes.
Add the conditions in the form: Attribute=Value. Users with a different value
on this attribute are not accepted and are filtered out of the import.

For attributes where the values are strings, such as the cn attribute, you can
use the * symbol to search for substrings. The symbol can be appended from
both sides. For example, if you add a cn=*in* condition, only users whose
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common name attribute contains "in" are accepted.

Add one condition per row. Users are accepted if they satisfy at least one

condition.

4 Filter

givenname=Charles
cn="van*

Attribute=Value

Attribute=Value

Updating users...

1: Charles Dickens added (Dickens | |
2: Rembrandt van Rijn added (Rembrandt |
3: Vincent Van Gogh added (VanGogh | |

| | synch/test_writers)
| | | synch/test_painters)
| | synch/test_painters)

B.B63sec.

9.802 sec.

Groups Tab

Users

On this tab, you can import groups and the group structure from the LDAP source.

There are four different ways of specifying which groups are imported. You can use
multiple different methods together and by each method, you can create different
groups of users. You can also select to import the groups under an existing group in

MyQ.
Settings » Users » User Synchronization »

#% LDAP synchronization

General Users Groups

You can drag and drop tree items and attnbutes on fields

® Make default

Import groups under this
group:

* Group stored in user’s attribute
* Group stored in user's DN
» Tree group stored in user's DN

» Group stored in user's memberOf attribute

» Do not change default group: A user can be a member of multiple groups but
all their prints, copies and scans are accounted to only one group: the default
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(accounting) group of the user. If you select this option, the default group of
the selected user does not change during the synchronization.
 Import groups under this group: You can select an existing group in MyQ
under which you import the groups from the LDAP database.
» Groups stored in user's attribute:
> Attribute: You can select this option if you want to use an attribute that
defines groups in the LDAP database. To add it, type the name of the
attribute in the property text box or drag the attribute from any individual
user and drop it in the Attribute text box.

4 || oU=MYCo BADOET TEST
o O cade
Group stored in user's attribute countrycade

displayname
hMake > E, CN=Claude Mone

default - &L CN=Leonardo Da

- dscorepropanationdata

distinguishedname

You can also create groups by combining multiple attributes. To create such
groups, put each of the attributes between two percentage signs (%). For
example, the combination of attributes %attribute1%_%attribute 2%,
imports a new group named value1_value2.

4 Group stored in user's attribute

Attnbute: |%cdepartment?:_Y%givenname%

Make default

SYNC GROUPS

Number of groups to import: 7
Pairing property: path
Painters_Claude: created
Painters_Leconardo: created

Furthermore, you can create tree structures of groups by separating the
attributes with vertical bars. For example, the combination of attributes
%attribute1%|%attribute2%, imports a group value1, and its sub-group value
2.

> Make default: If you select this option, the group becomes the default
group of the imported user.

« Group stored in user's DN:

> OU component index: Here you can select a group by its OU (organizational
unit) index among the DN components. The index is counted from right to
left: the First OU group from the right has index 17, the second from the right
has index 2 and so on.
|l CN=Claude MnnethU:Pain1ers,0U=farnuus_per.lple,OU:MYQ_IMPORT_TEST,bC:testAD,DC:Iucal

On the image above, there are three OU groups: MYQ_IMPORT_TEST has
index 7 (as it is the First OU group from the right), famous_people has index
2 and Painters has index 3. The other components are not OU and therefore
have no index.

> Make default: If you select this option, the group becomes the default
group of the imported user.
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* Tree group stored in user's DN: Here you can import the whole tree structure
of groups. You can restrict the import to any part of the structure by striping
the DN components from the left and from the right. In the respective text
boxes, enter the amount of components to be striped from the left and
from the right side. You have to strip at least one component from the left (the
user CN component) and one component from the right (the right-most DC
component).

. CN=Claude Monet,OU=Painters,0U=famous_people,OU=MYQ_IMPORT_TEST,DC=testAD ,DC=local

On the image above, there are six components. If you strip one component
from the left

and one from the right, you import the following structure of groups: testAD >
MYQ_IMPORT _TEST > famous_people > Painters. By stripping components from
the left, you remove the groups from the bottom to the top of the structure.
By stripping components from the right, you remove the groups from the top
to the bottom of the structure.

> Make default: If you select this option, the bottom group of the imported
structure becomes the default group of the imported user.

« Group stored in user's memberOF attribute:

> Group base DN: MyQ can import security and distribution groups stored in
the user's memberOF attribute. The security groups are used to define
access permissions granted to their members. Distribution groups can be
used for sending emails to a group of users. To specify which groups should
be taken into consideration during the import, you have to insert the groups
base DN. MyQ imports only groups that are included in the base DN; other
groups stored in the memberOF attribute are ignored. The group base DN
does not have to be in the same organizational unit as the users base
domain. If a user is member of more than one group on the LDAP server, all
the groups are stored in the memberOF attribute. Therefore, the Make
default option, which requires a single value, is not available for this
method of import.

To add the groups base DN, drag it from the database browser and drop it in
the Group base DN text box.

° Filter: You can filter this import by specifying the values of attributes. Add
the conditions in the form: Attribute=Value. Groups with a different value on
this attribute are not accepted and are filtered out of the import. You can
use the * symbol to search for substrings. The symbol can be appended
from both sides. For example, if you add a cn=*in* condition, only users
whose common name attribute contains "in" are accepted. You can add one
condition per row. Groups are accepted if they satisfy at least one condition.
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4 Group stored in user's memberOf attribute

Groups base DN: | DC=testAd,DC=loca

Filter: |cn=test

SYNC GROUPS

Number of groups to import: 3

Pairing property: path

test_writers: updated via PATH match
test_painters: updated via PATH match
test_scientists: updated via PATH match
@.0814sec.

° Import empty groups: If you select this option, groups from the Group
base DN are imported even if there is no user having them in their

memberOF attribute.
> Import tree of groups: If you select this option, the whole tree structure is

imported. Otherwise all groups are added separately; not as a part of a tree

structure.
4 Group stored in user's memberOf attribute

Groups base DN: | QU=MYQ_IMPORT_TEST,DC=testAd,DC=local

Filterr cn=test”
cn=synch

Import empty groups: ¥

Import tree of groups:

4 515*. Groups
* |4 synch
| test_painters 7
* | test_scientists 7

|J test_wnters 5

10.9.3 User synchronization from Microsoft Entra ID (Azure AD)
with Microsoft Graph

Microsoft Entra ID (formerly Azure AD) with Microsoft Graph is a service accessed
from the Microsoft Azure Portal, where it has to be enabled and configured.

Once the Microsoft Entra ID connection is established, go to MyQ, Settings, User
Synchronization. Click Add, and then click Add Microsoft Entra ID source.
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— N2
== mvo (2) Home 2 Settings: User Synchroniz... Sl § IO
3% Settings Users > 2% User Synchronization (®) Addv (> synchronize no t & & Actions
8 users Enabled | Type Description Add LDAP source
© Policies Add Microsoft Entra ID source
2% User Synchronization Add CSV source
= . Automatically synchronize MyQ users with various-uwccroryservices;eov-mes-arid other sources.
rzr User Authentication c ‘
f Rights ® Add v

In the Microsoft Entra ID Synchronization properties panel to the right, in the
General tab, if you have already set up an Microsoft Entra ID connection, the
Microsoft Entra ID server is already in the Authentication Server field. Fill in the
Synchronization source field with a name which will allow the source to be easily
identified, this simplifies administration and maintenance for environments with
multiple Entra ID (Azure) tenants. Click Add to set up a Microsoft Entra ID
connection, and then click Save.

#% User Synchronization: Microsoft Entra ID *

General Users Groups

Enabled: o

Authentication Server:  Microsoft Entra ID Server: Microsoft Entra ID

Synchronization source: * | Microsoft Entra ID
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Users tab
#2 User Synchronization: Microsoft Entra ID x
General Users Groups

Users to import: '®' All users
Users from selected groups

~ Properties

User name: | userPrincipalName

Full name: * | displayName ™
Alias: v
Language: | preferredLanguage A
Card: v
PIN: w
Personal number: v
~ Options

¥| Deactivate missing users
v| Add new users

Use as authentication server

rs will be using their credentials from Microsoft Entra ID and can use the Sign in with Microsoft

| Pair by Object ID

This allows updating users in case their username settings have

Ignore synchronization source

In Users to import, you can choose to import All users or Users from selected
groups. If you chose the second option, select the user groups from the drop-down.

In the Properties section, you can map user information from Microsoft Entra ID to
the credentials in MyQ. Administrators can define custom Microsoft Entra ID user
object attributes manually. A predefined selection of values will be provided.
Administrators can also type in and create new custom attributes.
* For the User name user property, userPrincipalName is used by default.
 For the Full name user property, the predefined attribute available is
displayName .

@ If the value of Azure’s custom attribute for the Full name is empty, the value of

Azure's attribute displayName will be used as the default.
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Example: surname attribute is used for Full name. During synchronization, some
users may have empty (not filled) value of surname attribute in their Microsoft

Entra ID records. For such cases, the mandatory Microsoft Entra ID displayName
attribute value will be used as a fallback.

 For the Alias user property, you can one or more of the following attributes:
userPrincipalName , displayName , upnPrefix, mailNickname,

onPremisesSamAccountName ,
onPremisesSamAccountName@onPremisesDomainName , and
extensionAttribute1 to extensionAttribute15 . If you choose the

onPremisesSamAccountName@onPremisesDomainName option, the user's
Alias after synchronization will be a combination of the user's Microsoft Entra
ID attributes onPremisesSamAccountName and onPremisesDomainName
in the format, for example, user@myq.cz.

» For the Language user property, the predefined attribute available is
preferredLanguage .

» For the Card, PIN, and Personal number user properties, you can choose the
employeelD attribute or extensionAttribute1 to extensionAttribute15 .

In the Options section:

» Deactivate Missing Users - This option allows the system to automatically
deactivate users in MyQ X who are no longer present in the Microsoft Entra ID
source.

« Add New Users - When enabled, this feature automatically adds new users
found in the Microsoft Entra ID source to MyQ X.

« Use as authentication server - If you plan to authenticate users towards Azure
using Active Directory credentials and use the Microsoft single-sign-on option,
select the Use as authentication server option and click Save.

 Pair by Object ID - Check this box if you wish to update users based on their
Object ID. If the Object ID option is checked, during re-synchronization, the
system will look for the user by the Object ID. If a match is found, the user
details will be updated, otherwise, a new user will be created.

@ Since MyQ Print Server 10.2 RC 4, the Pair by Object ID option is checked by default
for all newly created synchronization sources and cannot be changed. Azure sources
created in 10.1 after migration to 10.2 allow editing this option. Pairing Users by
Object ID is strongly recommended.

In the Transformation section, the administrator can define regular expressions
(RegEXx) to transform user data during the synchronization process. For details, check
Regular Expression Transformation for User Synchronization.

 Ignore Synchronization Source - This option provides the ability to selectively
ignore certain aspects or data from the Microsoft Entra ID source during
synchronization.
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» Create normalized alias from Display name - This option means an additional
alias is added to the user on top of those configured in the user attributes

section, this alias takes form of AzureAD\concatedDisplayName . It allows
proper recognition of users who print from Entra ID Joined devices.

4\ ftwo or more users have the same Full Name synced from Entra ID, a normalized
Alias will be created only for the first user. There is no way to distinguish Job owners
for this case in the ADD environment since the printer’s driver provides only a
concatenated user's Name and Surname.

B When configuring the attributes from Entra ID to be synchronized, you can
also specify an attribute not predefined in the selection, and thus
synchronize a value from other attributes of the user.

Groups tab

In the Groups tab, you can select what Active Directory groups you want to remove

from synchronization using the Ignore groups and Ignore groups containing string
fields.

#% User Synchronization: Microsoft Entra ID X

General Users Groups

gnore groups: v

Ignore groups
containing string:

Dlace each string on = ne

Synchronize Now

Users can be now synchronized by selecting your Microsoft Entra ID source from the
list and clicking Synchronize now.

Users > #% User Synchronization @ Add ~ D Synchronize now T L B Actions v

Enabled Type Description

. Microsoft Entra I  Microsoft Entra ID Synchronization
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Entra ID (Azure) Multi-Tenant Synchronization and Authentication

You can now use multiple Entra ID tenants in MyQ environments to synchronize and
authenticate users. This is particularly useful in shared print infrastructure settings,
such as those found in the public sector, where multiple organizations manage
printers from a single location, while each uses its own Entra ID.

Follow the process as described below but repeat it to set up multiple instances.
Ensure that clear and unique naming is given to each tenant, which will allow users
to identify which is relevant for their use.

10.9.4 Regular Expression Transformation For User
Synchronization

This feature enables administrators to define regular expressions (RegEx) to
transform user data during the synchronization process. By setting up RegEx
parameters, administrators can extract and modify the necessary information from
selected attributes to suit their requirements.

@ This feature is currently supported only for LDAP and Microsoft Entra ID
synchronization sources, available from MyQ Server 10.2 RC 2.

Steps to Use RegEx Transformation for User Synchronization:

» Accessing Synchronization Settings:
> Go to MyQ, Settings, User Synchronization.
> Depending on your setup, double-click either on your LDAP or Microsoft
Entra ID Synchronization for the synchronization settings to open on the
right.
» Locating the Transformation Section:
° |In the Users tab, scroll down and expand the Transformation section.
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v Transformation

Define regular expression to modify user properties before they are saved.
If left empty, no transformation is performed.

® Add / Edit Test [

Property Regular expression
Alias [A-Za-Z]

PIN \d

Card \d

Personal number A {5}

« Configuring RegEx Transformation:

> You can add and configure the following supported user properties:
= Alias
= Card
* PIN
= Personal number

> Click Add and for each property, input your desired regular expression in

the provided field to modify the respective user property.

* Testing Your RegEx:
> After inputting your desired RegEXx, you can test its accuracy and
functionality.
> Click the Test button.
> A dialogue similar to other RegEx test dialogues in MyQ will pop up.
= Input the string you want to test in the provided field.
= Input or verify the RegEx expression.
* Click on the Test button.
> The resulting data, post-transformation, will be displayed based on your
RegEx. This helps ensure that the expression works as intended before
applying it to actual user data.
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Regular expression test X

Text to test: 123123abc* &defqg

Regular / [A-Za-Z] /
expression:

123123abc” &defg

Regular Expressions provide a powerful way to manipulate user data during
synchronization. By employing this feature, administrators can ensure that the
imported data into MyQ is precisely in the format and content they desire. Always
test your regular expressions before applying them to real data to avoid unexpected
results.

Examples

Scenario: Remove any non-digit characters from PINs.
* RegEx: \d
If the PIN is '12a3b4’, the transformed value will be '1234'".

If the source string contains no digit characters, the output value will be empty. Only
characters matched by RegEx will be copied to the output.

Scenario: Remove all characters except the alphabetical ones from card numbers.
* RegEx: [A-Za-z]
For a Card number '1234-5678', this will transform it to '12345678'".

If the source string contains no alphabetical characters, the output value will be
empty. Only characters matched by RegEx will be copied to the output.

Scenario: Only keep the first 5 characters of the personal number.
* RegEx: ~.{5}
For a Personal number '1234567890', this will transform it to '12345'.

If the source string’s length is less than 5 characters, the output value will be empty.
Only characters matched by RegEx will be copied to the output.
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Scenario: Only keep the last 3 characters of the personal number.
* RegEx: .{3}$
For a Personal number '1234567890', this will transform it to '890'.

If the source string’s length is less than 3 characters, the output value will be empty.
Only characters matched by RegEx will be copied to the output.

10.9.5 User synchronization from CSV Ffiles

To synchronize users from a CSV file, you have to create a new CSV synchronization
on the User Synchronization settings tab and on the synchronization properties
panel, add the source file and set properties of the synchronization.

After the synchronization is set up, you can either manually run it on the User
Synchronization settings tab or set it as a regular task on the Task Scheduler
settings tab.

Creating a new CSV synchronization
To create a new synchronization:

1. Onthe bar at the top of the User Synchronization settings tab, click +Add, and
then click Add CSV source. The CSV synchronization properties panel appears
on the right side of the screen.

= myQ (@) Home 2% Settings: User Synchroniz... ® 0
3¢ Settings Users > 2% User Synchronization @® Add~ | O synchronize now Actions

N PN piscovery

Enabled | Type Description Add LDAP source
Terminal Actions
Add Azure AD source | NEW.
Events

¥ Add CSV source

%, Event Actions Automatically synchronize MyQ users with various amectoryservices;esv-mes-and other sources.
Q
~ Users @ Add v

@ Palicies

2% User Synchronization

,‘10,, User Authentication

2. Set up the synchronization: On the CSV synchronization properties panel, set
the path to the CSV file in the CSV File field, and configure the synchronization.
For information about the synchronization options, see "CSV synchronization
setup options" below.
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CSV synchronization X

Enabled: o

CSV file: * | Seapp%\Data\Import\Users.csv

Dimrm e mbm ree O = ey e

Encoding: * |UTF-8 w
Column delimiter in CSV: | Default v
Skip header line: |+

Save the setup.

CSV synchronization setup options

These are the CSV synchronization setup options:

Enabled: Here you can enable or disable the synchronization.

CSV file: Here you can set the path to the CSV file on the MyQ server.
Encoding: Select the encoding that is used in the CSV file. The default value
depends on the OS settings of the computer where you access the MyQ Web
Interface on.

Column delimiter in CSV: Select the delimiter that is used in the CSV file. If
you select the Default option, MyQ scans for the delimiter set on the Column
delimiter in CSV drop-down list box on the General settings tab.

Skip header line: In case the CSV file contain a header line, you need to select
this option and skip the first line of the file during the synchronization. All lists
of users exported from MyQ contain the header line.

Import groups under this group: Here you can select an existing group in MyQ
under which you import the groups from the CSV file.

Synchronization source: Here you can specify a different source than the CSV
to be marked as the synchronization source by the MyQ system. For example,
you can insert an LDAP server domain.

Ignore synchronization source: If you select this option together with the
Deactivate missing users option, all users that are not in the current
synchronization source are deleted.

Use authentication server: If you select this option, an LDAP or Radius server
is used for the authentication of the imported users.

Authentication server: Here you can select the LDAP or Radius domain for the
user authentication.

Deactivate missing users: If you select this option, MyQ deletes users that are
imported from the current synchronization source and that are not in the
source anymore. To delete users that were added from different sources,
select the Ignore synchronization source option together with this option.
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Add new users: If you select this option, MyQ adds new users from the current
synchronization source.
Pair users by personal number: If you select this option, multiple accounts
with a single personal number are paired.
Convert user name to lowercase: If you select this option, all letters in user
names are converted to lowercase.
Cards/PIN/Groups/Delegates: In each of the mandatory drop-down boxes,
you can select from these synchronization options for the respective
parameter (Cards, PIN, Groups):
> Do not synchronize: The value of the respective parameter in MyQ is not
changed.
> Full synchronization: The value of the respective parameter in MyQ is
always replaced by the value in the CSV file. If the value in the source file is
empty, the value in MyQ is erased.
> Synchronize if not empty: If the respective field in the CSV file is not
empty, the parameter value in MyQ is replaced by the value in the CSV file.
Otherwise, the parameter value remains unchanged. This is the default
setting.
> Add new: If the parameter is already set in MyQ, it is not replaced. Only new
values are added.

CSV file syntax

In the list below, you can find information about individual fields of the CSV file.

A single word or a plain number can be put in the CSV fields as they are, while more
complex strings, such as full name or email address, have to be bounded by quotes.

FULLNAME: Name of the user in double quotation marks, for example " Thomas
Pineapple".

USERNAME_ALIASES: Login of the user and eventually their aliases. The login
should be the same as the user's domain login name, for example Tom. When
you import multiple aliases, separate them with commas, for example
"Tom,Tomy,Apple".

EMALIL: Email of the user, for example "t.pinapple@domain.com".

CARDS: Number of the user's authentication card/chip. It has to be inserted in
the form in which it is read by the card/chip reader, for example 7E9700C85.
GROUPS: Here you can add user groups. You can import a whole branch of the
groups tree structure. The groups on the imported branch have to be
separated by vertical bars. If you want to import multiple groups (or groups
tree branches), separate them by commas. For example, if you add two
branches separated by a comma: "Activities/Outdoor/Swimming,Activities|
Outdoor/Birdwatching", MyQ

imports a single parent group Activities with a single child group Outdoor, with
two

child groups Swimming and Birdwatching
(Activities>Outdoor>Swimming,Birdwatching). Commas and vertical bars cannot
be used in group names as they are used as group delimiters.

CODE: The personal number of the user. The ID number must be unique for
each user. This parameter is very useful when using multiple sync sources.
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SCANSTORAGE: The folder or email where the user wants their scans to be
sent to, for example "\Users\Tomy".

PIN: You can define one or more PINs to be assigned to users within the
synchronization process. It is not absolutely necessary, as PINs may also be
generated later within the setup of the user account. The PINs should be in the
hashed MD5 format, for example 74BFA6BB14875E4.

MANAGED_GROUPS: You can make the user the manager of a particular group
by adding the group or path to the group here in the way in which you would
import the group. If you want the user to be a manager of a child group, enter a
whole branch ending with this group. For example, enter the branch "Activities/
Outdoor/[Swimming" to make the user a manager of the Swimming group. If
there are no parents of the group in the group structure, enter just the group
name, e.g. Activities. Commas and vertical bars cannot be used in group names
as they are used as group delimiters.

AUTHSERVER: In this field you may define the domain fFor user authentication,
for example "testAD.local".

PHONE: The user's phone number, for example 080008020.

LANG: Default language of the user, for example en.

PWD: If you want to use the MyQ password, insert the password in the hashed
MD5 format, for example 78BFA6BB14875E8. If you are using a different
authentication server (i.e. LDAP server), you can leave it empty.

EXTID: EXTID is an internal MyQ parameter. This field has to be left empty.
DELEGATES: For each user, you can import any number of delegates. If you
import multiple delegates, separate them with commas, for example
"Carol,Kohei,Eliot".

“EULLNAME”; "USERNAME_ALIASES”: “EMAIL”; “CARDS”; “GROUPS”; “CODE";
“SCANSTORAGE”; “PIN“: “MANAGED_GROUPS"; “AUTHSERVER”; “PHONE";
“LANG”; “PWD"; “EXTID”; “DELEGATES"

ML

“Thomas Pineapple”; “Tom, Tommy, Apple”; “t.pinapple@domain.com”;

7E9700CS;”Imported Users, Activities |Outdoor|Swimming,

Activities | Outdoor | Birdwatching”;22212;"\\Users\Tomy";
14BFA6BB14875E4;Birdwatching;testAD.local,080008020;en; 18BFA6BB14875E8; ;“Carol, Kohei,Eliot”;

10.9.6 User synchronization from Entra ID (Azure AD) with

SLDAP

Entra ID (formerly Azure AD) with SLDAP is a service accessed from the Microsoft
Azure Portal. It has to be enabled and configured in Azure Active Directory Domain
Services.

The activation and setup of the service are described in the following Microsoft
guides:

» To enable and configure Azure Active Directory Domain Services:
https://docs.microsoft.com/en-us/azure/active-directory-domain-services/
tutorial-create-instance
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 Configure Entra ID Domain Servers to use SLDAP:
https://docs.microsoft.com/en-us/azure/active-directory-domain-services/
tutorial-configure-ldaps

After you activate the Entra ID, you need to add it to MyQ and set up the
synchronization in the standard way (see User Import and synchronization). When
setting up the Authentication server in MyQ, you need to make sure that the LDAP
server parameters are set to the following values:

« Domain = DNS DOMAIN NAME of the Entra ID Domain
» Security: SSL
» Server = SECURE LDAP EXTERNAL IP ADDRESS of the Entra ID Domain

Home * mygdev.onmicrosoft.com - Properties

1! myqgdev.onmicrosoft.com - Properties
ki
DME DORLAIN MAME
Crverview
H Activity log
LOCATION
sl Access control (JAM) West Europe
Manage
ANAILABLE IM VIRTUAL METWORK/SUBMET

Properties My QDevMetwork/MyQDevTestsubnet

FhdLAEY

‘ Secure LDAR
METWORK SECURITY GROUP ASSOCIATED WITH SUBMET
Health

AADDS-myqdev.onmicrosoft.com-N5G

(1 Motification zettings
P ADDRESS OM VIRTUAL METWOR
Troubleshooting + Support 10.00.5 10.0.0.4

x Troubleshoo

SECURE LDAP
MNew support request
Enabled

SBECURE LDAP CERTIFICATE THUMBRRIMNT

B3085415B5ABASSC0ATAZBADADN F2FGGFEESTOZS

SBECURE LDAP CERTIFICATE EXPIRES
at, 05 Oct 2019 06:35:17 GMT

SECURE LDWP EXTERMAL IP ADDRESS
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10.9.7 User synchronization from Google Workspace

Google Workspace (previously named G-Suite), a set of cloud computing, productivity
and collaboration tools, software and products developed by Google Cloud, can be
used with MyQ Print Server (versions 10.2+). For setting up the connection to MyQ
follow the short procedure below.

» Go to https://support.google.com/a/answer/9048541?hl=en to configure your
Google Workspace Environment for working with MyQ as an LDAP Client.
> Turn service status on or off
> Edit access permissions
» Go to https://support.google.com/a/answer/9048541#generate-
certificateauthentication to get a private key and a certificate.
> Generate certificate authentication
> Generate access credentials.
The downloaded file is a *zip file containing the private key and the
certificate you need for connecting to MyQ.
 After the above procedure, you need to set up the user synchronization from
Google Workspace in the standard way. When setting up the Authentication
server in MyQ, you need to make sure that the LDAP server parameters are set
to the following values:
> Domain - add your Google Workspace domain
> Type - select Google Workspace from the drop-down
> Certificate - click Add and browse to upload the downloaded certificate file
(.cro)
> Private key - click Add and browse to upload the downloaded private key
file (.key)
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2 Google Workspace Domain X

General

Domain: * | Google Workspace Domain
Type:* | Google Workspace +
Security: | 551

Server: |ldap.google.com 636 x

~ Certificate
Google Workspace server requires a client certificate. How to generate it
Certificate: (3) Add

Private key: (*) Add

Fields marked by * are mandatory.

10.9.8 Manual and scheduled synchronization run

The synchronization can be manually run on the User Synchronization tab of the
MyQ Web Interface, or it can be set as a scheduled task on the Task Scheduler tab.

Manual synchronization run

On the User Synchronization settings tab, select the synchronizations that you want
to run, and then click Synchronize now on the bar at the top of the tab.

Users » 2% User Synchronization () add~ | [ synchronize nowl|] * 4 & Actions~
Enabled | Type Description

o LDAP myqtestlab.local
. Azure Azure synchronization

Scheduled synchronization run

On the Task scheduler settings tab, you can setup a scheduled run of the
synchronization. For more information about this option, see Task scheduler.
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10.10 User Authentication

@ This section explains login methods that authenticate the user towards MyQ.
Users in MyQ can be assigned Authentication Servers which allow them to
authenticate against LDAP servers, Microsoft Entra ID (including Microsoft Sign-in),
and Radius.

See Authentication Servers Settings for details.

In the User Authentication settings tab, the administrator can manage everything
related to how users authenticate themselves in MyQ:

 ID Card management

* PIN management

» Password Complexity

» External Authentication

= qu 2p Settings: User Authenticat..

3¢ Settings Users » 2; User Authentication

% Server Type

E License R

20 General Enable Sign in with Windows |+

Authentication:  Users are recognized from their Windows account and can sign in to MyQ without using a password,
@ Personalization

@) Task Scheduler > Cards
oo Netwark
€5 Connections » L
2 snme

A& Authentication Servers > Password complexity

1= Printers & Terminals > External Authentication

1 Configuration Profiles

@ Printer Discovery Cancel

B Terminal Actions

10.10.1 Enable Sign-In with Windows

Enabling this option means those using a Windows account correctly synchronized
with MyQ will not need to enter their MyQ login details to access the web interface.
You can learn more about Integrated Windows Authentication here.

10.10.2 ID Card Management

In the User Authentication settings tab, in the Cards section, there are the following
ID Card management options:

» Enable registration of multiple cards - This is enabled by default. If disabled,
when a new card is registered, the current cards are deleted.
» Register cards as temporary - If this is enabled, ID cards can be registered as
temporary.
> Validity of temporary cards - Set the duration of the temporary cards
validity in hours.
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* When an unknown ID card is swiped - These options dictate what should
happen when an unknown ID card is swiped. The options are:
> Authentication fails.
> Allow the existing user to register the card - an existing user can enter their
login details after swiping the card and the card is registered to that user on

the server.

> Register a new user - registers the card as a new user on the server, you can

choose if you would like users registered this way to be automatically

assigned to a particular user group.

 Card code transformation - This transformation is used by Embedded
terminals (with USB readers connected directly to the device) and by the
reader for a HW terminal that is connected, usually, as a primary reader.

» USB reader transformation - Check the box to apply the transformation to
card readers connected to a PC USB slot. These card readers are usually used to
recharge credit or to associate cards with user accounts.

~ Cards

Enable registration of multiple cards: |+

Register cards as temporary:

Va

lidity of temporary cards: *

~ Unknown ID card behavior

When an unknown ID card is swiped: *

~ Advanced

Card code transformation:

USB reader transformation:

cleared, the current cards are deleted when a new card is reqisterec

24 hours

Authentication fails
Allow the existing user to register the card [NEW

Us n assign the 1D card to their account. Supported on Embed

used on terminals where it is not suppo

Register a new user

Add to group:

4 Adding cards manually is not possible when cards are synchronized from an LDAP
source. The manually added cards will be deleted during the next LDAP
synchronization, and overwritten by the cards from the LDAP source.

Adding multiple cards via the LDAP synchronization is supported.

ID Card Transformation

This topic discusses the ID Card transformation feature in MyQ. The transformation
might be necessary if the customer needs to import card numbers from a third-party
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SW database and the card number format in this database doesn't match the format
read by the MyQ card reader.

The third-party system card readers can give output in a different format than the
card readers used in MyQ. In consequence, users card numbers imported from the
third-party system can differ from the card numbers read by the MyQ card readers.
To unify the Format of the two outputs, you can define a specific sequence of
commands that transforms the output of the MyQ card readers to the format used in
the database of

the third-party system.

With most of the MyQ card readers, you can use the card reader configuration
software to set the format directly on the reader. However, it is simpler and faster to
set one or two universal MyQ transformations than to separately change settings of
each card reader.

ID Card
Mumber:
123456
Card
Third-party Reader
Card
Feader

Transformation l

e

How to setup the card transformation:

On the User Authentication settings tab, in the Cards section and under Advanced,
you can define and use a transformation for card readers and select to use it on a
USB reader connected to the administrator PC. The USB reader can be used to
recharge credit or associate cards.

Available options:

« Card code transformation: This transformation is used by Embedded
terminals (with USB readers connected directly to the device) and by the
reader for a HW terminal that is connected, usually, as a primary reader.

« USB reader transformation: Check the box to apply the transformation to
card readers connected to a PC USB slot. These card readers are usually used to
recharge credit or to associate cards with user accounts.

283



Users

Defining the transformation

You can define the transformation by adding commands that can be found on this
list. The commands have to be separated by a semicolon (;) and are read and
executed from left to right. For example in the transformation
CommandX;CommandY, Command X is executed first and Command Y, second.

All the commands, except for the + command, are applied in the following way:

The first command of the transformation and each command immediately behind the
+ command are applied to the initial card number. All other commands are applied to
the result of their predecessors.

ID Card Transformation Commands

lerim(number of characters) — Remove the first X characters from the left.
ltrim(2): 123456 —> 3456

rtrim(number of characters) - Remove the first X characters from the right
(the last X characters).

rtrim(2): 123456 —> 1234

prepend(character string) — Add the string in front of the card number.
prepend(AB): 123456 —> AB123456

append(character string) — Add the string behind the card number.
append(AB): 123456 —> 123456AB

left(number of characters) — Select the first X characters from the left (and
remove the rest).

left(2): 123456 —>12

right(number of characters) — Select the first X characters from the right.
right(2):123456 —> 56

mid(number of characters, number of characters) - Remove X characters
from the left, remove Y characters from the right and leave the characters in
the middle.

mid(2,2): 123456 —> 34

lpad(number of positions, symbol) - Complete the string to the length
specified by the number of positions parameter by adding the value of the
symbol parameter to the left (in front of the card number).

lpad(12,0): 123456 —> 000000123456

hex2dec() — Transform the card number from hexadecimal mode to decimal
mode.

hex2dec(): 1000AB —> 1048747

dec2hex() - Transform the card number from decimal mode to hexadecimal
mode.

dec2hex(): 1048747 —>1000AB

hex2bin — Transform the card number from hexadecimal mode to binary mode.
hex2bin(): 1000AB —> 100000000000010101011

bin2hex - Transform the card number from binary mode to hexadecimal mode.
bin2hex(): 100000000000010101011 —> 1000AB

dec2bin - Transform the card number from decimal mode to binary mode.
dec2bin(): 100023 —> 11000011010110111
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bin2dec - Transform the card number from binary mode to decimal mode.
bin2dec(): 11000011010110111—> 100023
reverse() — Reverse the byte sequence, i.e. take all the characters by two and
reverse the order of the pairs. (The last pair goes first, the second last goes
second, etc.)
reverse(): 1234AB —> AB3412
reverseString() - Reverse the character sequence. (The last character goes
first, the second last goes second, etc.)
reverseString(): 1234AB —> BA4321
reverseNibbleBits() - Convert each character from hexadecimal mode to
binary mode, reverse the character sequence of each quadruple and convert
the result back to hexadecimal mode.
reverseNibbleBits(): 10AB —> 0001 0000 1010 1011 —> 1000 0000 0101 1101 —
> 805D
upper() — Converts the string to upper case.
upper(): Abcd —> ABCD
plugin(reference) — Calls a card transformation plugin with the given
reference. This option enables using custom PHP scripts for the
transformation. For more information about this option, contact MyQ support.
asciiCode2ascii — Converts ASCII characters encoded as hex-digits to ASCII
characters.
asciiCodeZ2ascii(): 414F —> AO
"string 1" + "string 2" — Merges the strings in front of and behind the +
command.
"string 1":
o Either the initial card number (if there are no commands preceding the +
symbol),
o or the result of the last command before the + symbol (if there are no +
commands preceding the + symbol),
> or the result of the previous + command.
"string 2":
o Either the initial card number (if there are no commands behind the +
symbol or if the next command is another + command),
> or the result of the last command of the transformation (if there are no +
commands behind the + symbol),
> or the result of the last command before another + command.

ID card transformation example:
Card number: 10AB

Card code transformation:
hex2bin();lpad(16,0);reverseString();ltrim(8);reverseString();bin2hex() +
lerim(4);lpad(4,10AB)

Result: 7070AB
Transformation process:
("10AB"—>"1 0000 1010 1011"—> "0001 0000 1010 1011"—> "1101 0101 0000

1000" —> "0000 1000" —> "0001 0000" —> "10") + ("10AB""—> ""—> "10AB") ==>
"1010AB"
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10.10.3 Generating PIN

On the User Authentication settings tab, under PIN, you can select multiple options
concerning PIN generation.

v PIN

User can change PIN: (v
Minimal PIN length: * |4
Send new PIN via email:

Generate PIN for users created by
synchronization or manual input: “Send new PIN via email’ will be automatically checked

v~ Temporary PINs

Generate PINs as temporary:

Only for users in groups: | g8 All users
Validity of temporary PINs: = | 24 hours

v Email with a new PIN

Subject: * | MyQ: Your new PIN

Message: * | Your new MyQ PIN is: %pin%
%6validityde
Please contact the administrator at %admin% in case of further requests

€ Revert values

» Email with the PIN reset code

User can change PIN

With this option selected, the users can generate a new PIN on their account on the
MyQ Web User interface, by clicking Generate PIN on the Home screen of their user
account.

Minimal PIN length

This option determines the mandatory minimum PIN length. The number can be set
between 4and 76 - the default is 6.

If the administrator creates the PIN manually, it cannot be shorter than the value set
in this field. If the PIN is generated by the system, it cannot be shorter than the value
in this field, and also cannot be shorter than the minimal value enforced by the
number of users, described below.

The required minimal PIN length that depends on the number of MyQ users is:

* <1000 — 4-digit pin is required
* 1000 - 10 000 — 5-digit pin is required
* 10 000 - 100 000 — 6-digit pin is required
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The required minimal length lowers the chance of randomly guessing the PIN. Also,
trivial PINs, such as 7777 0r 22222, are excluded from the automatic PIN generation
process, and will not be allowed as manually created PINs.

If the administrator increases the Minimal PIN length value, a pop-up will prompt
them to generate new PINs for all the active users. If the administrator chooses to
generate new PINs, the old PINs will be deleted and new PINs will be automatically
sent via email to all the active users. Otherwise, the old, potentially shorter PINs will
be kept.

Generate PIN For users created in synchronization or manual input
With this option selected:

« Anew PIN is generated for new, manually created users.
> A manually created user without an email address will not receive the new
PIN via email.
« During User synchronization, a new PIN is generated for every user that does
not already have a PIN.
> PINs are generated only for users with an email address. Users without an
email address are skipped.

Send new PIN via email

With this option selected, users are sent an email informing them about the new PIN
every time a new PIN is generated.

This is automatically checked if the above option (Generate PIN for users created in
synchronization or manual input) is selected.

There are also email templates you can use for informing the users about their new
PIN (Email with a new PIN) or for providing them with a reset code in case of a lost/
forgotten PIN (Email with the PIN reset code). The templates are editable and the
values can be reset to their defaults if needed, by clicking Revert values.

Temporary PINs

Generate PINs as temporary - With this option selected, for the selected user
groups in the Only for users in groups field, the automatically generated PINs are
always temporary. You can set the Validity of temporary PINs in hours (24 hours by
default).

Find out more about utilizing temporary PINs here.

4 Limitations
« Users using an LDAP, Microsoft Entra ID, or Radius authentication
server cannot sign in on the MyQ Web User Interface with a PIN.
However, they can use their PIN on the MyQ Embedded terminals and
MyQ Desktop Client up to version 10.0.
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10.10.4 Password complexity

In this section, the administrator manages the password complexity of MyQ users
accounts.

« Minimum length - set the minimum character length for the password, in range
1-100 (8 by default).
» Enforce password complexity - set how many of the four password
complexity rules are to be enforced (2 by default):
> At least one upper-case letter
> At least one lower-case letter
> At least one number
> At least one special (non-alphanumeric) character

~ Password complexity

Minimum length: * |8

Enforce password complexity: = |2 of 4 rules

10.10.5 Using external authentication servers

In addition to the internal MyQ authentication methods (password, PIN or ID card),
you can use two types of external authentication servers: LDAP and Radius.

With the two external methods, MyQ does not use the internal MyQ PIN or password
for user authentication, but instead authenticates users against an LDAP or Radius
server. After the user enters their credentials during the authentication, the
credentials are sent to be verified directly by the external server. If there is no online
connection with the LDAP or Radius server, users cannot log in.

To enable this method of authentication, you have to take two steps:

1. register the external authentication servers in MyQ
2. select to use them for user authentication

To register external authentication servers in MyQ, see Authentication Servers
Settings.

Selecting to use the registered external authentication servers for user
authentication, can be done either automatically during the user import from an
LDAP server or a CSV file, or manually on the properties panels of individual users.

Automatically selecting the external authentication option

Importing users from a CSV fFile

When you import users from a CSV file, you have two options of selecting the
authentication server for the users:
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1. You can select the Use authentication server option and select the server
during the synchronization setup on the synchronization properties panel.

2. You can specify the Authentication server for a particular user in the
AUTHSERVER field of the CSV file. If the field is not empty, its value has
priority over the value selected on the properties panel.

For more information about importing users from CSV files, see User synchronization
from CSV files.

Importing users from an LDAP server

During the users import from an LDAP server, you can select the Use authentication
server option, to use the current synchronization source server for users
authentication. For information about importing users from LDAP servers, see User
synchronization from LDAP servers.

Unlike the Use authentication server setting for the import from a CSV file, which
allows you to select the authentication server, the Use authentication server
setting here gives you a single option — users will be

authenticated against the LDAP server where they are imported from.

Manually selecting the external authentication option
To manually select the external authentication option

1. Open the Users main tab and double-click the user. The user's properties panel
opens on the right side of screen.

2. Onthe panel, select the Use authentication server option. The Authentication
server setting becomes available.

3. On the Authentication server drop-down box, select the server you want to
use, and then click Save at the bottom of the panel.

10.10.6 External Authentication

Administrators can benefit from using external authentication servers for
authenticating users into MyQ. This is helpful mainly in environments where an
authentication service not natively supported by MyQ is used.

External Authentication is used for login on the MyQ Embedded Terminal and MyQ
Desktop Client. The MyQ Web User Interface and MyQ X Mobile Client require
credentials set in MyQ.

How it works

An API connector between MyQ and the authentication service is set up. MyQ
requests authentication through this connector, and on the other side is the
authentication service itself where users and their credentials are stored.
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B} User attempts to F1 The request is sent E] The connector
signin on the MyQ to the API handles
Embedded connector, communication
Terminal containing the with the

* By swiping login method type authentication
an ID card and the value service and returns
« By entering the user who
aPIN matches back to
MyQ

There are two modes of operation for External Authentication. Either it can be the
primary way of authenticating users, or it can be configured as a backup
authentication in case the authentication towards MyQ fails. For this, the option
“Use only if authentication against MyQ DB fails” can be selected.

Authentication request

Supported login methods

This setting defines the login method for which External Authentication is used. The
other, unselected, login method authenticates the user against the credentials in
MyQ.

* |D Card
 PIN

MyQ sends the type of login method together with the actual PIN/ID card value so
that the API connector can recognize which user property should be used to find the
correct user.

For example, if an ID Card is selected, and the user authenticates on the Embedded
Terminal with an ID card, MyQ sends out loginType=1&loginValue=1234 . This can

be interpreted as the ID card number 1234 .

&) facardreader that emulates keystrokes is connected to the device and a user
swipes their card, MyQ cannot recognize if the value received is a PIN or ID card

number. MyQ indicates this to the API connector ( loginType=7 ). The connector

should be configured to handle these requests, e.g. by attempting to authenticate
towards both user properties.

Authentication response

Supported user identifiers

The API connector has to respond in a JSON format with one of the values back to
MyQ to pair the correct user and log them into the client.

 Personal number of an existing user in MyQ
« Username of an existing user in MyQ
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Example responses:

* {"result":0,"personalNumber":"123456"} means that the user was
successfully identified by the authentication service and its personal number is
123456 . The user with this personal number in MyQ is authenticated.

e {"result":0,"username":"JohnDoe"} means that the user was identified and

its username is JohnDoe . The user with this username in MyQ is
authenticated.

Error states

* Invalid user ( {"result":1} )-- the user was found, but their account is invalid
(e.g. deactivated)
* No user found ( {"result":2} )-- there is no user associated with the credentials

APl Documentation

For implementation details, containing information about the APl endpoints and
valid responses, read the MyQ APl documentation — External Authentication.

:MyQLogo:

Common use cases

The External API connector can be used in its most simple way to “translate”
requests. But it also allows more advanced authentication workflows as the
connector itself can perform a set of operations before it returns the matching user
back to MyQ.

Example 1: Authentication service not supported by MyQ is required
A connector that translates the API calls between MyQ and the remote
authentication service.

Example 2: Advanced authentication workflow — multiple identities

External Authentication can be used in cases where some operation is required to
happen between MyQ and the authentication server. This can be transformation,
advanced user recognition in multi-domain environments, and more.

Setup External Authentication

External Authentication destination can be enabled and configured in MyQ,
Settings, User Authentication.
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~ External Authentication

Enabled: ()

URL:
User name:
Password:

Login method: '@ 1D Card
PIN
Use only if authentication
against MyQ DB fails:

Test connection

« URL: type the URL where the API connector is running
« User name: type the user name required for the connection to the external
server via API
» Password: type the password required for the connection to the external
server via API
* Login method: choose the users login method - /D Card or PIN
» Use only if authentication against MyQ DB Ffails: this option defines whether
the External Authentication will be the primary or secondary method for
authentication
° |f enabled, the user is first authenticated towards the MyQ Print Server, and
only after it fails, the next attempt goes through the remote authentication
service
o |f disabled, no authentication towards the MyQ Print Server is performed,
External Authentication service is always used

10.11 Policies

The Policies settings tab is divided into two sections. The Print job policy section
contains settings that apply to all print jobs, all printers and selected users or groups.

The Printer policy section contains settings that apply to all queues, all print jobs,
selected users (or groups) and selected printers.

Print job policies have the highest priority. Settings in the Printer policy section
apply to all queues and all of the selected users, regardless of the settings of queues
and print job policies.

@ Anin-depth look at MyQ user policies and how to implement them to attain
your organizations goals can be found here.

Policies in both sections are listed in order of precedence: every policy has a higher
priority than all the policies below it. If two policies are in conflict, the policy that is
higher on the list applies. The default policy has the lowest priority and is always at
the bottom of the list, other policies can be moved up and down the list by clicking
the left or right arrow buttons on the Policies settings tab toolbar.
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Users > @ Policies

Status Users

Print job policy

® 2 Allusers

Keep jobs for reprint: Yes
Color: Do not change
Duplex: Do not change
Staple: Do not change
Punch: Do not change

Ton Do not change
C Default policy Pri...

Printer policy

Full color copy: Yes

Scan: Yes
Fax: Yes
Device access level: User

10.11.1 Print Job Policies

To open a print job policy properties panel, double- click the print job policy on the
Policies settings tab list, under Print job policy.

Each print job policy panel is divided into four sections:

In the upper section, you can enable or disable the policy, select the Users and
Groups of users that it will apply to, and add the policy’'s Description.
In the General section, mark the checkboxes to be able to modify it and choose
Yes/No if you want to Keep jobs for reprint.
In the Job Settings Defaults section, mark the checkboxes to be able to
modify the below settings:

> Color: Do not change, Force mono, Revert force mono

> Duplex: Do not change, Simplex, Duplex long edge, Duplex short edge

o Staple: Do not change, Yes, No

° Punch: Do not change, Yes, No

° Toner saving: Do not change, Yes, No
In the Permissions section, mark the checkboxes to be able to modify the
settings and you can choose whether to Allow or Deny them:

° Change color

° Change duplex

° Change staple

> Change punch

> Change toner saving

° Change copies

> Change page range

Click Save and your new Print job policy appears in the Policies list.

10.11.2 Default print job policy

The Default policy applies to all users and has no restrictions. Except for its name
and scope, all the settings of this policy can be changed.
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You can restore the default settings by clicking Restore defaults on the top-right
corner of its panel.

@ Default policy Restore defaults X
Enabled: 0
Users and Groups e All users
Description: | Default policy
v General

Keep jobs for | Yes

reprint

+ Job Settings Defaults

- N -

Color o not change
Duple Do not change s
Staple: | Do not change “
Punch: | Do not change hd
Toner saving: | Do notchange v

v Permissions

Change color: | Allow

Change duplex: | Allow "
Change staple: | Allow w
Change punch: | Allow i
Change toner | Allow o
saving:
Change copies: | Allow o

Change page range: | Allow

10.11.3 Adding new print job policies

1. On the bar at the top of the Policies settings tab, click +Add, and then click
+Add print job policy. The new print job policy properties panel opens on the
right side of the screen.

2. On the panel, select the users or group of users that the policy will apply to,
optionally write a description of the policy, change its settings, and then click
Save.

The new policy appears on the Policies setting tab, under Print job policies.
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With all the Permissions set to Deny, users are not able modify their jobs on the MyQ
Embedded terminals.

With the Keep jobs for reprint setting set to No, users are not able to add their jobs
to Favorites on their account on the MyQ Web Interface or on MyQ Embedded
terminals and they cannot reprint old jobs on the embedded terminals either.

The Keep jobs for reprint setting is also available when configuring a queue. The
following combinations between the Keeps jobs for reprint Policy and Queue setting
are available:

* Policy ON+ Queue ON-The print job file is saved and can be reprinted even
when not marked as favorite.

 Policy ON + Queue OFF- The print job file is saved only when marked as a
favorite before printing. Favorite jobs can be reprinted.

 Policy OFF + Queue ON- The print job files are always saved, but because of the
policy they cannot be reprinted or marked as favorite by the users. If the Policy
is changed to ON, then the jobs can be reprinted later.

* Policy OFF + Queue OFF - The print job files are always deleted right after
printing, cannot be reprinted or marked as favorite. If the Queue or Policy is
changed to ON, jobs cannot be reprinted anyway.

10.11.4 Printer Policies

To open a printer policy properties panel, double-click the printer policy on the
Policies settings tab, under Printer policies.

Each printer policy panel is divided into three sections:

 In the uppermost section, you can enable or disable the policy, select the Users
and Groups of users that it will apply to, select the Printers that it will apply
to, and write the policy’'s Description.
 In the Allowed Actions section, you can restrict access to particular operations
on the selected printing devices. The available operations are:
° Print
> Copy
> Full color copy
° Scan
° Fax
 In the Other policies section, you can provide users with administrator access
to printing devices via the embedded terminal menu. For some devices, this
option is not supported.

Default printer policy

The Default policy applies to all users, all printers, has no restrictions and gives users
User access to embedded terminals. Except for its name and scope (It applies to all
users and all printers), all settings of this policy can be changed.

You can restore the Default policy default settings by clicking Restore defaults on
the top-right corner of its panel.
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© Default policy

Enabled:
Users and Groups:
Description:

Printers:

~ Allowed Actions
Print:

Copy:

Full color copy:

Scan:

Fax:

v Other policies

Device access level:

10.11.5 Adding new printer policies
1. Onthe bar at the top of the Policies setting tab, click +Add, and then click

©

2% All users
Default policy

5 All printers

User

Restore defaults

x

Users

+Add printer policy. The new policy properties panel opens on the right side

of screen.

2. On the panel, select the users or group of users that the policy will apply to,
optionally write a description of the policy, change its settings, and then click

Save. The new policy appears on the Policies settings tab, under Printer

policy.

10.11.6 Checking policies applied to individual users

The levels of policy applied to individual users at specific printers can easily become

complex, however, you can use the Show Effective Policies action to get a quick

overview of policies on a user level.

1. From the Users tab, select Actions from the top-right of the navigation bar,
and click Show EFffective Policies.
2. Select the user fFor whom you want to view effective policies, and optionally, a

specific printer, and click Show EFfective Policies.
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The policies currently applied to this user (on the relevant printer if selected) are
listed in the categories General, Allowed Actions, Other policies, Job Settings
Defaults, and Permissions.

Effective Policies x
User: * 8 Tim Canterbury v
Printer: | Kyocera ECOSYS - v
General

Keep jobs for reprint:  Yes

Allowed Actions

Print: Yes
Copy: Yes
Full color copy: Yes
Scan: Yes

Fain Yes

Other policies

Device access level: User

Job Settings Defaults

Color: Do not change
Duplex: Do not change
Staple: Do not change
Punch: Do not change

Toner saving: Do not change

Permissions

Change color: Allow
Change duplex: Allow
Change staple: Allow
Change punch: Allow

Change toner saving: Allow
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Change copies: Allow

Change page range: Allow

Show Effective Policies Close

10.12 Rights

On the Rights settings tab, you can provide users or groups of users with
administrator rights or provide them with rights to run one or more of the MyQ
agendas: they can perform actions, change settings or see information that are

inaccessible under a standard user account. On the tab, you can add users or groups
and provide them with the rights.
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5% Settings

 Connections

_'5_ Authentication Servers

& snmp

@ Printers & Terminals
Configuration Profiles
@, Printer Discovery
@ Terminal Actions
'5 Events
&, Event Actions

2 Uszers

@ Policies
%% User Synchronization

2+ User Authentication

¢/ Rights

By Accounting
B Credit
ﬁ Quota
B Projects
& Price Lists

EI Jobs

Users » cf Rights

{:_;:} Add User

MName

=52 All users

= cf Settings: Rights

Users

e
.;’_1\

Search

Rights

f Read jobs

B Carol Kai

% Managers

On the toolbar at the top, you can:

cf View printers

cf Administrator

drp Boost quotas

¢f Manage jobs

o8 Manage licenses
cf Manage payments
¢f Manage printers
¢f Manage projects
cf Manage queuss
of Manage reparts
¢f Manage settings
ol Manage users
¢f Manage vouchers
cf Read jobs

¢f Recharge credit
cf View log

of View printers

¢f Boost quotas

cf Manage jobs

d" Manage payments
¢f Manage users

cf Read jobs

cf View printars

* Add user - add a new user or group with assigned rights.
 Edit - edit an existing user or group with assigned rights.

* Delete - delete a user or group with assigned rights.
» Refresh - refresh the list of users and groups.

« Search - search for a user or group with assigned rights. You can either use

user names or rights for filtering your search results.

If the server is used as a Site server, user rights are managed by the Central
server. The rights are visible in the Site server’s Rights settings, but are non-

editable.
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10.12.1 Providing Users and Groups with Rights
To add a new user or a group of users to the list on the Rights settings tab:

1. Click +Add User. The Select user or group dialog box appears.

2. In the dialog box, select the user (or group) and click OK. The rights panel
opens.

3. Select the user (or group) rights.

4. Click OK. The user (or group) appears on the list on the Rights settings tab
along with the assigned rights.

¢f settings: Rights

Users > ¢ Rights v General

(® Add User... % | search Q DAGminis‘frator
— Rights Boost quotas
: . Manage jobs

Manage licenses
Manage payments
Manage printers
Manage projects
Manage queues
Manage reports
Manage settings
Manage users
Manage vouchers
Read jobs
Recharge credit
View log

View printers

v Delete cards

Delete Cards

10.12.2 Editing Users' Rights

To open the user rights properties panel (or the group rights panel), double-click the
user (or the group) on the list of users and groups on the Rights settings tab. The
panel appears on the left side of the screen.

In the user rights panel, under the General section, you can assign rights concerning
the general run of MyQ. These rights are described below:

» Administrator - The user is provided with administrator (*admin) rights.
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» Boost quotas - The user gets access to the Quota Boosts main tab.

* Manage jobs - The user can edit other users' jobs.

* Manage licenses - The user can view and manage MyQ licenses on the License
settings tab.

« Manage payments - The user gets access to the Payments main tab.

« Manage printers - The user gets access to the Printers main tab, to monitor
printers and change their settings, as well as the Printers & Terminals settings
tab and all its subsections, where they can modify settings.

« Manage projects - The user gets access to the Projects main tab, can add
projects and change their settings.

* Manage queues - The user gets access to the Queues main tab and can change
the settings there.

« Manage reports - The user can manage all reports.

« Manage settings - The user gets access to management of all settings on the
Settings tab of the MyQ Web interface except for the settings on the Rights
tab.

« Manage users - The user gets access to the Users main tab, the Users settings
tab and the Policies settings tab, can add users and change their settings and
rights. The user also gets access to the Accounting settings tab, but cannot
change the settings. Access to the Credit settings tab is granted, but the user
is only allowed to change Users and Groups. Access to the Quota settings tab is
granted, but but the user is only allowed to change Quota definitions, not
Quota global settings.

« Manage vouchers - The user gets access to the Voucher Batches main tab.

* Read Jobs - The user can see other users' jobs.

» Recharge credit - The user gets access to the Recharge credit main tab.

* View log - The user can view the MyQ log.

» View printers - The user gets access to the Printers main tab, to monitor
printers.

» Delete Cards - If granted, the user has the Delete all ID cards button available
on their User profile widget in the MyQ web Ul and they are able to delete all
their ID cards.

10.13 Users Settings

In the Users settings tab (MyQ, Settings, Users), the MyQ administrator can manage
MyQ users’ General settings, New user registration settings, and MyQ Account
lockout options.

301



=myQ -
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w
[

Server Type

[ (@D

License

General

Personalization

O R

Task Scheduler

oo Network

£S5 Connections

Authentication Servers

2
2 snwp

i@ Printers & Terminals

1 Configuration Profiles

& Printer Discovery
E Terminal Actions
% Events

&, Event Actions

,9\ Users
@ Policies
%  User Synchronization
& User Authentication

& Rights

By Accounting
B Credit
£ Quota
B Projects
B} Price Lists

B Jobs

= Seanning & OCR

General section

2 Settings: Users

2 Users

~ General

Enable user profile editing:

Show more info about user

Users

profile: Widget ‘User profile’ will contain more informatio

Enable personal queues settings:
Enable delegate changes:
Enable deleting all ID cards:

~ New user registration

Register by swiping an unknown
D card:

Register in the Web user
interface:

Register by receiving a job via
LPR/IPPS/RAW protocels:

Register by receiving a job via
email:

Register by receiving local job
meta data (LPM):

> Email for new registered users

~ Account lockout

Attempts before lockout: =

Lockout time: *

Add to group:
Add to group:
Add to group:
Add to group:

Add to group:

5

135 minutes

» Enable user profile editing - If enabled, users will be able to change their full
name and email. For more information, check Enable user profile editing.

« Show more info about user profile - If enabled, the User profile widget will
contain more user-related information (Personal number, Phone, PIN, Card,
Aliases, Notes).

« Enable personal queues settings - If enabled, users can use personal queues.
For more information, check Personal Queues.

» Enable delegate changes - If enabled, users will be able to change their
delegates. For more information, check Delegated Printing.

» Enable deleting all ID cards - If enabled, users will be able to delete all their ID

cards.

If all of the above are enabled, the users can view additional user information, Edit
their account, Delete all ID cards, and use Personal Queues in their User profile

widget:
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User name:
Full name:

Ernail:

Carol Kai
Carol Kai

carolkai@email.com

Users

Default language:  English {United States)

Personal number:
Phone:
PIN: |+
Card: | ¢

Aliases:

Notes: | -
(Tf Set password... Generate PIN... I X Delete all ID cards I U Personalqueuesl

New user registration section

In this section, the MyQ administrator can enable automatic user registration to MyQ
in multiple ways, For more information, check Automatic user registration.

Account lockout section

In this section, the MyQ administrator can set the number of failed login Attempts
before lockout (5 by default), and the Lockout time in minutes (75 minutes by
default).
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This topic discusses one of the key functions of MyQ: setup and management of print
queues. It covers the following subjects:

» Overview, adding and deleting queues: List of queues, Adding, copying, and
deleting queues.

« Individual queues settings: Editing queues.

 Direct, Tandem, Pull Print, and Delegated printing queue types: Queue types.

« Ways of detecting users: User detection methods.

* You can create collections of watermarks and associate them with queues:

Watermarks.
« Some extra options for queues: Advanced queue options.

= myo (A) Home | @ Queues @ @
™ Queues ® Add Queue... % Actionsv @ Toolsv 5 |Search
Status | Name ~ | Type ~ | Printers S5UES
Pull Print

®  Default Pull Print 2 Printers: 1

. Easy Print Pull Print (= Printers: 1

®  Email Pull Print (2 Printers: 1

®  Llocal Pull Print M\ No printer

®  Web Pull Print (=) Printers: 1

11.1 List of queues

On the Queues main tab, you can see queues and information about them. The
queues are divided into groups according to their type: Pull Print, Direct, Tandem,
and Delegated printing.
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= myo @ nome [ Queues

T Queues
Status | Name ~ | Type ~ | Printers
Pull Print
®  Default Pull Print = Printers: 1
®  Easy Print Pull Print =) Printars: 1
®  Email Pull Print i) Printers: 1
®  Local Pull Print My Mo printer
& Web Pull Print (=) Printers: 1
Direct
®  QueueX Direct £ No printer
Tandem
®  HQ Tandem &y No printer

Delegated printing
& Marketing Delegated printing (=) Printers: 1

11.1.1 Default queues

Afterinstalling MyQ, there are five default Pull Print queues on the Queues main
tab: Default, Easy Print, Email, Local, and Web.

» Default: Pull Print queue where all users have access and all printers are
assigned.

« Easy Print: Pull Print queue using the Easy Print feature.

« Email: All jobs sent from email are assigned to this queue.

* Local: Used with locally connected printing devices (USB, LPT).

» Web: All jobs sent directly from the web user interface are assigned to this
queue.

If you are using a MyQ Central and Site servers environment, the following queues
are also available by default:

« Job Roaming: Job Roaming enables users to transfer their jobs from one
location to another. Jobs sent to one branch are automatically assigned to this
system queue and can be printed on printing devices at any other branch. This
queue can only be used in a MyQ Central and Site servers environment; for
more information, see the MyQ Central Server Installation Guide.

» Job roaming delegated: Delegated printing jobs used with job roaming are
automatically assigned to this system queue. This queue can only be used in a
MyQ Central and Site servers environment; for more information, see the MyQ
Central Server Installation Guide.
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11.2 Queue types

For each queue, except for the default queues, you can select from four options as to
what happens with the jobs that are sent there. This section describes these four
queue types.

11.2.1 Direct queue type

A direct queue can have only one printing device assigned to it. Print jobs in this
queue are sent directly to the printing device and are immediately printed.

When you add printers using printer discovery, you can automatically create a direct
queue for every newly discovered device.

11.2.2 Tandem queue type

A tandem queue can be used on places with multiple printers and a higher printing
volume. Jobs sent to this queue are evenly distributed among the devices and do not
have to wait For one particular printer. This way, a large volume of print jobs can be
spread between printers and printed in a significantly shorter time.

The queue can have multiple printing devices assigned to it. Print jobs from the
queue are distributed among the printing devices that are not busy at the moment
and they are immediately printed. If there are multiple idle printing devices, the print
job is sent to the printer with the lowest printed pages counter.

To maintain a balanced printing device load, make sure that the printed page
counters on all of the used printing devices are similar. Otherwise the printing
devices with the lower printed page counter might be overused.

You can manually change the page counter on the Printer total counter adjust for
load balancing: setting on the printing device properties panel on the Printers main
tab. The number that you enter is added to the counter.

11.2.3 Pull Print queue type

With this queue, users can send multiple jobs and print them when they want on any
of the printers assigned to the queue.

The queue can have multiple printing devices assigned to it. All of the assigned
printers have to be equipped with MyQ terminals. Jobs sent to a pull print queue are
processed by the system and saved on the server.

Once the user logs in on any printer assigned to this queue, the print job is sent to
this device and the user can print it.

To use a pull print queue, an embedded terminal or a hardware terminal is required.
For more information on embedded terminals, see:

* MyQ Canon Embedded
* MyQ Epson Embedded
* MyQ HP Embedded
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* MyQ Kyocera Embedded

* MyQ Lexmark Embedded

* MyQ Ricoh SmartSDK Embedded
* MyQ Sharp Embedded

* MyQ Toshiba Embedded

* MyQ Xerox Embedded

11.2.4 Delegated printing queue type

The delegated printing feature enables users and groups of users to choose
delegates who can print their print jobs. After the delegating user (or group of users)
sends a job to the Delegated printing queue, all delegates can see the jobs and print
them. For further information about the Delegated printing feature, see Delegated
printing.

The Delegated printing queue type works in the same way as the Pull Print queue
type, except that it supports the delegate printing feature.

The delegates do not need to have rights to the delegated printing queue where the
job was sent.

11.3 Adding, copying, and deleting queues

11.3.1 Adding a queue

1. On the Queues main tab, click +Add queue. The new queue properties panel
opens on the right side of the screen.

2. Onthe panel, add a Name for the queue, select a Type, further modify the
queue's settings (Queues general settings), and click Save.

11.3.2 Deleting a queue

1. Onthe list of queues on the Queues main tab, select the queues that you want
to delete, and then click Actions (or right-click the queue). The Actions drop-
down box appears.

2. In the Actions drop-down box, click Delete. The queues disappear from the
list.

11.3.3 Copying a Queue’s Settings

To speed things up when you are creating new queues, or editing your existing ones,
you can copy the settings from a Source Queue to a Target Queue.

1. Onthe Queues main tab right-click the queue you want to copy the settings of,
or copy settings to and select Copy settings from Queue.

2. A dialog box opens where you can: select the Target Queue (the queue to
which the settings will be copied) and select the Source Queue (the queue
settings will be copied from).
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3. In addition, you can select which settings to copy from Job Parsing, PJL
Detection, and Print Drivers. Click save to copy the settings to the Target
Queue.

11.4 Editing queues

Each individual queue has its own properties panel. To open the panel, double-click
the queue on the list of queues on the Queues main tab (or right-click the queue, and
then click Edit). The properties panel opens on the right side of the screen.

™ QueueX *

General Jobreceiving MyQ Desktop Client  Job processing  Printers  Rights

~ Queue
Mame: = | QueueX
Type: ® Direct
Tandem
® | Pull Print
Delegated printing
Pricrity:
Keep jobs for reprint: * | Yes v

*~ Qutput to printer

Protocol: * | Raw v
Port: > (9100
Use Fiery if available: v

» Policies

The basic setup of a queue can be done in four tabs: the General tab, the Job
receiving tab, the Printers tab, and the Rights tab.

General tab settings

 Name - Enter a name for the queue. This is an essential parameter for directing
print jobs to MyQ and it is part of the print port setting. It is unique, case
sensitive and cannot contain diacritics and spaces. This entry is mandatory.

* Type - Select a type for the queue. The available queue types are: Direct,
Tandem, Pull Print, and Delegated Printing. For more information, see Queue
types.

Job receiving tab settings
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» User detection method - Here you can set the user detection method. For
more information, see User detection methods.

» Get job name from PJL - This gives you the option to discard a job when it
comes without metadata.

= QueueX ®

General Job receiving MyQ Desktop Client Job processing  Printers  Rights

~ Job parsing

Default printer | Autodetect o
anguage: * .

Discard the job if no
metadata:

User namie is case
sensitive:
User detection method: |Job sender w

Regular expression:

Get job name from PIL: |+

Get computer name
from PIL:

» Jobs via RAW protocol
» Jobs via hot folder
» Jobs via M& Universal Print

» Jobs via mobile devices

Printers tab settings

By default, the All printers group is automatically assigned to every queue. You can
delete this group to restrict the number of assigned printers.
To add a printing device or a group of printing devices to the queue:

1. On the bar at the top of the Printers tab, click +Add. A search dialog box

appears.
2. In the dialog box, find the printing device (or group of printing devices) that

you want to add to the queue, and then click OK.
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To remove a printing device or a group of printing devices from the queue:

1. On the bar at the top of the Printers tab, select the printing device (or group
of printing devices), and then click -Remove. The printing device (or group of
printing devices) disappears from the Printers tab.

) QueueX X
General Jobreceiving MyQ Desktop Client  Job processing  Printers  Rights
® add (5 Remove

Mame Details

Rights tab settings

By default, the All users group is automatically assigned to every queue. You can
delete this group to restrict the number of users with the right to use the queue.

To provide a user or a group of users with rights to the queue:

1. Onthe bar at the top of the Rights tab, click +Add User. The Select user or
group dialog box appears.

2. Inthe Select user or group dialog box, select the user (or group of users) that
you want to provide with rights to the queue, and then click OK.

[ QueueX X

General Jobreceiving MyQ Deskiop Client  Job processing  Printers  Rights

® adduser S W o0 search Q

Mame Rights

2% All users f Use queue

To remove the rights to the queue from a user or a group of users:

1. On the Rights tab, select the user (or group of users), and then click the
remove button (X). The user (or group of users) disappears from the Rights
tab.
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11.5 Online/OFffline queues

While the default queues are always online, each of the manually added queues can
be switched to the offline mode. Queues switched to the offline mode do not receive
any print jobs. However, users can still print jobs that are already waiting in these
queues.

Jobs sent to an offline queue are rejected with the log message: "Unknown or
inactive queue "..". The job was discarded." displayed in the log, on the Log main tab of
the MyQ Web Interface.

To switch between the online and offline mode of a queue:

1. Select the queue from the list on the Queues main tab, and then click Actions
(or right-click the queue). The Actions drop-down box appears.

2. Inthe Actions drop-down box, click OFfline (or Online). The queue switches to
the offline or (online mode).

— myQ (o) Home = @ Queues

T Queues
Status | Name | Type » | Printers
Pull Print
®  Default Pull Print (= Printers: 1
®  Easy Print Pull Print (=) Printers: 1
®  Email Pull Print (=) Printers: 1
®  |ocal Pull Print M No printer
® web Pull Print (= Printers: 1
Direct
®  Queuex Direct A\ e nrintar
Z  Edit
Tandem Install Windows printer
® HO Tandemn
[ Online
Delegated printing
®  Marketing Delegated
[ Delete.. Delete
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11.6 Personal Queues

Personal queues in MyQ enable users to select the queues where their print jobs are
sent to. The users can create multiple queues to ascertain that at least one of them
has available printing devices where the job can be released.

If a user is not allowed to send the job to the currently checked personal queue, MyQ
skips it and moves to the next one. If all personal queues are skipped, the job is sent
to the queue set on the print port.

11.6.1 Activating the feature

To activate personal queues:

1. Onthe Users settings tab, select the Enable personal queues settings option.

2. Onthe properties panel of the queue where the user's jobs are sent to by the
print driver, add the PHP script shown below. The script moves the jobs to the
first available personal queue of the user.

SpersonalQueues = Sthis->owner->personalQueues;
foreach (SpersonalQueues as 5q) {

if (Sg->isAnyPrinterAvailable() === false) {continue;}
Sthis->moveToQueue(Sq->name);

break;}

After the feature is set up, each user can see a button for setup of their personal
queues on their account on the MyQ Web Interface.

11.6.2 Setting personal queues

Once the feature is activated, both the MyQ users and the MyQ administrator can
add and delete personal queues.

MyQ Users

Users add and delete the personal queues on their user account on the MyQ Web
Interface. To do this, they need to log in to the interface, then click Personal queues
there, and lastly set the queues in the Personal queues dialog box.
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User profile

Uzer name: eliot.kate
Full name: Eliot Kate
Ernail:  joachim@myg-solution.com

Default language
o Edit Set password || Generate PIN | | @l Person%queues

After the user sends the job, MyQ checks the personal queues and sends the job to
the first queue with available printing devices.

MyQ Administrator

The MyQ administrator adds and deletes the user's personal queues on the Queues
tab of the user's properties panel on the Users main tab in the MyQ Web
Administrator Interface. To access the tab, open the Users main tab (MyQ, Users),
then double-click the user (or right- click the user, and then click Edit on the shortcut
menu) to open the properties panel, and lastly click Queues on the panel.

On the Personal queues section, add and/or delete personal queues for the user.
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General Groups Queues

Mame

Default
Easy Print
Email

HQ
Marketing
QueueX

Web

') Personal queues

i; Actions v

Delegates
Type

Pull Print

Pull Print

Pull Print

Tandem
Delegated printing
Direct

Pull Print

The queue at the top of the list has the highest priority

Personal

I QueueX mark

W

queues:

) add

~ Save

Cancel

=

b4

i JFeting - Delegated printing x
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11.7 Advanced queue options

Once you have created a queue and set the basic options, like the name, type,

printers and rights assignments, you can select some of the more advanced queue
and job management features:

* General

» Job receiving
» Job processing

MyQ Desktop Client
Job Scripting

11.7.1 Generaltab

Available advanced settings on a queue’s general tab:

Queue section

 Priority: When multiple jobs from pull print queues are to be released at the
same time, the jobs
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that are sent to the queues with a higher priority are released before the jobs
with lower priority. For example, if there are three jobs waiting to be released
on a printing device, one with a priority number 0, one with a priority number -7
and one with a priority number 2, the job with the priority number 2is printed
first, the job with the priority number 0is printed second and the job with the
priority number -7 is printed third.

Keep jobs For reprint: Yes, No. The Keep jobs For reprint setting is also
available when configuring a Print Job Policy. You can find the available
combinations in Print Job Policies.

Output to printer section

Protocol: By default, print jobs are sent from MyQ to printing devices via the
Raw protocol. Instead of it, you can use one of the alternative standard
protocol options (/PP, IPPS or LPR) or the MyQ printing protocol, which can be
used in two versions:

> MPP: jobs sent via this protocol are compressed

> MPPS: jobs sent via this protocol are compressed and encrypted via SSL
Port: Here you can change the port of the selected protocol.
Use Fiery if available: If you use a Fiery module for processing Postscript jobs,
make sure that this option is selected and set the IP address of the module on
the properties panel of the printing device to which the module is connected.
Otherwise, you can deselect the option.

Policies section

The final job settings are a combination of these queue settings, user policies and
user changes made on the embedded terminal. All settings are set to Do not change
by default.

Color: Do not change, Color, B&W

Duplex: Do not change, Simplex, Duplex long edge, Duplex short edge
Staple: Do not change, No, Yes

Punch: Do not change, No, Yes

Toner saving: Do not change, No, Yes

11.7.2 Job receiving tab

On the Job receiving tab of each queue, you can set how a job is parsed and other
job receiving options.

Job parsing section

Default printer language: Choose the default printer language from the drop-
down menu. The available options are:
> Unknown
> Autodetect (default setting)
° PCL5
> PostScript
ESC/P
> Prescribe

o
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[

PCL6

> PDF

JPEG

> XPS
If there is no PJL in the job specifying the print language, the default
language is assumed.

 Discard the job if no metadata: If this option is selected, MyQ discards all jobs
that do not contain metadata from the Job Parser. It can be used together with
the Credit or Quota features to prevent printing jobs without necessary
information (number of pages, color etc.). When a job is discarded due to this
setting, the following message appears in the MyQ Log: "Job metadata is
required for the queue but the job parser is turned off. Job is canceled. |
queue=QueueX".

If you select this option, make sure that the Job Parser is enabled. In new
installations the Job Parser is activated by default.

« User name is case sensitive: If you have a case sensitive operational system,
such as LINUX, where you can create two users whose user names differ only in
cases, for example users juliette and Juliette, you should select the User name
case sensitive option. With this option selected, MyQ differentiates between
two users that differ only in the case used. For example, if the user Julietteis
registered in MyQ (and the user juliette is not) MyQ rejects jobs sent from the
OS account juliette.

» User detection method: Select how the job owner is identified (Job sender by
default). Described in detail in user detection methods.

» Regular expression: You can use regular expressions to capture a part of the
string that MyQ detects within any of the user detection methods. MyQ uses
regular expressions with the ECMAScript engine, meaning that the first
captured group is used: first, MyQ finds the first match for the regular
expression, and then it identifies the job owner with the first group captured in
the match. This way you can search for a string and define which part of it will
be identified as the job owner. For example, you can use the regular expression
to find an email address in the detected name string and use the group
capturing to save just the part preceding the @ symbol.

» Get job name from PJL: With this option enabled, MyQ takes the job name
from the JOB NAME parameter in the PJL header instead of detecting it from
the LPR protocol. Click +Add to enter PJL variables and regular expressions,
Edit to modify any existing variables, Test to actually test if your regular
expressions work, and X to delete a variable/regex set. The job name in the PJL
header may differ from the printed document's name.

In the below example, you can see how a variable/regex set works, and if it
manages to find the job name from the PJL header:
° |n the PJL Variable field, there should be the JOB NAME variable, or any
other variable used to detect the job name.
> |In the Regular expression field, there should be the regular expression you
want to use in order to detect the job name. In the example, the ([*\.]+)
regex takes all characters before it reaches dot (which is specified as “|.” -
backslash is required in case of dot, because it is one of the special
characters).

[

316



Queues

° |n the Text to test field, there should be the text from the print job’s PJL
header:

test-file.pdf
After clicking Test, the test result is displayed at the bottom. In this example,
test-file was successfully detected.

Regular expression test X

PIL Variable: | JOB NAME

Regular expression: | ([*\.]+)

Text to test; | test-file.pdf

Result: )
' test-file

* Get computer name from PJL: With this option enabled, MyQ takes the
computer name from the PJL header instead of detecting it from the LPR
protocol. Click +Add to enter PJL variables and regular expressions, Edit to
modify any existing variables, Test to actually test if your regular expressions
work, and X to delete a variable/regex set.

° In the PJL Variable field, there should be the SET JOBATTR variable, or any
other variable used to detect the computer name.
° In the Regular expression field, there should be the regular expression you
want to use in order to detect the computer name.
° |n the Text to test field, there should be the text from the PJL header.
After clicking Test, the test result is displayed at the bottom.

Jobs via Raw protocol section

The RAW protocol is the default protocol for systems that do not use Windows OS
and for standard TCP/IP.

The advantage of this protocol is that it sends data without further processing and
has smaller packet headers.

As RAW comes without any job metadata, you must use a different port for each
queue (starting from port 9700). The used ports are added to Windows Firewall.

Click +Add next to Port and select a port.
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Make sure that the queue has the following settings:

» User detection method: Select User detection from PJL, MyQ Desktop Client or
Detect user from the job name

« If User detection from PJL is selected, +Add the desired PJL variable(s) and
regular expression(s)

@ Because there are no metadata, the queue is determined by the TCP port, the user
always from the PJL and the sending computer is the client's IP address.

Jobs via hot Folder section

In this section, you can associate the queue with one or multiple network folders
where print jobs are stored.

If the folder is password protected, MyQ will use the credentials of the account MyQ
service is running under.

The MyQ server will regularly monitor the network folder for new files. If there is
new job in the folder, the MyQ server checks if it is supported for printing. Supported
files will be downloaded and deleted from the folder, unsupported files will be
deleted. The operation is logged in the MyQ log ("job 123.prn was downloaded from |\
\serverXYZ\folder1", "job 123.cpr was deleted from \\serverXYZ\folder1, file type is not
supported").

 Directly supported files: .prn, .pcl, .ps, .eps, .pdFf, .jpg, .bmp, .tif, .png, .txt
« MS Office files are supported, but they are converted to
PDF: .doc, .docx, .xls, .xlsx, .ppt, .pptx, .odt, .ods, .odp

Only the following user detection methods can be used: Job sender, Detect user from
the job name, User detection from PJL.

Click +Add next to Hot folder and type the folder path.

Jobs via MS Universal Print

In this section, you can associate the queue with MS Universal print.

To do that, set the option to Enabled, and click Save. After a few minutes, your
queue will be available as a virtual printer in MS Azure Universal Print.

B Touse this option, you first need to set up MS Universal print.

Jobs via mobile devices

In this section, you can make the queue available in the MyQ X Mobile Client, and in
AirPrint and Mopria.

Mark the Enabled checkbox, and click Save.

@ Only the Job sender user detection method can be used with this queue.
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User detection methods

One of the essential MyQ functions is to identify the owner of a sent print job. You
can select from a number of identification options. The most common way is to
identify the user as the OS account where the job was sent from (Job sender). If
there are many users who send their jobs from one account, you can use one of the
three authentication options: prompt for a PIN/card, prompt for a username and
password or prompt the user to select from a list.

Apart from the above-mentioned options, MyQ offers several advanced identification
options that can be used in special cases, such as if you want to use a DNS server to
identify the user's computer or detect the user from the job name.

The available user detection methods are:

» Job sender

» Sender's computer name

* Print server's DNS name

* Sender's computer DNS name
» Detect user from the job name
* MyQ Desktop Client

» User detection from PJL

Job sender

The basic and most common user detection method option is to identify the owner as
the OS user account where the job was sent from.

If the user logs on the account Eliot.Kate and sends the job from there, MyQ
identifies them as Eliot.Kate.

Sender's computer name

With the Sender's computer name option selected, the job owner is identified as the
name of the computer where the job is sent from. This way, it does not matter on
which OS account the sending user is logged in, and all jobs are accounted on the
computer.

By default, the Computer detection method is set to Default mode. This is the
standard setting that works in almost all cases. For information about alternative
options, please contact your MyQ support.

A regular expression can be used to capture a part of the detected string.

Computer narme, domain, and workgroup settings
Computer name: MB227
Full cormputer name:

Computer description:

Comain:
Job received: id=2890 | time=1s | size=19KE | user=MNE227 | project= |
08/08/2...  Info LP.. 101311 name=userl 8@documentxy.com:BOT818&05R | hostname=NB227 |
queue=Test
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Using a DNS server to resolve the job owner

With the two user detection method options: Print server's DNS name and Sender's
computer DNS name, a DNS server is used to resolve the job owner as one of the
two respective values:

1. Print server's DNS name : The computer or server where the print driver is
installed. If the DNS server succeeds in resolving the server IP address, the job
owner is identified with the server name; otherwise the job owner is identified
with the IP address.

Job received: id=2770 | time=1s | size=88KE | user=WIMN-
05/31/2... " Info LPR..  10.1.3... GOMOSMTOAOS, ilocal | project= | name=userlf |

hostname=10.1.3.110 | queue=Test

2. Sender's computer DNS name: The computer where the job is sent from. If the
DNS server succeeds in resolving the computer IP address, the job owner is
identified with the computer name; otherwise the job owner is identified with
the IP address.

.y » o . Job received: id=2772 | time=1s | size=88KE | user=10.1.3.110 | project=

05/31/2... Info LPR....10.3... | name=userl6 | hostname=10.1.2.110 | queue=Test

The actual value depends on the location where the print driver is installed.

For example: If the print driver is installed on the print server Server 1 and shared
with the computer laptop 100 where the user prints from, the values are different:

« When you select the Print server's DNS name method, the job owner s
identified with the server, e.g. Server1.domain.com,

* When you select the Sender's computer DNS name method, the job owner is
identified with the computer, e.g. laptop100.domain.com.

If the computer does not use shared drivers but sends the jobs via its own drivers,
both values are the same.

A regular expression can be used to capture a part of the detected string.

Detect user from the job name

With the Detect user from the job name option, the job owner is identified with the
name of the print job. This method can be used in cases where jobs are automatically
generated and sent to print by external systems, such as ERP systems. These jobs can
have a specific form where the user name is part of the job name, for example
user16@documentxy.com.

The Only for LPR user setting is displayed after you select the Detect user from the
job name option. This setting allows you to combine the Detect user from the job
name method with the Jobs sender identification method. The job owner is first
detected as the job sender and only if the username matches the name entered in
the Only For LPR user text box, the job owner is identified with the job name.

This advanced user identification method may be required, for example, for some
prints from the SAP system. Prints from SAP are usually not sent directly to printing
devices, but first to the Windows spooler (SAP LPD or SAP Print) which processes and
forwards the prints to the device. This service usually runs under the system account
(SYSTEM), and therefore the job sender detected from each such job is SYSTEM. In
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such cases, you can enter the user SYSTEMin the Only for LPR user text box. MyQ
detects the sender and if it is SYSTEM, it identifies the job owner as the job name.

MyQ Desktop Client

From Print Server Version 10.2 RC 8+ MyQ Desktop Client has been deprecated as a
queue user detection method. You may still see this option listed in the web
interface, but Job Sender or another detection method should be used.

This option is available on computers with either Windows or macOS. It requires the
MyQ Desktop Client application running on the computer where the print job is sent
from.

When a user sends a job to this queue, the job is automatically paused on the MyQ
server and remains in the Paused status with the *unauthenticated user as the job
owner, until the user authenticates themselves via the MyQ Desktop Client
application. Depending on the setting of the application's Authentication method,
the user is prompted to either enter their PIN, swipe their card at a card reader, enter
their user name and password, or select themselves on the list of all MyQ users. After
the user is authenticated, the job's status on the MyQ server is changed to Ready and
the job owner changes to the correct user name and it can be printed. If the user fails
to authenticate themselves in MyQ Desktop Client, the job is rejected.

MyQ Login MyQ Login

Fending Jobs: O

Pending Jobs: 1 Pending Jabs: 1 P,

Enter PIN or swipe your card bo login. Enter username & password to login.

By (M)
Usara (Usard)
Users (Users)

R [ o | P
For information on how to install and set up MyQ Desktop Client, see the MyQ
Desktop Client for Windows or macOS manuals.

In cases where there is no card reader connected to the computer where the
users identify themselves from, users can type the card number instead of
swiping it.

User detection from PJL

With the User detection from PJL identification option, MyQ detects the job owner
from one of the command lines of the print job's PJL header.

To select the line that is used for the definition of the job owner, click +Add and
enter the variable (SET USERNAME) in the PJL Variable field. You can enter multiple
variable/regex sets by clicking +Add for each one in a new line. MyQ tries to find a
PJL line containing the first defined variable, and then eventually repeats the search

321


https://myq-online-help.atlassian.net/wiki/spaces/DC/pages/1021411345
https://myq-online-help.atlassian.net/wiki/spaces/MDCM/pages/1020723201

Queues

for the next variable, until it either finds a non-empty value with the definition of the
job owner or there are no more variables to search for.

A regular expression can be used to capture a part of the detected string. If no
regular expression is specified, the whole string of the PJL variable is used.

Click Edit to modify any existing variables, Test to actually test if your regular
expressions work, and X to delete a variable/regex set.

In the below example, you can see how a variable/regex set works, and if it manages

to find the user by searching for the username in the email address from the PJL
header:

* In the Text to test field, there should be the text from the print job's PJL
header:
user.name@domain.tld

* In the PJL Variable field, there should be the SET USERNAME variable, or any
other variable used to detect the job owner.

* In the Regular expression field, there should be the regular expression you
want to use in order to detect the user name. In the example, the ([*@]+) regex
checks if a character is not “@" and uses it, and “+” means to proceed with the
next character. The result is that it takes all characters before it reaches “@".

After clicking Test, the test result is displayed at the bottom. In this example,
user.name was successfully detected.

Regular expression test X

PJL Variable: | SET USERNAME

Regular expression: | ([*~@]+)

T B T T e T S e A T b e S T
Regular expression with ECMAScript engine st captured grou

Text to test: | user.name@domain.tld

Result:
user.name

11.7.3 Job processing tab

On the Job processing tab of each queue, you can enforce additional job processing
actions by selecting one or more of the predefined job settings or by creating any
number of custom PJL commands.
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X x

General Job Receiving MyQ Desktop Client Job Processing Printers Rights

~ Imaging

Print grayscale with |+
black toner:

v Watermark

Watermark ~
Collection:

~ Custom PJL

Custom PJL:

Parameters: %5jobname%, %username, %fullname%, %personalnumber’%

> Scripting (PHP)

Prologue/Epilogue ® Add...

Place Page type Description

Imaging section
Mark the checkbox if you want to Print grayscale with black toner.

Watermark section

Choose your saved watermarks from the Watermark drop-down.

Custom PJL section

In the Custom PJL field, you can set custom PJL commands to enforce other actions
or provide additional information to the MyQ server. For example, you can use @PJL
SET PAPER=A4 to enforce the A4 paper format or @PJL
COMMENT="USERDOMAIN:somedomain.com;"to provide the MyQ server with the
information about the domain of the printing user.

You can also use the following MyQ variables: %jobname%, %username%, %userlD%,
%fullname%, %personalnumber%.

When you enter your own PJL sequence, it is necessary to enter the correct syntax.
The command should always start with @PJL.

To be applied, a PJL command has to be supported by the printing device where the
job is released. The information on what PJL commands are supported by a particular
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model of printing devices can be found in the documentation provided by the device
manufacturer.

Scripting (PHP) section

You can use PHP scripts to further process the job after it is received by the MyQ
server. Together with the PJL options and customizable queues, PHP scripting
provides you with a large variety of job management options, such as the distribution
of jobs between printing devices based on their size or color.

Scripting is detailed in Job Scripting.

Prologue/epilogue section

You can find further details in Prologue/epilogue.

Prologue, Epilogue

Some printing devices brands support the Prescribe PDL (page description language),
which can be used to set up special rules for additional modification of the printed
output. For example, you can use Prescribe to add a custom header or footer to
selected document pages or to the whole document.

In MyQ, these rules are part of the options available on the properties panels of print
queues. For each queue, you can create custom rules by importing a text file with a
set of Prescribe commands and selecting the part of the printed document the
commands should be applied to.

Multiple rules can be defined for each queue.

4\ Prologue/epilogue functionality is only fully supported when using the PCL5
language. With other PDLs it is only possible to add a prologue placed at the
beginning of the document.

Adding, editing, and deleting rules

The rules can be added and edited in the Job processing tab, on the Prologue/
Epilogue section of a queue’s properties panel.

Go to the Queues main tab (MyQ, Queues), right-click on the queue where you want
to set up the rules, and click Edit (or select the queue, click Actions on the bar at the
top of the tab, and then click Edit, or double-click on the queue).

Adding rules to a queue

1. Open the queue's properties panel.

2. Onthe panel, click Job Processing. The Job Processing tab opens.

3. Onthe tab, in the Prologue/Epilogue section, click +Add. A panel with the
settings of the new rule opens.

4. Set up the rule (see editing a rule below), and then click Add. The new rule is
added to the list of rules on the Prologue/Epilogue section.
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“ New Prologue/Epilogue Rule X
Description: | New Rule

File: * | Choose File | No file chosen x

Enceding: = |UTF-16 v
Place: *# | Beginning of the page v
Page type: * | All pages v

Custom pages:

(® Add Cancel

Editing a rule

To open the settings of a rule, double-click the rule on the Prologue/Epilogue
section.
The available settings are:

Description: Here you can type a description of the rule. You will see this
description in the rules overview.

File: Here you can upload the text file with the Prescribe code. The following
parameters can be used: %username%, %useriD%, %fullname%,
%timestamp%, %defaultgroup%, %queuename%, %jobname%,
%personalnumber%, %computer%.

Encoding: Here you have to select the encoding that is used in the text file
with the Prescribe code.

Place: The object defined by the Prescribe code can be placed to the beginning
of the document, end of the document, beginning of selected pages, end of
selected pages, beginning of the print file, end of the print file.

Page type: Here you can select the pages the Prescribe code will apply to: All
pages, Odd pages, Even pages or Custom pages.

Custom Pages: Here you can further specify the pages the Prescribe code will
apply to.

Deleting a rule

1.
2.
3.

Open the queue's properties panel.

On the panel, click Job processing. The Job processing tab opens.

On the tab, in the Prologue/epilogue section, select the rule, click Delete, and
then confirm the action in the confirmation dialog box. The rule is removed
from the panel.
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11.7.4 Job Scripting

PHP scripts can be used to further process a job after it is received by the MyQ server
(Job Processor Scripting) or to provide users with basic interaction options via MyQ
Desktop Client (User Interaction Scripting). An overview of classes and functions
used can be found in Job Scripting Reference.

Job Processor Scripting

A Job Processor script is a PHP code, which runs in the context of a job being
processed. The script runs after a job has been parsed and all user/queue policies

have been applied. It runs before the job is made ready or paused.

The typical usage of the script is the modification of the job based on its
properties. For example:

if ($this->pageCount > 10) {
S$this->duplex = "longEdge";
}

In this example, if the job has more than 10 pages, it's released as duplex. S$this is

the job being processed. It's an instance of the Job class.

Basic PHP functions can be used. For MyQ specific classes and functions, see Job
Scripting Reference.

To set up processing via the PHP script, go to the properties panel of the queue
where you want to use it, open the Job processing tab, and go to the Scripting
(PHP) section. Under Actions after processing, enter the script in the box.

4 Please note, editing scripting may be disabled or enabled in your Easy Config
security settings. If it is disabled, a note will be added to the Scripting (PHP) section
of this menu.
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) QueueX X

General Job receiving MyQ Desktop Client Job processing Printers  Rights

» Imaging
> Watermark
> Custom PJL

v Scripting (PHP)

cripting 1s used, It Is recom

Actions after processing:

$this->duplex =

¥

longEdge";

» Custom data processing

PHP scripts actions examples

In this section you can find examples covering a variety of job management options.
These examples should give you an idea about how to use the PHP scripting in MyQ.
You can also substitute the properties and methods in the examples to use them as
building blocks of more complex scripts.

Actions based on the number of pages
Move jobs with a higher number of color pages to a monochrome queue.

if (Sthis->colorCount>20) {
Sthis->moveToQueue ("ForceMonochrome") ;

}

Delete jobs with a large number of pages.

if ($this->pageCount>500) {
S$this->delete();
}

Actions based on the size of the job
Move large jobs to a dedicated queue.

if (sthis->dataSize>1000000) {
$this->moveToQueue("LargeJobs");

}

Delete oversized jobs.
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if (sthis->dataSize>5000000) {
Sthis->delete();
}

Actions based on paper format

Move jobs with the A3 paper format to a dedicated queue.

if (Sthis->paper===6) {
$this->moveToQueue("LargePaperFormat");

}

Actions based on the job owner
Move jobs of a certain owner to a dedicated queue.

if (Sthis->owner->name==="eliot.kate") {
Sthis->moveToQueue ("EliotKate");
}

Change the owner of the job.

if (sthis->owner->name==="eliot.kate") {

Sthis->owner=MyQ()->getUserByUserName("simon.kate'");

}

Actions based on the duplex property
Move duplex jobs to a duplex queue.

if (Sthis->duplex) {
Sthis->moveToQueue ("Duplex");

}

Move simplex jobs to a simplex queue.

if (Sthis->duplex===false) {
Sthis->moveToQueue ("Simplex");

}

Actions based on the color property
Move color jobs to a color queue.

if (Sthis->color) {

Queues
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$this->moveToQueue("Color");

}

Actions based on the job name or the source application
Move jobs printed in MS Word to a dedicated queue.

if (strpos(Sthis->name,"Microsoft Word")!==false) {
Sthis->moveToQueue ("MSWord") ;
}

Delete jobs sent from Facebook.

if (strpos($this->name,'Facebook')!==false) {
S$this->delete();
}

Actions based on the rights to a queue
Move jobs of users who are not allowed to print to one queue to a different queue

if (sthis->owner->canPrintToQueue(Color)===false) {
$this->moveToQueue (Monochrome) ;

}

Actions based on group membership
Move jobs sent by members of a group to a dedicated queue

if (Sthis->owner->hasGroup(Clerks)) {
S$this->moveToQueue(Clerks);

}

Actions based on the PDL of the job
Move all jobs sent in a certain PDL to a dedicated queue

if (Sthis->lang===0) {
$this->moveToQueue (UnknownPDL) ;

3

Sending custom log messages to MyQ
Send a log info message to MyQ Log
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MyQ()->logInfo("This message appears 1in the MyQ log.");

Complex actions

If the number of pages multiplied by the number of copies exceeds a certain number,
delete the job and inform the user

// get the number of pages and the number of copies

Spages_number = S$this->pageCount; $copies_number = $this->copies;

// if total (pagescopies) exceeds 500, delete the job and notify its owner
if ( $pages_number S$copies_number>500) {

Sthis->delete(); $this->owner->sendNotification("error","Job refused",
"Cannot

print jobs exceeding 500 pages.");

}

Move the job to a queue, if allowed

if (Sthis->color) {
if (Sthis->owner->canPrintToQueue("JPS2")) {
$this->moveToQueue ("JIPS2");
} else {
Sthis->owner->sendEmail("Job error", "Color printing denied");
$this->delete();

Move the job to the first available personal queue

// get all user's queues sorted by priority
$personalQueues = Sthis->owner->personalQueues;

// loop them
foreach (SpersonalQueues as $q) {
// skip queue if no printer 1is available
if ($g->isAnyPrinterAvailable() === false) {
continue;

}

// queue printer 1is available, move job to queue
$this->moveToQueue ($Sg->name) ;

// job is moved, stop the loop

break;
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User Interaction Scripting

A User Interaction Script allows to program an interaction with the job owner and
modify the job based on the user's response. Specifically, it allows to display a series
of Ul dialogs with questions and action buttons (YES/NO, PRINT/NO, YES/NO/
CANCEL). Depending on the user selection, further dialogs can be displayed and
actions can be taken. Finally when the last dialog is processed, the script is finished

and the job is set as ready and can be released.

If a User Interaction Script is present, it must be first successfully executed before
the job can be released. The job is forced in the pause state until then.

Basic PHP functions can be used, and almost all of those described in Job Scripting
Reference. The only two methods not supported by the feature are $this->job-

>setPrinted() and $this->job->pause() . Apart from the common classes, methods,

and properties, you can use several additional functions to communicate with the
MyQ Desktop Client application.

How to write a User Interaction Script

On the MyQ Desktop Client tab of a queue, in the User Interaction section, add the
script in the field, and click Save.

First, you need to define the main() . Function. This Function decides if the dialog box
should be opened (under which conditions) and which dialog box should be shown.

Then you can define on-click Functions with reactions to the selected option:
onYes(), onNo(), onPrint(), onCancel() .

Public properties are kept between calls. In fact, they are sent to the client and back.
Script Structure

See the following script:

public ShasMoreThanlOpages;

// script entry point
function main() {
/** Job object */
$job = $this->job;
$this->hasMoreThanlOpages = $job->pageCount > 10;
// Show dialog if the job has more than 10 pages
if ($this->hasMoreThanlOpages === true) {
$this->dialogYesNo("Job has more than 10 pages. Do you want to
print in duplex?");
}
}

// If yes clicked

function onYes() {
// Sthis->hasMoreThanlOpages is available also here
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$this->job->duplex = 'longEdge';
}

// If no clicked
function onNo() {

// nothing. Job will be released.
}

Using the above script, this dialog is displayed in MDC:

E MyQ Jobs

Pending Jobs: 1

TESTPRINT 100 031621 171337479
Pages: 100, B&W, A4

Job has more than 10 pages. Do you want to
print in duplex?

1

o3

If you are familiar with the PHP language, the script is actually a body of the class

UserScript {...} statement.

You can define properties like $hasMoreThan10pages . Properties are persistent

among multiple script invocations for the same job. Use them to store a state
between multiple dialogs.

There is the main Function. It's called once when the script starts. Use it to display
the first dialog.
Then there are the onXXX functions. They are the action handler called when an

XXX button is pressed. For example, the Yes button is handled via the onYes
function.

If you display no dialog, the script is finished.

API Reference

See Job Scripting Reference on how to modify the job and also for many other
operations you can perform.

The User interaction script runs in the context of the User class. The sent job can be
accessed as $this->job .

332



Queues

Objects from all classes, except for the Session class, can be accessed via the job
object, for example the owner Sthis->job->owner . Objects from the Session class

can be accessed via the MyQ() global feature; for example: MyQ()->loginfo("This
message appears in the MyQ log."); .

UserScript Class

User Interaction Script is the body of the UserScript class as described above. MyQ

also provides several built-in methods of the User class in addition to your own
methods.

Dialog Creation Methods

Function Description

void dialogYesNo(string Stext) Creates a dialog with the $text as the
content and Yes, No buttons.

void dialogPrintNo(string Stext) Creates a dialog with the $text as the
content and Print, No buttons.

void dialogYesNoCancel(string $text)  creates a dialog with the $text asthe
content and Yes, No, and Cancel buttons.

void dialog(string Stext, Field[] Creates a dialog with the $text asthe

Sfields) content and an array of custom Fields. A
field can be a button or any other field
type, like a list, for example. Buttons are
always displayed below other fields.

FieldButton button(string Stitle, string  Creates a custom button which can be

$id) used in the dialog() function. S$title is
a text displayed on the button. The
button $id is used when executing the
button handler. MyQ searches for an
onXXX handler where XXX isthe $id.
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FieldList singleSelectList(string
$name, array Sitems)

FieldMultiSelectList multiSelectList(s
tring $name, array $items)

onCancel Method

Queues

Description

Creates a list of options from which the
user can choose only one (radio group).

It can be used in the dialog()

function. The Sitems is an associative

array where the key is an item's
reference and the value is an item's
display name visible in the Ul.

Creates a list of options from which the
user can choose multiple ones (check

boxes). It can be used in the dialog()

function. The Sitems is an associative

array where the key is an item's
reference and the value is an item's
display name visible in the UI.

onCancel handles the Cancel button and is provided by default. It calls terminate() .
You can provide your own implementation to change the behavior.

Other Methods

Function

void terminate()

Description

Terminates the script processing. The script has not

been executed successfully and the job stays in the
pause state. The user must execute the script again.

mixed getField(string
Sname)

Gets the value of the field with the $name after the
user has interacted with the dialog. The field must

have been created by the methods singleSelectList

(the result is a scalar value) or multiSelectList (the
result is an array of values, which can be an empty

array).
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User interaction script examples

Print a color job in B&W

// script entry point
function main(){
// If the job s color, show a Yes/No dialog to ask if they want to
print the job in B&W.
if ($this->job->color){
$this->dialogYesNo("Jobs sent to this queue are printed 1in B&W,
do you still want to send the job here?"); }

}

// If Yes clicked, the user s informed that the job was sent to the B&W
queue via a MDC

notification.
function onYes(){

Sthis->job->owner->sendNotification("info","Job successfully sent","You
r job was sent

to the B&W queue.");

}

// If No clicked, the job is deleted and the user s informed about -t
via a MDC

notification.

function onNo(){

Sthis->job->delete(); S$this->job->owner->sendNotification("info","Job
deleted","Your

job was deleted.");

}
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Move job to a personal queue

// script entry point
function main() {
/** Job object %/
$job = $this->job;

// Get the personal queues and create a list

Squeues = S$job->owner->getPersonalQueues();

$queuelist = [];

foreach (Squeues as $queue) {
Squeuelist[Squeue->name] = $Squeue->name;

}
S$list = S$this->singleSelectList('Personal queues', $queuelist);

$this->dialog('Select a queue', [
$list,
Sthis->buttonPrint(),
Sthis->buttonCancel()
s
}

// If print clicked

function onPrint($inputs) {
Squeue = Sthis->getField('Personal queues');
$this->job->moveToQueue (Squeue) ;

}

// If cancel clicked
function onCancel() {

// nothing. Job will be released.
}

Job Scripting Reference

This is a reference of classes and functions you can use in Job Processor Scripting
and User Interaction Scripting.

There are five classes that can be used within the scripts: Job, User, Queue, Session,
and Quotalnfo. The object of the Job class represents the job sent to MyQ, the
object of the User class represents the job's owner, and the object of the Quotalnfo
class represents quotas of the job's owner. The Queue class can be used to move the
job to one of the personal queues of the job's owner and methods of the Session
class may be used for additional specific tasks, such as sending a log message to

MyQ.

336



Queues

Job class

The Job class has the following methods and properties:

Methods

this pause() - Pause the job.
this copyToQueue(string $queueName) - Copy the job to queue $queueName .

The new job is processed normally according to the rules in the target queue.
this moveToQueue(string SqueueName) - Move the job to queue

$queueName . The new job is processed normally according to the rules in the
target queue.

this setReleased() - Set the job as released (printed) without actually releasing
it. ( setPrinted is still supported for BC).

this delete() - Delete the job.

this setProject(string $projectCode) - Assign the job to the given project by
project code.

this setAccount(string $SaccountReference) - Assign payment account to the
job.

Properties

Job Properties show how the job looks after applying user/quota policies. This is how
the job will be released. The null value means that the job parser was not able to
get the property from the job Ffile.

By setting a property, you can modify how the job will be released. This overrides any
user/quota policy. If you set a property to null, the job will be released as originally
received.

Setting monoCount, colorCount or paper doesn't actually modify the job. The
new values are used only for credit/quota calculations.

Writabl

Name Type e Description
name string yes Name of the job
dataSize  int yes Data size of the job in bytes
queue Queue - Job's queue
monoCou int yes Count of the monochrome pages of the job

nt
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Writabl

Name Type Description

colorCou int yes Count of the color pages of the job
nt

pageCou int - Total sum of the pages of the job
nt

paper string yes Format of the paper with the following strings
as its values:
134"
133"
‘other’
'35
lb4l
lb5l
'folio’
'ledger’
'legal’
'letter’
'statement’
This variable is employed by the 'set' method in
MyQ. Use it in commands of the PHP script.

duplex Boolean yes Job is in duplex. Possible values:
'simplex'
'longEdge’
'shortEdge’
Note: Changing this property only updates the
metadata of the job. The job is not converted to
simplex/duplex.

color Boolean - Jobisin color.
Note: Changing this property only updates the
metadata of the job. The job is not converted to
B&W/color.

owner User[ ] yes Owner of the job
Note: The user policies are not updated;
Projects are not updated.
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Name Type eretabl Description

copies int yes Number of copies of the job
Note: Changing this property only updates the
metadata of the job. The number of copies to be
released is not changed.

tonerSavi Boolean yes Toner Saving mode enabled
ng
filename  string yes A path including the filename of the job.

The path is relative to the job folder.
Note: The path must exist, otherwise the job is
not parsed and is declared as "deleted".

lang int - The PDL of the job with the following integers
as its values:
UNKNOWN =0,
PDL_PCL=1,
PDL_PS =2,
PDL_ESCP =3,
PDL_PRESCRIBE =4,
PDL_PCLXL = 5,
PDL_PDF =6,
PDL_JPEG=7

User class

The User class has the following methods and properties:

Methods

* this sendEmail(string Ssubject, string Sbody) - Send an email to the user.
* bool canPrintToQueue(string SqueueName) - The user has the rights to send
jobs to the queue.
bool hasGroup(string Sname) - The user is a member of the group.
this sendNotification(string Stype, string Stitle, string Sbody) - Send a
notification to the user via MyQ Desktop Client:
° type:info, warning, error
o title: notification title
> body: notification text (plain text format)
Quotalnfo getQuotalnfo() - Get information about user's quotas.
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Properties
Name Type \:Iritabl Description
name string - Login name of the user
email string - Email of the user
fullname string - Name and surname of the user
delegates User[ ] - Array of the user's delegates
notes string - Notes
personalQueues Queue]] - Array of personal queues ordered by
priority

Queue class

The Queue class has the following methods and properties:

Methods
* bool isAnyPrinterAvailable() - There is at least one printing device available
to the queue.

Properties

Name Type Writable Description

name string - Name of the
queue

Session class

The session object is accessible via the MyQ() global function. The Session class has
the following methods:

Methods

» User getUserByUserName(string SuserName) - Find a MyQ user by their user
name. If no user is found, null is returned.

* this logError(string Smessage) - Create an error message in the MyQ log.

* this logWarning(string Smessage) - Create a warning message in the MyQ log.

* this logInfo(string Smessage) - Create an info message in the MyQ log.

* this logNotice(string Smessage) - Create a notice message in the MyQ log.
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« this logDebug(string Smessage) - Create a debug message in the MyQ log.
* string getJobsPath() - Get the path to the folder on the MyQ server where the
print job is stored. Ends with a backslash.

Quotalnfo class

The Quotalnfo class contains information about the user's current state of quotas. It
has the following methods:

» bool canColor() - Check if the user can print or copy in color.
* bool canPrint() - Check if the user can print.

* bool canCopy() - Check if the user can copy.

¢ bool canScan() - Check if the user can scan.

11.7.5 MyQ Desktop Client tab

On the MyQ Desktop Client tab of each queue, you can set up accounting options and
employ PHP scripts to set up interaction with MyQ users via dialog boxes displayed in
MyQ Desktop Client on their computer.

) QueueX X

General Job receiving MyQ Desktop Client Job processing  Printers  Rights

any of WMyQ Deskiop Client options is enabled, print jobs sent to this queue are paused and
ait for authentication and user interaction via MyQ Desktop Clien
~ Accounting
Ask for project:

Ask for payment account (credit,

quota, cost center):
~ User interaction
SCnpung use 5 recommended 10 enale The JoD parser o he Setting Jobs p ge

User interaction

~ Save Cancel

If you have any form of accounting enabled (Credit, Quota, Projects), the Accounting
section is visible and you can modify the settings for newly created queues. If
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accounting options are disabled, the section is not visible. If you disable any form of
accounting and then re-enable it, the settings in the MDC tab are remembered.

» Mark the Ask for project checkbox if you want users to select projects before
printing a job.
e Mark the Ask For payment account (credit, quota, cost center) checkbox if

you want users to select a payment account before printing a job (enabled by
default).

For more information, check the MyQ Desktop Client guides.

In the User interaction section, you can enable User interaction (described in User
Interaction Scripting), add the scriptin the field, and click Save.
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12 Printing to MyQ

This topic discusses the settings that need to be done outside of MyQ to enable MyQ
essential functions, such as monitoring jobs and detecting users.

Microsoft Windows and MacOS settings are described below. Although the
procedure of installing and setting the print drivers is different on other operating
systems, the principle remains the same. You need to add a printer or print port, set
the MyQ server's IP address or hostname, and set the name of the queue where jobs
are sent via this port.

12.1.1 Windows settings

1. In Windows, under Devices and Printers, select any printer, and then click
Print server properties. The Print server properties dialog box appears.

2. In the dialog box, open the Ports tab, and then click Add Port . The Printer
Ports dialog box appears.

=) Print Server Properties -
| Forms | Forts | Drivers | Security I Advanced |
;' WIN-GOMOSMTOADS
Paorts on this server
Port Description Printer -
LPTT: Printer Port
LPT2: Printer Port
LPT3: Printer Port _
COM3: Serial Port =
COM: Serial Port
COM1: Serial Port
COmM2: Serial Port
FILE: Print to File -
Add Fr{e-rt... Delete Port Configure Port...
Lag'
| QK | | Cancel | Apply

3. On the Printer Ports dialog box, select Standard TCP/IP Port.
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Printer Ports -

Available port types:

Local Port

Standard TCP/IP Port

Mew Port Type... Mew Port... Cancel

Click New Port. The Add Standard TCP/IP Printer Port Wizard dialog box opens.
Click Next.

Enter the IP address or the hostname of the MyQ server.

Optionally change the Port Name.

Click Next. You are asked to provide additional port information.

Add port \L
For which device do you want to add a port? N
b

Enter the Printer Name or IP address, and a port name for the desired device,

Printer Name or IP Address: ‘ 10.1.3.244 ‘

Port Mame: ‘ MyQ Print ‘

< Back Neh:: Cancel

Under Device Type, select Custom.

. Click Settings. The Configure Standard TCP/IP Port Monitor dialog box

appears.

In the dialog box, under Protocol, select the LPR option. Under LPR settings,
enter the name of the MyQ queue where you want to print to. Select the LPR
Byte Counting Enabled option. Click OK after the settings are changed.
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Configure Standard TCP/IP Port Menitor X Q MyQ — Queues x
Port Settings <— G ‘0‘ @
Port Mame: | MyC Print mvo - M Queues
Printer Name or IP Address: | 10.1.3.244 | =k New Queue Actions ~ B Toaols «
Protocol Status Name
ORaw @LPR
Raw Seftings Ready E-mail_Web;
9100
Ready Job roaming
CQueue Name: Queuex | —_—
LPR. Byte Counting Enabled
[1SNMP Status Enabled
public
]
o[ o

12. Back on the Add Standard TCP/IP Printer

Port Wizard dialog box, click Next.

You are informed about the characteristics of the new port.

13.
the Print server properties dialog box.

™= Print Server Properties

Ports  Drvers Securty Advanced

Forms
gl

Ports an this server

MNB227

Click Finish. The new port is added to the list of ports in the Ports section of

*

Port Description Printer 2
Test Standard TCR/IP Port
My Print Standard TCP/IP Port Test Print

12.1.2 MacOS settings

* Go to Apple menu > System Preferences, and then click Printers & Scanners.
* Click the plus button (+) to add a new printer.
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[ ] 4 > 21t Printers & Scanners Q

Mo printers are available.
Click Add (+) to set up a printer.

Default printer:  Last Printer Used B

Default paper size: A4 e ?

 In the Protocol field, select Line Printer Daemon - LPD from the list.
[ ] [ ] Add Printer

B ® @ %

Address AirBrint

Internet Printing Protocol - IPP

Protocol 2 Line E"mﬁ' Daemon - LPD |

Queue HP Jetdirect - Socket

Leave blank for default queue

Name:

Location:

Use:

* In the Address field, add the IP address or host name of the localhost. In the
Queue field, add a queue name according to the MyQ server setting. Add a
Name, and a Location for your printer. In the Use field, select a printer driver
from the list. Click Add to setup the printer.
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[ ] L ] Add Printer

@ ® @ %

Address: | 10.14.5.150 |
Valid and complete host name or address.
Protocol: Line Printer Daemon - LPD
Queue:

Leave blank for default queue.

Name: 10.14.5.150

Location:

Use: Generic PCL Printer

The selected printer software isn't from the manufacturer and may not let
you use all the features of your printer.

Add

* Once the printeris set up, it appears on the Printers & Scanners list.

o0 ¢ > ii Printers & Scanners Q
10.14.5.160

E_ 10.14.5.150
'.EF Idle, Last Used Open Print Queue...
JI | ' l [

Options & Supplies...

Generic PCL Laser Printer

Idle
Share this printer on the network Sharing Preferences...
+ -
Default printer:  Last Printer Used 8
Default paper size: A4 2] ?

12.2 Methods of Printing

This topic presents several options of printing with the MyQ system.

 Direct printing

 Pull Print printing

* Delegated printing

* Printing from email and from the MyQ Web User Interface
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* Printing via the MyQ mobile printing application
* Google Cloud Print to MyQ

+ AirPrint and Mopria Print Service

* Microsoft Universal Print

* Client Spooling

» Device Spooling

* Offline Login

 Fallback Printing

There are other printing options, related to advanced features of MyQ, such as
running MyQ on multiple servers, or to a variety of embedded terminals that can be
purchased together with the MyQ system. Information about these options are
provided in the respective guides describing these features and in the MyQ
embedded terminal manuals.

12.3 Direct printing

With the direct printing method, users can send their print jobs to be immediately
printed on a particular printing device via a dedicated queue. The queue is created
especially for this device and cannot have any other devices attached to it. As soon as
MyQ receives the job, it sends it to the printing device to be printed.

From the user's point of view, it works in the same way as the common method of
printing where the job is sent directly to a selected printing device. The main
difference is that MyQ collects the job data to be used for reports and accounting.

For information on how to create a direct print queue, see Queues.

Users that send their jobs using this method do not need to be identified on the
printing device and therefore no terminal is needed there.

12.4 Pull Print printing

Whereas the direct printing method is intended to be direct and quick, the pull print
method is used for the opposite reasons. With this method, users can send a print job
to be held on the MyQ server for as long as they need and select from a number of
printing devices where it can be printed.

To print the job, the user just needs to authenticate themselves on the printing
device terminal. After the authentication, the job is either immediately printed or
displayed on the terminal touch panel, where it can be managed by the user.
Depending on the type and settings of the terminal, users might have either one, or
both of these options.

For information on how to create a pull print queue, see Queues.
To use this method, an embedded terminal or a hardware terminal is required.
For more information on embedded terminals, see:

* MyQ Canon Embedded
» MyQ Epson Embedded
* MyQ HP Embedded
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* MyQ Kyocera Embedded

* MyQ Lexmark Embedded

* MyQ Ricoh SmartSDK Embedded
* MyQ Sharp Embedded

* MyQ Toshiba Embedded

* MyQ Xerox Embedded

12.5 Delegated printing

The delegated printing feature is an extension of the pull print printing method that
allows users to share their print jobs with a specified group of other users. These
users can release the jobs on an embedded terminal in the same way they would
release their own jobs.

The users that are allowed to print jobs of a certain user (or a certain group of users)
are called their delegates. The delegates can be designated by the users themselves
or by the MyQ administrator. When a user sends a job to MyQ, they can decide to
share it with their delegates. Jobs that are to be shared have to be sent via the
Delegated printing type queue.

Two settings are necessary to enable this feature: the delegates have to be defined
and a Delegated printing queue has to be created and be accessible to the user or
group.

For information on how to define the delegates, see Selecting user delegates.

For information on how to create and set the Delegated printing queue, see
Queues.

12.6 Printing from email and from the MyQ Web Ul

MyQ enables users to print documents from the MyQ web user interface or by
sending an email to a special email address. It supports printing the following source
formats:

 pdf/a

* jpeg, bmp, tif, png

e txt (UTF8)

» MS Office and LibreOffice documents: doc, docx, xls, xIsx, ppt, pptx, odt, ods
and odp. (You have to have the corresponding suite installed on the server.)

« email body in plain text and HTML

The minimal required version of MS Office is MS Office 2013 64bit with the latest
service pack (MS Excel files using MS Office 2013 are not supported). This means that
MS Office 2013, 2016, 2019 and 0365 64bit are supported.

The minimal required version of LibreOffice is LibreOffice 6 64bit.

If only one of the tools (MS Office or LibreOffice) is installed, it is used for all
formats. If both tools are installed, MS Office Formats are used by MS Office and
LibreOffice formats by LibreOffice (recommended solution).
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After the MS Office/LibreOffice installation, MyQ services need to be restarted in
order to start recognizing these formats.

All print jobs sent from email are automatically assigned to the Email queue and can
be printed only on printing devices assigned to this queue.

All print jobs sent from the web user interface are automatically assigned to the Web
queue and can be printed only on printing devices assigned to this queue.

12.6.1 Printing from the web Ul setup
To enable and setup the print:
On the Jobs settings tab, under Jobs via Web, set the following parameters:

1. Enable the Jobs via Web option.
2. Select the users that are allowed to use this feature.

Once the Jobs via Web option is enabled, all users with rights to the Web queue
have the Print File button displayed on their web user interface account. They can
click this button and insert print jobs directly to MyQ. The job size limit is 720MB by
default and it's based on the Maximum upload file size setting (available in MyQ,
Settings, Jobs, in the Jobs via Web section).

12.6.2 Printing from email setup

Once the Jobs via Email option is enabled, the users can print a document by
attaching it to an email and sending it to a special email account dedicated to print.
Jobs send via email are limited to 500MB per email message, all attachments
included.

~ Jobs via Email

Enabled: o

Allowed users: * g8 All users e
Manage queue for these jobs
~ Email box
MyQ will periedically check the following email box for print jobs. The box will be emptied automatically.

Type: * Micrasoft Exchange Online
Gmail
Generic IMAP server

® Generic POP3 server

If you select the Always generate a new PIN after a job is received option, a new
PIN is generated every time a user sends an email with a print job. If the user already
has a PIN, it is replaced by the new one. If you select this option, make sure that you
select the Send new PIN via email option on the Users settings menu, under PIN.
Otherwise users do not receive the new PIN and cannot access their MyQ accounts.

You can enable users to Print email body and restrict the print to B&W, Toner saving
and/or Duplex mode by selecting one or more Default print options.
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In addition, users can change their print job parameters by adding keywords to the
email subject. These changes have priority over the Default print options selected in
MyQ. Users can choose from the following keywords: #color (color print), #mono
(monochrome print), #duplex (print on both sides of a paper), #simplex (print on
one side of a paper), #ecoon (toner saving print mode on), #ecooff (toner saving
print mode off). They can be used as any part of the subject and do not have to be
separated. For example, an email with the MyPrintJob #mono#duplex subject will
force the job to be printed in monochrome and duplex.

Receiving print jobs via POP3, IMAP, Gmail, MS Exchange Online
On your company mail server, create an email account for receiving print jobs.
On the Jobs settings tab of the MyQ Web Interface, under Jobs via Email:

Under Type, select a type from Generic POP3 server, Generic IMAP server, Microsoft
Exchange Online or Gmail.

For Generic POP3/IMAP server:

* Ensure that the protocol port is correctly set in the Port text box.

* If you want to secure the communication between MyQ and the mail server,
select one of the security options (SSL, STARTTLS).

 Enter the IP address or the hostname of the mail server in the Server text box.

* Enter the address of the email account that will receive the print jobs in the
User text box.

» Enter the password of the email account in the Password text box.

« By changing the value of the Polling interval setting, you can change the
interval after which MyQ fetches new emails from the mail server.

» By clicking Test, you can test the connection to the mail server, and then click
Save to save your changes.
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Security: *

Password:

Polling interval: *

For Microsoft Exchange Online:

nail box for print jobs. The box will be emptied aut

Microsoft Exchange Online
Gmail
Generic IMAP server

®  Generic POP3 server

TLS v
acme.com

995
print@domain.com
30 seconds

Test
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* If you have already set up a Microsoft Exchange Online server in the
Connections settings, that server is selected in the Connection field. If not,
you can click on the Server field and then click Add to add your Microsoft
Exchange Online server. In the pop-up, add a Title for your server, the Client
ID and the Tenant ID, and click OK. For more information, check Microsoft

Exchange Online Setup.

 Enter the address of the email account that will receive the print jobs in the

User text box.

« By changing the value of the Polling interval setting, you can change the

interval after which MyQ fetches new emails from the mail server.

» Click Test to test the connection to the mail server, and then click Save to save

your changes.

~ Email box

MyQ will periodic

%)

Connection: *

Polling interval: * | 30

For Gmait:

cally check the following email box for print jobs. The box will be emptied automatically.

Type: * (@ Microsoft Exchange Online
Gmail
Generic IMAP server

Generic POP3 server
Microsoft Exchange Online
User: | print@domain.com
seconds

Test
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* If you have already set up a Gmail with OAuth2 server in the Connections
settings, that server is selected in the Connection field. If not, you can click on
the Server field and then click Add to add your Gmail server. In the pop-up, add
a Title for your server, the Client ID and the Security key, and click OK. For
more information, check Gmail with OAuth2 setup.

 Enter the address of the email account that will receive the print jobs in the
User text box.

« By changing the value of the Polling interval setting, you can change the
interval after which MyQ fetches new emails from the mail server.

 Click Test to test the connection to the mail server, and then click Save to save
your changes.

~ Email box

"
=

MyQ will periodically check the following email box for print jobs. The box will be emptied automatically.

Type: * Micrasoft Exchange Online
® Gmail
Generic IMAP server

Generic POP3 server
Connection: * | Gmail v
User: | print@gmail.com
Polling interval: * | 30 seconds

Test

12.6.3 Processing documents in Office formats

On the Jobs settings tab, under OFfice file formats, select a method of processing
the Office format files. You can select from:

« Convert to PDF - MyQ opens the document in the Office application, converts
the job to PDF and sends it directly to the printing device. The printing device
has to support direct print of the PDF format. The corresponding office
package (in 64bit) has to be installed on the MyQ account. For processing
documents in MS Office formats, it is recommended to run MyQ service under
a new local admin account rather than the default Local System account.

* Via a Windows printer - MyQ opens the document in the MS Office application
and prints it using a selected windows printer (print driver). To select the
printer, choose the printer that you want to use on the setting drop-down. You
also have to change the printer security settings to allow MyQ to print
from that print driver. In Windows, under Devices and Printers, right-click the
printer. In the printer’s properties, open the Security tab and allow print and
managing printers to the account that the
MyQ services are running under.

After the MS Office/LibreOffice installation, MyQ services must be restarted
for the system to start recognizing these formats.

353


https://myq-online-help.atlassian.net/wiki/pages/createpage.action?fromPageId=1217298630&linkCreation=true&spaceKey=PS&title=%2810.2%29+Gmail+with+OAuth2+setup

Printing to MyQ

Creating a new local admin account

1. Create a new local admin account with full administration rights (details can be
found here).
Choose a new account type for MyQ

MyQ
Local Account
Password protected

(") Standard
Standard accounts can use most software and change system settings that don't affect other users or the
security of this PC.

(® Administrator
Administrators have complete control over the PC, They can change any settings and access all of the files
and programs stored on the PC,

Why is a standard account recommended?

| Change Account Type || Cancel

~

Log on to the newly created account.

Install the corresponding Office package on the MyQ server.

4. Run all the applications that will be used for the conversion (Word, Excel,
PowerPoint, LibreOffice, etc.) and close all welcome screens and dialog boxes
that might appear on the application startup.

5. Open the MyQ Easy Config application and go to the Settings tab. Under

Windows Services Account, select Custom account. Then, either browse for

the user, or enter the user's credentials and click Save. MyQ services are then

automatically restarted.

w
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MyQ Print Server Easy Config — 0O X
— Settings mvo
EETTERE “  Windows Services Account LocalSystem

Settings
Log on services as:

Security ) Local System account
@) Custom account

Database
. Account:

Log

The account must have the "Loeg on as a service" user right.

About Password:

A
o
K
¢
o)
©
LA

English
Confirm password:

Save

>  Database Administrator Password

12.7 Printing via the MyQ X Mobile Client app

MyQ users can use the MyQ X Mobile Client application to manage print jobs and
send them to the print server directly from their mobile phones, securely release the
jobs on selected printing devices, unlock printing devices via scanning a QR code, and
recharge MyQ credit.

The administrator can also set the following features:

1. Onthe MyQ Web Interface, open the Printers & Terminals settings tab (MyQ,
Settings, Printers & Terminals) and go to the MyQ X Mobile Client section.

2. If you want to enable users to use their mobile application to log in to
terminals by scanning a QR code, select the Enable login by QR code on
terminal login screen. This is enabled by default.

3. Ifyou want to be able to set the QR code as the default login method on
embedded terminals, mark the Set QR code as default login method
checkbox, and click Save.
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= myQ @ Home @ Settings: Printers & Termi...

2% Settings (=) Printers & Terminals
5 Connections
2 Authentication Servers > General
p
2 s ~ MyQ X Mobile Client

(=) Printers & Terminals Enable login by QR code on

#2 Configuration Profiles terminal login screen:
dfi Printer Discovery Set QR code as default login
B method:

B Terminal Actions
B Events > Local Print Spooling
%, Event Actions i i

5 e > Offline Login
o]

A Users
© Ppolicies
Fields * are mandatory.

&2  User Synchronization

In the MyQ X Mobile Client section in the Network settings tab, you select to Use
the same settings as on the LAN, or select to Use custom settings where you can
set the Server hostname or IP address and the communication port (Secure port
(SSL)) for the MyQ mobile applications which will be used when the corresponding
QR codes are generated.

~ MyQ X Mobile Client

bile Client a vy Print Agent use the following settings to connect to the MyQ server. The address and port may differ from the LAN because

MyQ server address: * Use the same settings as on the LAN (WIN-MP&IO4EELHI:8090)
® Use custom settings
Set up the routing so that the following address in the WiFi is routed to the MyQ Server in the LAN

Server:

Secure port (SSL):

8090

You can generate a QR code for a printing device on the list of printing devices on
the Printers main tab. Right-click the printing device there, and then click Print QR
code.

12.8 Print from Chromebooks, Chrome and other Google

dapps
As Google ended their support for Google Cloud Print, MyQ offers the following
alternatives for secure printing or remote printing:

* |IPPS via Chromebook - setting up printing via IPPS enables users to print from
Google Chromebooks natively.

 Printing from email/web - print documents from the MyQ web user interface or
by sending an email to a special email address.
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12.9 AirPrint and Mopria Print Service

AirPrint enables users to print photos and documents from their MacBook, iMac,
iPhone, iPad, or iPod touch without having to install additional software (drivers).

Mopria Print Service does the same for users with an Android smart phone or tablet.
Android users must download the Mopria Print Service app from Google Play.

As an administrator, you only have to install MyQ Mobile Print Agent 1.3+ once, to
give your iPhone and/or Android users access to MyQ queues.

AirPrint and Mopria Print Service are working with MyQ by exposing MyQ print
queues as AirPrint / Mopria Print Service printer devices. The MyQ users connect to
the company's Wi-Fi network, select the queue where they want to send the print
job, and authenticate themselves with their MyQ credentials. After the first
authentication, the credentials are stored on the device. Pull Print and Delegated
printing queues are

displayed as available printers on the users' device.

B MyQ Print Server 10+ requires MyQ Mobile Print Agent 1.3+.

Enable AirPrint and/or Mopria Print Service

1. Make sure that on the MyQ Web Ul, in MyQ, Settings, Jobs, the Jobs via
mobile devices setting is Enabled (it is enabled by default).

2. Download the latest MyQ Mobile Print Agent installation file from the MyQ
Community portal on your server.

3. Run the executable file. The MyQ Mobile Print Agent installation wizard opens.
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myoe

MyQ Mobile Print Agent

Setup requires 10 MB in;

Ch\Program Files\MyChMobile Print Agent,

You must agree to the Licenses terms and conditions before
you can install MyQ Mobile Print Agent.

¥| | agree to the License terms and conditions.

4. Select the Folder where you want to install MyQ Mobile Print Agent. The
default pathiis:
C:\Program Files\MyQ\Mobile Print Agent|.

5. After this, you need to agree to the license terms and conditions to continue
with the installation, and click Next. The Server settings window opens.
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myo

MyQ Mobile Print Agent

Server settings:

Server address:

Server port:
8090

Refresh period (seconds):
30

Install

6. Enter the settings:
a. Server address: the IP address of the MyQ Print Server.
b. Server port: the editable port that MyQ Mobile Print Agent will use (8090
by default).
c. Refresh period: The time taken to refresh the connection with the MyQ
Print Server, in seconds (30 by default).
7. Click Install. MyQ Mobile Print Agent is installed.
8. Click Finish to exit the installation wizard.
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myoe

MyQ Mobile Print Agent

MyQ Mobile Print Agent has been successfully installed.

Finish

12.10 Microsoft Universal Print

Microsoft Universal Print is a multi-tenant, cloud-based print service that enables
cloud-only print solution for organizations.

MyQ integrates MS Universal Print and allows administrators to create virtual
printers in Microsoft Azure automatically. MyQ checks periodically if there are any
new jobs to be downloaded and if yes, they are downloaded to the associated user
and queue, and they are handled as normal jobs in MyQ.

It is First needed to set up Universal Print in Microsoft Azure, and then configure it in
MyQ.

12.10.1 Setting up Universal Print in Microsoft Azure

1. Login to the Microsoft Azure portal and go to App registrations.

£ app Reg X -

Services seeall  Marketplace

88" App registrations Mo results were found.

2. Click New Registration and fill in the new app details:
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a. Name - The name for this application (this can be changed later). For
example, MyQ UP.

. Supported account types - Who can use this application or access this API?
Select the Accounts in any organizational directory (Any Azure AD directory -
Multitenant) option.

c. Redirect URI (optional) - The authentication response is returned to this
URI after successfully authenticating the user. Select the Public client/native
(mobile&desktop) option from the drop-down.

d. Click Register.

Register an application

o

* Name

The user-facing display name for this application (this can be changed later).

MyQ UP v

Supported account types

Who can use this application or access this API?

Accounts in this organizational directary only (MyQ spol. s r.o. - DevTest only - Single tenant;
‘@:‘ Accounts in any organizational directory (Any Azure AD directory - Multitenant)

O Accounts in any organizational directory (Any Azure AD directory - Multitenant) and personal Microsoft accounts (e.g. Skype, Xbox)

O Personal Microsoft accounts only

Help me choose...

Redirect URI (optional)

We'll return the authentication response to this URI after successfully authenticating the user. Providing this now is optional and it can be
changed later, but a value is required for most authentication scenarios.

I Public client/native (mobile ... ~~ |I| e.g. myapp://auth v

By proceeding, you agree to the Microsoft Platform Policies !

Register I

. The new app overview page opens. Copy the Application (client) ID and the

Directory (tenant) ID, as they are needed for the connection to MyQ.
# MyQUP =

[0 search (ctrl+/) | « [il Delete @ Endpoints
I"" CraniE I @ Got a second? We would love your feedback on Microsoft identity, platform (previously Azure AD for developer), >
Quickstart
A Essentials
#" Integration assistant | Preview
Display name : MyQUP Supported account types  : Multiple organizations
Manage | Application (client) ID : | Redirect URIs 0 web, 0 spa, 1 public client
= Branding | Directory (tenant) ID_: | Application ID URI Add an Application ID URI
Object ID : d0d98be7-b33a-48fa-b2eb-24ee009292db Managed application in l... : MyQ UP

D Authentication

. On the left-hand menu, click Manifest and modify the
**requiredResourcesAccess, replyUrlsWithType, allowPublicClient sections,
according to the following:
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"allowPublicClient": true,
"replyUrlsWithType": [

{
"url": "https://login.live.com/oauth20_desktop.srf",
"type": "InstalledClient"
}
1,
"requiredResourceAccess": [
{
"resourceAppId": "00000003-0000-0000-cOOO-0O0OOOOOOOO0O",
"resourceAccess": [
{
"id": "93dae4bd-43al-4a23-9ala-92957e1d9121",
thpe": "SCOpe"
3
{
"id": "O6ceea37-85e2-40d7-bec3-91337a46038f",
thpe": "SCOpe"
3
{
"id": "7427e0e9-2fba-42fe-b0cO-848c9e6a8182",
thpe": "SCOpe"
}
]
3,
{
"resourceAppId": "da9b70f6-5323-4ce6-ae5¢c-88dcc5082966",
"resourceAccess": [
{
"id": "3e306194-d6c5-43ad-afbb-0e7b16a9clob",
thpe": "SCOpe"
3
{
"id": "1c90a3a7-465b-49c4-adcc-c8ac83d3d3f8",
thpe": HROle"
3
{
"id": "2blbdd6b-9a0f-47c6-a806-b3e20cfd07a8",
thpe": HROle"
3
{
"id": "b695614a-52ec-4835-9e13-bdf5ff4c7448",
thpe": HROle"
3
{
"id": "11f87dac-027f-4d76-bd29-1eal536b93da",
thpe": HROle"
}
]
}
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5. On the left-hand menu, click API permissions and click Grant admin consent
for the scopes seen in the image below:

[0 search (ctrl+) « O Refresh O Got feedback?

B Overview

Configured permissions

Admin consent req...

Status

Not granted for MyQsp_ ++*

Not granted for MyQsp,. ***

Not granted for MyQsp_ *++
Not granted for MyQsp_ +**

Not granted for MyQ s, ***

Quickstart Applications are authorized to call APIs when they are granted permissions by users/admins as part of the consent process. The list of configured permissions should include
# Integration assistant | Preview all the permissions the application needs. Learn more about permissions and consent
Manage + Add a permission Iv Grant admin consent for MyQ spol. s r.. - DevTest
B Branding API/ Permissions name Type Description
9 Authentication \ Microsoft Graph (3)
Certificates & secrets offline_access Delegated ~ Maintain access to data you have given it access to
il Token configuration Printer.FullControl All Delegated  Register, read, update, and unregister printers
I < API permissions PrinterShare.ReadWrite All Delegated  Read and write printer shares
@ Expose an AP  Universal Print (4)
& App roles | Preview PrinterProperties ReadWrite  Application  Read and write the properties and attributes of printers
# Owners Printers.Read Application  Read printers.
Roles and administrators | Preview Printiob.Read Application Read the metadata and payload of users' print jobs.
0 Manifest Printiob ReadWriteBasic Application  Read and write the metadata of users’ print jobs.

6. Go to Universal Print and enable Document Conversion.
£33 Universal Print | Document Conversion

PREVIEW

| £ Search (Ctrl+/)

& Overview

Manage
™ Printers
£ Printer Shares

€ Connectors

@ Document Conversion

Universal Print offers automatic document conv
converted to the printer supported format. Lear

Document Conversion m Enabled

Not granted for MyQsp, ***

** The changes in the JSON settings in step 4, set the required scopes for Universal
Printing and change the application to be treated as public (Needed for requesting

device code).

The table below shows the details of the required scopes:

Scope ID

06ceeal37-85e2-40d7-
bec3-91337a46038f

7427e0e9-2fba-42fe-
b0c0-848c9e6a8182

Description

Microsoft Graph: PrintShare.ReadWrite.All

Read and write printer shares

Microsoft Graph: offline_access

Allows MyQ to request the Access token via

the complete MS OAuth2 flow only once, and
then use Refresh token to exchange it for the
Access token.
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93dae4bd-43a1-4a23-9a1a-92957
e1d9121

3e306194-d6c¢5-43ad-
afbb-0e7b16a9¢c10b

1c90a3a7-465b-49c4-adcc-
c8ac83d3d3f8

2b1bdd6b-9a0f-47c6-a806-
b3e20cfd07a8

b695614a-52ec-4835-9e13-
bdf5ff4c7448

11f87dac-027f-4d76-
bd29-1ea1536b93da

Printing to MyQ

Description

Microsoft Graph: Printer.FullControl.All

Register, read, update, and unregister printers

UP: Printers.Create

Create (Register) printers

UP: PrinterProperties.ReadWrite

Read and write the properties and attributes
of printers.

UP: Printers.Read

Read printers

UP: PrintJob.Read

Read the metadata and payload of users' print
jobs.

UP: PrintJob.ReadWriteBasic

Read and write the metadata of users' print
jobs.

12.10.2 Setting up Universal Print in MyQ
1. Login to the MyQ web administrator interface, and go to MyQ, Settings,

Connections.

2. Click +Add and select Microsoft Universal Print from the list.
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(® Addv & Actions v

Microsoft Exchange Online
Gmail

Azure AD

SharePoint Online

Amazon 53

PS> IR

OneDrive Business

= Microsoft Universal Print

APl External Storage API [NEW

3. In the pop-up window, fill in the required fields:
Microsoft Universal Print X

Title: *  Microsoft Universal Print
Directory (tenant) ID: *  Directory (tenant) ID from MS Azure

Application (client) ID: * | Application (client) ID from MS Azure

a. Title - add a name for your Microsoft Universal Print connection; for
example, MS Universal Print.

b. Directory (tenant) ID - the Directory (tenant) ID you copied during the MS
Azure setup.

c. Application (client) ID - the Application (client) ID you copied during the
MS Azure setup.

4. Click OK.

5. Copy the Code from the pop-up window, click on the URL, enter the code and
follow any other instructions. Once done, MyQ is connected to MS Azure
Universal Print. (There is a 15min timeout for confirming the code. If it is not
confirmed and a user tries to create a printer in Azure via MyQ, a message
appears in the /ssues column in the Queues section, that it is needed to confirm
the code. If the time for confirming the code is up, then when a user is trying to
create the printer, the device code request will be generated again and there
will be a message with a new user code in the /ssues column).
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Microsoft Universal Print X

To finish the connection of MyQ and Azure go to
the following URL and paste there the code

below.
https://microsoft.com/devicelogin
Code; FrmsmnX

v 0K

6. Go to MyQ, Queues and select the queue(s) you want to associate with
Universal Print. Double-click on the queue (or right-click and edit, or select the
queue, click Tools and edit) and on the queue properties, click on the Job
receiving tab. In the Jobs via MS Universal Print section, set the option to
Enabled, and click Save. After a few minutes, your queue will be available as a
virtual printer in MS Azure Universal Print.

™ QueueX x

General Job receiving MyQ Desktop Client Job processing Printers  Rights

> Job parsing
> Jobs via RAW protocol
> Jobs via hot folder

v Jobs via MS Universal Print

/ the fallowing user detection methods can be used: Job sender.

will D€ published In MICrOSCTT Universal Frint. IT Can 1ake several minutes 1o apply tne

o000

Enabled: o

> Jobs via mobile devices

12.11 Client Spooling

With the Client Spooling feature enabled, users' print jobs are not sent to the MyQ
server, but stay stored at the users' computer. After they authenticate themselves at
a printing device and select the jobs to be printed, the jobs are released from the
computer directly to the device. This method dramatically decreases traffic to MyQ
server and is suitable especially for small offices with limited network connection to
the MyQ server.

When a user prints their job while this feature is activated, only the print metadata
are sent to the server and the actual print job does not leave the computer (it is
stored there as a RAW file). It waits until the user authenticates themselves at a
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printing device and selects to print the job there. After that, the printing device
notifies the server, the server notifies the computer and the computer sends the job
directly to the printing device, where it is printed.

®
The computer sends the 0
print data directly to

The user prints the job, but
the printing device. ' : )

only print metadata are
sent to the print server.

@ .

@ The print server notifies
The user authenticates the computer. R
himself or herself at the
printing device.
_____________________________________________ _>

® myo
The printing device )

notifies the print server.

To enable this feature, you have to set a TCP/IP port for the service, install the MyQ
Desktop Client application on the client's computer and enable the Client Spooling
feature. (For information on how to install and set up MyQ Desktop Client on client's
computers, see the MyQ Desktop Client for Windows guide).

If the computer of the user is switched off during the sending of the job, the job is
Paused on the server. The administrator can release the job once the user has
switched on their computer again.

12.11.1 Windows settings

The settings in the Configure Standard TCP/IP Port Monitor dialog box (in the
printer’s settings) must have the following values:

* Printer Name or IP Address: 727.0.0.17 (IP address of the localhost in Windows)
or localhost

* Protocol: Select LPR

* Queue Name: queue name according to the MyQ server setting (same as if
printing to the MyQ server)

* LPR Byte Counting Enabled: Selected

* SNMP Status Enabled: Deselected
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Port Settings

Port Name: | Client_Spooling |

Printer Mame or IP Address: | 127.0.0.1 |

Protocol

O Raw @ LPR

Raw Settings
Port Number: %100

LPR Settings
Queue Name: My

LPR Byte Counting Enabled

[]SMMP Status Enabled

Comrmunity Mame: public

EMMAP Device Index: 1

12.11.2 MacOS settings

» Go to Apple menu > System Preferences, and then click Printers & Scanners.
 Click Add Printer, Scanner or Fax to add a new printer.

[ X N | Printers & Scanners
Q search Default printer Last Printer Used $
- DTG DpOLYnt

Default paper size Ad S
u Privacy & Security

No Printers

B Desktop & Dock
g Displays Add Printer, Scanner or Fax... ?

el Wallpaper
|&) Screen Saver

[\ Energy Saver
B Lock Screen

) Login Password

B Users & Groups

n Passwords
Internet Accounts

@ Game Center

g Keyboard

B = Printers & Scanners

» In the ribbon, select the IP icon. In the Protocol field, select Line Printer
Daemon - LPD from the list.
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[ ] [] Add Printer

@ @ @

Address:
Enter host name or IP address.

Protocol:  Line Printer Daemon - LPD 2]

Queue:

Leave blank for default gueue.

Name:

Location:

Use:

» In the Address field, add the IP address or hostname of the localhost. In the
Queue field, add a queue name according to the MyQ server setting. Add a
Name, and optionally a Location for your printer. In the Use field, select a
printer driver from the list. Click Add to setup the printer.
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[ NON Add Printer

@ @ @

Address: 127.0.0.1
Valid and complete host name or address.

Protocol:  Line Printer Daemon - LPD

Queue: MyQ
Leave blank for default queue.

Name: Client Spooling

Location: | |

Use: Kyocera ECOSYS P8060cdn (KPDL)

» Once the printer is set up, it appears on the Printers & Scanners list.
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o0 e Printers & Scanners
Q Default printer Last Printer Used £
u DI & PO
Default paper size A4 L
0 Privacy & Security
Desktop & Dock Printers
@ Displays —=  Client Spooling
- = o |dle, Last Used
Wallpaper
Screen Saver Add Printer, Scanner or Fax... ?

Eneray Saver

g Lock Screen
o Login Password

E Users & Groups

W3 Passwords
. Internet Accounts

@ Game Center

|| Keyboard

tt!

For a description of how Client Spooling works and its known limitations, continue to
the MyQ Desktop Client manuals:

* MyQ Desktop Client for Windows

* MyQ Desktop Client for macOS

12.12 Device Spooling

Under normal circumstances, print jobs are sent to the MyQ server where they are
stored and wait for release. It means that every print job has to be sent from a user
PC to the MyQ server and then from the MyQ server to a printing device. This is fine
for networks with a good bandwidth connection, but it might not be an optimal
solution for customers with many small branches and limited bandwidth to the MyQ
Central server. In such cases, it is unproductive to send the job from the branch to
MyQ server and back.

Device Spooling is a feature that solves this problem. With Device Spooling enabled,
a print job is sent directly to the device and saved to its hard disk. It waits there to be
released in the standard way.
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@ Branch with MyQ standalone / site server Small branch without MyQ server, with local
spooling solution
1
—1
I _

i

myQ \
N SERVER

2.accounting
. N
2.print
document
1.direct/ pull
print 1.direct/hold print

G

3.accounting

12.12.1 Limitations

» Project Accounting is not supported (print jobs have the Without Project option
set)

 Favorite jobs are not supported

« Job Roaming is not supported
 Print job archiving is not supported
« Job preview is not supported

12.12.2 Setting up Device Spooling

To open the setup screen, go to MyQ, Settings, Printers & Terminals. Under Device
Spooling, you can activate the feature and change its settings:

~ Device Spooling

53

Enabled: ()

Delete ready jobs older than: = 12 hours

Pull Print:

» Enabled: Click to enable or disable the feature.

* Delete ready jobs older than ___ hours: Hours to wait before the spooled jobs
are deleted from the printing device's hard disk.

 Pull Print: Select to activate pull print for Device Spooling. With the Pull Print
extension activated, jobs sent to one printing device can be printed on any
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other printing device connected to the same local area network. If there are
more mutually connected devices at the branch, the jobs spooled on the
devices can be shared between them. In such cases, jobs sent to one device are
displayed on the list of print jobs and can be printed on other devices. The pull
print Feature is limited to devices on the same subnet.

For the local pull print functionality, it's necessary to have the same time set on
all of the participating devices. The easiest way to do this is to synchronize the
devices with a time server, such as time.windows.com, time.nist.gov, etc. You
can do this in the Date/Time settings on the device Web UL.

To submit the changes, click Save at the bottom of the tab. The Apply new
settings dialog box appears. Keep the Reset all terminals option selected and
click OK. The settings are then distributed to all connected terminals.

12.12.3 Print drivers for Device Spooling

To enable users to send jobs directly to the printing device and use Device Spooling,
you have to create a new print port and set a port protocol and port number. When
configuring the port, use the Raw protocol and one of the four following ports:

10010: Port for direct print. The job is automatically printed after it is received
by the printing device.

10011: Port for secured hold print. The job is spooled by the printer and waits
there until the user logs in and prints it. It is not possible to print this job on any
other than this particular printing device.

10012: Port for Device Spooling pull print. The job is spooled by the printing
device. Once the user logs on any of the devices connected to the same subnet,
information about this job is provided and the job is displayed in the list of the
available jobs and can be printed.

10013: Port for Device Spooling delegated print. Works the same as the Device
Spooling pull print, except that the job can be printed by delegates of the
sending user.
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Port Settings

Port Mame:

Direct_print

Printer Mame or IP Address: 10,1,3,59-:_‘_':q|P address 01: the printing
A device

Protocol

(@ Raw (ILPR

Raw Settings
Port Number: 10010

LPR Settings

Oueue Marme:
LPR Byte Counting Enabled

] SMMP Status Enabled

Cormrnunity Marme: public

SHMP Device Index 9

12.12.4 IP Filters

To ensure proper functioning of the offline pull print feature, you have to turn off IP
filcers or set a new IP filter which includes all the IP addresses of the printing devices,
where the pull print jobs can be stored.

12.12.5 Print languages supported by Device Spooling
The following print languages are supported by Device Spooling:

- PCLXL
- PCL5c
- KPDL
- PDF

12.13 Offline Login

[ 4\ This feature is currently only supported on Kyocera and Ricoh terminals. ]

For MyQ to operate properly, a 100% reliable network connection is necessary.
Connection problems can lead to serious issues; for example, users may not be able
to start their user sessions on the printing devices and perform any copy, print or
scan actions. The OFffline Login feature prevents such situations. User information,
including credentials, are cached at the device and if the server is unavailable, cached
data are used for user authentication. Users can then log in and perform all the
actions that do not require network access to the MyQ server.
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When combined with Client or Device Spooling, the offline login feature offers a
robust backup plan for server outages.

12.13.1 OFffline Login setup

Go to MyQ, Settings, Printers & Terminals on the MyQ Web administrator interface.
In the OFfline Login section, you can enable the feature and change its settings:

v Offline Login
Offline Login allows to use printers with the Embedded terminal even if the network connection to the MyQ server is unavailable,

Enabled: c

Cache user credentials for: * |72 hours

User Synchronization

» Enabled: Click to enable or disable the feature.

« Cache user credentials for ___ hours: The device remembers the credentials
for the set time period (in hours); after the period ends, users cannot log in the
offline mode anymore.

» User Synchronization: Opens the Offline Login - User Synchronization
properties panel. On the panel, you can enable the user synchronization, set
the update interval (in hours), and manage printing devices and users you want
to synchronize.

Offline Login - User Synchronization X

Enabled: ()

Update interval: |24 hours

' Save Cancel

® Add A Edit [ Delete..

Printers Users

a All printers 5 Managers
Printers v || Users w

n Cancel

You can synchronize max. 100 users to one printing device. If a group contains more
users, only the first 100 users will be synchronized with the printing device.

It is possible to store 3 ID Cards and 3 PINs per user via User Synchronization. A user's
credentials (ID Card or PIN) are also stored on the device if there was an active user
session while the server was still online.

If after you change the settings the Apply new settings dialog box appears, keep the
Reset all terminals option selected and click OK. The settings are then distributed
to all connected terminals.
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12.13.2 Offline Login

In case the connection to the MyQ server is lost, users can log in via their PIN or ID
card in offline mode.

Requirements:

» The PIN or ID Card login methods are the only ones supported. This can be set
in the printers' configuration profile.
« The connection needs to be secure.

12.13.3 Offline Login Limitations

 Creditis not supported
* Quotais not supported;
 Projects - print jobs are set to the Without Project option

12.14 Fallback printing

With MyQ Desktop Client installed and running on the end user's workstation, you
can select a backup printing device to be used for print when connection to the MyQ
server is lost. The Fallback printing feature serves as an important backup tool in
case of a server outage. Furthermore, it can be combined with the Client or Device
Spooling and the Offline login features on MyQ embedded terminals to enable
using hold print, pull print and delegated print on the printing device.

* Forinformation on how to install and set up MyQ Desktop Client on client's
computers, see the MyQ Desktop Client for Windows guide.

» For information about support and setup of the Device Spooling and the
Offline login features on a particular MyQ embedded terminal, see the
respective MyQ embedded terminal manual.

After the installation, you need to configure the print driver port to send print files
to MyQ Desktop Client, which then sends them either to the MyQ server or directly
to the printing device, depending on the availability of connection to the MyQ server.

12.14.1 Windows settings

The settings in the Configure Standard TCP/IP Port Monitor dialog box must have the
following values:

* Printer Name or IP Address: 727.0.0.17 (IP address of the localhost in Windows)
or localhost

* Protocol: LPR

* Queue Name: queue name according to the MyQ server setting (same as if
printing to the MyQ server)

* LPR Byte Counting Enabled: Selected

« SNMP Status Enabled: Deselected
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Configure Standard TCP/IP Port Monitor >

Port Settings

Port Mame: Failover Printing

Printer Mame or IP Address: 127.0.0.1

Protocol

O Raw (@ LPR

Raw Settings

O NS
4100

LPR Settings
Chueue Mame: Cueuek

LPR Byte Counting Enabled

[15MMP Status Enabled

public

Cancel

12.14.2 MacOS settings

* Go to Apple menu > System Preferences, and then click Printers & Scanners.
* Click Add Printer, Scanner or Fax to add a new printer.
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o0 e Printers & Scanners

Q Default printer Last Printer Used £
“ DI & PO

Default paper size A4 L
n Privacy & Security
— No Printers
Desktop & Dock
@ Displays Add Printer, Scanner or Fax... ?

Wallpaper
Screen Saver

/| Energy Saver

ﬂ Lock Screen
o Login Password
B Users & Groups

W3 Passwords
. Internet Accounts

@ Game Center

|| Keyboard
=

» In the ribbon, select the IP icon. In the Protocol field, select Line Printer
Daemon - LPD from the list.
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[ ] [] Add Printer

@ @ @

Address:
Enter host name or IP address.

Protocol:  Line Printer Daemon - LPD 2]

Queue:

Leave blank for default gueue.

Name:

Location:

Use:

 In the Address field, add the IP address or hostname of the localhost or MyQ
server’s IP address. In the Queue field, add a queue name according to the MyQ
server setting. Add a Name, and optionally a Location for your printer. In the
Use field, select a printer driver from the list. Click Add to setup the printer.
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[ NON Add Printer

@ @ @

Address: 127.0.0.1
Valid and complete host name or address.

Protocol:  Line Printer Daemon - LPD

Queue: MyQ
Leave blank for default queue.

Name: Fallback Printer

Location: | |

Use: Kyocera ECOSYS P8060cdn (KPDL)

» Once the printer is set up, it appears on the Printers & Scanners list.
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13 Jobs

This topic discusses one of the key functions of MyQ — setting and management of
print jobs. It covers the following subjects:

« Print jobs global settings: Jobs settings tab

Print jobs list, individual jobs settings and deleting jobs: List of jobs, Editing

jobs, Deleting jobs

* Print jobs parser: Jobs Parser

* Notifying users and the administrator about refused jobs: Notifying the admin
and users about refused jobs

* Using PJL commands for additional job processing actions: Processing Jobs via
PJL Commands

* You can use PHP scripts to further process the job after it is received by the
MyQ server: Scripting (PHP)

« When your brand supports PDL (page description language) check out this
chapter: Prologue, Epilogue

« Setting up and previewing jobs: Jobs Preview

* When you have a dedicated Job Archiving license and the Job Preview feature
set up on the MyQ server, you can automatically archive all print jobs that are
sent to MyQ: Job Archiving

13.1 Jobs settings tab

On the Jobs settings tab, you can set the global properties of jobs in the MyQ print
environment.
= myo (o) Home  [8) Settings: Jobs fﬁ'/e ®

3¢ Settings =] Jobs
(= Printers & Terminals

3 Configuration Profiles > General
@, Printer Discovery P . L.

> Notifications on job receiving errors
B Terminal Actions

vents > Job parser

#
&, Event Actions -
¥y EVE > Jobs via LPR protocol

o
A Users > Jobs via IPPS

© Policies

=  User Synchronization

> Jobs via mobile devices

R User Authentication > Jobs via Email

cf Rights

» Jobs via Web

e Accounting
£ Credit
. > Job Previi
Quota ob Preview

B projects > Joh Privacy
&} Price Lists

Jobs

= Scanning & OCR

> Job roaming

Code Books
B ‘Watermark collections ® add Delete...

(B' Reports

(S External Reports
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13.1.1 General

~ General

Maximum job size: * | g0 MB

~ Office file formats

Microsoft Office or LibreOffice must be installed on the MyQ server

Method of printing: * | Convert to PDF v

Here you can set the Maximum job size (default size is 600MB).

In the OFfice File Formats subsection, you can select the method of processing and
printing the Office format files. You can select from Convert to PDF (default) and Via
a Windows printer. For details check Processing documents in Office Formats.

13.1.2 Notifications on Job Receiving Errors

~ Motifications on Job Receiving Errors

Notify the administrator via email:

Notify the job sender via email: |+

he job sender is always notified via MyQ Desktop Client

Check the Notify the administrator via email and/or the Notify the job sender via
email boxes, to send notification emails about refused jobs.

The job sender is always notified via MyQ Desktop Client, if installed.

13.1.3 Job Parser

~ Job Parser

Job parsing mode: Basic (lower CPU usage)

This methed doesn't estimate number of mono and color pages.

® | Standard (default option)

rd parsing method will be used to estimate number of monochrome and color pages. This

optimal for most office documents.

Enhanced (higher CPU usage)

Every page of the document will be rendered and estimated as monochrome or color based on the

ting complex PostScript or PDF documents

Here you can set the job parsing mode, which dictates which level of job details will
be reported. You need to activate the Job Parser if you want to know job details
(page count, color, paper size, etc.) before the job is printed. It is necessary for
features like credit, quota and PHP scripting. There are three levels of job parsing
available:

» Basic (lower CPU usage) - This method doesn't estimate number of mono and
color pages.
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« Standard (defFault option) - This method will estimate the number of
monochrome and color pages. This method is optimal for most office
documents.

« Enhanced (higher CPU usage) - Every page of the document will be rendered
and estimated as monochrome or color based on the rendered data. This
method is recommended when printing complex PostScript or PDF documents
and facing inaccuracy in Standard job parsing method.

13.1.4 Jobs via LPR Protocol
~ Jobs via LPR Protocel ()

Port: 515
Here you can enable the Jobs via LPR protocol feature (enabled by default). If it is
deactivated, MyQ cannot receive print jobs via LPR.

The server knows the job sender (to be able to notify MyQ Desktop Client about job
processing) through the hostname sent by the LPR protocol. The maximum length of
the hostname is 31 characters.

The maximum job size received over LPR is 700GB. Jobs with a size of over 2GB are
described as: "More than 2GB"; for jobs below 2GB, the real size is displayed.

It is recommended to keep the Jobs via LPR protocol option enabled. If it is
disabled, jobs sent from print drivers cannot be received by MyQ.

You can also change the port here, although it is recommended to use the default
setting (5175).

13.1.5 Jobs via IPPS

~ Jobs via IPPS o

Spool print jobs securely via the IPPS protocol from Windows, Mac or Linux PCs. Each MyQ queue is accessible via the following URL address

https://{hostname}{port}/queus/{queue-name}
Port: | 8631

Here you can enable printing jobs via the IPPS protocol. You can also change the port
here (default is 8637).

For more information, see Jobs via IPPS.

13.1.6 Jobs via Mobile Devices
~ Jobs via Mobile Devices ()

Spool print jobs from MyQ X Mobile Client or via Airprint or Mopna. To print via AirPrint or Mopria the mobile device requires to be in the same network

as the ‘.""_'Q.'-.i::- e Print Agent application

This feature allows you to use mobile printing via MyQ X Mobile Client and AirPrint or
Mopria. It is enabled by default.
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For more information, see MyQ X Mobile Client app, and mobile printing via AirPrint
or Mopria.

13.1.7 Jobs via Email
~ Jobs via Email ()

Allowed users: * | 3% All users A
Manage queue for these jobs
~ Email Box
MyC will pericdically check the following email box for print jobs, The box will be emptied automatically.
Type: * Microsoft Exchange Online
Gmail
Generic IMAP server
®  Generic POP3 server
Security: * | TLS v
Server; *
Port: * | ggs
User:
Password:
Polling interval: * | 3p seconds

Test

~ Settings

Always generate a new PIN after ajobis v
received:

Print email body:
Default print options: ¥ B&W Toner saving (% Duplex

ou can override the defaults by using keywords in the email subject. See the documentation for details.
Here you can enable or disable the Jobs via Email feature, which enables receiving
print jobs sent via email. The email attachment is processed and sent as a print job
(the email body can be processed as well). PDF/A, TXT and JPEG formats are
supported. For MS Office formats, MS Office or LibreOffice must be installed on the
MyQ server.

You can select the Allowed users who are able to send Jobs via Email and manage
which queues will be used for these jobs.

You can set up an Email Box, a specified email which will be regularly checked for
print jobs, the inbox will be emptied automatically. Enter the Type of box (Microsoft
Exchange Online, Gmail, Generic IMAP server, or Generic POP3 server), the Security
(none, TLS, or STARTTLS), the Server, Port, User, Password, and Polling interval in
seconds.

Additionally, in the Settings section you can:
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« Enable the option to Always generate a new PIN after a job is received, this
will generate a new PIN for a user each time they send a job via email.

« Enable Print email body, which will print the main text of an email in addition
to any attachments.

 Dictate Default print options for jobs via email, choose from B&W, Toner
saving, and Duplex.

For more information, see Printing from email and from the MyQ Web UI.

13.1.8 Jobs via Web

~ Jobs via Web o

Allowed users: * | 2% All users ~
Maximum upload file size: * | 120 MB

Manage queue for these jobs

Here you can enable or disable the Jobs via Web feature, which enables users
receiving print jobs via the MyQ web interface. You can also set the maximum job file
size here between 20MBto 120MB (120MB by default).

Select the Allowed users, and the Maximum upload File size, the default is 120MB.

For more information, see Printing from email and from the MyQ Web UI.

13.1.9 Job Preview
~ Job Preview o

Number of pages: * |1
To include ALL pages in preview set value to 0
Here you can enable/disable and set up Job Preview and set the Number of pages
(to include all pages in the preview set the value to 0).

For more information, see Jobs preview.

13.1.10 Job Privacy

~ Job Privacy

Job privacy feature limits access to sensitive job metadata for everyone but job owner and his/her delegates

WARNING: Once enabled it cannot be disabled again!

Enable Job Privacy (irreversible)

Here you can enable the Job Privacy feature, which limits access to sensitive job
metadata for everyone except the job owner and their delegates.
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a

Once enabled the Job Privacy feature cannot be disabled.

For more information, see Job Privacy.

13.1.11 Watermark Collections

Here you can set up watermark collections.

For more information, see Watermarks.

13.2 List of jobs

On the list of jobs on the Jobs main tab, you can see all print jobs and information
about them.

13.2.1 Jobs display options

On the left side of the Jobs main tab, you can see the All jobs drop-down menu. On
the menu you can select from the following options:

Ready - Displays jobs ready to print.
Paused - Displays paused jobs.
Printed - Displays printed jobs.
Favorite - Displays favorite jobs.
Failed jobs - Displays failed jobs.
Deleted - Displays deleted jobs.

All - Displays all jobs.

13.2.2 Job status

There are seven print job status types:

Processing - The job is being examined and prepared for printing.

Ready - The job has been placed on a print queue and is waiting for users to
authorize it or for preceding jobs to finish.

Paused - The job has been manually paused by the user or automatically by the
MyQ system.

Printing - The job is being sent to the printing device.

Printed - The job has been printed and is stored on the MyQ server. The print
job is marked as Printed when it was completely sent to the printer. On a
printer where MyQ can check actual printing results (printers with EMB
terminal 8.1 and higher), this status is updated according to the printing
results.

Failed - The job was either not parsed correctly, failed to be processed or had
no metadata (not allowed) and failed to be printed. Failed jobs will be
automatically deleted after the number of days set in the History section of
your Log settings.

Deleted - The job has been deleted from the MyQ server.
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13.2.3 Favorite jobs

All print jobs, except for the deleted ones, can be marked as Favorite. Favorite print
jobs are only automatically deleted if this option is enabled in the System
management settings, and remain permanently stored on the MyQ server, except for
favorite jobs from external code books that are no longer available at the code
book's data source.

13.3 Editing jobs

To open a print job properties panel, double-click the job on the list on the Jobs main
tab (or select the job, then click Actions on the toolbar above, and then click Edit in
the job action dialog box). The panel opens on the right side of screen.

On the panel, you can see general information about the print job, such as its name
and ID, size, its author and the IP address of the author's computer. If you use the
Job Parser tool, you can see additional data such as the B&W total, color copies,
number of copies, paper format, duplex, toner saving, staple, punch, the printer
language used, and the price of the job. For more information, see Job Parser.

You can also change the print job’s Owner and Project in their respective list boxes.

Only an administrator and user group leaders can change the owner of a print job.
The administrator can move jobs between all users and the user group leader can
move jobs between members of their subordinate group.

If you change the job owner, the new owner has to have rights to the current queue
and project. If you change the project, the current job owner has to have rights to the
new project.

13.3.1 Deleting jobs

To delete selected jobs:

1. Onthejobs list on the Jobs main tab, select the jobs that you want to delete,
and then click Actions.

2. Inthe Actions drop-down box, click Delete. You can find the deleted jobs on
the Deleted jobs list.

13.4 Job Parser

An embedded print job parser is a part of the MyQ system. This tool provides you
with additional information about individual print jobs.

Based on those, you can set additional print job rules, or control the job price before
ajob is printed. This is important, especially for credit accounting and quotas.

The job parser supports the majority of available printer drivers in PCL5, PCL6 and
PostScript.

The job parser provides the following information:
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» page description language (PDL) - A page description language (PDL) is a
language that describes the appearance of a printed page. It receives a code of
a document sent to a printing device, interprets it and uses it to instruct the
printing device where and how to place text and graphics onto the print page.
The most common page description languages are PCL5, PCL6 (XL) and
PostScript.

 job name

¢ user name

* number of B&W pages

« number of color pages

¢ number of copies

« Simplex/Duplex option

 paper format

* staple

* punch

* tonersaving

The job parser is activated by default on the Jobs settings tab during a new
installation. An upgrade will keep the old setting.

There are three available Job parsing modes:

~ Job parser

Job parsing mode: Basic (lower CPU usage)

his method doesn't estimate number of mone and color pages

® standard (default option)

dard pa

 Basic (lower CPU usage) - This method doesn't estimate the number of mono
and color pages.

» Standard (default option) - The standard parsing method will be used to
estimate the number of monochrome and color pages. This method is optimal
for most office documents.

« Enhanced (higher CPU usage) - Every page of the document will be rendered
and estimated as monochrome or color based on the rendered data. This
method is recommended when printing complex PostScript or PDF documents
and facing inaccuracy in the Standard job parsing method.

13.5 Notifying the admin and users about refused jobs

In case a print job is refused for some reason, for example if it was sent to a wrong
queue, or if the user has been denied printing by a MyQ policy, the job owner and the
MyQ administrator can both be informed about the event.
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The administrator can be notified via email, and the user can be notified via email or
via a small pop-up dialog box at the bottom-right corner of the screen. Users are just
notified about the event, whereas the administrator is informed about the problem's
details.

To be able to see the pop-up messages, users should have the MyQ Desktop Client
application installed and running on their computers.

Wed 6/22/2016 4:28 PM
MyQ@MyQ.local
MyQ WIN-GOMOSMTOAQ9: Error receiving a job

* Time: 22 June 2016 07:28:13

* User

* Job name: N/A

* Error: Job is too large (48 MB). Maximum size is 1 MB.
* Error code: 4

2016-06-22 07:28:11: Job is too large (48 MB). The maximum size is 1 MB. The job was discarded.

@ MyQ WIN-GOMOSMT

* Document &
= Access denied for user "eliok kate" to queue
"Queusx"

To activate the notifications via email

On the Jobs settings tab, under Notifications on jobs receiving errors, you can
select two options:

* Notify the administrator via email: The email message is sent to the
administrator's email address set on the General settings tab, under General.

* Notify the job sender via email: the email message is sent to the primary
email address set as Email on the user's properties panel on the Users settings
tab.

v Notifications on job receiving errors

Motify the administrator via v
email:

Notify the job sender via email: v
The job sender is always notified via MyQ Desktop Client

To activate the notifications via the MDC pop-up window

The only condition for activation of the pop-up notification for a user is for MyQ
Desktop Client to be installed and running on their computer.
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For information on how to install and set up MyQ Desktop Client, see the MyQ
Desktop Client for Windows or macOS guide.

13.6 Jobs Preview

The Job Preview feature is used to generate previews of jobs. The most common use
case is viewing a job before printing it, be it in either the MyQ Web Ul, the MyQ
mobile application or on an embedded terminal. In addition, it is also internally used
during Job Archiving, where the Job Preview engine is used to generate a PDFA
preview of the given job.

To enable Job Preview, go to MyQ, Settings, Jobs, Job Preview.

~ Job Preview

Enabled: ()

Mumber of pages: |1

nclude ALL pages in preview set value to 0

It is possible to limit the Number of pages to be generated (7 by default) in the
preview. To include all the pages, set the value to 0. When the number of pages is
changed and there is an already existing generated preview for a job with the old
number of pages, the next request to generate a preview will generate a new one
with the currently selected number of pages.

13.7 Job Archiving

With a dedicated Job Archiving license and the Jobs Preview feature set up on the
MyQ server, you can automatically archive all print jobs that are sent to MyQ. On
selected brands of printing devices, you can also archive all copy and scan jobs.

This way you can have full control over what has been printed, scanned and copied
within your printing environment, which can be required for example in high security
areas in order to be able to identify sources of data leaks.

For information on how to acquire the Job Archiving license, please contact the MyQ
Sales department.

13.7.1 Setting up job archiving

The feature is not part of the default setup of the MyQ server and before the Job
archiving license is added to the server, the settings of the feature on the MyQ Web
Interface are hidden from the administrator.

After you add the licenses, you can set up the feature on the Jobs settings tab, in the
Job archiving section.

You can enable or disable the feature and change the Archive folder, where the jobs
are archived (by default it is the Archive sub-folder of the MyQ data folder).

In the Resolution drop-down, you can choose 72 (default), 100, 200, 300, or 200 DPI.
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In the Page range drop-down, you can choose All (default), 1, 2, 3, 4, 5.

~ Job archiving

The job archiving feature stores all print/copy/scan/fax jobs and their metadata in the archive folder.

Enabled: o

Archive folder: | %app3\Data\Jobs\Archive

%app% is the MyQ data folder
Resolution: |72 v | DPI
Page range: |All v

13.7.2 Viewing archived jobs

The jobs are stored in subfolders of the Archive folder, each of these sub-folders
has the form:

YYYY-MM-DD-XXXX, where the front part informs about the date when the sub-
folder was created, while the number at the last part serves to sort sub-folders
created in the same day.

In the subfolders, you can find two files for each of the printed, copied or scanned
jobs:

 a PDF file with the preview of the job
 an XML file with basic information about the job, such as the type of the job or
the username of the printing user.

L En - 2018-05-29-0001 = [a[ %]
“ Home Share Wiew 0

© * 1 |l « JobsA... » 2013-05-29-0001 v @ | | Search2018-05-29-000 P |
45 Favorites -~ Mame - Date modified Type ™
B Desktop = ™ job-0001 5/29/20189:03PM  Adob|E

§ Downloads = job-0001 /20129:03PM XML

| Recent places = job-0002 5/29/20189:04PM  Adob
= job-0002 5/29/2013 0:04 PM  XMLIS

4 /M This PC vl g m »
Sitems 1 item selected 70.6 KB =

<?xml version="1.0" encoding="UTF-8"?=>
- <data>
<timestamp>2018-05-29 21:03:39</timestamp>
<username>eliot. kate</usermame=>
<jobType=copy</jobType>
<serverName=10.14.5.96</serverName=
<serverVersion=7.1.0.366</serverVersion=
<printerAddr>10.14.4.12 < /printerAddr>
- <files>
=file=job-0001.pdf</file=
< ffiles>
<fdata=
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13.8 Jobs via IPPS

To use Jobs via IPPS you should first adjust the following:

» Make sure that the IPP client is enabled on your machine. For example, on
Windows 10, this should be enabled by default, but on Windows Servers, you
need to enable it explicitly:

> Control Panel - Programs - Turn Windows features on or off - in the dialog,
click Next until you get to the features tab - Install "Internet Printing
Client", and Restart the machine.

» Next, you need to install the MyQ certificate on your machine. For example, in
MyQ Server 8.2+, you can create a self-signed certificate in the following way
(check here for more info):

> Go to MyQ, Settings, Communication Security. Select Built-in Certificate
Authority, add your host name as a Subject Alternative Name (SAN), click
Generate new, click Save, and then Export.
> |nstall the certificate and place it into Trusted Root Certification Authorities.
° Restart all MyQ services.
» Enable Jobs via IPPS in MyQ, Settings, Jobs, Jobs via IPPS.

~ Jobs via IPPS

Enabled: ()

Port: | 8631

The feature is available on Windows, Linux, Chromebooks and Mac PCs. For all of
them you need to adjust the URL https;//{hostname}:{port}/queue/{queue-name} to
your own needs to get IPPS working. For the port number use the one set in MyQ,
Jobs, Jobs via IPPS (8631 by default).

4 PMServer uses the 631 port for IPP print and 717 for IPPS and cannot be changed
(see MyQ, Settings, Network, PM Server), so these values cannot be used for MyQ
IPPS printing.

The maximum job size received over IPPS is unlimited.

13.8.1 IPPS via Windows

When you add a new network printer to be used with IPPS, make sure to search using
the queue name, host name and port in the URL.
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= Add Printer

Find a printer by other options

(O) My printer is a little older. Help me find it.
(C) Find a printer in the directery, based on location or feature

(®) Select a shared printer by name

https://{hostname}{ port}/ queue/{queu e-name}.| Browse...

Example: \\computernamelprintername or
http://computername/printers/printername/.printer

(O) Add a printer using a TCP/IP address or hostname
(7) Add a Bluetooth, wireless or network discoverable printer

(O) Add a local printer or network printer with manual settings

Concel

The sharing of a Windows IPPS printer is not supported.

13.8.2 IPPS via MacOS
To add IPPS printing via MacOS:

1.
2.
3.

Go to the Add printer page.

Go to the IP tab on the ribbon.

Fill out the Following Fields:

a. Address: add the server IP or hostname and the server port in the following
format: “ServerlP or hostname”:"port”. For example, 70.72.15.19:8631

b. Protocol: select the AirPrint protocol.

¢. Queue: add /queue/ and then the name of the MyQ queue. For example, /
queue/MarketingQueue

Click Add.
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Address: "ServerlP":"port"

Invalid or incomplete address.

<

Protocol:  AirPrint

Queue: [queue/'gueuename"

Name: MyQ

Location:

L

Use: Choose a Driver...

B Since AirPrint is used, users are required to sign in to be able to print.

13.8.3 IPPS via Chromebook

To add IPPS printing via Chromebook:

1. In the Chromebook, sign in to your Google Admin Console in https://
admin.google.com/using an administrator account.

2. In the Google Admin Console, select Devices and then Chrome and Printers.

= Google Admin Q

Devices

= Chrome
Devices
Managed browsers
» Settings
v ApDpS & extensions
Printers
+ Reports
+ Mobile & endpoints

Metworks
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3. To apply the IPPS setting to all the printers, select the top organizational unit
on the list. Otherwise, select any of the child units.
4. To add new printers, click on the printer icon on the lower-right corner.

= Google Admin @, Search for users, groups or sattings

5. In the Add Printers window, fill in the mandatory fields and adjust the device
URL
https://{hostnamej:{port}/queue/{queue-name} according to your own
configuration.

6. Select ADD PRINTER and the new printer is now created.

Add Printers

Printer name *

D Use driverless configuration

Select manufacturer * Select model *

ipps Host

indicates a required field

CANCEL  ADD PRINTER

7. Select the new printer to confirm if the IPPS settings are applied according to
the organization’s configuration.
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Ipps
Printer Setting
O ocopayname v w I-\H for user srganiza ®
O :il\c.wfm‘dl:i!ce:mh - °
" ®

uri+ IppS:i/WIN-BOSS2H) EOI4:8531/queus/ipps

*indicates a required field

4 Thedriverless configuration is not recommended as there might be jobs that cannot
be printed this way. There is no error in the Chromebook when this happens and not

on MyQ's side either, since the job never reaches MyQ.

To include user accounts and file names in the jobs printed via

Chromebook:
1. In the Chromebook, sign in to your Google Admin Console in https://

admin.google.com/using an administrator account.
2. In the Google Admin Console, select Devices, Chrome, Settings and then

Users & browsers.

396


https://admin.google.com/

= Google Admin Q

Devices

= Chrome
Devices
Managed browsers
 Settings
Users & browsers
Device
Managed guest sessions
v Apps & extensions
Printers
» Reports
v Mabile & endpoints

Metworks

Jobs

3. Inthe Users & browsers settings window, scroll down to Printing — Native
print job information. From the drop-down, select /nclude user account and
filename in print job (You can click on the question mark icon next to Native
print job information, to see extra information about the parameter).

= Google Admin @, Seasch for users, Groups of settings

LESER & BACWSER SETTINGE

Diefaull page sides
o
Feestrict page sides
=]

Backgeound graphics printing
detasht

(=} ]
Backgrownd graphics printing
restriction

oe

One-sided =

00 el eestiict dulex pristing mode ~

D ke Graphic printiag nade by efalt -

Ao Bt uper 10 decide =

Native: peind job indcemation

(=]

Include wser account and filename in print job

D0 ot include wser sccout and filename in print job

peried
(=]
Frot job hetory deletion

%)

90

Abarai i b RAOTY 1 B S

If you want to (optionally) deploy SSL certificates via the Google Admin Console:
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In the Chromebook, sign in to your Google Admin Console in https://
admin.google.com/using an administrator account.
In the Google Admin Console, select Devices and then Chrome and Networks.

= Google Admin Q

Devices

= Chrome
Devices
Managed browsers
v Settings
v APPS & extensions
Printers
+ Reports
»  Mobile & endpoints

Networks

In the Networks window, select Certificates and in the Certificates window,
select Add CertiFicate.

Type a Name for the certificate and click Upload to upload your certificate.
In the Certificate Authority section, choose Chromebook.

Click ADD.

X Add certificate

Certificate

UPLOAD

Certificate Authority
Multiple sign-n will be disabled for users where SSL-inspecting certificates are in effect
@ HTTPS security may be severely compromised if the private key portion of this certificate isn't stored securely.

Android
Chromebook
7 os
O imerivata App on Chromebeoks

@ Vou needto enable advanced mobile management to apply the Android and 03 settings. ENABLE ADVANCED

=

To deploy the certificate, use an open guest Wi-Fi network. Your Chrome devices will
authenticate to Google and receive the TLS or SSL certificate. The pushed certificate
will apply to all enrolled Chrome devices on the primary domain.

To verify the CA on managed Chrome devices:
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» Go to chrome:.//settings/certificates.

* Click Authorities.

 Scroll down to see the newly-added CAs. CAs setup in your Admin console is
highlighted as follows:

Certificate manager

Your Certificates  Servers  Authorities  Others

You have certificates on file that identify these centificate authorities
JoertSIGN
certSIGN ROOT CA

J Chromedeployment

Chromedeployment [l

This certificate has been installed by your system
administrator. »ority

e

13.8.4 IPPS via Linux
To add IPPS printing via Linux:

» Set up a CUPS service in order to add a printer.

* Add a printer with the MyQ Print Server hostname.

 In the New Printer window, click Enter URL. Type the device URL in the Enter
device URLfield, in the https;//{hostname}:{port}/queue/{queue-name} format.

New Printer x
Select Device
Devices Enter device URI
| o mapre ey g - cnanpueusesio

» Network Printer

For example:
ipp://cups-server/printers/printer-queue
ipp://printer.mydomain/ipp

(& Cancel Forward

* Click Forward.
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 In the Choose Driver pane, mark Select printer from database, and then
select Generic.

 Click Forward.

* In the next window, under Choose Driver, select /PP Everywhere. Although the
selection option says IPP, this protocol is used for IPPS spooling.

New Printer ®

Choose Driver

Models Drivers
ESC/P Dot Matrix

G

IBM-Compatible Dot Matrix

IPP Everywhere

OAKT
PCL 3
PCL 4
PCL 4 LF
PCL5
PCL 5¢
PCL 5c LF
PCL 5e
PCL 5e LF
PCL 5 LF
PCLE
PCL 6 LF
PCL B/PCL XL

Back Cancel Forward

* Click Forward.
« Enter the name of the printer.
¢ Click Finish.

B 'PPS Authentication is not used (job is assigned according to username).

13.9 Job Privacy

The Job privacy feature limits access to sensitive job metadata for everyone, except
for the job owner and their delegates.

You can enable the feature in the Jobs settings tab (MyQ, Settings, Jobs).

If you have a MyQ Central server setup and Job Privacy is enabled at your Central
server, it will be automatically enabled on all the connected Site servers.

[ 4 Once the Job Privacy feature is enabled, it cannot be disabled again! ]

To use the feature, click on the Enable Job Privacy (irreversible) button.

w Job Privacy

Job privacy feature limits access to sens tvE JoD meladala for everyone but JoD owner and nis/ner aglegates,

y featu
WARNING: Once enabled it cannot be disabled again!

Enable Job Privacy (irreversible)
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In the confirmation pop-up, type your MyQ administrator password in the Password
field, and click Enable Job Privacy (irreversible).

Confirm *

WARNING: Once enabled it cannot be disabled again!
Do you really want to enable Job Privacy?

Password:

+ Enable Job Privacy (irreversible) Cancel

The Job Privacy feature is now enabled.

+ Job Privacy

Job privacy reature Iimits access 10 sensiive Job meladata for everyone out Job owner and nis/ner aelegates,

WARNING: Once enabled it cannot be disabled again!

Job Privacy is enabled.

13.10 Watermarks

On the MyQ Web Interface, you can create collections of watermarks and associate
them with the queues where they will be used. Each collection can contain multiple
watermarks and can be associated with any number of queues.

PostScript, PCL6 and PDF drivers are supported, but should be selected by the user
when they want to see the watermarks printed in their document.

Jobs sent to a queue will have the watermarks of the associated collection printed on
each page.

Individual watermarks can be positioned horizontally at the top of the page,
horizontally at the bottom of the page, or diagonally. The text size of the watermark
can be from 6to 25. You can also represent the text of the watermark as a QR code
or a Bar code.

A watermarks collection cannot be deleted if there is at least one queue attached to
it.

13.10.1 Creating, editing, and deleting watermark collections

The watermarks collections can be created in the Watermark collections section at
the bottom of the Jobs settings tab (MyQ, Settings, Jobs).

Creating a new watermark collection

To create a new watermark collection:
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1. On the Jobs settings tab, in the Watermark collections section, click +Add.
The properties panel of the new collection opens on the right side of the
screen.

2. Onthe panel, enter the Name of the collection, then Add watermarks to it,
and lastly click Save.

A+B+C x

General Cuesues

Mame: * | A+B+C

@ Add watermark Edit Delete

Enabled | Text Position

LA
=)
i

Editing a watermark collection

The properties panel of the collection opens immediately after the collection is
created. To open a properties panel of an already existing collection, select it on the
list on the Jobs settings tab, under Watermark collections, and click Edit.

On the properties panel, you can rename the collection, create and remove
watermarks, and assign or remove them from queues.

Deleting a watermark collection
To delete a collection:

On the Jobs settings tab, under Watermark collections, select the collections that
you want to delete, and then click Delete.

13.10.2 Adding, editing, and deleting watermarks

Within each watermark collection, you can create an unlimited number of
watermarks. Each of the watermarks in the collection can be activated or
deactivated.

Creating a new watermark

On the properties panel of the watermark collection, on the General tab, click +Add
watermark. The properties panel of the new watermark opens. On the panel, set up
the watermark, and then click Save.
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Watermark *x

Enabled: o

Text: * | Watermark A

Text representation: * | QR Code w
Position: = | Top w
Size: |28 points

€05 marked Oy ™ are Manoator

Editing a watermark

The properties panel of a watermark opens immediately after the watermark is
created. To open the properties of an already existing watermark, double-click it on
the list on the Jobs main tab, under Watermark collections.

Each watermark has the following properties:

» Enabled: Enable/disable the watermark

» Text: Text of the watermark; max. length: 512 characters.

* Text representation: National characters which are included in the font
(standard New Times Roman) are included for Text. The QR/Bar Codes support
generally any Unicode text. Restrictions can be found here: QR Code, Code 128,
PDF417, and the most restrictive Code 39. The text can be represented in the
following forms:

° Text

> QR Code

> BAR Code 128

> BAR Code 39

> BAR Code PDF417

» Position: The watermark's position on the page (the default is: Bottom right)

° Top

> Top Left

> Top Right

° Bottom

> Bottom Left

> Bottom Right

> Diagonal: "Bottom to Top" (only available when Textis selected as Text
representation; greyed out in QR and/or BAR code)

> Diagonal: "Top to Bottom" (only available when Text is selected as Text
representation; greyed out in QR and/or BAR code).
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* Size: The watermark's text size (the default is: 28 and the Font is Times New
Roman, which can be changed in the config.ini) should be a number from 6-85
° 28issmall,
° 57is medium,
> 85is large.
« Transparency: Only visible when Text is selected as Text representation. The
available values are:
> Dark
° Medium
° Light

B Awatermarkin Postscript does not reflect paper orientation. It always prints
as portrait.

Deleting a watermark

On the properties panel of the watermark collection, select the watermarks that you
want to delete, and then click Delete.

13.10.3 Attaching watermark collections to queues

You can attach a watermark collection to a queue either within the setup of the
collection, or within the setup of the queue.

Each queue can have only one watermark collection attached to it.
Attaching watermark collections to queues within the setup of the queues

The collection can be selected on the Job processing tab of the properties panel of
the queue. To open the properties panel, go to MyQ, Queues, and then double-click
the queue on the list. On the Job processing tab, in the Watermark section, select
the Watermark from the drop-down, and then click Save.
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[ QueueX %

General Jobreceiving MyQ Desktop Client Job processing Printers  Rights

~ Imaging

Print grayscale with '+
black toner:

~ Watermark

Watermark: [| v ]

(*) Add new..

Custom PJL

Scripting (PHP)

b

b

> Custom data processing

Attaching watermark collections to queues within the setup of the collections

To assign a new queue to a watermark collection, select it on the on the list on the
Jobs settings tab, under Watermark collections, and click Edit.

1. On the properties panel of the watermark collection, click Queues. The
Queues tab opens.

2. On the tab, click +Add. A dialog box with a selection of queues appears.

3. Select the queue from the drop-down, and then click OK.

A+B+C X

General Queues

® Each gueue can have only one collection. Adding a queue to this collection will
] remove it from other collection.
v

[|Searc)‘.
| © remere
I Easy Print « Pull Print Status
I Email » Pull Print
[ HQ - Tandem

@) Job roaming - Pull Print

[ Job roaming delegated = Delegated printing
@ Local - Pull Print

I Marketing = Delegated printing

I QueueX « Direct

I Web + Pull Print

obs
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14 Reports

In the MyQ web interface, on the Reports main tab (MyQ, Reports), you can create
and generate reports with a variety of data concerning your printing environment.
The reports can be related to users, printing devices, print jobs, etc.

= mvo (&) Home | (% Reports

(S Reports ® add~ 5 My reports

1] -
(& Users — My daily summary Today

-3

(G Users — My sessions v 09/15/2022 4:38:1... My monthly summary @ ror Administrator
I

(7 Lz = 5 iy SITeEy v 09/15/2022 4:37:5., My sessions (8)roF Administrator

3 Shared reports ~ 09/15/2022 437:4... My daily summary S ror Administrator

Reports in MyQ are divided into two main categories: My reports and Shared
reports. My reports show

users reports created by themselves, while Shared reports show them reports
created by the administrator or by other users.

There are three default reports: My daily summary, My sessions and My monthly
summary. These are displayed in the My reports folder of the MyQ administrator,
who can modify them, delete them or change their design. For all the other users, the
default reports are displayed in the Shared reports folder and cannot be changed in
any way.

In addition to the three default reports, the administrator can create an unlimited
number of reports and sort them into sub-folders of the My reports folder. Users can
create their own reports but they are limited to use only certain report types
depending on the rights granted by the administrator.

Each report can be directly displayed on the web interface and saved in any of the
following formats: PDF, CSV, XML, XLSX and ODS. The reports can be automatically
generated and stored in a predefined folder. There is no data limitation for the
generated report, it includes all the data from the specified period.

All the reports have the MyQ logo displayed by default, but it can be replaced by your
company's logo. To upload a custom logo go to MyQ, Settings, Personalization. In
the Custom application logo section, click +Add next to Custom logo and upload
your own file (supported formats - JPG, JPEG, PNG, BMP and recommended size -
398px x 92px).

14.1 Report Types

When you are creating reports on the Reports main tab, you can choose from a large
number of built-in report types that are sorted into multiple categories. Some of the
types are included in more categories (for example, Groups: Daily Summary, Print
Jobs: Daily Summary, etc.), while some of the types are particular to only one
category (for example, Device Alerts in Alerts Maintenance or Credit Balance in Credit &
Quota).
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You can overview all of the report types on the Reports settings tab, under Report
types (in MyQ, Settings, Reports).

= myo @ Home (15} Settings: Reports

3¢ Settings (5 Reports
= Printers & Terminals
Type Name Category ”~
81 Configuration Profiles

@ Printer Discovery Alerts and maintenance

B Terminal Actions gl Counter analysis Alerts and maintenance
B events Built-in Event History Alerts and maintenance
T G A Built-in Toner replacement Alerts and maintenance
Built-in Top N alerts summary Alerts and maintenance
,9.| Users
policies Credit and quota
#% User Synchronization Built-in Credit balance Credit and quota
£, User Authentication Built-in Credit operations Credit and quota
of Rights Built-in CQuota status for groups Credit and quota
Built-in Quota status for users Credit and quota
Bs accounting
B Credit Environmental
Quota Built-in Expired and deleted jobs Environmental
5 Projects Built-in Printers Environmental
& Price Lists Built-in User groups Environmental
Built-in Users Environmental
Jobs
== Scanning & OCR General
Q Code Books Built-in Day of the week General
. Built-in Hourly activity General
(5 Reports
o Built-in Monthly statistics General
(& External Reports
Built-in Price list comparison General
API REST APl Apps Built-in Weekly statistics General
B Log & Audit
Groups
88 System Management "
Built-in Counters by function and duplex(BETA) Groups

Providing users with rights to use a report

The administrator can run all the built-in reports and provide other users and groups
with rights to run them as well. In MyQ, Settings, Reports, right-click on a report and
click Edit. On the General tab, in the Permission for running the report field,
choose users and groups from the list and click Save.

You can also add custom report types developed by the MyQ development team. To
do so, just click +Add, upload the custom report definition file, select users or groups
to access it, and click OK. For more information about custom report types, please
contact MyQ support.

14.1.1 Report Categories

e Alerts and Maintenance - These reports provide information about device
alerts and unusual changes on device counters.
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 Credit and Quota - These reports contain information concerning credit and
quota, for example the remaining credit or the state of quota of selected users.

« Environmental - These reports inform about the environmental impact of
printing. They show how many trees needed to be harvested, how much energy
was spent and how much carbon dioxide was emitted during the production of
the paper used for printing and copying within your company's printing
environment.

Data sources vary in their estimations. MyQ calculations in the report are based
on the following data estimates:
> Carbon dioxide For paper production: 12,7 gram per paper sheet
> Energy used For production: 48 Wh per paper sheet or 32Wh for a recycled
paper sheet
> Trees: 8333 paper sheets are counted as 1 tree.

« General - These reports provide general information about the MyQ system,
such as total counters statistics and printing peaks or comparison of price lists
used for printers.

« Groups - These reports inform about groups of users. They can contain
information about membership, printed pages, weekly stats etc.

 Print Jobs - These reports contain information about jobs printed in MyQ, such
as the list of all expired and deleted jobs over a certain period.

 Printers - These reports inform about all the printing devices in the MyQ
system (both local and network). Generated reports can contain graphs of the
device usage, daily, weekly and monthly counters, etc.

» Projects - These reports contain information regarding projects and project
accounting in MyQ, such as daily summary of projects or projects assigned to
selected users over a certain period.

» Users - These reports can contain various information about users. They can
concern their print jobs, credit statements, printed pages etc.

Alerts and Maintenance Reports
The reports included in the Alerts and Maintenance category are:

« Counter analysis

* Event history

e Toner replacement**
* Top N alerts summary

Parameters, filters and columns available:
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Name

Counter
analysis

Event history

Toner
replacement

Top N alerts
summary

Parameters

Period
Page counter

Period

Period

Period
N

Filters

Printer name
User name
User group
Page counter
value (<, =, >)

Event name
Printer name

Printer name

Printer name

Default
Columns

Printer name
Full name
Session finish
date

Page counter
B&W pages
Color pages
Total pages
Scans

Total price
(additional
column:
Administrator
price)

Event name
Event type
Printer name
Created
Resolved

Printer name
Toner color
Installed
Replaced
Pages printed
Total
counters

Alert name
Alert training
level

Alert code
Occurrences

The above reports don't support aggregate columns.

Charts are not available, except for the Top N alerts summary report where a Pie,

Reports

Group by

User name

Alert name

Doughnut or Bar chart can be selected with the Alert name and Occurrences values.
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Alerts and maintenance — Top N alerts summary

Created 07/15/2020 3:39:02 PM y :

Period 07/09/2020 12:00:00 AM - 07/15/2020 11:59:59 PM

B tained - inputMediaSupplyEmpty: 12
B untrained - inputMediaSupplyEmpty: 8

B trained - subunitRecoverableFailure: 4
B untrained - coverOpen: 3
L nolnterventionRequired - subunitPowerSaver: 3

Alert name Training Code Occurrences
trained - inputMediaSupplyEmpty 4 808 12
untrained - inputMediaSupplyEmpty 3 808 8
trained - subunitRecoverableFailure 4 29 4
untrained - coverOpen 3 3 3
nolnterventionRequired - subunitPowerSaver 7 23 3
Alert name Training Code Occurrences

** Toner replacement report addendum

The number displayed in the Toner replacement report in the Pages printed and
Total counters columns depends on the toner it relates to:

» Pages printed - The number of pages printed with the replaced toner. Only
color pages for color toners (CMY) and all pages for black toners (K) are
considered.

* Total counters - Total counters of the printer related to the replaced toner.
Color pages for color toners (CMY) and all pages for black toners (K) are
considered.

Credit and Quota Reports

The reports included in the Credit and Quota category are:
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Credit operations
Quota status for groups
Quota status for users

Reports

Parameters, filters and columns available:

Name Parameters Filters
Credit User name
balance User group
Credit Period User name
operations User group
Quota User group
status for
groups

Default Columns Additional
Columns

User name Personal
Full name number
User group Phone
Credit balance Email

Notes
Full name Personal
User group number
Created (date & Phone
time) Email
Credit charge Notes

Credit balance
Operation type
Charge method
Charger name
Voucher code

Quota name
Quota period
Counter type
Limit

Used

Remaining
Quota usage (%)
Quota boosts
Deny print

Deny copy

Deny scan

Deny color print
Deny color copy
Deny mono print
Deny mono copy

Quota valid from
Quota valid till
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Name

Quota
status for
users

Parameters

Filters

User name
User group

Default Columns

Full name

Quota name
Target type
Target name
Quota period
Counter type
Limit

Used

Remaining
Quota usage (%)
Quota boosts
Deny print

Deny copy

Deny scan

Deny color print
Deny color copy
Deny mono print
Deny mono copy

Reports

Additional
Columns

Quota valid from
Quota valid till
Personal
number

Phone

Email

Notes

The above reports don't support aggregate columns, they are all grouped by the
User name parameter and charts are not available.

Environmental Reports

The reports included in the Environmental category are:

« Expired and deleted jobs

* Printers

* User groups

* Users

Parameters, filters and columns available:
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Name

Expired and

deleted jobs

Printers

User groups

Users

Parameters

Period

Period

Period

Period

Filters

User name
Queue
name

Printer
name

Printer
name

User name
User

group

Printer
name

User name
User

group

Default Columns

Queue name
Job name
Created (date &
time)

Job size (KB)
B&W pages
Color pages
Total pages
Job owner user
name

Job owner full
name

Trees

CO2 (gram)
Energy (Wh)
Energy recycled
(Wh)

Printer name
Total pages
Trees

CO2 (gram)
Energy (Wh)
Energy recycled
(Wh)

User group
Total pages
Trees

CO2 (gram)
Energy (Wh)
Energy recycled
(Wh)

User name

Full name

Total pages
Trees

CO2 (gram)
Energy (Wh)
Energy recycled
(Wh)

Reports

Additional
Columns

Personal
number
Phone
Email
Notes
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1 tree = 8333 pages / 1 page = 12.7g of CO2 / 1 page = 48Wh of energy / 1 recycled

page = 32Wh of energy

The above reports don't support aggregate columns or charts.

General Reports

The reports included in the General category are:

» Day of the week

* Hourly activity
Monthly statistics

* Price list comparison
« Weekly statistics

Parameters, filters and columns available:

Name Parameters Filters

Day of the Period Printer name

week Page User name
counter User group

Hourly Period Printer name

activity Page User name
counter User group

Default Columns

Period (Day)
B&W pages
Color pages
Total pages
Scans

Total price
Administrator
price

Period (Hour)
B&W pages
Color pages
Total pages
Scans

Total price
Administrator
price

Chart

Pie, Doughnut
or Bar
Category:
Day

of the week
Values: Page
counter

Pie, Doughnut
or Bar
Category:
Daily

hours

Values: Page
counter
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Name

Monthly
statistics

Price list
comparison

Weekly
statistics

Parameters

Period

Pricelist
Iltem

Period

Filters

Printer name
User name
User group

Printer name

Printer name
User name
User group

Default Columns

Period (Year -
Month)

B&W pages
Color pages
Total pages
Scans

Total price
(Additional
columns:
Administrator
price

Simplex
Duplex)

Printer name
B&W price
Color price

Period (Year -
Week)

B&W pages
Color pages
Total pages
Scans

Total price
(Additional
columns:
Administrator
price

Simplex
Duplex)

The above reports don't support aggregate columns.

Groups Reports

The reports included in the Groups category are:

Counters by function and duplex(BETA)

Counters by function and paper format(BETA)
Counters by function paper format and duplex(BETA)
Daily summary

Day of the week

Reports

Chart

Line

X-axis: Month
& year

Y-axis: Page
counter

Bar
Category:
Printers

1st value:
Pricelist item

Line

X-axis: Month
& year

Y-axis: Page
counter
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* Monthly summary

* TopN

* Total summary

* User group membership

Parameters, filters and columns available:

Name

Counters by
function and
duplex(BET
A)

Counters by
function and
paper
format(BET
A)

Filters

Printer name
User name
User group
Project name
Accounting
group

Printer name
User name
User group
Project name
Accounting
group

Default Columns

Group name
User name
Full name
Print B&W
Simplex
Print Color
Simplex
Print B&W
Duplex
Print Color
Duplex
Print Sheets
Copy B&W
Simplex
Copy Color
Simplex
Copy B&W
Duplex
Copy Color
Duplex
Copy Sheets

Group name
User name
Full name
Print A4 B&W
Print A4 Color
Copy A4 B&W
Copy A4 Color
Print A3 B&W
Print A3 Color
Copy A3 B&W
Copy A3 Color

Additional
Columns

Notes
Personal

Reports

Group by

Group name
User name

Number
Email
Incoming Fax
B&W Simplex
Incoming Fax
B&W Duplex
Fax Sheets

Notes
Personal
Number
Email
Incoming Fax
A4 B&W
Incoming Fax
A4 B&W

Print A5 B&W
Print A5 Color
Copy A5 B&W
Copy A5 Color
Incoming Fax
A5 B&W

Print B4 B&W
Print B4 Color

Group name
User name
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Name

Filters

Default Columns

Reports

Additional

Columns Group by
Copy B4 B&W
Copy B4 Color
Incoming Fax
B4 B&W

Print B5 B&W
Print B5 Color
Copy B5 B&W
Copy B5 Color
Incoming Fax
B5 B&W

Print Ledger
B&W

Print Ledger
Color

Copy Ledger
B&W

Copy Ledger
Color
Incoming Fax
Ledger B&W
Print Letter
B&W

Print Letter
Color

Copy Letter
B&W

Copy Letter
Color
Incoming Fax
Letter B&W
Print Legal
B&W

Print Legal
Color

Copy Legal
B&W

Copy Legal
Color
Incoming Fax
Legal B&W
Print
Statement
B&W

Print
Statement
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Name

Counters by
Function
paper
format and
duplex(BET
A)

Filters

Printer name
User name
User group
Project name
Accounting
group

Default Columns

Group name
User name

Full name

A4 B&W
Simplex

A4 Color
Simplex

A4 B&W Duplex
A4 Color Duplex
A3 B&W
Simplex

A3 Color
Simplex

A3 B&W Duplex
A3 Color Duplex
A4 Sheets

A3 Sheets

Additional
Columns

Color

Copy
Statement
B&W

Copy
Statement
Color
Incoming Fax
Statement
B&W

Notes
Personal
Number
Email
Incoming Fax
A4 B&W
Incoming Fax
A4 B&W

Print A5 B&W
Print A5 Color
Copy A5 B&W
Copy A5 Color
Incoming Fax
A5 B&W

Print B4 B&W
Print B4 Color
Copy B4 B&W
Copy B4 Color
Incoming Fax
B4 B&W

Print B5 B&W
Print B5 Color
Copy B5 B&W
Copy B5 Color
Incoming Fax
B5 B&W

Print Ledger
B&W

Print Ledger
Color

Copy Ledger
B&W

Copy Ledger
Color

Reports

Group by

Group name
User name
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Name

Daily
summary

Filters

Printer name
User name
User group

Default Columns

Date

B&W pages
Color pages
Total pages
Scans
Total price

Additional
Columns

Incoming Fax
Ledger B&W
Print Letter
B&W

Print Letter
Color

Copy Letter
B&W

Copy Letter
Color
Incoming Fax
Letter B&W
Print Legal
B&W

Print Legal
Color

Copy Legal
B&W

Copy Legal
Color
Incoming Fax
Legal B&W
Print
Statement
B&W

Print
Statement
Color

Copy
Statement
B&W

Copy
Statement
Color
Incoming Fax
Statement
B&W

Administrator
price

B&W prints
B&W copies
Color prints
Color copies
Single color

Reports

Group by

Group name
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Name

Filters

Default Columns

Reports

Additional Group b
Columns p by

copy
A4 paper

A3 paper

A5 paper

B4 paper

B5 paper
Other paper
Folio paper
Ledger paper
Legal paper
Letter paper
Statement
paper

Rest of paper
formats

Fax

B&W cost
Color cost
Color pages
(L1)

Color cost (L1)
Color pages
(L2)

Color cost (L2)
Color pages
(L3)

Color cost (L3)
Print color
pages(L1)
Copy color
pages (L1)
Cost color
pages(L1)
Print color
pages(L2)
Copy color
pages (L2)
Cost color
pages(L2)
Print color
pages(L3)
Copy color
pages (L3)
Cost color
pages(L3)
Simplex
Duplex
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Name

Day of the
week

Monthly

summary

TopN

Total
summary

User group
membership

Filters

Printer name
User name
User group

Printer name
User name
User group

Printer name
User name
User group

Printer name
User name
User group
Accounting
group

User group
Accounting
group
Managed
group

Default Columns

Day

B&W pages
Color pages
Total pages
Scans
Total price

Period (Year -
Month)

B&W pages
Color pages
Total pages
Scans

Total price

Group name
B&W pages
Color pages
Total pages
Scans

Total price

Full name
User name
Group name
Period (Year &
Month)
B&W print
B&W copies
Color print
Color copies
Total pages
Scans

Total price

User name
Full name
Group name
Accounting

group

Managed group

Additional
Columns

Same as Daily
summary +
Day number

Same as Daily
summary

Administrator
price

Same as Daily
summary

Personal
number
Phone
Email
Notes

Reports

Group by

Group name

Group name
Month &
Year

Accounting
group
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Reports

The above reports all have the Period parameter, except for the Top N report that
has the Period, Page counter, N, Add remaining sum parameters.

The above reports don't support aggregate columns except for the Monthly
summary and the Total summary reports.

Charts are not available, except for the Top N report, where a Pie, Doughnut or Bar
chart can be selected with the Groups and Page Counter values.

Groups —Top N

Created 07/15/2020 5:23:01 PM y :

Period 07/09/2020 12:00:00 AM - 07/15/2020 11:59:59 PM

BN ynclassified: 264

Group B&W pages Color pages Total pages Scans Total price
Unclassified 156 108 264 9 0.00
Group B&W pages Color pages Total pages Scans Total price

156 108 264 9 0.00

Printers Reports
The reports included in the Printers category are:

« Counters by function and duplex(BETA)

« Counters by function and paper Format(BETA)

« Counters by Function paper Format and duplex(BETA)
* Daily summary
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* TopN

Day of the week
Meter reading via SNMP
Monthly summary

* Total summary

Parameters, filters and columns available:

Name

Counters by
function and
duplex(BETA)

Filters

Printer name
User name
User group
Project name
Accounting

group

Default
Columns

Printer Name
Serial Number
Group name
User name
Full name
Print B&W
Simplex
Print Color
Simplex
Print B&W
Duplex
Print Color
Duplex
Print Sheets
Copy B&W
Simplex
Copy Color
Simplex
Copy B&W
Duplex
Copy Color
Duplex
Copy Sheet

Reports

Additional

Columns Group by

Printer name
User name

Notes
Personal
Number
Email
Incoming
Fax B&W
Simplex
Incoming
Fax B&W
Duplex
Fax Sheets
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Name

Counters by
function and
paper
format(BETA)

Filters

Printer name
User name
User group
Project name
Accounting

group

Default
Columns

Printer name
Serial number
Group name
User name
Full name
Print A4 B&W
Print A4 Color
Copy A4 B&W
Copy A4 Color
Print A3 B&W
Print A3 Color
Copy A3 B&W
Copy A3 Color

Additional
Columns

Notes
Personal

Reports

Group by

Printer name
User name

Number
Email
Location

IP address
Brand
Model

MAC
Incoming
Fax A4 B&W
Incoming
Fax A4 B&W
Print A5
B&W

Print A5
Color

Copy A5
B&W

Copy A5
Color
Incoming
Fax A5 B&W
Print B4
B&W

Print B4
Color

Copy B4
B&W

Copy B4
Color
Incoming
Fax B4 B&W
Print B5
B&W

Print B5
Color

Copy B5
B&W

Copy B5
Color
Incoming
Fax B5 B&W
Print Ledger
B&W
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Name

Filters

Default
Columns

Reports

Additional Group by
Columns

Print Ledger
Color

Copy Ledger
B&W

Copy Ledger
Color
Incoming
Fax Ledger
B&W

Print Letter
B&W

Print Letter
Color

Copy Letter
B&W

Copy Letter
Color
Incoming
Fax Letter
B&W

Print Legal
B&W

Print Legal
Color

Copy Legal
B&W

Copy Legal
Color
Incoming
Fax Legal
B&W

Print
Statement
B&W

Print
Statement
Color

Copy
Statement
B&W

Copy
Statement
Color
Incoming
Fax
Statement
B&W
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Name

Counters by
Function
paper format
and
duplex(BETA)

Filters

Printer name
User name
User group
Project name
Accounting

group

Default
Columns

Printer name
Serial number
Group name
User name
Full name
A4 B&W
Simplex

A4 Color
Simplex

A4 B&W
Duplex

A4 Color
Duplex

A3 B&W
Simplex

A3 Color
Simplex

A3 B&W
Duplex

A3 Color
Duplex

A4 Sheets
A3 Sheets

Reports

Additional

Columns Group by

Printer name
User name

Notes
Personal
Number
Email
Location
IP Address
Brand
Model
MAC

A5 B&W
Simplex
A5 Color
Simplex
A5 B&W
Duplex

A5 Color
Duplex

A5 Sheets
B4 B&W
Simplex
B4 Color
Simplex
B4 B&W
Duplex

B4 Color
Duplex

B4 Sheets
B5 B&W
Simplex
B5 Color
Simplex
B5 B&W
Duplex

B5 Color
Duplex

B5 Sheets
Folio B&W
Simplex
Folio Color
Simplex
Folio B&W
Duplex
Folio Color
Duplex
Folio Sheets
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Name

Filters

Default
Columns

Reports

Additional
Columns Group by
Ledger B&W
Simplex
Folio Color
Simplex
Folio B&W
Duplex

Folio Color
Duplex

Folio Sheets
Ledger Color
Simplex
Ledger B&W
Duplex
Ledger Color
Duplex
Ledger Shee
ts

Letter Color
Simplex
Letter B&W
Duplex
Letter Color
Duplex
Letter
Sheets

Legal Color
Simplex
Legal B&W
Duplex
Legal Color
Duplex
Legal Sheets
Statement
Color
Simplex
Statement
B&W Duplex
Statement
Color Duplex
Statement
Sheets
Other Color
Simplex
Other B&W
Duplex
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Name

Daily
summary

Filters

Printer name
User name
User group

Default
Columns

User name
Full name
Date

B&W pages
Color pages
Total pages
Scans

Total price

Reports

Additional
Columns Group by
Other Color
Duplex
Other
Sheets

Administrato Printer name
r price

B&W prints
B&W copies
Color prints
Color copies
Single color
copy

A4 paper
A3 paper
A5 paper
B4 paper

B5 paper
Other paper
Folio paper
Ledger
paper

Legal paper
Letter paper
Statement
paper

Rest of
paper
formats

Fax

B&W cost
Color cost
Color pages
(L1)

Color cost
(L1)

Color pages
(L2)

Color cost
(L2)

Color pages
(L3)

Color cost
(L3)

Print color
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Name

Day of the
week

Filters

Printer name
User name
User group

Default
Columns

Day

B&W pages
Color pages
Total pages
Scans
Total price

Reports

Additional
Columns Group by
pages(L1)
Copy color
pages (L1)
Cost color
pages(L1)
Print color
pages(L2)
Copy color
pages (L2)
Cost color
pages(L2)
Print color
pages(L3)
Copy color
pages (L3)
Cost color
pages(L3)
Simplex
Duplex

Same as Printer name
Daily
summary +

Day number
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Name

Meter
reading via
SNMP

Monthly
summary

Filters

Printer name

Printer name
User name
User group

Default
Columns

Printer name
IP address
Serial number
MAC address
Model
Location
Terminal ID
B&W prints
B&W copies
Color prints
Color copies
Scans

Fax counter

IP address
Serial number
MAC address
Model
Location
B&W pages
Color pages
Total pages
Scans

Total price

Reports

Additional

Columns Group by

A4 paper
A3 paper
A5 paper
B4 paper
B5 paper
Other paper
Folio paper
Ledger
paper
Legal paper
Letter paper
Statement
paper

Rest of
paper
formats
Start Mono
Start Color
Finish Mono
Finish Color
Printer ID
Printer
Group
Finish M
Print

Finish C Print
Finish M
Copy

Finish C
Copy

Finish Scan

Printer name
Month & Year

Same as
Daily
summary
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Reports

Name Filters (I;)oelzanl:;l,ts Ag:l':::::l Group by
Top N Printer name Printer name Administrato
User name B&W pages r price
User group Color pages Printer ID
Total pages Printer
Scans Group
Total price
Total Printer name Printer name Same as Printer name
summary User name User group Daily
User group User name summary
Full name
Total pages
B&W prints
B&W copies
Color prints
Color copies
Scans
Total price

The above reports all have the Period parameter, except for the Top N report that
has the Period, Page counter, N, Add remaining sum parameters.

Aggregate columns are supported in the above reports, except for the Top N and the
Monthly summary reports.

Charts are not available, except for the Top N report, where a Pie, Doughnut or Bar
chart can be selected with the Printers and Page Counter values.
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Printers — Top N

 Daily summary

« Expired and deleted jobs

» Favorite jobs
* Printed jobs summary

Parameters, filters and columns available:

The reports included in the Print Jobs category are:

Created 07/16/2020 9:57:11 AM
Period 07/10/2020 12:00:00 AM - 07/16/2020 11:59:59 PM
160
140
120
100
80
60
40
0
L e Bl . )
1.3._‘\5 ) 1\.6 ’\_95 . 'l'B"?..B ) \9_3
. 520 A0 e o500~
RNC o> Wk weo? afe
08t <8 S NS 1
€
Printer B&W pages Color pages Total pages Scans
ECOSYS
M3540dn_23 152 o] 152 0
TASKalfa
3252ci_21 7 3 & 0
SHARP MX-3061_9 41 1 52 5
ECOSYS
ME035cidn_24 7 9 3 0
TASKzlfz 356<i_19 0 35 35 0
Printer B&W pages Color pages Total pages Scans
217 121 338 5
Print Jobs Reports

Reports

mye
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Name

Daily
summary

Expired and
deleted jobs

Favorite jobs

Printed jobs
summary

Filters

User name
Job name

User name
User group
Queue
name

User name
User group
Queue
name

User name
User group
Job name

Default Columns

Full name
Created (date &
time)

Printed (date &
time)

Job name
Document

time

Full name

User name

Job name
Created (date &
time)
Document type
Duplex

Job size (KB)
Total pages
B&W pages
Color pages

Queue name
Full name
Job name
Created (date &
time)

Job size (KB)
B&W pages
Color pages
Total pages
Min Price
Max Price

Full name
Period

Queue name
Printed (date &
time)

Job name
Document type

Additional
Columns

Queue name
Personal
number
Phone
Email

Notes

Total pages
B&W pages
Color pages

Personal
number
Phone

Email

Notes

Trees

CO2 (gram)
Energy (Wh)
Energy
recycled (Wh)

Personal
number
Phone
Email
Notes

Personal
number
Phone
Email

Notes

Total pages
B&W pages
Color pages

Reports

Group by

User name

Queue name

User name

User name

Month & Year
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Reports

All the reports use the Period parameter.
Charts are not available.

The reports don't support aggregate columns except for the Expired and deleted
jobs reports, where aggregate columns are available.

Projects Reports
The reports included in the Projects category are:

« Counters by function and duplex(BETA)

« Counters by function and paper format(BETA)
« Counters by function paper format and duplex(BETA)
* Daily summary

» Day of the week

¢ Monthly summary

 Print jobs per project

* Project groups total summary

* Projects per user

* TopN

« User project assignment

» Users per project

» User Session details

Parameters, filters and columns available:
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Name

Counters by
function and
duplex(BETA)

Counters by
function and
paper
format(BETA)

Filters

Printer name
User name
User group
Project name
Accounting

group

Printer name
User name
User group
Project name
Accounting

group

Default
Columns

Project name
Project code
Group name
User name
Full name
Print B&W
Simplex
Print Color
Simplex
Print B&W
Duplex
Print Color
Duplex
Print Sheets
Copy B&W
Simplex
Copy Color
Simplex
Copy B&W
Duplex
Copy Color
Duplex
Copy Sheets

Project name
Project code
Group name
User name
Full name
Print A4 B&W
Print A4 Color
Copy A4 B&W
Copy A4 Color
Print A3 B&W
Print A3 Color
Copy A3 B&W
Copy A3 Color

Additional
Columns

Notes
Personal
Number
Email
Incoming
Fax B&W
Simplex
Incoming
Fax B&W
Duplex
Fax Sheets

Notes
Personal
Number
Email
Incoming

Fax A4 B&W

Incoming

Fax A4 B&W

Print A5
B&wW
Print A5
Color
Copy A5
B&wW
Copy A5
Color
Incoming

Fax A5 B&W

Print B4
B&W

Reports

Group by

Project name
User name

Project name
User name
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Name

Filters

Default
Columns

Reports

Additional
Columns gl
Print B4
Color

Copy B4
B&W

Copy B4
Color
Incoming
Fax B4 B&W
Print B5
B&W

Print B5
Color

Copy B5
B&W

Copy B5
Color
Incoming
Fax B5 B&W
Print Ledger
B&W

Print Ledger
Color

Copy Ledger
B&W

Copy Ledger
Color
Incoming
Fax Ledger
B&W

Print Letter
B&W

Print Letter
Color

Copy Letter
B&W

Copy Letter
Color
Incoming
Fax Letter
B&W

Print Legal
B&W

Print Legal
Color

Copy Legal
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Name

Filters

Default
Columns

Additional

Columns

B&W

Copy Legal
Color
Incoming
Fax Legal
B&W

Print
Statement
B&W

Print
Statement
Color
Copy
Statement
B&W

Copy
Statement
Color
Incoming
Fax
Statement
B&W

Reports
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Name

Counters by
Function
paper format
and
duplex(BETA)

Filters

Printer name
User name
User group
Project name
Accounting

group

Default
Columns

Project name
Project code
Group name
User name
Full name
A4 B&W
Simplex

A4 Color
Simplex

A4 B&W
Duplex

A4 Color
Duplex

A3 B&W
Simplex

A3 Color
Simplex

A3 B&W
Duplex

A3 Color
Duplex

A4 Sheets
A3 Sheets

Reports

Additional

Columns Group by

Notes
Personal
Number
Email
Incoming
Fax A4 B&W
Incoming
Fax A4 B&W
Print A5
B&W

Print A5
Color

Copy A5
B&W

Copy A5
Color
Incoming
Fax A5 B&W
Print B4
B&W

Print B4
Color

Copy B4
B&W

Copy B4
Color
Incoming
Fax B4 B&W
Print B5
B&W

Print B5
Color

Copy B5
B&W

Copy B5
Color
Incoming
Fax B5 B&W
Print Ledger
B&W

Print Ledger
Color

Copy Ledger
B&W

Copy Ledger

Project name
User name
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Name

Filters

Default
Columns

Additional
Columns

Color
Incoming
Fax Ledger
B&W

Print Letter
B&W

Print Letter
Color
Copy Letter
B&W

Copy Letter
Color
Incoming
Fax Letter
B&W

Print Legal
B&W

Print Legal
Color
Copy Legal
B&W

Copy Legal
Color
Incoming
Fax Legal
B&W

Print
Statement
B&W

Print
Statement
Color
Copy
Statement
B&W

Copy
Statement
Color
Incoming
Fax
Statement
B&W

Group by

Reports
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Name

Daily
summary

Filters

Project name
Printer name
User name
User group

Default
Columns

Date

B&W pages
Color pages
Total pages
Scans

Total price
Project code

Reports

Additional

Columns Group by

Administrato Project name
r price

B&W prints
B&W copies
Color prints
Color copies
Single color
copy

A4 paper
A3 paper
A5 paper
B4 paper
B5 paper
Other paper
Folio paper
Ledger
paper
Legal paper
Letter paper
Statement
paper

Rest of
paper
formats

Fax

B&W cost
Color cost
Color pages
(L1)

Color cost
(L1)

Color pages
(L2)

Color cost
(L2)

Color pages
(L3)

Color cost
(L3)

Print color
pages(L1)
Copy color
pages (L1)
Cost color
pages(L1)
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Name

Day of the
week

Monthly
summary

Print jobs per
project

Filters

Project name
Printer name
User name
User group

Project name
Printer name
User name
User group

Project name
Job name
User name

Default
Columns

Date

B&W pages
Color pages
Total pages
Scans

Total price
Project code

Period (year -
month)

B&W pages
Color pages
Total pages
Scans

Total price
Project code

Job name
Printed (date
& time)
Document
type

Project code

Additional
Columns

Print color
pages(L2)
Copy color
pages (L2)
Cost color
pages(L2)
Print color
pages(L3)
Copy color
pages (L3)
Cost color
pages(L3)
Simplex
Duplex

Same as
Daily
summary +
Day number

Same as
Daily
summary

Reports

Group by

Project name

Project name
Month & Year

Project name
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Name

Project
groups total
summary

Filters

Project name

Default
Columns

Project name
B&W pages
Color pages
Total pages
Scans

Total price
Project code

Reports

Additional

Columns Group by

Administrato Project name
r price
Group
Phone
Email

Notes
Color cost
B&W cost
Simplex
Duplex

A4 paper
A3 paper
A5 paper
B4 paper
B5 paper
Other paper
Folio paper
Ledger
paper
Legal paper
Letter paper
Statement
paper

Rest of
paper
formats

Fax

B&W prints
B&W copies
Color prints
Color copies
Color pages
(L1)

Color cost
(L1)

Color pages
(L2)

Color cost
(L2)

Color pages
(L3)

Color cost
(L3)
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Name

Projects per
user

Top N

User project
assignment

Filters

Project name
Printer name
User name
User group

Project name
Printer name
User name
User group

Project name
Printer name
User name
User group

Default
Columns

Full name
Personal
number
Project name
B&W pages
Color pages
Total pages
Scans

Total price
Project code

Project name
B&W pages
Color pages
Total pages
Scans

Total price
Project code

Full name
Personal
number
Project name
B&W pages
Color pages
Total pages
Scans

Total price
Project code

Reports

Additional
Columns Group by
Same as User name
Daily
summary

Administrato
r price

Personal
number
Phone
Email
Notes

Project name
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Name

Users per
project

Filters

Project name
Printer name
User name
User group

Default
Columns

User name
Full name
Project name
Project code

Reports

Additional

Columns Group by

Administrato User name
r price
Group
Phone
Email
Notes
Color cost
B&W cost
Simplex
Duplex

A4 paper
A3 paper
A5 paper
B4 paper
B5 paper
Other paper
Folio paper
Ledger
paper
Legal paper
Letter paper
Statement
paper

Rest of
paper
formats

Fax

B&W prints
B&W copies
Color prints
Color copies
Color pages
(L1)

Color cost
(L1)

Color pages
(L2)

Color cost
(L2)

Color pages
(L3)

Color cost
(L3)
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Name

User Session

Filters

Project name

Additional
Columns

Default
Columns

Project Code Fax

Reports

Group by

Project name

User name
Accounting

group
Printer name

details Project Name
Date

Job Name
User name
B&W Print
B&W Copy
Color Print
Color Copy
Simplex
Duplex

B&W Pages
Color Pages
Scans

B&W Cost
Color Cost
Total Cost
Project code

The above reports all have the Period parameter, except for the Top N report that
has the Period, Page counter, N, Add remaining sum parameters.

Aggregate columns are supported in the above reports, except for the Print jobs per
project, Top N and the User project assignment reports.

Charts are not available, except for the Top N report where a Pie, Doughnut or Bar
chart can be selected with the Page Counter values.

Users Reports
The reports included in the Users category are:

« Counters by Function and duplex(BETA)

« Counters by function and paper fFormat(BETA)

« Counters by Function paper format and duplex(BETA)
* Daily summary

« Day of the week

* Monthly summary

» Session details

* TopN

* Total summary

» User Rights

Parameters, filters and columns available:
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Name

Counters by
function and
duplex(BETA)

Counters by
function and
paper
format(BETA)

Filters

Printer name
User name
User group
Project name
Accounting

group

Printer name
User name
User group
Project name
Accounting

group

Default
Columns

Group name
User name
Full name
Printer name
Serial Number
Print B&W
Simplex
Print Color
Simplex
Print B&W
Duplex
Print Color
Duplex
Print Sheets
Copy B&W
Simplex
Copy Color
Simplex
Copy B&W
Duplex
Copy Color
Duplex
Copy Sheets

Group name
User name
Full name
Printer name
Serial Number
Print A4 B&W
Print A4 Color
Copy A4 B&W
Copy A4 Color
Print A3 B&W
Print A3 Color
Copy A3 B&W
Copy A3 Color

Additional
Columns

Notes
Personal
Number
Email
Location
IP Address
Brand
Model
Mac
Incoming
Fax B&W
Simplex
Incoming
Fax B&W
Duplex
Fax Sheets

Notes
Personal
Number
Email
Location
IP Address
Brand
Model
Mac
Incoming

Fax A4 B&W

Incoming

Fax A4 B&W

Print A5
B&W
Print A5
Color
Copy A5
B&W
Copy A5

Reports

Group by

User name
Printer name

User name
Printer name
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Name

Filters

Default
Columns

Reports

Additional
Columns Group by
Color
Incoming
Fax A5 B&W
Print B4
B&W

Print B4
Color

Copy B4
B&W

Copy B4
Color
Incoming
Fax B4 B&W
Print B5
B&W

Print B5
Color

Copy B5
B&W

Copy B5
Color
Incoming
Fax B5 B&W
Print Ledger
B&W

Print Ledger
Color

Copy Ledger
B&W

Copy Ledger
Color
Incoming
Fax Ledger
B&W

Print Letter
B&W

Print Letter
Color

Copy Letter
B&W

Copy Letter
Color
Incoming
Fax Letter
B&W
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Name

Filters

Default
Columns

Reports

Additional Group by
Columns

Print Legal
B&W

Print Legal
Color
Copy Legal
B&W

Copy Legal
Color
Incoming
Fax Legal
B&W

Print
Statement
B&W

Print
Statement
Color
Copy
Statement
B&W

Copy
Statement
Color
Incoming
Fax
Statement
B&W
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Name

Counters by
Function
paper format
and
duplex(BETA)

Filters

Printer name
User name
User group
Project name
Accounting

group

Default
Columns

Group name
User name
Full name
Printer name
Serial Number
A4 B&W
Simplex

A4 Color
Simplex

A4 B&W
Duplex

A4 Color
Duplex

A3 B&W
Simplex

A3 Color
Simplex

A3 B&W
Duplex

A3 Color
Duplex

A4 Sheets
A3 Sheets

Reports

Additional

Columns Group by

User name
Printer name

Notes
Personal
Number
Email
Location
IP Address
Brand
Model
Mac

A5 B&W
Simplex
A5 Color
Simplex
A5 B&W
Duplex

A5 Color
Duplex

A5 Sheets
B4 B&W
Simplex
B4 Color
Simplex
B4 B&W
Duplex

B4 Color
Duplex

B4 Sheets
B5 B&W
Simplex
B5 Color
Simplex
B5 B&W
Duplex

B5 Color
Duplex

B5 Sheets
Folio B&W
Simplex
Folio Color
Simplex
Folio B&W
Duplex
Folio Color
Duplex
Folio Sheets
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Name

Filters

Default
Columns

Reports

Additional
Columns Group by
Ledger B&W
Simplex
Folio Color
Simplex
Folio B&W
Duplex

Folio Color
Duplex

Folio Sheets
Ledger Color
Simplex
Ledger B&W
Duplex
Ledger Color
Duplex
Ledger Shee
ts

Letter Color
Simplex
Letter B&W
Duplex
Letter Color
Duplex
Letter
Sheets

Legal Color
Simplex
Legal B&W
Duplex
Legal Color
Duplex
Legal Sheets
Statement
Color
Simplex
Statement
B&W Duplex
Statement
Color Duplex
Statement
Sheets
Other Color
Simplex
Other B&W
Duplex
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Name

Daily
summary

Filters

Printer name
User name
User group

Default
Columns

Full name
Date

B&W pages
Color pages
Total pages
Scans

Total price

Reports

Additional
Columns Group by
Other Color
Duplex
Other
Sheets

Administrato User name
r price

B&W cost
Color cost
Personal
number
Phone
Email

Notes

B&W prints
B&W copies
Color prints
Color copies
Single color
copy

A4 paper
A3 paper
A5 paper
B4 paper

B5 paper
Other paper
Folio paper
Ledger
paper

Legal paper
Letter paper
Statement
paper

Rest of
paper
formats

Fax

B&W cost
Color cost
Color pages
(L1)

Color cost
(L1)

Color pages
(L2)

451



Name

Day of the
week

Monthly
summary

Filters

Printer name
User name
User group

Printer name
User name
User group

Default
Columns

Full name
Day

B&W pages
Color pages
Total pages
Scans

Total price

Full name
Period (year-
month)

B&W pages
Color pages
Total pages
Scans

Total price

Additional
Columns

Color cost
(L2)

Color pages
(L3)

Color cost
(L3)

Print color
pages(L1)
Copy color
pages (L1)
Cost color
pages(L1)
Print color
pages(L2)
Copy color
pages (L2)
Cost color
pages(L2)
Print color
pages(L3)
Copy color
pages (L3)
Cost color
pages(L3)
Simplex
Duplex

Same as
Daily
summary +
Day number

Same as
Daily
summary

Reports

Group by

User name

User name

Month & Year
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Name

Session
details

Top N

Filters

Printer name
User name
User group

Printer name
User name
User group

Default
Columns

User group
Full name
Printer name
Job name
Date

Total pages
Scans

User name
Full name
B&W pages
Color pages
Total pages
Scans
Total price

Reports

Additional

Columns Group by

Same as User name
Daily

summary

except for

Administrato

r price
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Default

Name Filters
Columns

Total Printer name User name
summary User name Full name
User group B&W prints

B&W copies
Color prints
Color copies
Total pages
Scans
Total price

User Rights User User name
Access Rights  Full name
Assign access
rights

Reports

Additional

Columns Group by

Administrato User name
r price
Single color
copy
Personal
number
Phone
Email

Notes

B&W pages
Color pages
A4 paper
A3 paper
A5 paper
B4 paper
B5 paper
Other paper
Folio paper
Ledger
paper

Legal paper
Letter paper
Statement
paper

Rest of
paper
formats
Simplex
Duplex

Aliases User name
Email

Personal

number

Phone

The above reports all have the Period parameter, and they don't support aggregate

columns.

Charts are not available, except for the Top N report where a Pie, Doughnut or Bar
chart can be selected with the Users and Page Counter values.
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14.1.2 Creating new aggregated columns

For some types of reports, you can create any number of custom aggregated
(summary) columns. An aggregated column can display either the sum or the average
of a selection of any number of other columns available for the type.

To create a new aggregated column for a report:

1. Go to MyQ, Reports. On the list of reports on the right side, select the report
and click Edit on the ribbon (or right-click, edit). The report properties panel
opens on a new window.

2. Go to the Design tab on the properties panel.

3. Inthe Table section, click +Add, and select +Add aggregated column from the
list. The properties panel of the new column opens.
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— myo @ Home

Reports > (5 Monthly summary

General + Save |50 Preview

Options

Orientation:

Show filters in the final
report:

Filters and parameters

=er:;

Accounting Group:

Printer:

Period: *

Fields marked by * are mandatory.

Table
Column

Group
Period
B&W pages
Color pages
Total

Scans

Total price

Portrait

=8 All users

3 all printers

Last 3 monthis)

Q% Feports

b

(& monthly su

ors PRSI, ©

v & Add column

l (*) Add aggregated column |

Auto
Auto
Auto
Auto
Auto

Auto

Auto

Auto

Auto

Auto

Auto

Auto

Mone

Sum

Sum

Sum

Sum

Sum

Aggregate

Mo
Mo
Mo
Mo
Mo
Mo

Mo

Reports

4. In the panel, set the properties, select the Aggregate operation you want to
use (Sum or Average), and click Save. The new column is listed with the other
table columns, and you can double-click on it to edit it.

456



Reports

Add aggregated column X
Column: *
Width:

LEGVE EMPTY for an automat atn

Alignment: * | Auto w

Summary: * | None h

Columns: * w

Aggregate operation: * | Sum e

Supported types of reports For aggregated columns

The aggregated (summary) columns can be created for the following types of
reports:

From the Groups category: Monthly summary, Total summary

From the Print jobs category: Expired and deleted jobs

From the Printers category: Daily summary, Day of the week, Meter reading via
SNMP, Total summary

From the Projects category: Daily summary, Day of the week, Monthly
summary, Project groups total summary, Projects per user, Users per project.

14.2 Reporting sources

Accounting in MyQ depends on the MyQ server version, the MyQ embedded terminal
version and the printing device. MyQ 8.0+ currently uses the user-session
architecture. The values in every report are based on user sessions (except for the
Meter reading via SNMP printers report, described below).

Counters are calculated in the following way:
° B&W pages = B&W prints + B&W copies + Fax
o Color pages = Color prints + Color copies + Single color copy
° Total Pages = B&W pages + Color pages
° Total prints = B&W prints + Color prints
° Total copies = B&W copies + Color copies
Price related columns include discounts.
Any printers monitored via MyQ Desktop Client are included in the reports.
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« Any non-MyQ users activity (*unauthenticated) is included in the reports.

* MyQ does not track deleted printers. If a deleted printer is later added and
activated in MyQ, the reports will not include any activity during the time the
device was deleted.

« If a printer is deactivated but not deleted, the reports include information
about the period it was inactive only after it is reactivated. In that case, after
the reactivation, all the activity is accounted to users not authenticated in a
single session. The reports cannot include printers' data while they are
deactivated.

* When an embedded terminal is installed on the printing device, accounting is
also done for any direct/tandem print queues of the device.

» When an embedded terminal is not installed or a device is used with a MyQ
Hardware terminal, accounting is done via SNMP by the MyQ Print Server
(depends on provided data via SNMP from the device).

Values calculation in the Meter reading via SNMP printers report
The values in this report are based on counters read directly from the printers.

« Any printers monitored via MyQ Desktop Client are not included in the reports.

» The highest and lowest values are compared for a selected period and printer/
group of printers.

» The total value displayed in the report is the summary of all the subtotal
values, without Pages printed while the device was deactivated.

14.3 Report values description

Description of values in the reports' default and additional columns and how they are
accounted.

These values are accounted as page counts in the following way: 2 clicks for the A3/
Ledger page format and 1 click for the rest (A4 etc..); in case of Duplex, it is 4 clicks
for the A3 / Ledger format and 2 clicks for the rest (A4 etc.). L formats are coverage
counters.

* B&W prints

* B&W copies
 Color prints

» Color copies

« Single color copy
» Total prints

» Total copies

* Fax

« Color pages (L1)
» Color cost (L1)
» Color pages (L2)
» Color cost (L2)
 Color pages (L3)
« Color cost (L3)
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* Print color pages (L1)
» Copy color pages (L1)

If discounts are used, they are not applied to all “cost” values in reports, e.g.
Color cost (L1)", "Color cost (L2)" or "Color cost (L3). However, "Total cost",
"Color cost" do reflect discounts.

These values are accounted as paper sheets in the following way : 1x A3 / 1x A4 etc.

* A4 paper

* A3 paper

* A5 paper

* B4 paper

* B5 paper

» Other paper
 Folio paper

* Ledger paper
 Legal paper

* Letter paper

» Statement paper
* Rest of the paper formats

These values are accounted as paper sheets as well, however, when a printing device
is used without an installed Embedded terminal, this counter is specified via SNMP
and depends on the counter used from the printing device.

« Simplex
* Duplex

B Terminals version 7 and lower might have reported Duplex values differently
depending on the vendor - either as the number of images (e.g. 1 page
printed duplex as Duplex=2) or the number of sheets (Duplex=1). Since
Terminals 8.2, these values are unified as the number of sheets. The
combination of data from older Terminals with Terminals 8.2 in Reports may
cause an inconsistency in the Duplex values.

Ajob printed in 1x A3 monochrome sheet, on both sides in duplex mode, on a device
where an Embedded terminal is installed, is accounted in MyQ as 1x A3 paper + 4x
print monochrome and 1x duplex. In the MyQ log it will look like this:

PM=4, A3=1, Duplex=1

14.4 Creating and editing reports

You can create a new report in a few steps:

1. At the top-right corner of the Reports main tab, click +Add report. The Add
report dialog box appears.
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= myQ ﬁaj Home Q% Reports

> ) My reports

[ Shared reports

2. In the box, select the type of the new report and the folder to place it, and
then click OK. The editing panel of the new report opens. On the panel, edit
and save the report.

Add report X
Type:™ | Groups — Daily summary R
Folder: | My reports ~

14.4.1 Editing a report

1. Onthe General tab of the report's editing tab, you can change the report's
Name, add a Description, select Sharing rights, meaning the users or groups
who will have the rights to Run the report and those who will have the rights to
Edit the report. You can also click Schedule to set its scheduled run. Once
done, click Design to open the Design tab of the report.
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Reports > (§ Daily summary

General Design  + Save [ Preview

« General

Mame:* | Groups — Daily summary

Description:
&
w Sharing
Run: v
Edit: v

v Scheduled run

This report is not scheduled.

Schedule

elds marked oy ™ are mandatorn

2. Onthe Design tab, you can set the report's layout, select the items (Users,
Printers, etc.) to be included in the report, add or remove columns and change
their order.

Options
» Orientation: Select either the Portrait, or the Landscape orientation.

Options

Orientation: | Portrait  ~
Show filters in the final

report:

» Show filters in the Final report: Mark the checkbox if you want filters to be
visible in the final report.

Filters and parameters

Available filters and parameters differ depending on the report type. These are the
main parameters available for most of the standard reports types:

461



Filters and parameters

User:
Accounting Group:
Printer:
Period: *
v Exclude data

User:

=2 All users

3 all printers

Last 7 day(s)

Reports

» User: Select the users to be included in the report. If you select the Me option

and share this report with all users, each user can only see just the data that

concern themselves; this way you can make personalized reports for each user.
* Accounting Group: Select the accounting groups of users to be included in the

report.

* Printer: Select the printers to be included in the report.
* Period: Select the time period to be covered by the report.

» Exclude data - User: Select the users to be excluded from the report (only

available in reports where Useris one of the filters used).

Table

Here you can enable and disable the table option.

Tahle
Column

Group

Date

B&W pages
Color pages
Total

Scans

Total price

(® add ~

Width

Auto

Auto

Auto

Auto

Auto

Auto

Auto

Alignment | Summary

Left

Auto

Auto

Auto

Auto

Auto

Auto

sum

Sum

You can also add and remove columns to the table, edit them and change their order.
For each column, you can change the width, alignment and the type of summary that
will be shown on the final (bottom) row (Sum, Average or None).

To add a new column, click +Add. To open the editing options of an existing column,

double-click it (or select it, and then click Edit). To remove a column, select it and
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click X. To move a column up or down the order, select it, and then use the up/down
arrows.

Period B&W pages Color Pages Total Scans Total price
2017-3 3621 9,189 14,810 3,506 £5,440.000
2017-4 1211 569 1,780 1,234 §7,072.000
Period B&W pages Color Pages Total Scans Total price

6,832 9,758 16,590 6,740 $12,512.000

Some reports do not include the option to use tables and their data can be displayed
only in the chart form.

Chart

Here you can enable and disable the chart option.

Pie chart

Chart Doughnut chart o

Type: | Bar chart v

You can also select from the Bar, Pie and Doughnut chart types. Furthermore, you
can add and remove data types to be shown on the chart and select colors for each
data type (depending on the report type).

To add a data type, click +Add. To open editing options of a data type, double-click it
(or select it, and then click Edit). To remove a data type, select it and click X. To move
a data type up or down the order, select it, and then use the up/down arrows.

Some reports do not include the option to use charts and their data can be displayed
only in the table form.

16000
N saw pages
14000 B color Pages
12000 - Total
B scans
10000
8000
6000
4000
2000
00—
2017-3 2017-4
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Designing your own reports can be a bit tricky, since it always depends on many
factors - amount of data included (columns), length of column names and values,
report orientation etc. To get the best result, you can click Preview anytime during
the report's creation to check what the new design will look like. Only after you are
satisfied with the layout, click Save to save the report.

Reports > (5 Daily summary

General Design | v save [ Preview

14.5 Generating reports

To preview a report

Select the report and click Preview (or right-click it and click Preview on its shortcut
menu). The report is shown in HTML format and the number of included data is
limited. You can switch between Graphical view and Grid view.

To run a report

Right-click the report and click Run. The report runs in the specified format (PDF,
CSV, XML, XLSX or ODS) with no data limitation.

= myo @ Home Q% Reports

¢ Reports @ Add v My reports » (5 Users -

v [ My reports Status | Run at v

(& Users — My daily summary

[ Preview

(8 Users — My sessions

(& Users — My monthly summar

Edit oy
) shared reports

W Delete... KML

XLSX

QDs

To export the displayed report

After the report is generated, click on the report’s format link in the file column to
download it.
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£ My reports

Status

Today
\/

A N N A

Run at v

09/15/2022 5:14:1...
09/15/2022 5:14:0..
09/15/2022 5:113:5..,
09/15/2022 4:38:1...
09/15/2022 4:37:5...

09/15/2022 4:37:4..,

Report

My monthly summary
My sessions

My daily summary
My monthly summary
My sessions

My daily summary

Files

(8)ops
(F)xLsx
(S)csv
(S)roF
(S)roF
(S)roF

Run by

Administrator
Administratar
Administratar
Administrator
Administrator

Administrator

Reports
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15 Connection to Bl tools

Starting from version 8.2 (patch 16), MyQ Print Server exposes data to be analyzed
with external Bl tools (Business Intelligence tools).

The below information refers to the setup and use of Power Bl by Microsoft, along
with a MyQ setup.

For further information about Power BlI, visit:
https://docs.microsoft.com/en-us/power-bi/fundamentals/desktop-getting-started

15.1 Embedded Database Connection Configuration

Power Bl can access the MyQ Embedded Database via ODBC. In order to create an
ODBC data source:

Power Bl will only let you connect to a ODBC data source that is available on
the local PCit is running within. Your data source should be created on the
same PC that Power Bl desktop run.

1. Download and install the latest ODBC driver for Firebird from:
https://firebirdsql.org/en/odbc-driver/

2. Once installed, open the ODBC Data Sources application from the Windows
Apps menu.

3. Go to the System DSN tab and click Add.

'-_'_;T ODBC Data Source Administrator (64-bit) *

User DSN  System DSN - File DSM  Drivers  Tracing Connection Pooling  About

System Data Sources:

Mame Platform  Driver Add

5

Bemove

Corfigure...

An ODBC System data source stores information about how to connect to the indicated data provider.
D; A System data source is visible to all users of this computer, including NT services.

Cancel Apply Help

4. In the Create New Data Source window, select Firebird/InterBase(r) driver and
click Finish.
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-

.}_
User DSN| Create New Data Source X
System [
Select a driver for which you want to set up a data source.
MName
y Name Version Cor
] ! Firebird /InterBaselr) driver 2.00.05.156 Fire
AR QDBC Driver 11for SGL Server 2014.120.5000.00 Mic
SQL Server 10.00.17762.01 Mic|
£ >
D_ ider.
< Back Cancel
QK Cancel Apply Help

5. In the Firebird ODBC Setup tab, enter the connection details:

Firebird ODBC Setup x

Data Source Mame [DSM]

|M_I,II] [ atabaze |
Description

| |
Database

| C:\ProgramD atath ol Wy 0LFDE | Browse
Client

| C:\Program Files'\MyQ*Firebirdsfbcliert. dil | | Browss
Databaze Account Fazzword Role

|DB_DATAREADER | [reseececesseed | |

Character Set
| HOME " | Services Test connection

Options
Tranzaction Extended identifier properties

[ ]read [default write] quoted identifiers
[ ] nowait [default wait]

|:| Lock Timeout
Dialect w3
zafe thread

[ ] sensitive identifier

[ ] autoquated idestifier
|5E:t rull field SCHE M, o

Cacel Help

1. Data Source Name (DSN): Add a name as an identifier for the connection
a. Database: Add the path to your database file (C:
\ProgramData\MyQ\MYQ.FDB by default)
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. Client: Add the path to the Firebird library client used for the connection. It

is recommenced to use the MyQ Print Server client, found in C:\Program
Files\MyQ\Firebird\fbclient.dl( by default

. Database Account: Add the Database Account user name. It is highly

recommended not to use the default database account, but enable and use
the database read-only account available in the External Reports settings
tab.

. Password: Add the Database Account password. In case you are using the

default database account (not recommended) and you haven't changed the
password in MyQ Easy Config, the default one is masterkey.

. The rest of the fields can be left unchanged. Click Test Connection and if

successful, click OK.

15.2 Creating Reports

Reports can be created according to each customer's specific requirements. It is
possible to create the reports manually, or use the Power Bl template created by
MyQ in order to generate reports quickly.

Manual reports creation

Reports creation via template import
Report examples

Database Views description

15.2.1 Manual Reports Creation

To manually create the reports, open Power Bl and:

1. Establish the connection to your database:

a. Click Get data, More.... In the new window, select Other, click on ODBC on

the list, and click Connect. In the new prompt, select the Data source name
(DSN) you created in the ODBC Data Sources app and click OK.
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x
Get Data
Search Other
All &5 Web R
File £ SharePoint list
Database FE OData Feed

Power Platform &% Active Directory

Azure Microsaft Exchange

Online Services Hadoop File (HDFS)

Other Spark
R script

Python script

=
&
e
& Hive LLAP (Beta)
&
&
<

| Import data from ODBEC, I

- Splver

¥4 Cognite Data Fusion (Beta)
#  FHIR

4% Information Grid (Beta)

Certified Connectors Connect

From ODBC

Data source name [DSN)

MyQ Print Server DB -

I» Advanced options

o

2. In the Navigator window, select all the options with the DIM_and FACT_
prefixes and click Load (see Database Views description).
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O X
Navigator
P FACT_SESSION_COUNTERS o

Display Options ~ e D FINISH_DATE FINISH_TIME FINISH_YEAR FINISH_MONTH  FINISK
4 B5 ODBC (dsn=MyQ Master Embedded DB) [7¢] ~ 186353 10/20/2016 2:56:29 P 2016 10

¢ [ DIM_ACCOUNTING.GROUP 186354 10/20/2016 2:56:30 PM 2016 10

@ [ DI PRICELIST 186355 10/20/2016 2:56:29 PM 2016 10

186356 10/20/2016 2°56:30 PM 2016 10

¥ [T DIM_PRINTER 186357 10/20/2016 2:56:35 PM 2016 10

¥ [ DIM_PROJECT 186358 10/20/2016 2:56:51 P 2016 10

¥ [ DIM_PROJECT_GROUP 186359 10/20/2016 2:56:54 PM 2016 10

@ & DiM_STE 186350 10/20/2016 2:57:00 PM 2016 10

B E o use 186351 10/20/2016 2:57:05 PM 2016 10

186362 10/20/2016 2:57:24 PM 2016 10

@ [ FACT ALERT 186363 10/20/2016 25725 P 2016 10

¥ [ FACT_IOB 186364 10/20/2016 2:57:26 PM 2016 10

¥ [F] FACT_SESSION_COUNTERS ‘ 186355 10/20/2016 2:57:57 P 2016 10

[0 [ USERSESSION_TOTALPAGES 186366 10/20/2016 3:00:40 PM 2016 10

OB ACCESSENTITY 186357 10/20/2016 3:02:10 PM 2016 10

O M ACE o The data in the preview has been truncated due to size limits.

O ALERT

OE AuAs

O E AUDITLOG

[0 F AUDITLOGPROPERTY

O A AUTHSERVER

OB carD v < 3

Load |_ransfurrr|Data | | Cancel |

3. Power Bl loads the data, however the relationships between them must be
created manually, since Power Bl cannot extract them:
a. Go to the Modeling menu and click on Manage relationships.
b. Click New... and create the relationships between the views, selecting the
IDs in each of them. Click OK once done.
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File Home Insert Modeling View Help

2| E2BE 6 B A4 L& A

Manage New  Quick New New

Manage View Q&A Language Linguistic
relationships || measure measure column table

parameter roles as setup - schema »
Relationships Calculations Page refresh What if Security Q&A
[al i . x
Manage relationships
i X
= Active Create relationship
7
Select tables and columns that are related.
L

FACT_SESSION_COUNTERS -

D FINISH_DATE FINISH_TIME FINISH_YEAR FINISH_MONTH FINISH_DAY FINISH_HOUR USER_ID

< >

DIM_USER -

USERNAME FULLNAME EMAIL PHONE PERSONAL_NUMBER
-2 *admin Administrator null null null
-4 *unauthenticated Unauthenticated user null null null
[ -8 *fax Fax null null null
Cardinality Cross filter direction
One to one (1:1) -

Both

¥ Make this relationship active [ Apply security filter in both directions

4. Your model has been created and you can add visualizations to the report.
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[5] FACLALERT 5 (5] DIM_PRINTER

* x x
[] FACT_SESSION_COUNTERS

15.2.2 Reports creation via template import

An ODBC DSN must be configured before using the template.
« ODBC template

MyQ Print Server Reports...

To import the template provided by MyQ , open Power Bl and:

1. Open the File menu, select Import, and click on Power Bl template. Find and
open the correct template according to your database.
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©

New Import

Open report

Gl Power Bl template
Save u, P

Save as . .
B Power Bl visual from file

Get data

Import EE Power Bl visual from AppSource

Export

Power Query, Power Pivot, Power View
Publish

Options and settings

Get started

2. Establish the connection to your database:
a. Add the Data source name (DSN) you created in the ODBC Data Sources
app and click Load.

X
MyQ Print Server Reports ODBC

Data Source Name (DSNEC

The Data Source Name entered in the ODBC Data Source Administrator

G (o]

3. Power Bl imports the data. The reports can be edited; the changes are saved in
a different file so the template can be reused.

15.2.3 Report examples

The examples below were generated using the MyQ template.

Print date range v m
6/7/2018 6/14/2018

O O

SAVINGS PRINTED JOBS IN COLOR PRINTED JOBS IN B&W

1984 247 55

Total pages

TOP JOBS BY TOTAL PAGES TOP JOBS BY SIZE TOP USERS BY NUMBER OF JOBS PRINTED
0.8bn 30
B . 0.6bn
] e 20
8 2 0.4bn o
. g 10
] >
& 0.2bn
0.0bn 0
Test page Test 23
Ar43 page A4 g
060718 3 -
112057758 06071... [—
NAME NAME

473



Connection to Bl tools

Date range m
6/7/2018 6/14/2018

O O TOTAL COST PER WEEK NUMBER OF ALERTS PER WEEK
160 60
&
& £
E 5
3 2 40
Z 140 :
z H
2 20
120
0
23 24 25 30
FINISH_WEEK CREATION_WEEK
NUMBER OF JOBS PRINTED PER WEEK COLOR PAGES PER WEEK MONO PAGES PER WEEK
180 ®COPY_COLOR ®PRINT_COLOR ®COPY_MONO ®PRINT_MONO
400
« )
& 600 — 2
160 8 2 300
g g
o £ 400 g
B 2 200
140 g 2
g 200 2
E Z 100
B - ]
—_—
120 0 0
23 24 23 24 23 24
PRINTED_WEEK FINISH_WEEK FINISH_WEEK

End of session date range v m
6/7/2018 6/14/2018

O O

TOTAL PAGES ¥ &
@ PRINT_MONOQ ®PRINT_COLOR ®COPY_COLOR @COPY_MONO
TOTAL COLOR PAGES AND TOTAL MONO PAGES TOTAL €OST

1K
(34.25%)

1000

o Total Color... 2 79 . 89 500

Total Mono...
: [

Total cost for users

K
(65.75%)

TOP PRINTERS TOP ACCOUNTING GROUPS TOP USERS
200 200

100

TOTAL_PRICE_LISER
TOTAL_PRICE_USER
=]

g
TOTAL_PRICE_LISER

“ o O N e
R PSP L A
5 @ o € o
N K &
Levell USERNAME

15.2.4 Database Views description

There are two groups of views; dimensions and Facts. The fact views contain
measures, numeric data which can be used in calculations for reports. The dimension
views contain descriptive information used for the measures in the facts. Dimension
views have the dim_ prefix and fact views have the Fact_ prefix.

The IDs in the views are internal MyQ IDs and can be used to establish relationships
between views.

Printer Dimension (dim_PRINTER_V2) - Information about the printer
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Field Name

ID

Name

IP_Address

MAC

Brand

Model

Location

Serial_Number

ASSET_NUMBER

CONTACT

NOTES

MODE

IS_COLOR

IS_COPIER

IS_A3

Connection to Bl tools

Description

Printer ID

Printer name

Printer IP address
Printer MAC address
Printer brand

Printer model
Printer location
Printer serial number
Printer asset number
Printer contact info
Printer notes (memo text)

Printer mode.
Values: 1= OFffline, 2 =0Online, 8 =Local

Color printing. Values: 1 = Color print available

0 = Monochrome print only

Copier function. Values: 1 = Copier, 0= Copier

Function is not available
A3 paper format support. Values: 1= A3 format is

supported,
0 = No A3 format support
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Field Name

COPIER_COLOR_COU
NTER

COPIER_MONO_COU
NTER

PRINTER_COLOR_CO
UNTER

PRINTER_MONO_CO
UNTER

SCANNER_COUNTER

FAX_COUNTER

Connection to Bl tools

Description

Total counter of color copies

Total counter of monochrome copies

Total counter of printed color pages

Total counter of printed monochrome pages

Total counter of scanned pages

Total counter of fax pages

User Dimension (dim_User) - Information about the user

Field Name

ID

USERNAME

FULLNAME

EMAIL

PHONE

PERSONAL_NUMBER

CREDIT

LANGUAGE

NOTES

Description

User ID

MyQ username

User's name and surname
User's email

User's phone number

User's MyQ personal number

Credit amount ( null -if credit is disabled for user)

User language

Notes (memo text) to users account
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Printer Events Fact (Fact_PRINTER_EVENTS) - Information about printer events.

Field

Description
name
Name Name of the event
Type Type of the event ( alert or tonerLevel or totalCounter or

tonerReplacement)

Created Date and time in which the event was created
Closed Date and time in which the event was closed

Data Data of the event (JSON example:
{"TONER_K.LEVEL":"8","EVENT.TONER.INFO":

"TK-8305Y","TONER_C.LEVEL":"6","TONER_K.INFO":"TK-8305K","
TONER_C.INFO":
"TK-8305C","TONER_M.INFO":"TK-8305M","TONER_M.LEVEL":"0",
"TONER_Y.INFO":
"TK-8305Y","TONER_Y.LEVEL":"6","SUPPLY.INFO":"TK-8305C;TK-
8305M;TK-8305Y;

TK-8305K","EVENT.TONER.LEVEL":"6"} )

Printer_I  ID of the printer where the event was raised
d

Toner replacements (Fact_TONER_REPLACEMENTS) - It provides certain data
about printer toners that have been replaced and currently installed. This view
combines the results of V_.TONERS_REPLACED and V_TONERS_INSTALLED into
one view.

V_TONERS_REPLACED

Field name Description

Name Name of the toner
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Field name

Type

Installed

Replaced

Counters

Period

Pages

Printer_Id

Connection to Bl tools

Description

Type of the toner ( cyan or magenta or yellow or black)

Date and time in which the toner was installed
Date and time in which the toner was replaced

Total number of pages printed with the toner type of the toner
until the toner was replaced

Number of days from the toner installation to the toner
replacement

Number of pages printed by the toner

ID of the printer where the toner was installed

V_TONERS_INSTALLED

Field name

Name

Type

Installed

Replaced

Counters

Period

Pages

Printer_Id

Description

Name of the toner

Type of the toner ( cyan or magenta or yellow or black)

Date and time in which the toner was installed
NULL

Total number of pages printed with the toner type since the
toner type installation

Number of days since the toner installation
Number of pages printed by the toner

ID of the printer where the toner was installed
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Printer jobs counter fact (Fact_PRINTERJOB_COUNTERS_V3) - Information about
printer jobs counters

Field name

PRINTERJOB_ID

Description

Printer job Id

USER_ID User Id

USER_GROUP_I  Group of users

D

PRINTER_ID Printer Id

PROJECT_ID Project Id (-56 fFor jobs without project)

SITE_ID Site id

TYPE Job type. Values: print, copy, scan, faxRx (Incoming fax
-print), fFaxTx (Outgoing fax - scan)

EﬁﬁMENTACCO Payment Account. Values Credit, Quota, Cost Center

FINISH_DATE Date when job was finished

FINISH_TIME Time when job was finished

FINISH_YEAR Year when job was finished

FINISH_MONTH  Month when job was finished

FINISH_DAY Day of a month when job was finished

FINISH_HOUR Hour when job was finished

PAPER_FORMA
T

Paper format
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Field name

DUPLEX

SHEETS

MONO

COLOR

SINGLE

PRICE

CLICK_MONO

CLICK_COLOR

SESSION_ID

JOB_ID

Connection to Bl tools

Description

Duplex print. Values: Yes, No

Used sheets of paper
Monochrome print job
Color print job

Single color print job
Job price

Click mono

Click color

User session id

Job id (Reference to user’s job)

Job Fact (Fact_job) - Information about print jobs

Field Name

ID

SESSION_ID

NAME

OWNER_ID

PRINTER_ID

COMPUTER

Description

Job ID

Session ID

Job name

Job owner ID

Printer ID where the job was printed. Null if not printed

Computer name or address where the job was sent
from
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Field Name Description
SIZE_IN_BYTES Job size in bytes
PAGES_MONO Number of pages in black and white

PAGES_COLOR

Number of pages in color

DUPLEX Duplex print. Values: 1 =Duplex , 0= Simplex
COPIES Number of copies
STATE Job state. Values: Ready, Printed, Expired or

PRINTED_DATE

deleted

Date when the job was printed

PRINTED_TIME Time when the job was printed
CREATION_DATE Date when the job was created
CREATION_TIME Time when the job was created

Session Fact (FACT_SESSION_COUNTERS) - Information about sessions

Field Name Description

ID User session ID

FINISH_DATE Date when session was finished
FINISH_TIME Time when session was finished
FINISH_YEAR Year when session was finished
FINISH_MONTH Month when session was finished
FINISH_DAY Day when session was finished
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Field Name

FINISH_HOUR

USER_ID

PRINTER_ID

PROJECT_ID

USER_GROUP_ID

TOTAL_PRICE_USER

TOTAL_PRICE_ADMI
N

TOTAL_PAGES

PRINT_MONO

PRINT_COLOR

COPY_MONO

COPY_COLOR

COPY_SINGLECOLO
R

FAX

SCAN

PAPERA4

PAPERA3

PAPER_AS

Connection to Bl tools

Description

Hour when session was finished
User ID

Printer id

Project id

User group id

Total price for the user

Total price for the admin

Total number of pages

Printed pages in black and white
Printed pages in color

Copied pages in black and white
Copied pages in color

Copied pages in single color

Faxed pages

Scanned pages

Pages in A4 paper format
Pages in A3 paper format

Pages in A5 paper format
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Field Name

PAPER_B4

PAPER_B5

PAPER_FOLIO

PAPER_LEDGER

PAPER_STATEMENT

PAPEROTHER

Connection to Bl tools

Description

Pages in B4 paper format

Pages in B5 paper format

Pages in folio paper format

Pages in ledger paper format

Pages in statement paper format

Pages in other paper format

Session Environmental Impact Fact (Fact_Session_Counters) - Information about
sessions' environmental impact

Field Name

ID

CREATION_DATE

FINISHDATE

TOTAL_A4

USER_ID

GROUP_ID

PRINTER_ID

TOTAL_TREES

TOTAL_CO2_GRAMS

Description

User session ID

Date of the session creation

Date when session was finished

Converted to A4 paper size units total pages amount
User ID

User group id

Printer id

Approximate amount of trees used per session

Approximate amount of CO2 was produced per session
(in gram units)
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Field Name Description

TOTAL_ENERGY_WH Approximate amount of Energy consumed per session
(in watt-hour units)

TOTAL_ENERGY_WH_RE Estimated approximate amount of Energy will be
CYCLED consumed to recycle used amount of paper per session
(in watt-hour units)

Printer Job Environmental Impact Fact (FACT_PRINTERJOB_ENV_IMPACT)
-Information about printer job’s environmental impact

Field Name Description

ID Printer Job counter Id

PRINTERJOB_ID Printer Job Id

TOTAL_TREES Approximate amount of trees used per session
TOTAL_CO2_GRAMS Approximate amount of CO2 was produced per session

(in gram units)

TOTAL_ENERGY_WH Approximate amount of Energy consumed per session
(in watt-hour units)

TOTAL_ENERGY_WH_RE Estimated approximate amount of Energy will be
CYCLED consumed to recycle used amount of paper per session
(in watt-hour units)

4\ Thereis a limitation that even if you are using a Job Privacy license, the data in the
database are not changed by this feature and are still readable.

484



Scanning and OCR

16 Scanning and OCR

The MyQ system is able to automatically send scanned documents to the scanning
user with the Scan to Me feature.

MyQ also allows you to use Optical Character Recognition (OCR) by either
integrating the MyQ OCR server or using a custom 3rd-party application.

The first section of this topic shows you how to set up the Scan to Me feature on the
MyQ server, how to use it, and how to limit the size of emails with scans.

The second section shows you how to set up your OCR server.

16.1 Scan to Me

With the Scan to Me feature enabled, MyQ serves as an email server — it receives a
scanned job from printing devices via the SMTP protocol, detects the device where
the job is sent from, finds the user that is currently logged on the device and sends
the job to their folder or email (depends on the user's settings).

Scan to Me is also one of the essential features of the MyQ Embedded terminals.
Apart from it, the embedded terminals offer a large number of advanced
destinations such as Cloud and FTP servers.

First, you need to set up the feature on the MyQ server and on the printing device to
enable the MyQ users to use all of the scanning options. After that, you need to
provide the users with an email addresses, where they can direct the scanned
documents to.

= MVQ (@) Home | =3 Settings: Scanning & OCR ® 0
3¢ Settings =3 Scanning & OCR

Frice usis
% lobs > General

= Scanning & OCR > Default settings of an email with scan

@ Code Books
> OCR

(}D‘ Reports

Cbn External Reports

APl REST API Apps

Fields marked by = are mandatory.

The correct time and date must be set on the printing device to avoid issues
with correct functionality.

16.1.1 Setting up the feature
To set up Scan to Me:

* Enable and setup scanning on the MyQ server
» Set SMTP on the printing device
 Set the destinations for the MyQ users on the MyQ server
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Enable and setup scanning on the MyQ server
Go to the Scanning & OCR settings tab, under General and Enable scanning.

You can also change the subject and message of the email with the scanned
document there. As the sender of the document, you can select either the email of
the logged user or the default sender email set on the Network settings tab, under
Outgoing SMTP server.

Set SMTP on the printing device

The scanning function requires enabling the SMTP protocol, setting the SMTP server
address and entering a sender email on the printing device web interface. For
information about how to enter the printing device web interface and find the
particular settings, see the printing device manual.

To enable the scanning function, take the following steps on the printing device web
interface:

e Enable SMTP protocol.

* Enter the MyQ server IP address or hostname.

* Ensure that the SMTP port is the same as the SMTP port in the Network
settings tab, under MyQ SMTP server. The default port in MyQ is 25.

* Enter sender email address. The address value is arbitrary.

16.1.2 Set the destinations For the MyQ users on the MyQ
server
On the properties panel of each individual MyQ user (see Editing user accounts), you

can set the destinations using these options: Sending scans to the user's primary
email, Storing scans to the user's scan fFolder.

To provide a user with these options, set the appropriate fields on their properties
panel, according to the following table.

Option Parameter Value

Sending scans to the user's Email User's primary email
primary email address

Storing scans to the user's scan User's storage Folder where the
folder document

should be stored

16.1.3 Using the Scan to Me feature

To send the email to the desired destination, the scan needs to be directed to a
specific receiver email address. There are two options to enable the MyQ users to

486



Scanning and OCR

send the scans there: provide them with the respective receiver email address, or
predefine these email addresses on the printing device's Web User Interface.

Email addresses for Scan to Me

» Sending scans to the user's primary email - The scanned document is sent to
the user email set in the email text box on the user properties panel.
The receiver email address has to be email@myq.local.

« Storing scans to the user's scan folder - You have to create a shared folder
and ensure that MyQ has access to this folder. After this, enter the folder's
location to the User's storage text box. The scanned document is sent to MyQ,
and then stored in the shared folder via the SMB protocol. The stored
document file name consists of the user account name, and the date and the
time when the scan was sent.

The receiver email address has to be folder@myagq.local.

To enable MyQ to save the scan file in the user scan folder, you have to make sure
that the folder is shared over your network and that the computer where you run
MyQ has all the necessary access rights to this folder.

Predefined list of the MyQ destinations on the printing device

On the Address List on the printing device's web interface, you can predefine email
addresses where the scanned documents are sent to.

16.1.4 Scan email size limits

Due to email size restrictions in some email servers, users might not be able to send
scans exceeding a certain size to their emails. To prevent such situations, you can set
the maximum size of emails with scans on the MyQ Web Interface. Emails exceeding
the limit are then replaced by emails with a secure link to the scan file, which is saved
on the MyQ print server.

+ Default settings of an email with scan

Maximum email size:* | 2047 | MB

Sender: * | Logged user e

Subject: * | MyQ: scanned document

timestamp%, %originalSubject®s, Y%eoriginalBody%, %admin®
Message:  Scan in attachment Scan as a secured link
Dear %afullname’s,
here are your scanned documents, hope they find you well.
Did you know you can have them sent to a cloud storage or add a big scoop of convenience and

flexibility to your office printing with the free MyQ X Mabile Client?

https://www.myq-solution.com/en/myqg-x-8-2-mabile-app

€ Revert values
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* Maximum email size - Set the maximum size limit (in MB) of the email with the
scan. The default value is 2047MB.

* If the scan is bigger than the above limit, it will be sent as an email with a
secure link to the scan.

You can edit the email Sender, Subject, and Message as well.
You can use multiple parameters, such as %username%, %timestamp%, %admin%, etc.

The %links% parameter represents the actual link to the stored scan file.

16.2 OCR

Optical Character Recognition (OCR) is a service that converts scanned documents to
a searchable and editable format, such as a text document or a searchable PDF. To
provide this Functionality, you can either use the MyQ OCR server, which is a part of
the MyQ solution, or you can employ a third-party application.

@ For more information, check the MyQ OCR Server guide.

B MyQ Print Server 10+ requires MyQ OCR Server 3.0+.

16.2.1 Activation and setup
The OCR feature has to be enabled on the Scanning & OCR settings tab, under OCR.
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~ OCR

Enabled: * o

OCR server type: * @ Custom OCR server

MyQ OCR Server

OCR working folder: * | 9%app3\OCR

|

=
]
o
[=}
=

ey

The list is empty

® add

Choose the OCR server type:

» Custom OCR server - select this option if you have your own Document
Management System (DMS) for document processing or any other OCR-
capable application.

* MyQ OCR Server- select this option if you already have the MyQ OCR Server set
up and running.

You can change the folder where the scanned data is sent in the OCR working folder
field. It is however, not recommended to change the default folder (C:
\ProgramData\MyQ\OCR).

The OCR folder contains two sub-folders: in and out. In the in folder, the scanned
documents are stored before being processed. In the out folder, the processed
documents are saved by the OCR software and are ready to be sent.

In the Profiles section, you can set up OCR profiles to be used in the Easy Scan
terminal action.

Click Add, set a Name for your new profile and select the Output, either pdf, pdfaor
text, and click Save. You can now set this OCR profile as the Default value in the
Format parameter of your Easy Scan terminal action.

A document sent to be processed by OCR is received with a certain delay, depending
on the OCR software speed, and on the size of the document.
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B Running the OCR software on the same production server as MyQ may affect
your system'’s performance.

16.2.2 OCR processing

The OCR software should listen to the document sub-folders of the in folder (in\pdf,
in\txt,...), process the file that was sent there, save the converted document to the
out folder and delete the source file from the in*folder* folder.

SN B | OCR - =[x
m Home Share View 'ﬂ'

©  ~ 1 [l C\ProgramData\MyQ\OCR v| & | | searchocr 2|
m Desktop -~ MName Date modified Type
| Documents . _ .
Jin 9/10/2015 411 AM File folder
4. Downloads = e - -
) ] J out 9/10/2015 411 AM  File folder
o Music
=| Pictures
& Videos

iy Local Disk (C:) |~ |« m

2items 1 item selected

MyQ listens to the out folder, sends the converted file to the user and deletes it
from the folder.

The converted file is sent to the folder listed in the User's storage text box, in the
user properties panel.

The file sent to the out folder by the OCR software has to have the same name as the
source file in the in*** folder. If the name of the converted file differs from the
source file, it is deleted without being sent to the user.

490



Code Books

17 Code Books

On the Code Books settings tab (MyQ, Settings, Code Books), you can add code
books and code lists with defined values for each of them. These code books and lists
can be used with your scan profiles in multiple ways, such as allowing users to use
scan recipients from an LDAP source, set up output folders from an internal code list,
search users from an MS Exchange address book, etc.

= qu @ Home D settings: Code Books C\/e @

3¢ Settings D Code Books

Quota
B Projects - (EZEEL

B2 Price Lists Cache code book for: |10 minutes
Jobs
=a Scanning & OCR

O code Books ® Add~ Actions 7 Refresh

(i)

Q% Reports Name Type

(S External Reports
Addresses MS Exchange Address...

APl REST API Apps Emails Internal code list

& Log & Audit Folders LDAR

In the General section you can find the Cache code book For: __ minutes setting.
The value set here determines how long the code book will be cached in MyQ, to be
available in case of a lost connection between the MyQ server and the LDAP server.
The default value is 70 minutes.

Below that, you can add and modify your Code Books.
Three types of Code Books can be added:

« LDAP Source
* |Internal code list
« MS Exchange Address Book

® add v Actions = Refresh

Internal code list

MS Exchange Address Book

To add a new Code Book, click +Add and select the type you want to add from the
drop-down.

To delete a Code Book, select it, click Actions, and select Delete, or right-click on the
Code Book and select Delete.

To edit a Code Book, select it, click Actions, and select Edit, or right-click on the
Code Book and select Edit, or double-click on the Code Book.
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17.1 LDAP Source Code Books

On the Code Books settings tab (MyQ, Settings, Code Books), you can enable
selecting scan recipients directly from an LDAP server by importing the codes from
that server.

In the Code Books section, click +Add and select LDAP Source from the drop-down.
The new code book's properties panel opens on the right side of the screen.

O Folders %

Title: * | Folders
Server: * | LDAP Server: acme.com e
User * | Tim Canterbury
Password: *
Base DN: * | QU-import_test

® add

Filter: | objectClass=user
department=Managers

I Va
i) Value

~ Properties
Title: = cn

Value: * | folder

- F—
Sa Cancel

m

On the properties panel, fill in the required information, and click Save:

 Title - The code book's name.

» Server - The LDAP server that you want to import the attributes from.

» User - The user name for accessing the LDAP domain server.

» Password - The password for accessing the LDAP domain server.

* Base DN - The base domain(s) that you import the attributes from. Click +Add
to add a text box for an additional base DN, and then enter the domain. You
can add multiple domains this way.

* Filter - You can filter the users import by specifying the attributes' values.
Attribute=Value. Users with different values in this attribute are not accepted
and are filtered out of the import. You can use the * symbol to search for
substrings. The symbol can be appended from both sides. For example, if you
add a cn=/n condition, only users whose common name attribute contains "in"
are accepted. Add one condition per one raw. Users are accepted if they satisfy
at least one condition.

» Properties: Title, Value - Define the titles and values of the code for each user
by entering their attributes from the LDAP database. For example, you can
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enter the cn attribute as the Title and the folder attribute as the Value. This
way, each code will contain the user's folder and its title will be the user's full
name.

17.2 Internal Code List

On the Code Books settings tab (MyQ, Settings, Code Books), you can predefine
code lists with values and use the values as options available for users.

In the Code Books section, click +Add and select /nternal code list from the drop-
down. The new code book's properties panel opens on the right side of the screen.

Emails x

General Rights

Name: * | Emails

®) add % Actions~ ™ Toolsv Ty
Code Description Rights

CAScannedDoc | | Carol{work) S carolKai Rights v

On the properties panel, on the General tab, enter a Name for your new internal
code list, and click Save. The new code list is added to the list on the Code Books
settings tab.

On the Rights tab, you can provide users or groups of users with the right to use the
code list. Click Add User and select the user or group from the drop-down. Check the
boxes for the rights you want to assign to them.

Add new codes to an existing code list

1. Double-click on the code list (or right-click the code list and click Edit). The
code list's properties panel opens on the right side of the screen.

2. On the panel, click +Add.

3. Enter the Code name and its Description (the description will be shown on the
terminal). You can also assign access Rights to this code to users or groups.
Finally, click OK.

Import codes from a CSV file

1. Double-click on the code list (or right-click the code list and click Edit). The
code list's properties panel opens on the right side of the screen.
2. Onthe panel, click Tools, and select Import from CSV file.
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®add |t L & actionsv BHToolsv oy
Code Description Show archived
C\ScannedD... Carol{work) Ascending sort rs

Import from CSV file

3. Inthe Import from CSV file panel, browse and select the CSV file that you want
to import, select the Column delimiter used in the file, select the character set
(Charset) used in the file, choose if you want to Update existing values and/or
Skip header line, and click OK.

Import from CSV file b

he first celumn is the item code. The second column is the optional item description.
sV file: * | Choose File | No file chosen

Column delimiter: * |,
Charset: * UTF-8 v

Update existing values: |+

Skip header line: |+

B Each line of the CSV file has to consist of either one, two or three columns.
The first column contains the code, while the optional second and third
columns contain the code's description and the users or groups with access
to this code. For example:

Code1,This is Code 1,All users
Code2,This is Code 2, eliot.kate”
Code3, This is Code 3

Code4

17.3 MS Exchange Address Book

You can use an MS Exchange Address Book to retrieve personal contacts from the
user's mailbox from the MS Exchange Server. You can set parameters for Email, Fax
and Phone.

4\ The following versions are supported:
« MS Exchange Server 2013 SP1 (from build 15.0.847.32)
* MS Exchange Server 2016
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« MS Exchange Server 2019

17.3.1 MS Exchange Server Configuration

All settings on IS (Internet Information Services) have to be set up correctly
to allow third-party applications (MyQ) to communicate with the EWS
service.

On your MS Exchange Server, the only necessary setting is configuring an account
with the 'Applicationlmpersonation’ right, in order to be able to access other users'
mailboxes.

To do that:

* Login to your Exchange Admin Center.

* Go to the permissions tab, and Create (+) a new Admin Role.

* In this new role, add the Applicationlmpersonation right.

* In this new role, add user/admin account that you want to use in MyQ for
accessing personal contacts of other users' mailboxes.
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Help
new role group

*MName:

Mew Role For MyQ CodeBook

Description:

Write scope:
® |Default v

Organizational unit:
O |
Roles:

+1—

MNAME s

Members:

Select the administrator
NAME 4 | DISPLAY NAME roles that correspond to

the Exchange features and
== ———————— this role group should have
permissions to manage,

Learn more

save | | cancel |

Rioox

17.3.2 Adding a new MS Exchange Code Book in MyQ

On the Code Books settings tab (MyQ, Settings, Code Books), in the Code Books
section, click +Add and select MS Exchange Address Book from the drop-down. The
new code book's properties panel opens on the right side of the screen.

On the properties panel, fill in the required information:
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L] Emails Test X

Title: =+ Emails
Sernver: * | acme.com
User: * | admin
Password: * | sess

Security: * | TLS ~

L
L
!

Name - Add a name for the code book.

 Server - The host name or the IP address of the MS Exchange Server.

« User - The name of the user who has the required rights
(applicationlmpersonation to access other users' mailboxes) on the MS
Exchange Server.

e Password - The above user’s password.

 Security - Select None or SSL.

Click Test to check the connection to the MS Exchange Server, and click Save to
make the new MS Exchange code book available.

17.3.3 Using MS Exchange Code Books on a MyQ scan profile

Go to MyQ, Settings, Terminal Actions and create a new parameter for a scan
profile of your choice. To do that, double-click the scan profile. In the properties
panel that opens on the right side of the screen, go to the Parameters tab. Click
+Add and fill in the required information to setup the new parameter.
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€ Parameter: MS Exchange X

~ General

Title: * | MS Exchange

Type: ¥ | Code Book

L4

»~ Options
Code Book: * | Emails w
Default value: o

Allow multiple values:
Allow custom values:
Required:

Read Cnly:

~ Advanced

Reference:

@ Add Cancel

Title - Add a title for this new parameter.
» Type - Select Code Book from the drop-down.
Code Book - Select your MS Exchange Address Book from the drop-down.
Default value - Select the type of contact to be displayed for the user:
> Email - Will display emails from retrieved contacts.
> Phone- Will display phone numbers from retrieved contacts.
> Fax- Will display fax numbers from retrieved contacts.
* Required - Mark the checkbox if you want to make this parameter mandatory.

B After opening the MS Exchange code book on a terminal, only the first 50
items are shown. Users can search for any non-listed items by using the name
of the hidden contact. Email, Fax and Phone are separately shown.
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&) Incaseyou are using custom certificates and you are getting a connection error
when trying to see the Exchange Address Book: It may be required to add the
issuer’s certificate manually into the C:\Program Files\MyQ\PHP\cacert.pem file for
the connection to work.
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18 Credit

With the credit accounting feature activated, users can copy, print and scan only if
they have enough credit on their account in MyQ. Printing is allowed only for print
jobs that do not exceed the credit and copying is terminated immediately after the
credit is exceeded. The credit system can be restricted to selected users and groups.

Users can view the current amount of credit on their accounts on the MyQ Web
Interface and in the MyQ mobile application. If a printing device is equipped with an
embedded terminal or a reader with an LCD display, the logged users check the
current state of their credit there and are allowed to select only those jobs that do
not exceed their credit.

Based on the setup and properties of the printing environment, a variety of recharge
methods may be employed. The MyQ administrator can manage the credit on the
MyQ Web Interface, and also provide the users with the option to recharge the credit
themselves on embedded terminals, on recharging terminals, in the MyQ mobile
application, via recharging vouchers, or via a third-party payment method.

The MyQ Administrator (and authorized MyQ users) can also reset the credit to a
specificamount on the MyQ Web Interface.

18.1 Activation and setup

The activation and setup of credit accounting is managed on the Credit settings tab
(MyQ, Settings, Credit).

To set up credit accounting:

Enable credit accounting on the Credit settings tab:

= myQ (R) Home Settings: Credit

3¢ Settings Accounting > £ Credit

o Rights Enabled: o

Fe Accounting

Quota

d, it is recommended to enable the Job parser on the Settings > Jobs page

Activate credit For a user or for a group of users:

2 Users and Groups (® Add item dit elete
2% All users Ngme v | Local credit account v
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* Under Users and Groups, click +Add item. A new item appears on the list of

users and groups on the Credit settings tab.
> Select a Name from the drop-down list.
> Select an Account from the drop-down list. The available options are:

* Local credit account
= External credit account
* Click OK to save the settings.

Enable/disable payment methods For credit recharge

Available payment methods:

 External Payment Providers

* PayPal

* SnapScan
* Voucher

» GP webpay

To enable any of these options (if disabled), select it in the Payment providers

section, and then click Enabled on the bar at the top of the section (or right-click the

item, and then click Enabled on the shortcut menu).

il Payment providers

Enabled

Account

Credit recharge
Disabled

Disabled
Disabled
® Enabled

Disabled

Mame

External credit account

Local credit account

External Payment Providers

Pay

/2 Edit
Sne

O Enabled
Vol

GF webpay

Account

Account

Credit recharge
Credit recharge
Credit recharge
Credit recharge

Credit recharge
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18.2 Manual credit recharge

The administrator (and users authorized to recharge credit) can manually recharge
the credit of each user to a specific value. This can be done either on the Credit
Statement main tab, or on the Users main tab in the MyQ Web administrator
interface.

On the Credit Statement tab, you first open the credit recharge action, and
subsequently select the users and groups to recharge credit.

On the Users tab, first select the users or group, and then recharge their credit.

Users' credit can be reduced by entering a negative number in the recharge credit
dialog box. By entering -700, the credit is decreased by 100.

18.2.1 Providing users with rights to recharge credit

By default, the only person who can recharge credit is the administrator. However,
the administrator can authorize a MyQ user to recharge credit as well. The user needs
to be provided with the rights to access the credit settings and to recharge credit.
This is done on the Rights settings tab of the MyQ Web Interface.

To authorize a user to recharge credit on the Credit Statement tab, you need to
provide them with the right to Recharge credit.

To authorize a user to recharge credit on the Users tab, you need to provide them
with the right to Recharge credit and the right to Manage Users.

The authorized user can then recharge credit on their MyQ Web interface in the same
way as the MyQ administrator.

18.2.2 Recharging credit on the Credit Statement tab

On the Credit Statement tab, you can overview the changes in the credit balance of
MyQ users, and also recharge credit to users and groups. To open the tab on the MyQ
Web administrator interface, go to MyQ, Credit Statement.

To recharge credit to users or groups:

1. Click Recharge credit. The Recharge credit dialog box appears on the tab.
= myQ (A Home | g8 Credit Statement %’/o @

£ Credit Statement Recharge credit...| Reset credit.. 9 Tools~ ‘% Refresh |Search

Date: > Date v | Type Credit balance Value| Payment provider
User: _ . )
he list is empty

Created by:

Payment provider:

MNone i
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. In the dialog box, either Enter the card ID of a user card, or select the User or

group to recharge the credit to, then Enter amount to be recharged, and
lastly, click Recharge credit.

Recharge credit X

Enter the card ID:
User or group: * || =2 HO e

Enter amount: * | 150

_red an bDe dedreased D g @ neégative Numbe
+ Recharge credit Cancel

Fields marked by * are mandatory

18.2.3 Recharging credit on the Users main tab

To open the Users main tab on the MyQ Web administrator interface, go to MyQ,
Users.

To recharge credit to selected users:

1.
2.
3.

4.

Select the users.

Click Actions.

Hover over Credit and click Recharge credit in the Actions drop-down. The
Recharge credit dialog box opens.

O\ All users Add User... Actions v 23 Tools v Search a
=)
User name Full name ~ | Email Personal numbg / Edit

Carol Kai Carol Kai carolkai@email.com B Credit > Recharge credit...

% Boost quota Reset credit...

Release blocked quoia Release blocked credit

Cf Set password...
Generate PIN...
Remove from group
Show effective palicies
Unlock

Delete... Delete

I & o

Anonymize

Enter amount to be recharged, and then click Recharge credit. The credit is
increased by the specified amount.
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Recharge credit x

User or group: | B Carol Kai

Enter amount: * |50

elds marked by * are mandatory.

To recharge credit to a group of users:

1. In the panel on the left side of the Users main tab, right-click the group, and
select Recharge credit. The Recharge credit dialog box appears.

v 2 Groups
e &)
(*) Add group...

27 Edit

Reset credit...

Generate PIN...

(] Delete

2. Inthe dialog box, Enter amount to be recharged, and click Recharge credit.
The credit is increased by the specified amount.

18.3 Recharging credit by vouchers

The MyQ administrator (and users authorized to manage vouchers) can generate and
print any number of vouchers of a defined value to be distributed to users.

The vouchers can be sold to MyQ users through any standard distribution channel.
Once the user has the credit voucher, they can recharge their credit on their account
on the MyQ Web Interface, on embedded terminals, on MyQ TerminalPro terminals
and in the MyQ mobile application.

All generated and used vouchers are logged in the MyQ database. The information

about which voucher was used and for which user can be accessed on the MyQ Web
administrator interface. This ensures full control and transparency and enables the

administrator to prevent possible misuse.

504



Credit

18.3.1 Setting the voucher fFormat

Before the vouchers are generated, it is necessary to set the format of the voucher
unique code and define the text printed on the voucher. These parameters can be set
and modified on the Credit settings tab, under Payment providers. Select Voucher
and mark it as Enabled. Then, double-click the Voucher item (or select the item and
click Edit) to open the Voucher properties panel.

The unique code format can be defined by creating a Voucher code mask —a
predefined code template consisting of zeroes and lower case a's. Zeroes are
substituted by numbers and a's are substituted by upper case letters or numbers. For
example, the 00a0000aaa mask will generate numbers such as 86D9841POE,
03E8976E67, etc.

Always set the code format adequate to the number of users and the frequency of
the voucher generation process, to ensure a sufficient variety of codes. If the amount
of the currently valid codes is large and the variety not sufficient, the chance of
randomly guessing the valid code number is high and the credit system can be easily
bypassed.

The text entered in the Voucher-custom lines 1 and 2 fields is displayed on the
printed vouchers. You
can enter, for example, the name of your company and additional information.

Voucher X

Voucher code mask: | 000000000000

Vioucher - custom line 1: | Company X

Voucher - custom line 2: | Printing vouchers

Do not forget to set the currency on the General settings tab, if you have not set it
earlier. The currency on the printed voucher is the same as the one set in MyQ.

18.3.2 Custom logo for Credit Vouchers

If you want to use your own logo on MyQ credit vouchers instead of the default MyQ
logo, you can import the new logo on the Personalization settings tab in the MyQ
Web Administrator Interface.

The file with the logo has to be in the JPG, JPEG, PNG or the BMP format; the
recommended size of the logo is 398px x 92px.

To import the logo:

1. On the MyQ Web administrator interface, open the Personalization settings
tab. (MyQ, Settings, Personalization).
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2. On the tab, under Custom application logo, click +Add, browse and upload the

file with the logo, and lastly click Save at the bottom of the tab. A preview of
the new logo is displayed on the tab.

18.3.3 Voucher Batches

Vouchers can be generated on the Voucher Batches tab of the MyQ Web Interface.
To open this tab, go to MyQ, Voucher Batches.

To generate new vouchers:

1.

On the bar at top of the Voucher Batches tab, click +Add. The Add voucher
batch dialog box appears.

— o
f— myQ (3 Home Voucher Batches @& @
[Ed Voucher Batches ® add Open Print vouchers | Save as CSV ey Refresh
Voucher batch: Serial n... | Created ~ | Created by Price | Valid unti Count Remaining | Used
Created: o

. The list is empty
Created by

v
Price:
Expire date:

v

Q, Search

. In the dialog box, enter the number of vouchers to be generated in the Count

field, the Price of the vouchers, add the validity period in the Valid until field,
and then click OK.

Add voucher batch X
Count: * |80
Price: * | 100

valid until: |03/01/2023 &

mm/dd Ay

Siglds markad * zre mandator

€l0s marked by

The new voucher batch record is displayed in the voucher batches list. You can
overview all of the vouchers by double-clicking a record.

Managing Voucher Batches

Voucher batches can be filtered by serial number, date, creator, price, expiry date,
etc. From the Voucher Batches main tab, you can export the list of voucher batches
to a CSV, and display and print vouchers included in particular batches.
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— 2}
= myo (2) Home Voucher Batches & O
[ Voucher Batches ®add # open (2 Printvouchers | Saweas CSV ‘) Refresh
Voucher batch: Serial n... | Created ~ | Created by Price | Valid until Count Remaining | Used
Today
Created: . .
2 09/16/2022 3:38:12 ... Administrator 5000 11/01/2022 30 30 0%
-
09/16/2022 3:38:58 ... 100.00 03/01/2023
Created by:
-
Price:
Expire date:

18.3.4 Providing users with rights to manage vouchers

To enable users to manage vouchers on the Voucher Batches main tab, provide
them with the Manage Vouchers rights.

For more information about rights and how to provide them, see Rights.

18.3.5 Vouchers usage overview

To open the table of all the vouchers generated in one batch, double-click the batch
on the Voucher Batches main tab (or select the batch, and then click Open on the
bar at the top of the tab).

In the table, you can see records of all of the generated vouchers with information
such as the unique code, price, validity, the current status of the voucher usage, etc.
If the number of records is too high to be displayed clearly, you can filter them by
using filters on the left side. Vouchers can be filtered by code, voucher batch, price,
etc.

To delete a voucher, select it on the table and click Delete on the bar at the top of
the tab. When a voucher is deleted, the code on the voucher becomes invalid.

— o2
= mvo @ Home Voucher Batches [Ed Viouchers & @
Voucher Batches » ) Vouchers  Delete.. SaveasCSV 'y Refresh
Code: Batch ~ | Serial n... | Code Price | Valid until Used Used by Deleted
2 1 331730935182 5000 11/01/2022 — =
Voucher batch: _ __
2 2 256067055699 50.00 11/01/2022 - -
2
2 3 288475343703 50.00 11/01/2022 - -
Used:
2 4 117707392211 50.00 11/01/2022 - -
-
2 5 231219918922 50.00 1170172022 - -
Used by:
" 2 6 393888606118 50.00 1170172022 - -
Price: 2 7 276063005873 50.00 1170172022 - -
2 8 678208128771 50.00 1170172022 - -
Expire date: 2 9 336316058764 5000 11/01/2022 - -
v 2 10 363309761119 50.00 11/01/2022 - -
2 1 599684625617 50.00 1170172022 - -
2 12 122753599803 50.00 1170172022 - -
2 13 252473183938 50.00 1170172022 - -
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18.4 Recharging credit via PayPal

Another way of recharging credit in MyQ is to let users directly buy the credit via
PayPal on their accounts on the MyQ Web interface.

A PayPal Business account is required to receive the payments.

The currency used on the PayPal account of the paying users has to match the
currency set on the MyQ server. In case someone pays in a different currency, the
payment does not go through and stays in the pending transactions of the receiving
PayPal account. In order to receive the payment, the administrator

has to approve the transaction on the PayPal account. After this, the credit must be
manually recharged on the MyQ server as the information about the payment is not
sent to MyQ.

18.4.1 Setting up the PayPal payment option

To set up PayPal as a payment option, you have to create a new App to link your
company's PayPal business account with MyQ, and then set up the PayPal payment
option on the MyQ Web Interface.

Create a new REST API app in the PayPal Developer environment

1. Login to the PayPal Developer environment (https://developer.paypal.com/)
with your PayPal Business account's credentials, and then open the Dashboard.

2. On the Dashboard, under MyApps & Credentials, create a new REST API app.
The new app's settings tab opens.

REST API apps

Create an app to receive REST AP| credentials for testing and live transactions.
| Note: Features available for live transactions are listed in your account eligibility.

3. Select Live at the upper-right corner of the tab, and remember (copy) the app's
Client ID and Secret. The credentials will be used to connect the account to

MyQ.

MyQ o D

App display name: MyQ #

LIVE APl CREDENTIALS
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Set up the PayPal payment option on the MyQ Web Interface

1. Open the Credit settings tab (MyQ, Settings, Credit).

2. On the tab, under Payment providers, double-click the PayPal payment
provider. The PayPal properties panel opens on the right side of the tab.

3. The value of the Currency setting corresponds to the currency set on the
General settings tab on the MyQ Web Interface.

/A General [=] PayPal *®

# General Currency: |USD

Administrator email: * 3-letter currency cade

al amount: |1.000

4 Pay”
Time zone: * Client ID:
Default language: * Security key:
Mode: | LIVE r
Additional languages: o 5 KC |
ave ance
Currency: |USD
3-letter currency code|

4. Type the minimal amount that users will have to pay when they buy credit.

5. Enter the Client ID of the REST API app into the Client ID text box on the
PayPal properties panel and the Secret into the Security key text box below
it.

[=} PayPal x
LIVE API CREDENTIALS
Currency: (USD

PayPal account:

Minimal amount: | 1.000

4 PayPal
Client ID: _ g Client ID:
Secun'ty key; ...........................
Mode: | LIVE r
Secret: o Save # Cancel

Created Secret

Jan 17,
2017

6. Make sure that the L/VE Mode is selected, and then click Save. (The SANDBOX
mode is used only for testing purposes).

18.4.2 Recharging credit via PayPal on the user's account on the
MyQ Web Interface

First of all, the user needs to log in to their account on the MyQ Web Interface. To
recharge the credit there, the user has to click Recharge credit under Credit. The
Recharge credit dialog appears.
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=MYQ (e

@ Home

Quick links

@Jol:s Q%Reports %Settings

Credit

Account balance: 0.00

Recharge Credit || Credit Statement

In the dialog box, the user has to select the PayPal payment provider, enter the
amount of credit that they want to buy, and then click Recharge Credit.

Recharge Credit X

Account balance: 0.00

Payment provider: * | PayPal w
Enter amount: * |10.00
~ Recharge Credit Close

Fields marked by * are mandatory.

A window with the PayPal payment options opens in the web browser; the rest of the
steps correspond to the standard PayPal payment process.

After the payment is successfully sent to MyQ, the Payment successful dialog box
appears.

B PayPaltries to connect to the MyQ server via the hostname or IP address
that is set on the Network settings tab of the MyQ Web Interface. In case a
hostname is set on the tab and paying users receive the "This site can’t be
reached / XYZ's server DNS address could not be found. / DNS_
PROBE_FINISHED_NXDOMAIN” message, try to replace the hostname with
the IP address of your server.

18.5 Recharging credit via GP webpay

The GP webpay payment gate enables customers to directly pay for their credit via a
payment card or via a digital wallet.

18.5.1 Setting up GP webpay

You need to have a GP webpay account, get a public and a private key; the public key
has to be uploaded to the GP webpay server and the private one needs to be
uploaded to MyQ. Also, you need to remember/copy the password of the private key.
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You can either use your own keys (Ffor more information, check the GP webpay
documentation) or use the GP webpay tools to create new ones.

MyQ needs the following data:

* Merchant number: The Merchant number can be found on the GP webpay
portal, under Key management.

 Private key: The private key can be generated on the GP webpay portal, under
Key Management. It can be in the .key, .pem or .crt format.

 Private key password: The private key password is the password that is
provided to GP webpay during private key generation, or the passphrase used
to create the private key manually.

18.5.2 Setting up the GP webpay payment option on the MyQ
Web Interface

1. Open the Credit settings tab (MyQ, Settings, Credit).

2. Onthe tab, under Payment providers, right-click the GP webpay payment
provider, and then click Edit on the shortcut menu. The GP webpay properties
panel opens on the right side of the tab.

3. The value of the Currency setting corresponds to the currency set on the
General settings tab of the MyQ Web Interface.

4. Type the minimal amount that users will have to pay when they will buy credit.

Enter the Merchant number of the REST API app into the Merchant number

text box and set the MODE to PRODUCTION.
4 WebPay

U

Merchant number |8§38858800712

Mode: | PRODUCTION ¥

6. Upload the Private key from GP webpay (click Choose File, select the file, and
then click Open), enter the Private key password provided during generating
of the private key, and then click Save.

Private key: Choose File | gpwebpay-pvkkey

Key is uploaded

Private key password: |seresses

v E?ve &K Cancel

18.5.3 Recharging credit via GP webpay on the user's account
on the MyQ Web Interface

First of all, the user needs to log in to their account on the MyQ Web Interface. To
recharge the credit there, the user has to click Recharge credit under Credit. The
Recharge credit dialog appears.
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=MYQ (e

@ Home

Quick links

@Jol:s Q%Reports %Settings

Credit

Account balance: 0.00

Recharge Credit || Credit Statement

In the dialog box, the user has to select the GP webpay payment provider, enter the
amount of credit that they want to buy, and then click Recharge Credit.

Recharge Credit *

Account balance: 0.00

Payment provider: * | WebPay v
Enter amount: * | 10.00
~" Recharge Credit Close

Fields marked by * are mandatory.

A window with the GP webpay payment options opens in the web browser; the rest
of the steps correspond to the standard GP webpay payment process.

After the payment is successfully sent to MyQ, the Payment successful dialog box
appears.

B GP webpay tries to connect to the MyQ server via the hostname or IP
address that is set on the Network settings tab of the MyQ Web Interface. In
case a hostname is set on the tab and paying users receive the "This site can’t
be reached /XYZ's server DNS address could not be found. / DNS_
PROBE_FINISHED_NXDOMAIN" message, try to replace the hostname with
the IP address of your server.

18.6 Recharging credit via SnapScan

With the SnapScan app, users can pay for their MyQ credit via a QR code displayed in
the app on their mobile phones.

To be able to connect SnapScan to MyQ, you need to create a Merchant Snapscan
Account and obtain the Merchant Account API. Within the setup of the connection
on the MyQ Web Interface, you must enter the Merchant ID and the API key of the
account.
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As SnapScan is a South African service, users need to use a phone with a South
African Mobile number (+27) to be able to scan the QR code and pay for the credit.

18.6.1 Setting up the SnapScan payment option
To set up the SnapScan payment option on the MyQ Web Interface:

1. Open the Credit settings tab (MyQ, Settings, Credit).

2. Onthe tab, under Payment providers, double-click the SnapScan payment
provider. The SnapScan properties panel opens on the right side of the tab.

3. The value of the Currency setting corresponds to the currency set on the
General settings tab of the MyQ Web Interface. For the SnapScan payment
method to work, it needs to be set to ZAR.

& General [Z] SnapScan x
4 General I Currency: | ZAR I
Administrater email: * = S ELICTE EEE
al amount: |1.00000
4 Snz sfan
Time zone:* Merchant 1D:
Default language: * AP Key:
Time interval to get |30
payments.:
Additional languages:
o Save K Cancel

urrency: |ZAR

4. Type the Minimal amount of money that has to be paid when a user buys the
credit.

5. Enter the Merchant ID(Company Name) and the API key provided by
SnapScan.

6. Set the Time interval to get payments (in seconds), and click Save. The Time
interval to get payments setting limits the time for the recharge action; if
MyQ does not receive confirmation of the payment within the interval, the
credit recharge is canceled. If the payment is successful but MyQ does not
receive the response within the time limit, the user has to contact the MyQ
administrator, who can manually recharge the credit.

18.6.2 Recharging credit via SnapScan on the user's account on
the MyQ Web Interface

First of all, the user needs to log in to their account on the MyQ Web Interface. To
recharge the credit there, the user has to click Recharge credit under Credit. The
Recharge credit dialog appears.
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=MYQ (e

@ Home

Quick links

@Jol:s Q%Reports %Settings

Credit

Account balance: 0.00

Recharge Credit || Credit Statement

In the dialog box, the user has to select the SnapScan payment provider, enter the
amount of credit that they want to buy, and then click Recharge Credit.

Recharge Credit x

Account balance: 0.00

Payment provider: * |SnapScan 4
Enter amount: * |10.00
+~" Recharge Credit Close

Fields marked by * are mandatory.

A window with the SnapScan payment options opens in the web browser; the rest of
the steps correspond to the standard SnapScan payment process.

After the payment is successfully sent to MyQ, the Payment successful dialog box
appears.

B SnapScan tries to connect to the MyQ server via the hostname or IP address
that is set on the Network settings tab of the MyQ Web Interface. In case a
hostname is set on the tab and paying users receive the "This site can’t be
reached / XYZ's server DNS address could not be found. / DNS_
PROBE_FINISHED_NXDOMAIN" message, try to replace the hostname with
the IP address of your server.

18.7 Bulk credit recharge

In MyQ, you can also import a bulk of credit from a CSV file.

The feature can be managed on the Credit Statement tab or on the Users main tab.
To import a bulk of credit from CSV on either of the two tabs:

On the bar at the top of the tab (Users or Credit Statement), click Tools, and then

click Bulk credit recharge in the Tools drop-down. The Bulk credit recharge dialog
box opens.
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— o
= myQ (@) Home 2 Users & @
2 Users search @ Q All users (® Add User.. % Actionsv @3 Toolsv o5 Search Q
~ (O Searches User name Full name ~ | Email Personal num Bulk credit recharge...
Q Al users Carol Kai Carol Kai carol.kai@email.com Export...
Q Unclassified
Select all Ctrl+A
Q) Managers
Q Locked Edit columns
] Deleted Default layout
Double header height
~ % Groups
> B Ha Save as CSV

In the dialog box, choose the CSV File to upload, and then click OK. You will be
informed about the success of the operation and you can see the added amount of
credit in the Credit columns on the user list.

Bulk credit recharge X

csv file: « | Choose File | No file chosen

Structure of the CSV file:

Each non-empty row has to consist of two entries separated by a delimiter:
name of the user*delimiter*amount of credit

The entered delimiter has to be the same as the delimiter set on the General
settings tab, under Column delimiter in CSV.

18.8 Manual reset of users' credit on the MyQ Web

Interface

The administrator (and users authorized to recharge credit) can manually reset the
credit of each user to a specific value. This can be done either on the Credit
Statement main tab, or on the Users main tab if the MyQ Web interface.

On the Credit Statement tab, you first open the credit reset action, and
subsequently select the users and groups whose credit is to be recharged. On the
Users tab, you first select the users or the group, and then reset their credit.

To authorize a user to reset credit on the Credit Statement tab, you need to provide
them with the rights to Recharge credit. To authorize a user to reset credit on the
Users tab, you need to provide them with the rights to Recharge credit and to
Manage Users. The authorized user can reset the credit on their MyQ Web interface
in the same way as the MyQ administrator.
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18.8.1 Resetting credit on the Credit Statement tab

On the Credit Statement tab, you can overview the changes in the credit balance of
MyQ users, and also reset credit to users and groups. To open the tab on the MyQ
Web Interface, go to MyQ, Credit Statement.

To reset credit to users or groups:
1. Click Reset credit. The Reset credit dialog box appears on the tab.

— X2 ]
= myQ (2) Home | @8 Credit Statement & @
7 Credit Statement Recharge credit... | Reset credit... | &7 Tools v ) Refresh | Search Q@
Date: 1] Date v | Type Credit balance Value| Payment provider User

v
User: L

. The list is empty
Created by:

v
Payment provider:
None v

2. Inthe dialog box, either Enter the card ID of a user, or select the User or
group to reset the credit to, then Enter amount of the credit, and click Reset
credit.

Reset credit X
Enter the card ID:
User or group: * ‘9.. Carol Kai h

Enter amount: * | 20

+* Reset credit Close

18.8.2 Resetting credit on the Users main tab
To open the Users main tab on the MyQ Web Interface, go to MyQ, Users.
To reset credit to a specific user:

1. Select the users, click Actions, hover over Credit, and then click Reset credit
(or select the users, right click one of them, hover over Credit, and then click
Reset credit on the shortcut menu.) The Reset credit dialog box opens.
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= myQ @ Home | 2 Users ‘Q‘/e @
8 Users search @ Q All users (® Add User... | Actionsv €5 Toolsv o search O
« Q Searches User name Full name ~ | Email & Edit Credit balance

Q) Alus=z Carol Kai Carol Kai carol kai@email.com & Credit >

Recharge credit...
Q Unclassifiec Reset credit...

O e Release blocked credit
Q_ Locked
@ Deleted o set password..
Generate PIN...
v % Groups )
ove Trom group
> B9 Ha

show effective policies

Unlock
@ Delete... Delete
Undelete

Anonymize

2. In the dialog box, Enter amount of the new credit, and then click Reset credit.
The credit is reset to the specified amount.
Reset credit X

User or group: | 2 Carol Kai

Enter amount: * | 20

~ Reset credit Close

Fields marked by * are mandatory.

To reset credit to a group of users:

1. On the panel on the left side of the Users main tab, right-click the group, and
then click Reset credit on the shortcut menu. The Reset credit dialog box

appears.

v 2 Groups

> 8w =
() Add group...
& Edit

Recharge credit...

Reset credit...

Generate PIN...

[ Delete

2. In the dialog box, Enter amount of the new credit, and click Reset credit. The
credit is reset to the specified amount.

The administrator can also release blocked credit for a user by selecting the user,
clicking Actions, hovering over Credit, and then clicking Release blocked credit (or
by right-clicking the user, hovering over Credit, and selecting Release blocked
credit).
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Q_ All users Add User... Actions~ 59 Tools v 4 Searcch @
wt

User name Full name ~ | Email Personal number / Edit

Carol Kai Carol Kai carol kai@email.com { B Credit >

Recharge credit...

Reset cradit...
ed quota Release blocked credit

d’ Set password...

Generate PIN...
Remove from group

Show effective policies

Delete... Delete

S = o)

Ancnymize

18.9 Credit accounting reports

On the Reports main tab, you can create, edit and generate two types of reports with
information about credit:

» The Credit balance type of reports contains information about the actual state
of the credit balances of the selected users (or members of the selected
group). The data are ordered by user name.

» The Credit operations type of reports shows all changes of credit balance of
the selected users (or members of the selected group) over a defined time
period. It also contains information about the person who either spent or
recharged the credit, the type of the recharge method and eventually about
numbers of used credit vouchers. The data are ordered chronologically.

Credit and quota - Credit operations

Created 1171472017 5:33:10 AM mvo

Period 11/08/2017 12:00:00 AM - 11/14/2017 11:59:59 PM

Full name Group Created Credit charge Credit balance Operation type Charge method Charger name Voucher code
4 Eliot Kate
Eliot Kate Unclassified 17132007 -CZK14.00000 CZK10.00000 CREDIT 0 Administrator 0
7:22:03 AM
i " 11/13/2017 s . _ ) i
Eliot Kate Unclassified S CZK24.00000 C7ZK34,00000 CREDIT WebPay Eliot Kate 0
7:30:56 AM 7
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19 Quota

With the quota feature activated, you can set a limit to the usage of print related
services. You can either limit the number of printed or scanned pages, or set an
overall cost limit for all the services using prices from a price list. If the limit is close
to be reached, the user or group receive an email with a warning and if the limit is
reached or exceeded, they can be prevented from further printing and copying.

Each quota can monitor one of the following parameters:

* the total number of printed and copied pages

 the number of printed and copied color pages

the total number of printed and copied monochrome pages
the total number of scanned pages

* the overall cost of print services

Quotas are active permanently until disabled and they reset after the specified
interval. Users can check their quota status on their web user interface and in the
MyQ mobile application. If a printing device is equipped with an embedded terminal,
users can see the current percentage of their quota status there.

@ The quota on overall cost of print services requires setting a price list with prices of
particular functions (print/copy/scan - B&W/color) on each printer. Both types of
quota (the quota on the number of pages and the quota on the overall cost) require
using the Job parser to get the print job metadata (number of pages, color etc.). For
information about how to set the prices and how to activate the parser, see Price
List and Jobs.

19.1 Activation and general setup

You can enable the Quota feature by selecting the Enabled quota option at the top
of the Quota settings tab (MyQ, Settings, Quota). Each quota can then be
individually enabled or disabled on its properties panel.

In the Warning Email tab you can type the subject and the body of the email that is
sent after reaching the preset warning (e.g. 80% of the quota) and, on the Exceeded
Email tab, the subject and the body of the email that is sent when the limit of a user
or group is reached or exceeded.
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The list is empt

Bo Accounting ® Add Quota.

19.2 Creating quotas

To add a new quota:

1. Onthe barin the bottom section of the Quota settings tab, click +Add Quota.
The new quota properties panel opens on the right side of the screen.

Quotas (® add quota | / Edit [

Enabled | Title ~ | Who to monitor Disable operations Period Print&Copy tc

2. On the panel, enter the quota name, set its parameters, and then click Save.

The new quota is enabled and appears on the Quota overview list (MyQ, Settings,
Quota).

Combining quotas

Quotas are independent of each other. Therefore, it is always the most strict quota
that applies to a particular user or group.

For example: There are two quotas applied to a user. Both of them disable printing
after a certain amount of printed pages — one after five printed pages and the other
after ten printed pages. After the users prints five pages, the lower quota applies
and they cannot print. The quota can be boosted, allowing the user to print more
pages. If they print five more pages, the higher quota applies.

19.3 Editing quotas

The quota properties panel opens immediately after a new quota is created. To open
an already existing quota, double-click on it on the list on the Quota main tab (MyQ,
Quota). After you set the properties, click Save to submit the changes.

Quota: Monthly Quota X
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Enabled: = ()

Title: * | Monthly Quota

Period: * | Month w

Period start: = |1

Who to monitor: * User
Members of a group

® | Accounting Group

Accounting Group: * e

Monitored value: '® Cost
Pages

Limit: *
“ Actions when the warning level is reached

Warning level: * | 80 o5

Send a notification to: w

Select a user or enter an email. The monitored user is notified
automatically.

~ Actions when quota is reached

Disable operations: Print

Copy
Color print

Color copy
Scan

Color print, Color copy: Supported by terminals 8.1 or newer

Terminate the current
job when reached: 5can guota does not support terminate the current job

Send a notification to: v

Select a user or enter an email. The monitored user is notified
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Each quota has the following set of properties:
Basic settings: enabling and naming the quota

» Each quotais enabled by default. To disable or re-enable it, click the Enabled
button.
« Enter the name in the Title text box.

Time period

 In the Period list, select the reset period of the quota (Day, Week, Month,
Quarter, Half year, Year, Last X days). The default period is Month. The Last X
days period counts the number of pages or the overall cost over the last X days.
For example, if the quota is 10 pages over three days and the user printed 5
pages the day before yesterday and two pages yesterday, they can print up to
three pages today.

 In the Period start list, select the date when the period starts for the Month,
Quarter, Half year and Year Period, day of the week for the Week Period or the
number of days for the Last X days Period.

° |f you choose the Day Period, you must also set a time at the Reset quota
at field.

Monitored users or groups

You have to select from three options regarding the quota scope. It can apply to one
user, to all members of one group, or to an accounting group/cost center.

» To select a user the quota applies to, select the User option, and then choose
the user from the list.

* To select a group and apply the quota to all its members, select the Members
of a group option, and choose the group from the list. This way, the quota
applies to each user independently; If the limit is ten pages, every user can
print ten pages.

» To select an accounting group or a cost center the quota applies to, select the
Accounting Group or Cost center option, and then choose the accounting
group or cost center group from the list (this option depends on the
Accounting settings; the option selected there is displayed in Quota). This way,
every member contributes to the total. If the limit is ten pages and one
member prints seven pages, there are only three pages remaining for the
group.

Monitored value

* If you select Cost as the Monitored value, the quota is counted in amount of

money spent.
> Set the quota cost Limit

* If you select Pages as the Monitored value, the quota is counted in the amount
of printed, copied and/or scanned pages.
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> Set the Print&Copy total, Print&Copy color, Print&Copy mono (supported
by terminals 8.1 or newer) and Scan total in pages.

Actions taken when the warning level is reached

 Enter the warning level (in %) in the Warning level text box. After the
percentage of the overall limit is reached, a warning email is sent to the user.

* If you want someone else to be notified (For example the user's manager) once
the warning level is reached as well, select or enter the users or email accounts
in the Send a notification to combo box.

Actions taken when the quota is reached

* You can disable one or more operations after the quota is reached or
exceeded.

° |f the Monitored value is Cost, select them under Disable operations. The
options are Print, Copy, Color print (on terminals 8.1 or newer), Color copy
(on terminals 8.1 or newer), and Scan.

> |f the Monitored value is Pages, mark the Disable operation checkbox and
the operation that has reached the limit will be disabled.

» Mark the Terminate the current job when reached checkbox if you want to
interrupt the current job when the quota is reached. If both Disable operation
and Terminate the current job when reached are checked, the job will be
interrupted when the quota is reached, and the user will be redirected to the
MyQ home screen. If Disable operation is checked and Terminate the current
job when reached is not, the current job will be finished, and the user will be
redirected to the MyQ home screen.

> The action is not supported in scan quotas.

* If you want someone else to be notified (For example the user's manager) after
the quota is reached as well, select or enter the users or email accounts in the
Send a notification to combo box.

19.4 Boosting quotas

In situations when a user or a group of users have reached their quota and urgently
need to print, you can boost the quota by a specific number of pages or by a specific
amount. Quotas can be boosted on two tabs of the MyQ Web Interface: the Quota
Boosts main tab and the Users main tab. Records of the boosted quotas appear on
the boost quota records list on the Quota Boosts main tab.

19.4.1 Boosting quotas on the Quota Boosts main tab
On the MyQ Web Interface, go to MyQ, Quota Boosts. To boost a quota here:
1. Onthe bar at the top of the tab, click +Add. The Boost quota dialog box

appears.
= myq (n) Home Quota Boosts @ @
Quota Boosts ® Add Delete 3 Tools » ' Refresh

User or group: Boost date v | User or group Quota Print8:
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2. Select the User or group and the Boost date, and then click OK. The Boost
quota dialog box extends — more sections are displayed. The first of the new
sections shows the current availability of operations and the rest show the
quotas applied to the user (or groups of users).

Boost quota x

User or group: * | B Carol Kai v

Boost date: ™ |pgpg/2022 B 04:17 am @

ScanLimit

Scan pages: 3 remaining (0 of 3 used)
Boost b}": = 2 pages

B&W pages: 3 remaining (0 of 3 used)
Boost b}": = 3 pages

Renewal: In 15 days

3. Enter the number of pages or the amount of money to the Boost By text box
in the particular quotas sections (each quota has to be boosted separately),
and then click OK.

19.4.2 Boosting quota of a particular user on the Users main tab
On the MyQ Web Interface, go to MyQ, Users. To boost a quota here:

1. Onthe tab, select the user, click Actions, and then click Boost quota in the
drop-down (or right-click the user, and then click Boost quota on the shortcut
menu). The Boost quota dialog box appears with the user selected in the User
or group drop-down.

2. Enter the number of pages or the amount of money to the Boost By text box
in the particular quota sections (each quota has to be boosted separately), and
then click OK.

The administrator can also release blocked quota for a user by clicking Actions and
then clicking Release blocked quota (or by right-clicking the user and selecting
Release blocked quota).
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Q, All users (® add User.. % Actions» 3 Toolsv 75 search Q
User name Full name | Email / Edit inal number | Credit | Credit balance
Carol Kai Carol Kai carcl.k;l & Credit > | ® En. 0.00

§ Boostquota

Release blocked quota

cf Set password...
Generate PIN...
Remove from group

Show effective policies

&) Unlock
'@ Delete... Delete
€3 Undelete

Anonymize
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20 Projects

With the project accounting feature activated, users can assign print, copy, and scan
jobs to particular projects and consequently distribute the print cost among the
projects and charge it appropriately. Project accounting can also be used as another
independent level of internal accounting in addition to devices, users, and groups.
Projects can be manually created on the MyQ web interface or imported from a CSV
file. They can be assigned to print jobs in the MyQ Desktop Client pop-up window, on
the MyQ web interface, on an embedded terminal, on a touch panel of a HW
terminal, or in the MyQ X Mobile Client app.

— 92 .
= mVQ (@) Home | B Projects Lo}
3 Projects search @ Q All projects (® Add project & Actions~ 3 Tools v Search  Q
~ Q Searches Status | Code Name ~ | Description

(€L Al =D L No Project Enable operations without a project

Q Without group Engineering Project far the Engineering team

HQ
HR

> [ Project groups

[PEETIEN

Marketing

20.1 Projects activation and setup

On the Projects settings tab (MyQ, Settings, Projects), you can enable, or disable
projects. Furthermore, you can change the global settings of the projects feature
there.

Select the Enabled option to globally activate project accounting.

Scan without project: Users scan directly when this option is selected. They have to
select a project when the option is not selected.

= myQ @ Home 5 settings: Projects

B¢ Settings Accounting > B3 Projects
- ) Enabled: c
Es Accounting
B Credit Scan without project:
5 Projects N )
Fi2lds marked Oy © are manoatory.
28 Price Lists

20.2 Creating projects

To add new projects to MyQ, go to MyQ, Projects and:

1. Onthe bar at the top of the Projects main tab, click +Add project. The new
project properties panel opens on the right side of the screen.
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— o .
=MYQ 6 one BOeias o
9 Projects search @ Q All projects @® Add project | & Actionsv | £ Tools v &) Searcch Q
~ Q Searches Status | Code Name ~ | Description

Q, Al projects

Enable operations without a project

Q, without group o 4 Engineering Project for the Engineering team

2. On the General tab, enter the project Name, a unique project Code, optionally
its Description, and then click Save.

3 Project X

General Rights

Mame: * | Engineering
Code: ™ |4
0-9a-zA-Z_/\-

Description: |Project for the Engineering team

Fields marked by * are mandatory.

3. Click on the Rights tab, to manage user rights to the project (all users have
rights to a project by default). On the bar at the top of the Rights tab, click
+Add User. The Select user or group dialog box appears, where you can select
the user (or group of users) that you want to provide with rights to the project,
and then click OK. To remove the rights from a user, select the user and click
the trash can button. The user (or group of users) disappears from the Rights
list.

3 Project X

General Rights

Add User s |Search O
® g U o

Mame Rights

20.3 Project management

After the projects are created, you can see them listed on the Projects main tab.
Using the buttons on the bar at the top of the tab, you can add new projects, edit
current projects, import projects from CSV files and display/hide deleted projects.

Restoring deleted projects

1. Click Tools and select Show deleted to display any deleted projects.
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(® Add project % Actions~ €5 Tools~ 75 |Search Q

on mport...

5 show deleted

2. Select the project, click Actions, and then click Undelete in the Actions drop-
down (or right-click and select Undelete).

operations without a project

Q, All projects (® Add project % Actions~ &1 Toolsv 4y |Search  Q
Status | Code Name ~ | Description

L] o Mo Project Enable operations without 2 project

L) 4 Engineering Project for the Engineering team

L) 1 HQ

= 3 HR

Edit
L Marketing 7

[ Delete.

20.3.1 Managing project groups

For bigger companies, it is easier to manage projects in groups on e.g. a functional or
geographical level. The maximum is five levels deep. Rights set on the group level
will automatically be inherited by sub-groups and/or the projects inside these groups.
It is then possible to set specific rights to sub-groups or specific projects. After saving
these rights they will not be overwritten by the default group rights.

Creating groups

1. Right-click Project groups and select New group.

2. Set the Name on the General tab of the project group in the right pane.
3. Click the Rights tab to add or delete users from the project group.

4. Click Save. The project group will be visible in the left pane.

Adding a project to a group

1. Select the group that you want to add a project to.

2. Click New project on the menu bar.

3. Enter the project details.

4. Click Save. The Project group Code will be upped by one.

20.4 Importing projects from CSV Ffiles

Another option of adding projects to MyQ is to import them from CSV files. This can
be done manually and also as a scheduled task.

* The manual import is described in Manually importing projects.

« Forinformation on how to set up the scheduled task, see Setting up the Project
synchronization scheduled task.

 You can find the required syntax of the CSV file in Syntax of the projects' CSV
File.
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You can import projects with a hierarchy.

Within the CSV import, new projects are added and existing projects are updated.
Projects already present in MyQ that are not listed in the CSV file are left untouched.
Each project is recognized by the value of its code, and updated only if the CSV file
contains a row with the same code.

20.4.1 Manually importing projects

On the bar at the top of the Projects main tab, click Tools, and select Import. The
Import dialog box appears.

@Add project ",?f Actions v | | £59 Tools v ’:, Search O

‘? Show deleted
perations without a project

In the dialog box, click Choose File and select the CSV file, and then click OK. After
the import is done, imported projects are listed on the Projects main tab.

Import x

sy file: l Choose File |I\c file chosen ]

~ 0K Cancel

In addition, an information message appears at the top of the tab. By clicking log for
details, you can display the import log.

Any errors occurring during the import can be related to incorrect syntax or non-
existing users or group of users listed in the CSV file.

20.4.2 Setting up the Project synchronization scheduled task

1. Onthe Task Scheduler settings tab, click +Add, and then Import projects
from CSV. The properties panel of the new schedule opens on the right side of

the screen.

= II'IVQ (@ Home () Settings: Task Scheduler %9 @
3¢ Settings (@) Task Scheduler @®addy [ Run & Actionsv o) Refresh
(& server Type Status| Action Name Period Lastrun @ schedule report

o) lmene L) Backup Database and settings backup Daily 09/16/2022 3:15:46 AM

Import Code Lists from €SV
8 General ®  History deletion History deletion Daily 09/16/2022 3:15:46 AM
Users Export
@ Personalization gackup Log backup Daily Never
Printers Export
(?) Task Scheduler O Printer Discovery Printer Discovery Daily Never

~

On the panel, set up the schedule, as described in Task Scheduler.
3. Inthe File section, add the path to the CSV File (the file should be stored on
the MyQ server).
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Project Import Sync *x

General Rights

Enabled: * o

MName: * | Project Import Sync

Description:

» Schedule
» Notification
~ File

CSV file:* | %app%\Data\Import\Projects.csv

4. Click Save.

20.4.3 Syntax of the projects' CSV file

Each row must consist of six columns, separated by the delimiter set on the General
settings tab, under Column delimiter in CSV. The file must contain a header row,
otherwise an error occurs and the projects will not be imported. The order of the
columns is irrelevant; each column is identified by its name in the header, which must
always be in English, regardless of the language setting in MyQ.

Values:

* active:
> 1=project is added to MyQ
° 0 =project is not added to MyQ
» code: unique code of the project
* name: name of the project
 groups: the path of the project in the hierarchy. Levels must be separated by
the pipe character (]). If the column is empty, the project is created in or moved
to the root of the hierarchy.
« description: internal description of the project
« users the users or groups of users allowed to use the project. Multiple entries
should be separated by commas (,).
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active code name groups description users
1 300 Project1 parent|child = Optional description = "All users"
0 400 Project 2

20.5 Assigning projects to print jobs

If project accounting is enabled, unassigned print jobs are paused and have to be
assigned to a project before they can be printed. They are displayed on the Jobs
main tab, under Paused. You can assign them on the Jobs main tab, in the MyQ
Desktop Client pop-up window, or on an embedded terminal.

Users who want to print an unassigned job on an embedded terminal have to select
one of their projects (projects they have rights to) or eventually select the Without
project option there (if they are allowed to print without projects). The same applies
to scanning and copying — users have to select one of the projects or the Without
project option before opening the particular panel or performing a quick action. The
exact behavior of project accounting on embedded terminals can vary depending on
vendor and device model. See the particular embedded terminal manual for further
information.

» How to assign projects in MyQ Desktop Client
» How to assign projects on the Jobs main tab

20.5.1 Assigning projects in MyQ Desktop Client

This option is available on computers with either Windows or macOS. It requires the
MyQ Desktop Client application running on the computer where the print job is sent
from.

MyQ Desktop Client is running in the background and, unless Project accounting or
any other features of the application are active for the logged user, all print jobs are
sent to MyQ without any intervention. Once the user has rights to more than one
projects, all the jobs that they send are paused and the MyQ Desktop Client pop-up
window opens to offer the available projects to the user. If only one project is
available to the user, it is automatically assigned, and the job is sent to the server.

The user can assign the job to an available project and print within that project. If
printing without a project is allowed in MyQ, the user can select the No project
option; otherwise they have to select one of the available projects. If there are more
jobs waiting in the queue, the user can check the ones to be printed to a particular
project and jobs for another project can be printed in the next step.

For information about MyQ Desktop Client, including installation, setup, and optional
features of the application, see the MyQ Desktop Client for Windows or macOS
manuals.

531



Projects

20.5.2 Assigning Projects on the Jobs main tab
To assign a project to a print job:

1. On the Paused list on the Jobs main tab, double-click the print job that you
want to assign the project to. The print properties panel opens on the right
side of the screen.

2. Onthe panel, select the Project that you want to assign to the job, and then
click Save.

532



Price List

21 Price List

On the Price Lists settings tab, you can create price lists and attach them to
configuration profiles. Price lists are used to assess the price of each printing device
operation. That is necessary for monetary accounting and MyQ advanced features
such as credit accounting and monetary quotas.

You can also set discounts or increase price of print, copy, scan and fax services for
particular users and groups.

To open the Price Lists settings tab, go to MyQ, Settings, Price Lists.

— X2 ]
= myQ (2 Home | g8} Settings: Price Lists & @
3¢ Settings Accounting > 25 Price Lists (®) Add price list  /# Edit 0
B Accounting Status Name ~ Printers

£ Credit ® Active A 0

Quota ® Active ] 0

B projects ® Active C 0

£} Price Lists

21.1 Adding price lists

1. Onthe bar at the top of the Price Lists settings tab, click +Add price list. The
new price list properties panel opens on the right side of the screen.

2. On the panel, enter the price list name.

3. Set up the price list.

4. Click Save.

21.2 Editing price lists

On the properties panel of the price list, you can rename the price list, define prices
of print, copy, scan and fax services and attach the price list to printing devices. To
open the panel, double-click the price list on the list of price lists on the Price Lists
settings tab.
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A X
General Configuration Profiles

Mame: ™ | A

User Administrator
> Print
> Copy
> Scan
* Paper format

* Fax

21.2.1 Setting prices of print, copy, scan and fax services

On the General tab of the price list's properties panel, you can set prices of print,
copy, scan, paper format, and fax services. There are two sub-tabs: the User sub-tab,
where you set prices for MyQ users, and the Administrator sub-tab, where you set
prices for the MyQ administrator.

 Print - In this section, you can set the price per printed page for monochrome
and full-color print. Some printing devices allow pricing according to coverage
of paper. You can set prices for three states of coverage: Low, Medium and
High.

» Copy - In this section, you can set the price per copied page for monochrome,
full color and single color copying. Some printing devices allow pricing by
coverage of paper. You can set prices for three states of coverage: Low,
Medium and High.

* Scan - In this section, you can set the price per scanned page.

» Paper format - In this section, you can set the price per sheet for different
paper formats.

» Fax-In this section, you can set the price per printed faxed page.
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Some printing devices lack the counters necessary for obtaining information about
some parameters, for example information about paper size. Those parameters are
not counted in the final price of jobs that are carried out on these machines.

Whenever the price list is updated (its parameters values are changed and the price
list is saved), a new price list is created. Pages printed with the previous version of
the price list are counted according to the old settings.

21.2.2 Attaching price lists to printing devices

1.

w N

On the list of price lists on the Price Lists settings tab, double-click the price
list. The new price list properties panel opens on the right side of the window.

. Go to the ConFfiguration Profiles tab.

Click +Add. The Select Configuration Profile window opens.

In the dialog box, select the configuration profile that you want to attach the
price list to.

Click OK. The configuration profile appears on the printing devices list on the
Printers tab.
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Select Configuration Profile X

Configuration Profile Price List

~ OK Cancel

You can also attach a price list to a configuration profile when you go to Settings,
Configuration Profiles. In the overview, double-click a profile and change the Price
List in the right pane on the window.

You cannot attach more than one price lists to a single configuration profile. If you
add a price list to a configuration profile that already has a different price list
attached to it, the old price list is replaced by the new one.

21.3 Discounts

The prices set in price lists are applied to all users and groups without any distinction.
To distinguish between particular users and groups, you can provide the users and
groups with discounts, or increase the prices in the list for them.
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The discounts are set in percent and are applied to all price lists. Within the discount,
you can set a particular value for each print, copy, scan or fax price lists' item. The
price of an action is increased by setting a negative discount for the item, for
example a -75% discount.

The Discounts section, where the discounts are set, is also part of the Price Lists
settings tab.

% Discounts ® Add discount  /# Edit A O e
User or group Discount
. 1.00%: PC, CC
FRRa 50.00%: Scan
%% Managers 1.00%: PM, CM, Scan, Fax

20,00%: PM
10.00%: PC

e All users

21.3.1 Creating a new discount

1. Click +Add discount at the upper-left corner of the Discounts section. The
new discount properties panel appears on the right side of the screen.

2. Set the discount.

3. Click OK to save it.

21.3.2 Editing a discount

To open the editing options of a discount, double-click the discount (or right-click the
discount, and then click Edit on the shortcut menu, or select the discount and click
Edit). The discount's properties panel appears on the right side of the screen.

For each discount, you need to set the user or group that it will be applied to, and the
values of each item (such as B&W print or Full-color copy) of the discount in percent.

To increase the price of an item, set the discount to a negative number (such as
-15%).

After the discount is set, click OK to save it.
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% Add discount

User or group: * | =8 All users

~ Print
Black & White:* | 20,00 | % (PM)
Full-color:* 10,00 | % (PC)
» Full-color by coverage

)Cop,r

* Full-color by coverage

» Scan
* Fax

» Paper format

v 0K Cancel

€lds marked by * are mandatory.

21.3.3 Deleting a discount

1. Select the discount.

2. Click the the trash can, or right-click and select Delete.

Price List
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22 System Health Check

MyQ performs registered checks which can return error messages with their level of
severity and they can be viewed in the system health check. The errors concern
database health, disk space availability, PIN length settings, time zone configuration,
etc.

Every error message is logged in the MyQ main log.

When the error message has a Critical severity, the related MyQ service is stopped
and the administrator gets an email notification about it.

To access the system health check overview, log in as admin to MyQ and go to MyQ,
System Health Check or click on the system health check button on the top-right
side of the window.

= mVQ () Home

(® Add widget.. @) Themev 7 Refresh ) Generate Support Data...

Click Run to trigger the System health check Task schedule to perform a check.

Click Show hidden to view any hidden checks on the list.

Click Scheduled task to open the System Health Check task in Task Scheduler, where

you can view and modify it.

= I'I'IVQ (o) Home @ System Health Check fo

@ System Health Check (> Run @ show hidden = (?) Scheduled task
B | Code Crested Severity Description

Medium

Default password is used for accessing the database. Change the database password in Easy

09/15/2022 4:42:12 AM Medium

Config to reduce system vulnerability.

Default password is used for the Administrator account (*admin). Change the administrator's

=115 09/15/2022 4:42:12 AM Medium password in Easy Config to reduce system vulnerability.

Error codes and their severity are listed in the table below.

Code Severity Description

101 High Main database health is not good; multiple messages can
appear in the log

102 High Log database health is not good; multiple messages can
appear in the log

103 Medium PIN length needs to be increased; see Generating PIN
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Code

104

105

106

107

108

109

110

111

112

113

114

115

116

117

Severity
High
Critical
High
Medium
Medium

High

High

High

High

High

Medium
Medium

High

Medium

System Health Check

Description
Disk space is on warning level; see Disk space checker
Disk space is on critical level; see Disk space checker
Time zones misconfiguration; see Time zone
Queue(s) has an error
Obsolete terminal version

MyQ Server is not responding to HTTP requests. HTTP
Server or HTTP router will be restarted (if the option is
enabled in the config.ini)

MyQ Server is not responding to HTTP requests in a
reasonable time

Terminal package(s) does not respond to health check
request

At least one service is not running

The logon account of at least one service doesn't match
the configured account.

Database password is default
Administrator password is default

Some Sites have not been replicated for more than 30
days

Email duplicates found (this check is not running if
AllowEmailAddressDuplicity in config.ini is set to true)
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Code

118

Severity

High

System Health Check

Description

The database is using a page size of 8 KB instead of 16
KB. This may potentially affect the performance of MyQ.
You can correct this setting by creating a backup of the
database and restoring it back. This is recommended
especially if you are already seeing performance
decrease.
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23 Updating MyQ

The MyQ update to a higher version or reinstalling the same version is performed
automatically after running the installation executable Ffile.

Before a MyQ update on Windows Server 2016/2019/2022 (or on Windows
8.1/10/11), make sure that the latest Windows updates are downloaded and installed
on the server.

When upgrading or updating MyQ, ensure all antivirus exclusions are made and that
there are no running scan operations on the MyQ directories structure.

It is strongly recommend to backup your database before the update.

4 Adirect upgrade to version 10.0 is only possible from version 8.2.

4 Limitation:
Before an upgrade, go to MyQ Easy Config and set the database password to the
default "masterkey". Once the upgrade is complete, change the password again.

A direct upgrade to version 8.0 and higher versions from versions lower than 6.0 is no
longer supported. These versions have to be upgraded via an intermediary version,
for example via 6.2.

» For version 4.2 or lower, the intermediary versions are: 4.3 ->5.2 ->7.1.
» For version 5.2 to 5.10 the intermediary version is 7.1.

To update MyQ:

1. Run the MyQ software installation executable file. The Select Setup Language
dialog box appears.

2. Select your language, and then click Next. The Setup dialog box appears. It

informs you that there is an older version of MyQ and that the installer will

start the update process.

Click Yes. The Select Additional tasks dialog appears.

4. Select if you want a MyQ Easy Config shortcut to be created and click Next.
The rest of the update process is nearly identical to this of installing MyQ,
except that you are asked to choose upgrade options.

w

You can find an upgrade manual with more details on the MyQ Community portal.
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24 Uninstalling MyQ

To uninstall MyQ:

1. Run unins000.exe. You can find this file in your MyQ program folder (The
default folder is: C:\Program Files\MyQ)). The MyQ Uninstall dialog box
appears.

2. Click Yes.

All parts of MyQ will be uninstalled except for the Data Folder and its Job Folder.
You can delete these folders manually. In case you install MyQ again, the installation
program will ask if you want to use the old database files or replace them with new
files.
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25 MyQ and MS Cluster

25.1 About

The MyQ MS Cluster high-availability solution consists of multiple nodes in the
active/passive configuration with the MyQ Print server installed on each node. MS
Cluster administrates the MyQ services and if the currently active node becomes
unavailable, it switches to one of the available passive nodes.

25.2 System Requirements

The fully detailed MyQ Print Server system requirements can be found here.

» Compatibility with Windows Servers

The MyQ MS Cluster solution is supported by the following Windows Server versions
and editions:

Windows Server Editions
Windows Server 2016 Standard, Datacenter
windows Server 2019 Standard, Datacenter

windows Server 2022

» A prepared failover cluster with at least two nodes and storage for MyQ data is
needed. Each node must meet the system requirements of the MyQ Print
server and its components.

» The same time zone has to be set on each of the nodes.

@ If your setup includes embedded terminals, make sure to have the required .NET
framework version installed in each cluster node. If not, the embedded terminal
installation will fail. Further information can be found in the related MyQ Embedded
terminal manuals.

@ If the MyQ Desktop Client, MyQ Smart Job Manager or the MyQ Smart Print Services
applications are to be used on the MyQ users workstations, the IP address or
hostname of the cluster has to be set in the applications (not the IP address or
hostname of the nodes).

5.3 Licenses

With the new MyQ X licensing model with Installation Keys used in MS Cluster, there
is only one installation key needed. The HW code is taken from the whole cluster, not

‘
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individual nodes, so the license is activated against the cluster’'s HW, and not a single
node.
p
@ With the old licensing model, when MS Cluster is used with the MyQ Print server, the
amount of licenses needed depends on the number of nodes used, as the licenses
need to be added and activated separately on each node.
« MyQ server in Site mode - licenses are received from the Central server
automatically every day or during MyQ service or Cluster Node restart.
« MyQ server in Standalone mode - needs an extra licenses set for each
node; each licenses set must be activated only on one node.

25.4 Setup

25.4.1 Installing MyQ Print Server in the cluster (all nodes)

On each cluster node, do the following:

1. Run the MyQ installation file and install MyQ (details can be found here).
2. Make sure that the time zone set on the MyQ server is the same as the time
zone set on each node).

Stop All MyQ services in the MyQ Easy Config application.
MyQ Print Server Easy Config — 0O X

Services mvo

3.

O s NN A

(P)(m)(9)

& settings StartAll  Stop Al Restart Al

Q (}) HTTP Router <romPED
e

) (’) HTTP Server STOPPED

© o (b) Database Server e
[{ english —

(b) Print Server T

(}) PM Server STOPPED

25.4.2 Setting services to manual startup (all nodes)

All services used by the MyQ server need to be set to manual startup, on every node.
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The following services need to be changed this way:

* MyQ HTTP Server

* MyQ HTTP Router

* Firebird Server - Defaultinstance

* MyQ Print Server

» MyQ Svc (not available in version 8.1+)

* PM Server

« Brand Terminals (only if embedded terminals are used)

File Action View Help

e | HEoz HEl > 8 np

) Services [Local) . Services (Local)
MyQ HTTF Server Mame - Description Status Startup Type Log On & *
s , ':f Microsoft Passport Container  Manages local..  Running  Manual (Trig..  Local Senv
;;‘;f:::hs:’s"::\:ce -.ﬂ:?: Microsoft Software Shadow .. Manages softw... Manual Local Syzt
= £k Microsoft Storage Spaces SMP Host service for .. Manual Metwrork £
1Eh Microsoft Store Install Service  Provides infrastr..  Running  Manual Local Syst
Eesc"’i‘ptj;’:;g P {6 Microsoft Windows SMS Re..  Routes message.., Manual (Trig.,  Local Serv
mr:::_a?n_r;n_m|m:"1‘. o} & Mozilla Maintenance Service  The Moilla Mai... Manuzl Local Syst
OpenSsL1.1.1g med_fegid/2.3.10- 155 MyQ HTTP Router Routes HTTP an... Running  Manual Local Syst
e mork bl 53 MyQ HTTP Server Apache/2443 (.. Running Manual Local Syst
0 HTTP S p R - t b Local Syst
fig... Local Syst
General LogOn Recovery Dependencies £ Local Serv
Local Serv
Service name: Apache |- Local Syst
Display name: MyQ HTTP Server frig... Local Serv
Descigtion:  PPache/Z443 (NniZimed_adn rim/107 A [19m  Lecel Syt
EE?EEE;L.}, 1g mod_fegid/2.3.10-dev L Local Syst
frig.. Local Syst
Path to execitable: Local Serv
“C:\Program Files (86)\MyQ2 Apache \bin'hitpd exe” 4 runservice E Metwerk ©
Startup type: Manual ~ frig... Local Syst
E Local Serv ,,
>

25.4.3 Creating the MyQ server MS Cluster role (Failover
Cluster Manager)

Open Failover Cluster Manager and do the following:

1. Right-click Roles and select Configure Role on the shortcut menu. The High
Availability Wizard opens.
3_’25 Failover Cluster Manager
File Action View Help
= xm B
%}g Failover Cluster Manager
v Jf;J 2019clust2 testlabad2016.lo

Cluster 2019clust2.testlabad2016.local

Br : ummary of Cluster 2019clust2
& N C”[g'gureﬁm'“ )19clust? has 0 clustered roles and 2 nodes.
— 3 Virtual Machines... > M15clust? testlabad 2016 Jocal Networks: Cluster Network
E Create Empty Role Hdost Server: Win201SNOD22  Subnets: 11Pv4and 0 IPvE
= Cluster Events: i Citical: 5; Emor: 33

Refresh None

Help
1~ wonfigure

2. Click Next. The Select role tab opens.
3. Onthe tab, select Other Server, and click Next. The Client Access Point tab
opens.
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4. Onthe tab, type a new Name for the MyQ server cluster, for example myg-
server, then enter an unoccupied IP address from the network to be used by
the MyQ server role, and lastly click Next. The Select Storage tab opens. MyQ
will use the hostname for communication with terminals, as the SMTP server in
MFPs etc.

QE High Awvailability Wizard =

;F;I_':f Client Access Paint

-

Before You Begin Type the name that clients will use when accessing this clustered role:
Select Role
Mame: mygrsener
Client Access Point
Select Storage __ The NetBIOS name i limited to 15 characters, One or more IPv4 addresses could not be configured
Q_j‘auburnaﬁcdly. For each network to be used, make sure the network is selected, and then type an
address.
MNetworkis Address
% 10.14.4.0/23 0. 14 . 4 . 17
Summary
< Previous Next > Cancel

5. Onthe tab, select the storage volumes that you want to use for the MyQ
server.

5 High fvailability Wizard x

;E; = Select Storage

T
Before You Begin Select only the storage volumes that you want to assign to this clustered role.
You can assign additional storage to this clustered role after you complete this wizand

Select Role

Client Access Point
Noms Saun

Select Resource HE= Gﬁ Cluster Disk 1 G‘) Online

Types O = &5 Custer Disk 2 () Online

Confirmation

Corti High

Surmmary

< Frevious Next > Cancel

6. Click Next to finish the installation process.

25.4.4 Adding MyQ resources (Failover Cluster Manager)

Once the MyQ server role is created and configured, MyQ resources need to be
configured as well, in the Roles tab in Failover Cluster Manager.
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Add the Firebird server - Defaultinstance service to the MyQ server role:

1. Right-click the MyQ server role, then click Add resource on the shortcut menu,
and click Generic Service. The New Resource Wizard opens.

55 Failover Cluster Manager

File Action View Help

< | nm e
v £ 2019clust2 testlabad20’ e _ ®
=i Roles - :
31 Nodes Name Status Type Owner Node
 Storage S mvnservar () Bunnina Other Win2019N0D22
4 Networks &  Start Role
Ii| Cluster Events £  Stop Role
[] Add File Share
& Move »
(%) Change Startup Priority »
Q Information Details.
Show Critical Events
& Add Storage
& Add Resource » Client Access Point
EY  More Actions » | Generic Application
R S | Generic Script
| Genagic Service
'_—'I Properties | Morkesources 3
2. In the list of services, select Firebird Server - Defaultinstance, and click Next.
i Mew Resource Wizard x

521 Select Service

Select the service you want to use from the list:

Confimmation

figure Generic Name Description G
Encrypting File System (EFS) Provides the core file encryption technology Us...
Summary Erteprise App Management Service Enables enterprize application managemert,
Extensible Authentication Protocol The Extensible Authentication Protocol (EAF) s...
FoSm ==
Firebird Sarver - Default nstance Firebird Database Server - www firebirdsgl org
Function Discovery Provider Host The FOPHOST service hosts the Function Disc...
Function Discovery Resource Publication Publishes this computer and resources attache ..
Geolocation Service This service moniors the curent location of the.,,
| GranhiraPerdf Sue (Granhics nednmance monitor sendce v
Conce

3. On the Confirmation tab, click Next to create the service. The service is
created and configured.
4. Click Finish to leave the setup.

Add the Apache Monitor script to the MyQ server role:

1. Right-click the MyQ server role, click Add resource on the shortcut menu, and
click Generic Script. The New Resource Wizard opens.

2. Enter the path to the ApacheMonitor.jse script, located in the MyQ
installation folder, and click Next. The Confirmation tab opens. The default
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path to the script is:
C:\Program Files\MyQ\Server\ApacheMonitor.jse

3. Onthe tab, click Next to create the service. The service is created and
configured.

4. Click Finish to leave the setup.

Add the MyQ Monitor script to the MyQ server role:

1. Right-click the MyQ server role, click Add resource on the shortcut menu, and
click Generic Script. The New Resource Wizard opens.

2. Enter the path to the MyQMonitor.jse script, located in the MyQ installation
folder, and click Next. The Confirmation tab opens. The default path to the
scriptis:

C:\Program Files\MyQ\Server\MyQMonitor.jse

3. On the tab, click Next to create the service. The service is created and
configured.

4. Click Finish to leave the setup.

Add the TerminalsMonitor.jse script to the cluster (only if embedded
terminals are used)

1. Right-click the MyQ server role, click Add resource on the shortcut menu, and
click Generic Script. The New Resource Wizard opens.

2. Enter the path to the TerminalsMonitor.jse script, located in the MyQ
installation folder, and click Next. The Confirmation tab opens. The default
path to the scriptis:

C:\Program Files\MyQ\Server\TerminalsMonitor.jse

3. Onthe tab, click Next to create the service. The service is created and
configured.

4. Click Finish to leave the setup.

25.4.5 Setting resources dependencies (Failover Cluster
Manager)

After adding the services and scripts to the MyQ server role, open the Resources tab
of the MyQ server role at the bottom of the Roles tab and set the dependencies of
the MyQ services and scripts.
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Roles (1)
I}'can'.l‘.' F I Cuanes vIH - I:I

Hame Status
5 mygoerver () Partinlly Runni_

Type
Other

Crwner Node
Win2013N0D11

v 'f%:lm

Preferred Owners:  Any node

Mame
Roles
=y ApacheMontor Scipt
L=y Firebind Server - Defaultinstance
&4 MyiMonitor Seript
Storage
= 23 Cluster Disk 1

custer (F)

| Summary| Resources |

@Cﬂfhs

() Offine

@Oﬁhe

(#) Orine
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Set the Firebird Server - Defaultinstance service dependency

1. In the list at the bottom of the tab, right-click Firebird Server -

Defaultinstance, and click Properties. The Firebird Server - Defaultinstance

Properties dialog box opens.
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a.‘,i Failover Cluster Manager
File Action View Help
« = 2/ B
& Failover Cluster Manager
w 3 2019clust? testlzbad2l

B Roie Seanch J | Queries ([ ~ @
i

& MNodes Harne Status Type Owmer Hode

La Storage T mygaenver (%) Partialy Furni.  Other Win2015N0D22

&3 Networks

{4 Cluster Bvents

- E__‘; YO SEry er Prefered Ownens:  Any node
Name Stan
Server Name
% 0% Name: myq-server ®
Roles
|i2], Firebird Server - Defaubinstance ®
7 Ering Cnline @
< > Take Offline @;

Information Details.

Show Critical Events

Mare Actions *

X0 =Eaa

Remove

2. In the dialog box, open the Dependencies tab, add the shared disk drive (or
NAS) where the system is supposed to work on, add the name of the MyQ
server role, and click OK. The dependency is set.

Firebird Server - Defaultinstance Properties X
Advanced Palicies Registry Replication
General Dependencies Palicies
Specify the resources that must be brought online before this resource can
be browght online:
AND/OR  Resource
Cluster Disk 1
] AND Name: myq-server e

s |Chck here o add a dependency

Ingert Delete

Cluster Disk 1 AND Mame: myg-ssrver

Cancel Aoply
Set the MyOMonitor script dependency

1. In the list at the bottom of the tab, right-click MyQMonitor Script, and click
Properties. The MyQMonitor Script Properties dialog box opens.
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2. In the dialog box, open the Dependencies tab, add the Firebird Server -
Defaultinstance, and click OK. The dependency is set.
MyQMonitor Script Properties *

General Dependencies Policies  Advanced Policies

Specify the resgurces that must be brought online before this resource can

be brought onlire:
AND/OR  Resource
» Firebind Server - Defaultinstance hed
w  |Chck here to add & dependency

Insert Delete

Firebird Server - Defaultinstance

[_*_T_] B Py

Set the ApacheMonitor script dependency

1. In the list at the bottom of the tab, right-click ApacheMonitor Script, and click
Properties. The ApacheMonitor Script Properties dialog box opens.
2. In the dialog box, open the Dependencies tab, add the MyQMonitor Script,
and click OK. The dependency is set.
ApacheMonitor Seript Properties X
General Dependencies Policies  Advanced Policies

Specify the resgurces that must be brought online before this resource can
be brouwght ondire:

AND/OR  Resource
] MyQMonkor Script L

»  |Chck here to add a dependency

Insert Delete

MyGQMonitor Script

o e
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Set the TerminalsMonitor script dependency (only if embedded terminals
are used)

1. In the list at the bottom of the tab, right-click TerminalsMonitor Script, and
click Properties. The TerminalsMonitor Script Properties dialog box opens.

2. In the dialog box, open the Dependencies tab, then add the ApacheMonitor
Script, and click OK. The dependency is set.

TerminalsMonitor Script Properties X

General Dependencies Polcies Advanced Folicies

Specify the resources that must be brought onlne before this resource can
be brought online:

AND/OR  Resource
(] ApacheMonitor Script v

» |Click here o add a dependency

Ingert Delete

ApacheMonitor Script

o[ coon

Once you upload an Embedded terminal installation package on the MyQ web
administrator interface of the MyQ cluster server, the cluster uses the script to
distribute the package among all the other nodes.

25.4.6 Dependency Reports

To make sure that the dependencies are set correctly, you can check if the
dependency report of the MyQ server role corresponds to the below graphs:

=C) =) > W@ = - » .
Generic Script Generic Script Generic Service And MNetwork Mame IP Address
ApacheMonitor Script MyQGMonitor Script Firebird Server - Mame: mygserver  |P Address: 10.14.4.174
Defaultinstance

-
=
Physical Disk
Cluster Disk 1

1 Dependency graph of the cluster on the MyQ server
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= = = N .
O = . ) & A —-
Generic Script Generic Script Generic Script Generic Service And Network Name IP Address
TeminalsManitar Script ApacheManitor Script MyGMonitar Script Firebird Server - Name: myg-server IP Address: 10.14.4.174
Defaultinstance
B
*

Physical Disk
Cluster Disk 1

2 Dependency graph of the cluster with embedded terminal on the MyQ server

To open the dependency report, right-click the MyQ server role on the Roles tab of
the cluster in Failover Cluster Manager, click More Actions, and click Show
Dependency Report.

25.5 Additional Setup

Even though the installation is finished, there are some additional steps needed to
setup the environment before bringing the resources online.

25.5.1 Setting up the MyQ admin credentials (active node)
On the active node, open the MyQ Easy Config application:

1. Onthe Services tab, Start All services.

2. Onthe Home tab, set the Server Administrator Account password and the
Database Administrator Password (if the passwords have been changed
before, they can be changed again on the Settings tab).

3. Onthe Services tab, Stop All services, and close the MyQ Easy Config
application.

25.5.2 Setting the location of the data folder (all nodes)

On each node of the cluster, you need to set the location of the Data folder and the
Jobs folder, which require access to the shared cluster disk, so the node has to be
active. Therefore, you need to switch the active mode between all of the nodes
(move the MyQ server role between the nodes).

To set the fFolders location, open MyQ Easy Config on the currently active node and:

1. On the Services tab, Start All services.

2. On the Settings tab, under both the Data folder and the Jobs folder, click
Change location, and then define the path to the shared cluster disk. (For
more information about how to do this, check here).

3. On the Services tab, Stop All services, and then close the MyQ Easy Config
application.

4. In Failover Cluster Manager, move the MyQ server role to the next node and
repeat the process.

25.5.3 Running MyQ in the MS Cluster environment

The following instructions have to be followed while MyQ runs in the MS Cluster:
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You should not start, stop or restart MyQ services while MyQ is controlled by
the MS Cluster (cluster resources are online). The services should only be
managed by Failover Cluster Manager.

When switching to a different node, MyQ Easy Config should not be used on
any node.

When performing system maintenance (cluster resources are offline), but MyQ
services are online on any node (activated manually), do not switch to a
different node. By doing so, you risk corrupting the MyQ database.

When switching to a different node, all services on the initial node are stopped
by the MS Cluster.

While MyQ runs in the cluster, the IP address of the MyQ server is the one that
you have selected within the setup of the MyQ server role, and the hostname
of the MyQ server is the one that you will set in the MyQ web administrator
interface after you bring the resources of the MS Cluster online.

It is strongly recommended to always keep the Storage and Server Name
resources online. In case you need to take them offline, make sure that all MyQ
services on the active node (the current owner of the MyQ server role) are
stopped in the MyQ Easy Config application.

After completing the setup (setup and additional setup) of the MyQ server role
(and eventually all of the Embedded terminals, if used), and also after each
crucial change on the cluster, it is recommended to test the cluster by moving
the ownership of the MyQ server role between all nodes of the cluster.

25.5.4 Starting the system (Failover Cluster Manager)

To start the system, you have to bring the resources of the MS Cluster online. For
information on how to do this, check here.

25.5.5 Setting hostname of the MyQ server role

On the Resources tab of the MyQ server role in Failover Cluster Manager, you can
see (and change) the DNS Name of the MyQ server role. The Full name of the role
(DNS + domain) needs to be used as the server hostname and as the MyQ X Mobile
Client server in MyQ.

To see or change the DNS name of the MyQ server role on the MS Cluster, do the
following:

1. In the list at the bottom of the Resources tab of the MyQ server role, under

Server Name, right-click the server's name, and then click Properties. The
Name:*** Properties dialog box opens.
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v I_[:i myq-server Prefemed Owners: Any node
Name
Server Name

& 0% Name: myq-senver

G

Enng Online

1 Toke Offline

< 3 ||| Summary Resources

d

¥ Information Details..

Show Critical Events

More Actions
Remove

Promerties

2. Onthe General tab, you can see (and change) the DNS Name of the MyQ
server role.

Mame: myq-server Properties x

General Dependencies Policies  Advanced Policies

.ng MName: myg-Senver
—A-  Type: Network Name
Status: Onine

[ Publish PTR recards

DNS Name:

|rns.~q4:erver

Full Mame: myg-server testlabad 2016 Jocal

IP Addresses:

Network IF Address
10144023 10.14.4.174

NetBIOS Status: OK
DNS Status: OK
Kerberoa Status: oK

==

To set the hostname of the MyQ server role on the MyQ cluster server, do the
following:

1. Onthe Network settings tab of the MyQ web administrator interface of the
MyQ cluster server, use the Full name (DNS + domain) of the MyQ server in
both of the following settings:

a. This server hostname under General.
b. Server under MyQ X Mobile Client.
2. Then click Save at the bottom of the tab.

25.6 Configuration and Maintenance

The below chapters show additional configuration and maintenance steps.
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25.6.1 Bringing the resources of the MS Cluster online (Failover
Cluster Manager)

To start the system, you need to bring all the MS Cluster resources online - the
Firebird Server - Defaultinstance service, the ApacheMonitor.jse script, the

MyQMonitor.jse script and the Terminal Monitor script (only if embedded terminals
are used).

To bring a service or script online, open the Failover Cluster Manager application, go

to Roles, right-click the service or script, and click Bring Online on the shortcut
menu.

3_':'2 Failover Cluster Manager
File Action View Help

= 75 HE
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25.6.2 Taking the MS Cluster resources offline (Failover Cluster
Manager)

To make sure that all the MS Cluster resources -except for Storage and Server
Name- are offline, it is sufficient to take the Firebird Server - Defaultinstance

service offline; all of the scripts will be taken offline due to their dependency on this
service.
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4\ The Storage and Server Name resources must stay online.

To take the Firebird Server - Defaultinstance service offline, open Failover Cluster
Manager, go to Roles, right-click the Firebird Server - Defaultinstance service, and
click Take OfFline on the shortcut menu.
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25.6.3 Restarting MyQ services via the MS Cluster (Failover
Cluster Manager)

To restart MyQ services via the MS Cluster, take all the MS Cluster resources, except
for Storage and Server Name, offline and then bring them online.

25.6.4 Changing the MyQ admin credentials (active node)

To change the Web Administrator Account and Database Administrator
passwords, you need to do the following on the currently active node (the current
owner of the MyQ server role):

1. Open the Failover Cluster Manager application.
2. Open the Nodes tab of the cluster, right-click the currently active node, right-
click Pause on the shortcut menu, and click Do Not Drain Roles.
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Take all the MS Cluster resources, except for Storage and Server Name,

offline.

Open the MyQ Easy Config application, start all services, change the
passwords, stop all services, and lastly close the application.
Bring the resources of the cluster online.
Open the Nodes tab of the cluster in Failover Cluster Manager, right-click the
node, right-click Resume on the shortcut menu, and lastly click Do Not Fail

Roles Back.
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25.7 Backup and Restore

25.7.1 Backing up the MyQ database on the MS Cluster

The automatic and manual backup processes do not differ from the standard backup
processes described in “Backing up MyQ Data”. The only setting that requires special
attention is the backup destination folder. It is recommended to save the backup

files on the shared cluster disk.

25.7.2 Restoring the MyQ database on the MS Cluster (all

Before restoring the MyQ database, MyQ has to be installed and set up on all the MS
Cluster nodes.
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Now you need to restore the MyQ database and settings on the active node of the
Cluster (the current owner of the MyQ server role) via the following steps:

1. Start All services via MyQ Easy Config.

2. Open the Database tab in MyQ Easy Config.

3. In the Main Database section, click Restore.... Select the database _*.zipfile,
and click Open. If the backup is password protected, there is a prompt to
provide the password. The database is restored and, if needed, upgraded as
well.

4. Repeat the process for all the other nodes.

25.7.3 Using Database Encryption

If you are using the Database Encryption feature in MyQ Easy Config, it is necessary
to perform the following steps after encrypting or restoring your database:

Stop all Cluster resources except for Storage and Server Name.

Open MyQ Easy Config on the active node and start all services.

Enable DB encryption.

Stop All services in MyQ Easy Config.

Copy the DB encryption key to all the other nodes. The key is located by
defaultin

“C:\Program Files\MyQ\Firebird\plugins\keyholder.conf".

6. Start All MyQ services in MyQ Easy Config, and bring all the resources online
via Failover Cluster Manager.

25.8 Upgrading MyQ

25.8.1 Necessary steps before the upgrade

Before starting the upgrade, make sure that you have an up-to-date and properly
finished backup of the MyQ database. The database can be backed up either
manually in MyQ Easy Config or automatically as a scheduled task in the MyQ web
administrator interface. To make sure that the backup file is preserved, it is
recommended to copy the database backup file to a different location.

vhwn =

25.8.2 Upgrading MyQ (all nodes)

The upgrade needs to be performed on each node of the cluster. To be able to
upgrade MyQ on a node, you need to have access to the shared cluster disk, so the
node has to be active. Therefore, you need to switch the active mode between all of
the nodes (move the MyQ server role between the nodes).

Before upgrading MyQ on the nodes, take all the MS Cluster resources, except for
Storage and Server Name, offline.

To upgrade MyQ on all nodes, start with the currently active node (the owner of the
MyQ server role) and do the following:

1. Start All services via MyQ Easy Config.
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2. Run the MyQ installation file.

3. Finish the installation process.

4. Stop All services via MyQ Easy Config, and then close the MyQ Easy Config
application.

5. Move the MyQ server role to the next node and repeat all the steps.

After MyQ is upgraded on all the nodes, bring all the MS Cluster resources online.

@ During the installation, you might encounter a warning message about a problem
related to updating the MyQ database. In such cases, continue with the setup, as the
problem does not impact the installation.

25.9 Recommended Troubleshooting

The MS Cluster solves issues on the currently active node which might affect the
availability of the MyQ server, by switching to one of the available passive nodes.

Problems related to the MyQ server need to be treated manually. In case you
encounter such problems, it is recommended to restart MyQ services in the Failover
Cluster Manager application. If the problem persists, contact MyQ support.

In case the MS Cluster does not start, try taking all the MS Cluster resources, except
for Storage and Server Name, offline, and then try to manually start MyQ services. If
successful, it is likely that the problem is on the cluster side; otherwise the problem is
probably related to the MyQ server, in which case contact MyQ support.
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26 Available languages

Language Abbreviation
Arabic (Saudi Arabia) ar
Bosnian (Bosnia & Herzegovina) bs
Bulgarian (Bulgaria) bg
Chinese (China) zh-cn
Chinese (Taiwan) zh-tw
Croatian (Croatia) hr
Czech (Czech Republic) cs
Danish (Denmark) da
Dutch (Belgium) nl-be
Dutch (The Netherlands) nl
English (United Kingdom) en
English (United States) en-us
Estonian (Estonia) et
Finnish (Finland) Fi
French (France) fr
German (Germany) de
Hungarian (Hungary) hu
Icelandic (Iceland) is
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Language Abbreviation
Italian (Italy) it
Japanese (Japan) ja
Korean (South Korea) ko
Latvian (Latvia) v
Lithuanian (Lithuania) lt
Norwegian Nynorsk (Norway) no
Polish (Poland) pl
Portuguese (Brazil) pt-br
Portuguese (Portugal) pt
Romanian (Romania) ro
Russian (Russia) ru
Serbian (Serbia) sr
Slovak (Slovakia) sk
Slovenian (Slovenia) sl
Spanish (Spain) es
Spanish (United States) es-us
Swedish (Sweden) sv
Turkish (Turkey) tr
Ukrainian (Ukraine) uk-UA
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Language Abbreviation

Welsh (Wales) cy
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27 Business Contacts

MyQ®
Manufacturer

Business
information

Technical
support

Notice

Trademarks

MyQ@® spol.sr.o.

Harfa Office Park, Ceskomoravska 2420/15, 190 93 Prague 9,
Czech Republic

MyQ® Company is registered in the Companies register at the
Municipal Court in Prague, division C, no. 29842

www.myg-solution.com
info@myg-solution.com

support@myg-solution.com

MANUFACTURER WILL NOT BE LIABLE FOR ANY LOSS OR
DAMAGE CAUSED BY INSTALLATION OR OPERATION OF THE
SOFTWARE AND HARDWARE PARTS OF THE MyQ® PRINTING
SOLUTION.

This manual, its content, design and structure are protected
by copyright. Copying or other reproduction of all or part of
this guide, or any copyrightable subject matter without the
prior written consent of MyQ® Company is prohibited and can
be punishable.

MyQ® is not responsible for the content of this manual,
particularly regarding its integrity, currency and commercial
occupancy. All the material published here is exclusively of
informative character.

This manual is subject to change without notification. MyQ®
Company is not obliged to make these changes periodically
nor announce them, and is not responsible for currently
published information to be compatible with the latest
version of the MyQ® printing solution.

MyQ®, including its logos, is a registered trademark of MyQ®
company. Microsoft Windows, Windows NT and Windows
Server are registered trademarks of Microsoft Corporation. All
other brands and product names might be registered
trademarks or trademarks of their respective companies.

Any use of trademarks of MyQ® including its logos without
the prior written consent of MyQ® Company is prohibited.
The trademark and product name is protected by MyQ®
Company and/or its local affiliates.
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